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Preface

ABOUT THE BOOK

This book describes the Systems Network Architecture (SNA) formats used between
subarea nodes and peripheral nodes, and between type 2.1 nodes. Readers who
need the formats used between subarea nodes should consult Systems Network
Architecture Network Product Formats, which includes those formats.

HOW THIS BOOK IS ORGANIZED

© Copyright IBM Corp. 1977, 1992

This book identifies the formats and meanings of the bytes that a basic link unit
(BLU) contains. A BLU is the basic unit of transmission at the data link and link
station level.

Chapter 1 identifies the formats and meanings of the bytes in a link header and a
link trailer.

Chapter 2 identifies the formats and meanings of the information-field bytes in a
data link control (DLC) Exchange Identification (XID) command and response.

Chapter 3 identifies the formats and meanings of the bytes in a transmission header.

Chapter 4 identifies the formats and meanings of the bytes in a request or response
header.

Chapter 5 identifies the formats and meanings of the bytes in request units and
response units.

Chapter 6 explains the transmission services and function management profiles that
SNA defines to describe session characteristics.

Chapter 7 identifies the formats and meanings of the bytes in user-structured sub-
fields that appear in a request or response unit.

Chapter 8 identifies the formats and meanings of the control vectors and session
keys that appear in a request or response unit.

Chapter 9 identifies the formats and meanings of the management services vectors
that appear in a request or response unit.

Chapter 10 explains the meanings of the sense data values defined by System
Network Architecture (SNA) that appear, for example, in negative response units.

Chapter 11 presents the descriptions and formats of the different function manage-
ment headers.

Chapter 12 identifies the formats and meanings of the bytes in a presentation ser-
vices header.



Chapter 13 identifies the formats and meanings of the general data stream (GDS)
variables that are specific to SNA service transaction programs.

Chapter 14 identifies the formats and meanings of the FS1 message units that
SNA/Distribution Services transaction programs use.

Chapter 15 identifies the formats and meanings of the FS2 message units that
SNA/Distribution Services transaction programs use.

Chapter 16 identifies the general data stream (GDS) variables that are for general
use.

Chapter 17 identifies the formats and meanings of the message units that SNA/File
Services transaction programs use.

Appendix A provides a summary of SNA character sets and symbol-string types.

Appendix B provides a summary of general data stream identifier (GDS ID) value
assignments.

Appendix C lists the common structures for SNA condition reports.

Appendix D lists the abbreviations and symbols that are used in this book.

RELATED PUBLICATIONS
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Related publications, providing overview and protocol information, are:
» Systems Network Architecture Concepts and Products (GC30-3072)
o Systems Network Architecture Technical Overview (GC30-3073)

o IBM Synchronous Data Link Control Concepts (GA27-3093)

o Systems Network Architecture Format and Protocol Reference Manual: Archi-
tectural Logic (SC30-3112)

o Systems Network Architecture Network Product Formats (LY43-0081)
o Systems Network Architecture Type 2.1 Node Reference (SC30-3422)
o Systems Network Architecture: Sessions Between Logical Units (GC20-1868)

o Systems Network Architecture: Transaction Programmer’s Reference Manual for
LU Type 6.2 (GC30-3084)

o Systems Network Architecture Format and Protocol Reference Manual: Archi-
tecture Logic for LU Type 6.2 (SC30-3269)

o Systems Network Architecture LU 6.2 Reference: Peer Protocols (SC31-6808)
o Systems Network Architecture/ Distribution Services Reference (SC30-3098)

o Systems Network Architecture/File Services Reference (SC31-6807)

» Systems Network Architecture/ Management Services Reference (SC30-3346)

e Token-Ring Network Architecture Reference (SC30-3374)



* Document Interchange Architecture: Technical Reference (SC23-0781)

» IBM Implementation of X.21 Interface General Information Manual
(GA27-3287)
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Summar;( of Changes

Major additions for GA27-3136-12:

The new information in this edition includes:

* Formats for APPN network nodes — primarily additions to GDS variables and
control vectors.

¢ Formats for length-checked compression — see the discussion in the RH chapter.

¢ Additional formats for SNA/MS. New formats have been defined for problem
management, change management, operations management, and multiple-
domain support.

» Additional formats for SNA/FS. New formats have been defined for the
SNA/FS Server Request and the global name.

© Copyright IBM Corp. 1977, 1992 IX
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Chapter 1. DLC Links

Two data link controls are described in this chapter: “Synchronous Data Link
Control (SDLC),” beginning on this page, and the “Token-Ring Network DLC” on
page 1-7.

Synchronous Data Link Control (SDLC)

All transmissions on an SDLC link are organized in a specific format called a frame:
Frame = BLU = LH [,I-field], LT

where: BLU = Basic Link Unit
LH = Link Header
I-field = Information field
LT = Link Trailer

Link headers and link trailers contain data link control information for synchronous
data link control (SDLC) links. An SDLC frame begins with the link header (LH),
which has three fields: the Flag, Address, and Control fields. The link trailer (LT)
follows the Information field and is three bytes long. The first two bytes make up
the Frame Check Sequence field; the last byte, the closing Flag field. The following
pages identify the formats and meanings of the bytes in a link header and a link
trailer.

Link Header (Flag)

LH Information Field LT

LH = Link Header

FlA|C LT = Link Trailer
F = Flag
[ A = Address
————————————— ] C = Control

Figure 1-1. Flag Field of Link Header. Always X'7E' (01111110)

All frames begin with a Flag field. The configuration of the flag is always 01111110
(X'7E'"). Because frames also end with flags (see link trailer), the trailing flag of one
frame may serve as the leading flag of the next frame. When receiving, the last 0 in
the trailing flag may also be the first 0 in the next leading flag, as Figure 1-2 on
page 1-2 illustrates.
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| —1eading flag-|
0111111011111160
|-trailing flag-|

Figure 1-2. Shared Trailing/Leading 0 in SDLC Flags

Note: Zero-bit insertion between the beginning and ending flags prevents a flag
pattern from occurring anywhere else in the frame.

Link Header (Address)

LH Information Field LT

LH
FlA]|C L7

Link Header
Link Trailer
Flag

Address
Control

-
[ I T I ]

Figure 1-3. Address Field of Link Header. (aaaaaaaa)

The second byte of the link header is the Address field. This address can be:
e a specific link station address — to only one link station
* a group address — to one or more link stations
* a broadcast address X'FF' (or 11111111) — to all link stations

-* a “no stations” address X'00'.

The “no stations” address is reserved and should not be used for any link station or
group of link stations.

Note: The specific link station address of the secondary is used when the trans-
mission is going from primary to secondary or from secondary to primary.
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Link Header (Control)

LH Information Field LT
_‘ LH = Link Header
LT = Link Trailer
FIA|C F = Flag
A = Address
C = Control
(Modulus 8 and Modulus 128) (Modulus 128 only)
c|lec|lc|ec|c|lecleclec|ele|lc]|elc|ec|c]|c

Figure 1-4. Control Field of Link Header. (Eight bits for modulus 8; sixteen bits for
modulus 128)

The third byte (or third and fourth bytes) of the link header is the Control field.
The Control field contains either an SDLC command or a response. All frames
transmitted by a primary station are commands, while frames transmitted by a sec-
ondary station are responses. There are three categories of SDLC commands and
responses:

¢ Unnumbered Format
¢ Supervisory Format
¢ Information Format

Unnumbered Format: These commands and responses have a poll/final (P/F) bit
that is set to 1 to solicit a response (P bit) or when it is the last SDLC frame of a
transmission (F bit). This bit is a poll bit for commands and a final bit for
responses. Each of the Unnumbered Format commands and responses have two
possible hex values: one value for when the poll/final bit is 0 and another value for
when the poll/final bit is 1.

Supervisory Format: These commands and responses have a varying number of
possible hex values. The number of possible hex values corresponds to the receive
sequence numbers assigned to this frame and the setting of the P/F bit. To increase
the sequence number modulus from 8 to 128, a two-byte extended Control field is
used.

Information Format: These commands and responses also vary in the number of
possible hex values. The number of possible hex values correspond to the send and
receive sequence numbers assigned to this frame and the setting of the P/F bit. To
increase the sequence number modulus from 8 to 128, a two-byte extended Control
field is used.

The Information Format is identified by a 0 in the low-order bit of the first or only
byte of the Control field. In an Information Format SDLC command or response,
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the Information field contains a PIU (path information unit). The remaining chap-
ters of this book, with the exception of Chapter 2, discuss the contents of the PIU.

Figure 1-5 lists the SDLC commands and responses for modulus 8 (one-byte)
Control fields; Figure 1-6 lists them for modulus 128 (two-byte) Control fields.

Figure 1-7 describes the Information field of the Frame Reject (FRMR) response
frame, which is one of the unnumbered formats listed in Figure 1-5.

BINARY HEX EQUIVALENT ACRO-
FORMAT CONFIGURATION |P/F off,P/F on COMMAND NAME NYM
Unnumbered | 600 P/F 0011 | X'03', X'13' | Unnumbered Information Ul
Format
000 F 0111 | X'07', X'17' | Request Initialization RIM
Mode
000 P 0111 | X'07', X'17' | Set Initialization Mode SIM
000 F 1111 | X'OF', X'1F' | Disconnect Mode DM
001 P 0011 | X'23', X'33' | Unnumbered Poll up
010 F 0011 | X'43', X'53' | Request Disconnect RD
010 P 0011 | X'43', X'53' | Disconnect DISC
011 F 0011 | X'63', X'73' | Unnumbered Acknowledgment | UA
160 P 0011 | X'83', X'93' | Set Normal Response Mode SNRM
100 F 0111 | X'87', X'97' | Frame Reject FRMR
101 P/F 1111 | X'AF', X'BF' | Exchange Identification XID
110 P/F 0111 | X'C7', X'D7' | Configure CFGR
110 P 1111 | X'CF', X'DF' | Set Normal Response Mode SNRME
Extended
111 P/F 0011 | X'E3', X'F3' | Test TEST
111 F 1111 | X'EF', X'FF' Beacon BCN
Supervisory| RRR P/F 0001 | X'*1', X'*1' | Receive Ready RR
Format
RRR P/F 0101 | X'*5', X'*5' | Receive Not Ready RNR
RRR P/F 1061 | X'*9', X'*9' | Reject REJ
Information| RRR P/F SSSO | X'**'  X'#*' | Numbered Information
Format Present
Notes: P = Poll bit (sent to secondary station)
F = Final bit (sent to primary station)
RRR = Nr (receive count)
SSS = Ns (send count)
* = Any value

Figure 1-5. Control Fields for SDLC Commands and Responses—Modulus 8

1-4 SNA Formats



HEX ACRO-

FORMAT BINARY CONFIGURATION |EQUIVALENT COMMAND NAME NYM
Unnumbered | same as modulus 8 (one-byte), as in Figure 1-5.
Format
Supervisory| 0000 0001 RRRR RRR P/F | X'O1**' Receive Ready RR
Format
0000 0101 RRRR RRR P/F | X'B5**!' Receive Not Ready RNR
0000 1001 RRRR RRR P/F | X'Q9**!' Reject REJ
Information| SSSS SSSO RRRR RRR P/F | X'###x! Numbered Information
Format Present
Notes: P = Poll bit (sent to secondary station)
F = Final bit (sent to primary station)
RRR = Nr (receive count)
$SS = Ns (send count)

*

Any value

Figure 1-6. Control Fields for SDLC Commands and Responses—Modulus 128

Link Trailer (Frame Check Sequence)

LH Information Field LT

FCS F

Figure 1-8. Frame Check Sequence Field of Link Trailer

The Frame Check Sequence field carries information that the receiver uses to check
the received frame for errors that may have been introduced by the communication
channel. This field contains a 16-bit check sequence that is the result of a computa-
tion on the contents of both the ILH (with the exception of the flag) and the Infor-
mation field at the transmitter. Cyclic redundancy checking (CRC) is used to
perform this calculation. The receiver performs a similar computation and checks
its results.
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Information Field of the FRMR Response Frame

Modulus 8:

T T T T T T T 717 T T T T 1 T 11
Control Field r |0 Ns (00000jzyxw
T R 11 R R AR
Byte 0 Byte 1 ' Byte 2
Modulus 128:
T T T T T T T T T T T 1711 T T T T 1T T T T T 17 T T 7T 71
Control Field S Nr 00D00|zy xw
[ R R B R R N (| [ A IR
Byte 0 | Byte 1 Byte 2 Byte 3 Byte 4
______________ S S |

Note:

For modulus 128, if control field causing FRMR is an unnumbered format

(one—byte), it is placed in byte @ and byte 1 is set to all 0's.

Field Description Explanation/Usage
C Control Field Control field of the rejected command, as
received
Nr Receive Count This station's present receiver frame
count (the existing count prior to FRMR)
Ns Send Count This station's present transmitter frame
count (the existing count prior to FRMR)
Rejection Indicators:
z Count 0 = no error
1 = Received Nr disagrees with transmitted Ns
y Buffer 0 = no error
1 = Buffer overrun (I-field is too long)
X I-field 0 = no error
1 = Prohibited I-field received
w Command no error

-

Invalid or nonimplemented command received

Figure 1-7. Information Field of the FRMR Response Frame — Modulus 8 and Modulus
28. In each byte, the low-order bit is sent first and the high-order bit is sent

last.



Link Trailer (Flag)

LH Information Field LT

FCS F

Figure 1-9. Flag Field of Link Trailer. Always X'7E' (01111110)

All frames end with a Flag field. The configuration of the ending (trailing) flag is
the same as that of the beginning (leading) flag that is present in the link header:
X'7E' (01111110).

Token-Ring Network DLC

The token-ring network DLC consists of two sublayers: the medium access control
and the logical link control. The medium access control (MAC) sublayer controls
the routing of information between the physical layer and the logical link control
sublayer. It provides the following functions: address recognition, frame copying,
frame delimiting, and 32-bit frame check sequence generation and verification. The
logical link control (LLC) sublayer provides sequential, connection-oriented data
transfer.

The following commands and responses, a subset of those shown in Figure 1-6, are
used by the LLC sublayer in the token-ring network:
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Format

Command/Response Name

Unnumbered Format

DM Response

DISC Command

UA Response

SABME Command

FRMR Response

XID Command or Response

Test Command or Response

Supervisory Format

Receive Ready

Receive Not Ready

Reject

Information Format

Numbered Information Present

Figure 1-10. LLC Commands and Responses

The code points associated with these commands and responses are the same as
those shown in Figure 1-6. ’

The token-ring network DLC, in contrast to SDLC, transmits the high-order bit
first and the low-order bit last within each byte. Also, zero-bit insertion is required
on the token-ring network, since the differential Manchester encoding technique is

used.

Additional information about the token-ring network DLC architecture is contained

in the Token-Ring Network Architecture Reference.




XID I-field

Chapter 2. Exchange Identification (XID) Information Fields

This chapter describes the formats of the information field of the DLC XID
command and response.
Throughout this book, reserved is used as follows:

» Reserved bits or fields are currently set to 0’s (unless explicitly stated otherwise)
e Reserved values are those that currently are invalid

Correct usage of reserved fields is enforced by the sender; no receive checks are
made on these fields.

DLC XID Information-Field Formats

DLC XID Information Field

Byte Bit Content
0 0-3 Format of XID I-field:
X'0" fixed format: only bytes 0— 5 are included
X'1' variable format (for T1]2.0 to T4|5 node exchanges): bytes 0—p are
included
X'2' reserved
X'3' variable format (for T2.1 to T2.1|4|5 node exchanges): bytes 0—p are
included
X'8'—X'F' defined for external standards organizations
4-7 Type of the XID-sending node:
X1t Tl
X2t T2
X'3'  reserved
X'4' subarea node (T4 or TS)
1 Length, in binary, of variable-format XID I-field (bytes 0 — p); reserved for fixed-
format XID I-field
2-3517 Node Identification

© Copyright IBM Corp. 1977, 1992 2-1



XID I-field

DLC XID Information Field

Byte Bit

Content

2-5 0-11

12-31

End of Format 0
6—p

6—17

8

8 0-1

10—-11

2-2 SNA Formats

Block number: an IBM product specific number; see the individual product specifi-
cations for the specific values used

Note: The values all 0’s and all 1’s indicate that bytes 2— 5 do not contain a unique
node identifier.

ID number: a binary value that, together with the block number, identifies a spe-
cific station uniquely within a customer network installation; the ID number can be
assigned in various ways, depending on the product; see the individual product spec-
ifications for details

Note 1: When the Block Number field does not contain all 0’s or all 1’s, a value of
all 0’s in the ID number indicates that no ID number has been assigned.

Note 2: For XID format 3, the contents of bytes 2— 5 of the Node Identification
field are used in some instances as a role-negotiation-value to resolve contention in
protocol roles of nodes, e.g., primary/secondary DLC roles or the ODALI value to be
appended to the (OAF’, DAF’) values assigned at a node. When a role-negotiation
value is needed and the node does not supply a unique node identification value, it
supplies a random value in the ID Number field.

Format 1 Continuation

Reserved

Link Station and Connection Protocol Flags

Reserved

Link-station role of XID sender:

0  sender is a secondary link station (nonnegotiable)
1  sender is a primary link station (nonnegotiable)
Reserved.

Link-station transmit-receive capability:

X'0' two-way alternating

X'1' two-way simultaneous

Characteristics of the node of the XID sender:

Reserved

Segment assembly capability of the path control element of the node:
00 the Mapping field is ignored and PIUs are forwarded unchanged
01  segments are assembled on a link-station basis

10  segments are assembled on a session basis

11  only whole BIUs are allowed

Reserved

Maximum I-field length that the XID sender can receive:

Format flag:

0  bits 1 —15 contain the maximum I-field length (only value defined)
Maximum I-field length, in binary



XID I-field

DLC XID Information Field

Byte Bit Content
12 0-3 Reserved
4-17 SDLC command/response profile:

X'0" SNA lnk profile (only value defined)

Note: These profiles refer to the mandatory command/response support on an

SDLC link, as follows:

*  For an SDLC link in normal response mode (NRM/NRME), having a point-
to-point or multipoint configuration (determined from system definition), the
support required is:

Commands  Responses

I-frames I-frames
RR RR
RNR RNR
Test Test
XID XID
SNRM UA

SNRME UA
Disconnect DM

- RD

- Frame Reject
Reject Reject

Note 1: The RD response is sent by the secondary station if and only if CS
has decided to deactivate the link.
Note 2: Reject is required only if both sender and receiver have two-way
simultaneous transmit-receive capability.

*  For an SDLC link in normal response mode (NRM), having a loop configura-
tion (determined from system definition), the support required is:

Commands  Responses

I-frames I-frames
RR RR
RNR RNR
Test Test
XID XID
SNRM UA
Disconnect DM

UP -

- Frame Reject
Configure Configure

- Beacon

- RD

Note: The RD response is sent by the secondary station if and only if CS has
decided to deactivate the link.
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DLC XID Information Field

Byte Bit Content
13 0—1 Reserved
2 SDLC initialization mode options:
0  SIM and RIM not supported
1  SIM and RIM supported
3—-17 Reserved
14—-15 Reserved
16 0 Reserved
1-7 Maximum number of I-frames that can be received by the XID sender before an
acknowledgment is sent, with an implied modulus for the send and receive sequence
counts—less than 8 implies a modulus of 8, 8 or greater implies a modulus of 128
17 Reserved
For byte 9, bit 7 = 0 (short-hold mode not supported)
18—p SDLC Address Assignment Field
18 Length (p minus 18), in binary, of the SDLC address to be assigned
19—p Secondary station address to be assigned
For byte 9, bit 7 = 1 (short-hold mode supported)
18—p Short-Hold Mode Dependent Parameters
18 Reserved
19—n Dial Digits of XID Sender
19 Number, in binary, of dial digits
20—n Dial digits: a string of digits, each having the form X'Fn' (0<n<9)
nt+l-p Dial digits of an available short-hold mode port
Note: This field is included only in an XID from a T4 or T5 node and only for an
incoming call on an already logically busy (byte 9, bit 6 = 1) short-hold mode port.
If this field is not included, then p = n.
n+1 Number, in binary, of dial digits of an available short-hold mode port, if one exists
n+2-p Dial digits of an available short-hold mode port: a string of digits, each having the
form X'Fn' (0<n<9)
Note: Byte n+1 is set to the value X'00' and the n+ 2-p field is not included if no
free alternate port is found. In this case, the station may retry later on the same
port used for the current XID.
End of Format 1
6—p Format 3 Continuation
6—17 Reserved
89 Characteristics of the node of the XID sender:
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DLC XID Information Field

Byte Bit Content
0 INIT-SELF support:
0  INIT-SELF may be sent to the XID sender
Note: I the XID sender does not contain an SSCP, it forwards any
INIT-SELF received to the proper node for processing, which returns the
response to the originator of the request.
1  INIT-SELF (and character-coded logon) cannot be sent to the XID sender
Note: For bits 0— 1, the value 11 is reserved.
1 Stand-alone BIND support:
0  BIND may be sent to the XID sender without a prior INITIATE sequence
(i.e., XID sender supports independent-PLU session partners)
1  BIND may not be sent to the XID sender (i.e., the XID sender does not
support independent-PLU session partners)
Note: For bits 0— 1, the value 11 is reserved.
2 Whole-BIND-PIUs generated indicator:
0  this node can generate BIND PIU segments
1  this node does not generate BIND PIU segments
3 Whole-BIND-PIUs required indicator:
0  this node can receive BIND PIU segments
1  this node cannot receive BIND PIU segments
Note: The value 10 for bits 2— 3 is reserved.
4-7 Reserved
8 ACTPU suppression indicator:
0 ACTPU for an SSCP-PU session requested
1 ACTPU for an SSCP-PU session not requested
9 Networking capabilities indicator:
0  the sender is not a network node
1  the sender is a network node
10 Control point services (reserved when bytes 8 — 9, bit 11 is 0):
0  CP services not requested or provided
1 CP services requested or provided: when network services are not provided on
this TG by the XID sender (bit 9 = 0), CP services are requested; when
network services are provided on this TG by the XID sender (bit 9 = 1), CP
services are provided.
11 CP-CP session support:
0  CP-CP sessions not supported on this TG
1  CP-CP sessions supported on this TG
Note: The following combinations of bits 9, 10, and 11 are not valid: 010, 101,
110.
12—13 XID exchange state indicators:
00 exchange state indicators not supported (set only by implementations not at
the current level of SNA)
01  negotiation-proceeding exchange
10  prenegotiation exchange
11  nonactivation exchange
14 Nonactivation exchange secondary-initiated capability:

0 nonactivation exchange initiated by secondary station not supported
1  nonactivation exchange initiated by secondary station supported

Chapter 2. XID Information Fields 2-5
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DLC XID Information Field

Byte Bit Content
15 CP name change support indicator:

0  the sender will fulfill nonactivation XID exchange protocols but, except for the
Exchange State indicators, is not able to process fields in the received XID3
that differ from those sent in during the previous XID3 exchange.

1 the sender can process nonactivation XID3s that contain a CP name or TG
number that differs from that received by the sending node during the last XID
exchange.

10 0-1 BIND pacing support over the TG
0 Adaptive BIND pacing support as a BIND sender:
0 adaptive BIND pacing as a BIND sender not supported
1  adaptive BIND pacing as a BIND sender supported
1 Adaptive BIND pacing support as a BIND receiver:

0  adaptive BIND pacing as a BIND receiver not supported

1  adaptive BIND pacing as a BIND receiver supported

Note: The combinations of bits 0 and 1 have the following meanings: 00 means

adaptive BIND pacing is not supported; 01 means one-way adaptive BIND pacing

is supported; 11 means adaptive BIND pacing is fully supported.
2 Quiesce TG request indicator:

0 the sender requests that the receiving node generate a topology update stating
that the TG from the receiver to the sender is operative.

1  the sender is requesting that the receiving node generate a topology update
stating that the TG from the receiver to the sender is quiesced.

Note: The requested topology update is generated only if the value sent in this field

differs from that sent in the previous XID exchange.

3 PU capabilities support:

0 does not support receipt of ACTPU containing a PU Capabilities (X'80")
control vector

1 supports receipt of ACTPU containing a PU Capabilities (X'80') control
vector

4 APPN border node support:
0  APPN border node function not supported
1  APPN border node function supported

5 Reserved

6—17 Qualifier for Adaptive BIND pacing support:

00 Adaptive BIND pacing support applies to BINDs for BOTH independent and
dependent LUs, and is nonnegotiable.

01 Adaptive BIND pacing support applies to BINDs for BOTH independent and
dependent LUs, unless overridden by the partner node. '

10  reserved

11  (Retired) Adaptive BIND pacing support applies to BINDs for only inde-
pendent LUs.

Note: Nodes using this setting cannot be connected to those using the 00
setting.
11-14 Reserved
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DLC XID Information Field

Byte Bit

Content

15 0

16
17

18—n

18

For SDLC

19

19 0

20 0

21-22

1-15
23 0-3

Parallel TG support indicator:

0  parallel TGs not supported, only a single TG between the sender and the
receiver is permitted

1  parallel TGs are supported, more than one TG between the sender and the
receiver may be activated

Reserved

Transmission group number: a binary value in the range 0 to 255

DLC type:
X'01* SDLC
X'02' System/370 channel to controller DLC

DLC Dependent Section

Length, in binary, of the DLC Dependent Section field

Link Station and Connection Protocol flags

Reserved

ABM support indicator:

0  XID sender cannot be an ABM combined station

1  XID sender can be an ABM combined station

Link-station role of XID sender:

00  sender is a secondary link station (nonnegotiable)

01  sender is a primary link station (nonnegotiable)

10  reserved

11  sender is a negotiable link station (primary or secondary capability)

Note: For ABM stations, the value of bits 2— 3 is used only for the purposes of

OAF’-DAF’ assignment and deciding which node sends the Set Mode command.

Reserved

Link-station transmit-receive capability:

00 two-way alternating

01 two-way simultaneous

ABM nonactivation XID exchange initiator indicator:

0  XID sender is not the initiator of a nonactivation XID exchange on an ABM
TG

1 XID sender is the initiator of a nonactivation XID exchange on an ABM TG
XID command

Note: Support for the ABM Nonactivation XID Initiator indicator is required for

all ABM link stations that also support secondary-initiated nonactivation XID

exchanges.

Reserved

Maximum BTU length that the XID sender can receive:

Format flag:

0  bits 1—15 contain the maximum BTU length (only value defined)
Maximum BTU length, in binary

Reserved
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DLC XID Information Field

Byte Bit

Content

4-7

SDLC command/response profile:
X'0'

SNA link profile (only value defined)

Note: These profiles refer to the mandatory command/response support on an
SDLC link, as follows:

2-8 SNA Formats

For an SDLC link in normal response mode (NRM/NRME), having a point-
to-point or multipoint configuration (determined from system definition), the
support required is:

Commands  Responses
I-frames I-frames
RR RR

RNR RNR
Test Test

XID XID
SNRM/SNRME UA
Disconnect DM

- RD

- Frame Reject
Reject Reject

Note 1: The RD response is sent by the secondary station if and only if CS
has decided to activate the link.

Note 2: Reject is required only if both sender and receiver have two-way
simultaneous transmit-receive capability.

For an SDLC link in normal response mode (NRM), having a loop configura-
tion (determined from system definition), the support required is:

Commands  Responses
I-frames I-frames
RR RR

RNR RNR
Test Test

XID XID
SNRM UA
Disconnect DM

UP - .
- Frame Reject
Configure Configure
- Beacon

- RD

Note: The RD response is sent by the secondary station if and only if CS has
decided to activate the link.
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DLC XID Information Field

Byte Bit Content
e For an SDLC link in asynchronous balanced mode (ABM) (determined from
the Link-Station Role of XID Sender field), having a point-to-point configura-
tion, the support required is:
Commands  Responses
I-frames -
RR RR
RNR RNR
Reject Reject
SABME UA
Disconnect DM
Test Test
XID XID
- Frame Reject
Note 1: All commands and responses are transmitted and received in two-octet
format (extended control field).
Note 2: Frame Reject is not required to be transmitted; receive capability is
required.
24 0—1 Reserved
2 SDLC initialization mode options:
0  SIM and RIM not supported
1 SIM and RIM supported
3—-7 Reserved
25—26 Reserved
27 0 Reserved
1-7 Maximum number of I-frames that can be received by the XID sender before an
acknowledgment is sent (with an implied modulus on NRM connections for the
send and receive sequence counts—less than 8 implies a modulus of 8, 8 or greater
implies a modulus of 128) The value received in this field is the maximum number
of I-frames that the XID receiver may send and have unacknowledged at any given
time.
28(=n) Reserved

For Channel DLC (System|370 Channel to Controller)

19-20

Note: The System/370 node always contains the primary link station for channel
data link control (CDLC); the controller always contains the secondary station.

Indicators:

Change CDLC parameters; may be set by the primary on a nonactivation XID;

echoed by the secondary; reserved for both primary and secondary for other XID

exchange types:

0  do not change CDLC parameters

1  change CDLC parameters to the values in this XID; the parameters that may
be changed are buffer pre-fetch, number of read commands, buffer size,
blocking delay, attention timeout, and time units

Chapter 2. XID Information Fields 2-9
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DLC XID Information Field

Byte Bit

Content

1

w N

4-15
21-22

23

24-25

26—27

28—-29

30-31

32-33

34-35

36(=n)

2-10 SNA Formats

Attention timeout support; set by the secondary; reserved for the primary:

0  not supported

1  supported

Reserved

Change CDLC parameters support; specifies whether the XID sender supports
changing CDLC parameters by means of a nonactivation XID exchange (see
bytes 19— 20, bit 0):

0 not supported

1  supported

Reserved

Length, in binary, of the maximum link PIU (LPIU) that the XID sender can
receive

Buffer pre-fetch: number of buffers suggested for the secondary to preallocate each
time the secondary reads LPIUs from the primary

Number of Read commands: number of Read CCWs the primary must include in
every read channel program used to read LPIUs

Buffer size: for the primary, the size of the input area associated with each Read
CCW in channel programs used to read LPIUs; for the secondary, the approximate
number of bytes available for LPIU storage in each buffer used for accepting LPIUs
from the primary

Blocking delay: maximum interval that the secondary delays between the time it has
an LPIU to send to the primary and the time it presents an Attention to the
primary

Attention timeout: maximum interval that a secondary awaits a read channel
program after presenting an Attention to the primary; if the timeout expires, a
secondary-detected inoperative station condition is declared. This timeout value is
also used for idle detection (1/2 Attention timeout [ATO] is used), second-chance
Attention (1/2 ATO is used), and primary-detected inoperative station (3/2 ATO is
used)

Previous number of Read commands: set by the secondary in an XID sent in reply
to a change-CDLC-parameters nonactivation XID; otherwise, reserved. The field
contains the value of the number-of-Read-commands parameter that was active
prior to the change.

Previous primary buffer size: set by the secondary in an XID sent in reply to a
change-CDLC-parameters nonactivation XID; otherwise, reserved. The field con-
tains the value of the primary-buffer-size parameter that was active prior to the
change.

Time units: specifies the time units used for Attention timeout and blocking delay
X'00'  100-millisecond time units
X'01'" 1-millisecond time units
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DLC XID Information Field

Byte

Bit

Content

n+l-p

Control vectors, as described in “Control Vectors” on page 8-3.

Note: The following control vectors may be included; they are parsed according to

subfield parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).

X'0E' Network Name control vector: type X'F1', PU name (present only from
a T4|5 node XID sender)

X'0E' Network Name control vector: type X'F4', network-qualified CP name
(always present; the network identifier is always used; i.e., valid lengths of
the network-qualified CP name are 3 to 17 bytes with an imbedded period
separating the network identifier and CP name parts of the field)

X'OE' Network Name control vector: type X'F7', local name of the ALS at the
XID sender (present when the sending node provides a nonnegotiated rep-
resentation of the link in addition to the negotiated TG number)

X'10'  Product Set ID control vector (always present when the Exchange State
indicators are supported)

Note: When included in XID, the Product Set ID control vector is limited
to a maximum of 60 bytes.

X122'  XID Negotiation Error control vector (present when an error during XID
negotiation is detected; more than one may be present)

X'46' TG Descriptor control vector (present when the sending node is activating
a TG through a virtual routing node, or when a border node is activating
an intersubnetwork TG)
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Chapter 3. Transmission Headers (THs)

Introduction

FID2 Layout

A transmission header (TH) is the leading, or only, field of every PIU. The first
half-byte of any TH is the Format Identifier (FID) field. FID2 corresponds to
hexadecimal value 2 in the FID field. The FID2 TH is described below.

Byte

0 |[FID2—Format Identification
MPF—Mapping Field
ODAI—OAF'-DAF' Assignor Reserved Byte
Indicator
EFI—Expedited Flow Ind.

2 |DAF'—Destination Address |OAF'—Origin Address

4 |SNF—Sequence Number Field

Figure 3-1. Transmission Header for FID Type 2

FID2 Field Descriptions

FID2 is the format used between a T4 or TS node and an adjacent T2 (i.e.,
T2.0 or T2.1) node, or between adjacent T2.1 nodes.

FID2 Field Descriptions

Byte Bit Content
0 0-3 FID2—Format Identification: 0010
4-5 MPF—Mapping Field. The MPF consists of bit 4, the Begin-BIU (BBIU) bit, and

bit 5, the End-BIU (EBIU) bit. It specifies whether the information field associated
with the TH is a complete or partial BIU, and, if a partial BIU, whether it is the
first, a middle, or the last segment.

10  first segment of a BIU (BBIU, — EBIU)

00 middle segment of a BIU (— BBIU, —EBIU)

01 last segment of a BIU (—~ BBIU, EBIU)

11  whole BIU (BBIU, EBIU)

Note: For all responses (RRI field of the RH is set to 1) and expedited requests
(EFI is set to 1), with the exception of BIND and RSP(BIND), the MPF is set to
11; i.e., no segmenting of responses and expedited requests is performed.

© Copyright IBM Corp. 1977, 1992 3-1
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FID2 Field Descriptions

Byte

Bit

Content

3-2

6

SNA Formats

ODAI—-OAF’-DAF’ Assignor Indicator (used for T2.1 - T2.1|BF flows; otherwise,
reserved). The ODAI indicates which node assigned (at session-activation time) the
OAF’-DAF’ values carried in the TH (see SNA Type 2./ Node Reference for
details). Together with the DAF’ and OAF’ values, the ODAI value forms a 17-bit
local-form session identifier (LFSID); the DAF’" and OAF’ values used in the TH in
one direction are reversed in the other direction.

Note: See “ISOLATED PACING MESSAGE (IPM)” on page 4-13 for the dis-
cussion of the adaptive BIND pacing IPM, which makes exceptional use of these
fields.

EFI—Expedited Flow Indicator. The EFI designates whether the PIU belongs to
the normal or expedited flow. Normal-flow PIUs are kept in order on a session
basis by PC; so are expedited-flow PIUs. Expedited-flow PIUs can pass normal-
flow PIUs flowing in the same direction at queuing points in T'C within half-
sessions and boundary function and APPN session connectors. It has the following
meaning:

0  normal flow

1  expedited flow

Reserved
DAF’—Destination Address Field. See discussion above for ODAIL

OAF'—Origin Address Field. See discussion above for ODAI

Note: The PU T2.0 is always assigned the local address value of 0. Therefore,
BIUs to the physical unit always have the associated DAF’ = 0; BIUs from the
physical unit always have the associated OAF’ = 0. The OAF’ is also 0 for BIUs
Jfrom the SSCP, and DAF’ is 0 for BIUs zo the SSCP. For T2.1 nodes, an OAF’ or
DAF’ can also be set to 0 for independent LU-LU sessions (see SNA Type 2./ Node
Reference for details).

SNF—Sequence Number Field. The Sequence Number Field contains a numerical
identifier for the associated BIU; path control, when segmenting, puts the same SNF
value in each segment derived from the same BIU. The numerical identifier used
depends on a number of factors. If the TS profile indicates sequence numbers are
not used, the SNF value is a 16-bit identifier that distinguishes a request being sent
or responded to from any other outstanding request on the same flow. If the TS
profile indicates sequence numbers are used, the flow is a factor. Expedited-flow
requests (other than SIG for LU 6.2) carry 16-bit identifiers; expedited-flow
responses echo the SNF values of their corresponding requests. Normal-flow
requests, other than between LU 6.2s, carry 16-bit numerical values ranging in value
from 1— 65,535 (incremented by 1 for each request) and wrapping through 0 there-
after; the corresponding responses echo their SNF values. The table below defines
the SIG and normal-flow SNF usage between LU 6.2s.

Request Response

(FMD|LUSTAT) with BB A
(FMD|LUSTAT) with -BB A
BIS A
A

B

RTR
SIG

mmoomo
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FID2 Field Descriptions
Byte Bit Content

A: A 16-bit number (1 —65,535) incremented by 1 for each request and wrapping
through 0 thereafter

B:  Low-order 15 bits of the SNF in the request that carried the last successful
BB; the high-order bit identifies the half-session that started the bracket (0 =
secondary, 1 = primary); in the case of the first bracket of a session, where
the BB is implied, not sent, the low-order 15 bits are 0 and the high-order bit
is 1.

C:  Low-order 15 bits of the SNF in the BB request being responded to; the high-
order bit identifies the sender of the BB request (0 = secondary, 1 =
primary).

D:  The half-session does not respond to BIS.

E:  Same value as the corresponding request.

Note: For additional details of LU 6.2 processing, see SNA LU 6.2 Reference: Peer
Protocols.

Chapter 3. Transmission Headers (THs) 33
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Chapter 4. Request/Response Headers (RHs)

Introduction

This chapter identifies the formats and meanings of the request and response headers
(RH); “Descriptions of Request Units” on page 5-4 and “Positive Response Units
with Extended Formats” on page 5-61 describe the request and response units
(RU).

To distinguish between a request and a response, examine bit 0 in byte 0 of the RH:

If bit 0 = 0: the RH is a request header and the associated RU is a request
unit.

If bit 0 = 1: the RH is a response header and any associated RU is a
response unit.

Figure 4-1 on page 4-2 provides a summary of the bytes and field names in the
RH.

Length-checked compression (LCC) and the algorithms and additional formats sup-
porting LCC are described in the section “Length-Checked Compression” on
page 4-9. The lengths of request units are changed by LCC.

Three message units—IPR, IPM, and EXR—which make use of the RH for special
purposes, are described at the end of this chapter.

© Copyright IBM Corp. 1977, 1992 4-1
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Request/Response Header

T
RRI RU
=0 Cate?ory r FI | SDI| BCI| ECI| Request

Byte 0

o
.

.
RRI RU
=1 Cate?ory r FI | SDI| 1 1 Response

Request |DR1I|LCCI(DR2I| ERI| r (RLWI| QRI| PI

Byte 1

o

Response (DR1I| r |DR2I| RTI| r r QRI| PI

Request | BBI| EBI| CDI| r CSI| EDI| PDI|CEBI

Byte 2

= Reserved

Response r r r r r r r r

Field Description Explanation/Usage
RRI Request/Response indicator 0 = request (RQ); 1 = response (RSP)
RU Request/Response Unit Category 00 = FM data (FMD)
Category 01 = network control (NC)
10 = data flow control (DFC)
11 = session control (SC)
FI Format indicator 0 = no FM header (-FMH), for LU-LU sessions;

or character-coded without an NS header
(-NSH), for network services (NS)

1 = FM header (FMH) follows, for LU-LU
sessions; or field-formatted with an
NS header (NSH), for NS

SDI Sense Data Included indicator 0 = not included (~SD); 1 = included (SD)

BCI Begin Chain indicator 0 = not first in chain (-BC);
1 = first in chain (BC)

Figure 4-1 (Part 1 of 2). RH Formats
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Field Description Explanation/Usage
ECI End Chain indicator 0 = not last in chain (-EC);
1 = last in chain (EC)
DR11 Definite Response 1 indicator 0 = -DR1; 1 = DR1
LCCI Length-Checked Compression 0 = RU is not compressed (-LCC);
indicator 1 = RU is compressed (LCC)
DR21 Definite Response 2 indicator 0 = -DR2; 1 = DR2
ERI Exception Response indicator Used in conjunction with DR1I and DR2I
to indicate, in a request, the form of
response requested. Values and
meanings of DRI1I, DR2I, ERI are:
000 = no-response requested
' 100/010|110 = definite-response
requested
101011111 = exception-response
requested
RTI Response Type indicator 0 = positive (+); 1 = negative (-)
RLWI Request Larger Window 0 = larger pacing window not requested
indicator (~RLW) ;
1 = larger pacing window requested (RLW)
QRI Queued Response indicator 0 = response bypasses TC queues (-QR);
1 = enqueue response in TC queues (QR)
PI Pacing indicator 0 = ~PAC; 1 = PAC
BBI Begin Bracket indicator 0 =-BB; 1 =BB
EBI End Bracket indicator 0=-EB; 1 =EB
(reserved for LU type 6.2)
CDI Change Direction indicator 0 = do not change direction (-CD);
1 = change direction (CD)
csI Code Selection indicator 0 = code 0; 1 = code 1
EDI Enciphered Data indicator 0 = RU is not enciphered (-ED);
1 = RU is enciphered (ED)
PDI Padded Data indicator 0 = RU is not padded (-PD);
1 = RU is padded (PD)
CEBI Conditional End Bracket 0 = not conditional end bracket (-CEB);

indicator

1 = conditional end bracket (CEB) (used
for LU type 6.2; else, reserved)

Figure 4-1 (Part 2 of 2). RH Formats

Chapter 4. Request/Response Headers (RHs)

4-3



RH Formats

RH Formats

4-4 SNA Formats

The request/response header (RH) is a 3-byte field; it may be a request header or a
response header. The RH control fields shown in Figure 4-1 on page 4-2 are
described below.

Regquest|/Response Indicator (RRI): Denotes whether this is a request or a response.

RU Category: Denotes to which of four categories the BIU belongs: session
control (SC), network control (NC), data flow control (DFC), or function manage-
ment data (FMD). (The NC category is not supported by T2.1 nodes.)

Format Indicator: Indicates which of two formats (denoted Format 1 and Format
0) is used within the associated RU (but not including the sense data field, if any;
see Sense Data Included indicator, below).

For SC, NC, and DFC RUs, this indicator is always set to Format 1.

On FMD requests for SSCP-SSCP, SSCP-PU, and SSCP-LU sessions, Format 1
indicates that the request RU includes a network services (NS) header and is field-
formatted (with various encodings, such as binary data or bit-significant data, in the
individual fields). Format 0 indicates that no NS header is contained in the request
RU and the RU is character-coded. The Format indicator value on a response is
the same as on the corresponding request.

For LU-LU sessions that support FM headers on FMD requests, Format 1 indi-
cates that an FM header begins in the RU (see Chapter 11, “Function Management
(FM) Headers”); Format 0 indicates this is not the case. The Format indicator is
always set to 0 on positive responses; negative responses are implementation
dependent.

For LU-LU sessions that do not support FM headers, the meaning of this indicator
on requests, positive responses, and negative responses is implementation dependent.
(A BIND session parameter indicates whether FM headers are supported by the
session. For further information, see “BIND (BIND SESSION)” on page 5-6 for
details on BIND.)

Sense Data Included Indicator (SDI): Indicates that a 4-byte sense data field is
included in the associated RU. The sense data field (when present) always imme-
diately follows the RH and has the format and meaning described in Chapter 10,
“Sense Data” on page 10-1. Any other data contained in the RU follows the sense
data field. Sense data is included on negative responses and on EXRs, where it indi-
cates the type of condition causing the exception.

(The Format indicator does not describe or affect the sense data, which is always in
the 4-byte format shown in Chapter 10, “Sense Data” on page 10-1.)

Chaihing Control: Indicates that a sequence of contiguous transmitted requests is
being grouped in a chain. Two indicators, Begin Chain indicator (BCI) and End
Chain indicator (ECI), together denote the relative position of the associated RU
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within a chain. The 1 values of these indicators (BCI = 1 and ECI = 1) are
referred to as BC and EC, respectively.

(BC, “EC) = first RU in chain
(-BC, -EC) = middle RU in chain
(-BC, EC) = last RU in chain
(BC, EC) = only RU in chain

Responses are always marked “only RU in chain.”

Length-Checked Compression Indicator (LCCI): Indicates that the request unit
contains compressed data. Only normal-flow FMD request units can be com-
pressed. When LCCI is set to LCC, the RU consists of a compression header (see
“Length-Checked Compression” on page 4-9) followed by compressed data.

For SC, NC, and DFC RUs, this bit is reserved.

Form of Response Requested: In a request header, defines the response protocol to
be executed by the request receiver.

Three bits in a request header specify the form of response that is desired. They are:
Definite Response 1 indicator (DR 11), Definite Response 2 indicator (DR2I), and
the Exception Response indicator (ERI). They can be coded to request:

1. No-response, which means that a response will not be issued by the half-session
receiving the request. (DR1I,DR2I) = (0,0) = (~DR1,-DR2) and ERI=0is
the only coding possible; the abbreviation RQN refers to a request with this
coding. (Two special responses, ISOLATED PACING RESPONSE [IPR]
and ISOLATED PACING MESSAGE [IPM], set [DRII,DR2LERI] =
[0,0,0], but they are used independently of the other responses listed. For both
IPR and IPM, the sequence number in its associated TH does not correlate it
to any given request.)

2. Exception response, which means that a negative response will be issued by the
half-session receiving the request only in the event of a detected exception (a
positive response will not be issued). (DR1I, DR2I) = (1,0)|(0,1)|(1,1) and
ERI=1 are the possible codings; RQE1, RQE2, and RQE3 are the abbrevi-
ations, respectively; the abbreviation RQE or RQE* refers to a request with any
of these codings.

3. Definite response, which means that a response will always be issued by the
half-session receiving the request, whether the response is positive or negative.
(DR1I, DR2I) = (1,0)|(0,1)|(1,1) and ERI=0 are the possible codings; RQDI,
RQD2, and RQD?3 are the abbreviations, respectively; the abbreviation RQD or
RQD* refers to a request with any of these codings.

A request that asks for an exception response or a definite response has one or both
of the DR1I and DR2I bits set to 1 (three combinations); a response to a request
returns the same (DR 11, DR2I) bit combination (see Figure 4-2 on page 4-6).

The setting of the DR 11, DR2I, and ERI bits varies by RU category. In the case of
LU-LU sessions (e.g., LU 6.2), BIND parameters specify the form of response to be
requested during the session; Figure 4-2 on page 4-6 shows the values in tabular
form.
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4-6 SNA Formats

For sessions that use sync point protocols with TS profile 4 (LU 6.1), RQD2 or
RQE2 asks for the commitment of a unit of work that is to be shared between the
session partners; RQDI is used to request a response when the current unit of work
is not to be committed. The table for this set of values is given in Figure 4-3 on
page 4-7.

For nonzero, non-LU 6.2, LU types that do not use sync point protocols, the spe-
cific meanings of the DR1I and DR2I bits are defined in SNA: Sessions Between
Logical Units; for LU type 0, the interpretations of the DR1I and DR2I bits (and
distinctions among the three settings) are implementation-dependent.

The (DR1I, DR2I, ERI) = (0, 0, 1) combination is reserved.

REQUEST VALID RESPONSE MEANING OF RESPONSE
RQD1=(1,0,0) +RSP1=(1,0,0) positive response
-RSP1=(1,0,1) negative response

(Used by DFC)

RQE1=(1,0,1) implied +RSP1 reply received with no inter-
vening response
-RSP1=(1,0,1) negative response
(Used by
DFC and PS)
RQD2=(0,1,0) +RSP2=(0,1,0) CONFIRMED verb issued
-RSP2=(0,1,1) SEND_ERROR verb issued
RQE2=(0,1,1) implied +RSP2 reply received with no inter-
vening response
-RSP2=(0,1,1) no CONFIRMED verb issued

(Used by PS)

RQD3=(1,1,0) +RSP3=(1,1,0) CONFIRMED verb issued
-RSP3=(1,1,1) SEND_ERROR verb issued
RQE3=(1,1,1) implied +RSP3 reply received with no inter-
vening response
-RSP3=(0,1,1) no CONFIRMED verb issued

(Used by PS)

Notes:

1. Values displayed in this table are in the order (DR1I,DR2LERI) for requests and
(DR11,DR2I,RTI) for responses.

2. All =EC requests are sent as RQEI.
3. RQN =(0,0,0) is not used.
Figure 4-2. FMD Request/Response Combinations for Sessions between Two LU 6.2s

Queued Response Indicator (QRI): In a response header for a normal-flow RU, the
Queued Response indicator denotes whether the response is to be enqueued in TC
queues (QRI=QR), or whether it is to bypass these queues (QRI=-QR). Ina

Py
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request header for a normal-flow RU, it indicates what the setting of the QRI
should be on the response, if any, to this request (i.e., the values on the request and
response are the same).

For expedited-flow RUs, this bit is reserved.

The setting of the QRI bit is the same for all RUs in a chain.

Response Type: In a response header, two basic response types can be indicated:
positive response or negative response. For negative responses, the RH is always

immediately followed by four bytes of sense data in the RU. Thus, RTI=NEG
and RTI=POS occur jointly with SDI=SD and SDI= —SD, respectively.

REQUEST VALID RESPONSE MEANING OF RESPONSE
RQD1=(1,0,0) | +RSP1=(1,0,0) positive response

-RSP1=(1,0,1) negative response
RQE1=(1,0,1) | -RSP1=(1,0,1) negative response
RQD2=(0,1,08) | +RSP2=(0,1,0) positive sync point response

-RSP2=(0,1,1) negative sync point response
RQE2=(0,1,1) | -RSP2=(0,1,1) negative sync point response
RQD3=(1,1,0) | +RSP3=(1,1,0) positive sync point response

-RSP3=(1,1,1) negative sync point response
RQE3=(1,1,1) | -RSP3=(1,1,1) negative sync point response

Notes:

1. Values displayed in this table are in the order (DR1I,DR2IL,ERI) for requests and
(DR11,DR2I,RTI) for responses.

2. Each definite- or exception-response chain has the same setting of (DR1I,DR2I)—either (1,0) or
(0,1)—on all requests with ECI = —~EC. When DR1I = 1 on these requests, the End-Chain
request can carry (DR1LLDR2I) = (1,0)|(1,1). When DR2I = 1 on these requests, the End-Chain
request can carry only (DR1I,DR2I) = (0,1). ERI is 0 only for definite-response chains and when
ECI = EC.

3. RQN =(0,0,0) is not used.
Figure 4-3. Request/Response Combinations For TS Profile 4 Sync Points

Three kinds of positive and negative responses correspond to the three valid (DR1I,
DR2I) combinations allowed on requests. The settings of the DR1I and DR2I bits
in a response always equal the settings of the DR1I and DR2I bits of the form-of-
response-requested field of the corresponding request header.

Pacing: In a request header, the Pacing Request indicator denotes that the sender
can accept a Pacing Response indicator.
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4-8 SNA Formats

The Pacing Response indicator in a response header is used to indicate to the
receiver that additional requests may be sent on the normal flow. In the case of
nonadaptive session-level pacing, the Pacing Response indicator may be on in an
RH that is attached to a response RU on the normal flow; or, if desired, a separate,
or isolated, response header may be used, to which no RU is attached. This latter
RH signals only the pacing response; it is called an ISOLATED PACING
RESPONSE (IPR); isolated and non-isolated pacing responses are functionally
equivalent. In the case of adaptive session-level pacing or adaptive BIND pacing,
only an ISOLATED PACING MESSAGE (IPM) is used as a pacing response; it is
similar to an IPR, but carries additional information. IPR and IPM are discussed
further in a later section of this chapter.

Bracket Control: Used to indicate the beginning or end of a group of exchanged
requests and responses called a bracket. Bracket protocols are used only on LU-LU
sessions. When used, BB appears on the first request in the first chain of a bracket
and denotes the beginning of the bracket; the end of the bracket is indicated in one
of two ways, depending on LU type.

* For LU 6.2, CEB appears on the last request of the last chain of a bracket.
(When bracket usage is specified in BIND, the BIND request carries an implied
BB.) The bracket indicators are set only on LUSTAT and FMD requests, and
are thus sent normal-flow.

» For other LU types, the end of bracket is delimited by setting EBI to EB in the
first request of the last chain in the bracket.

Change Direction Indicator (CDI): Used when there is half-duplex (HDX) control
of the normal flows within a session (not to be confused with link-level HDX pro-
tocols). It permits a sending half-session to direct the receiving half-session to send.
The HDX protocol is useful to half-sessions with limited input/output capabilities
that cannot simultaneously send and receive user data. When used, CD appears
only on the last request in a chain; it is set only on LUSTAT and FMD requests.

Code Selection Indicator (CSI): Specifies the encoding used for the associated
FMD RU. When a session is activated, the half-sessions can choose to allow use of
two codes in their FMD RUs (e.g., EBCDIC and ASCII), which they designate as
Code 0 and Code 1. FM headers and request and response codes are not affected
by the Code Selection indicator.

For SC, NC, and DFC RUs, this bit is reserved.

Enciphered Data Indicator (EDI): Indicates that information in the associated RU
is enciphered under session-level cryptography protocols.

For SC, NC, and DFC RUs, this bit is reserved.

Padded Data Indicator (PDI): Indicates that the RU was padded at the end, before
encipherment, to the next integral multiple of 8 bytes in length; the last byte of such
padding is the count of pad bytes added, the count being a number (1 — 7 inclusive)
in unsigned 8-bit binary representation.

For SC, NC, and DFC RUs, this bit is reserved.

p=nN
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Request Larger Window Indicator (RLWI): For a request with PI=PAC, indi-
cates, for adaptive pacing, that the receiver should increase its window size (as speci-
fied in the most recently returned IPM) if it is possible to do so; otherwise, the bit is
reserved. Typically, the sender sets RLWI to RLW if its residual pacing count is 0
when it receives a solicited IPM and its send pacing queue is not empty, indicating
that it could make use of a larger window size; otherwise, it sets RLWI to -~ RLW.

Length-Checked Compression

- Compression Header

Two forms of compression are used in SNA: the older form is distinguished by FM
headers and is known as FMH-1 SCB compression; the newer form, distinguished by
the usage of an indicator bit in the RH, is called length-checked compression (LCC).
While FMH-1 SCB compression uses only a run-length encoding (RLE) algorithm,
LCC can use more powerful algorithms, as well as RLE. FMH-1 SCB compression
is not addressed in this section; for details, see the discussion of FM header 1 in
Chapter 11, “Function Management (FM) Headers” on page 11-1 and in SN4 Ses-
sions between Logical Units.

For LCC, the length-checked compression indicator (LCCI) in the RH is set to 1
(LCC). When the LCCI is set to LCC, the first three bytes of the RU form the
compression header and the remainder of the RU carries compressed data. The first
byte of the compression header gives information about the size of the input
symbols for the raw data, the compression algorithm or algorithms used, and the
number of bytes (currently always 3) in the compression header. The remaining
bytes in the header indicate the raw data length (length of the original RU).

The availability of compression and compression algorithms is implementation-
dependent. The use of compression and choice of compression algorithms is negoti-
ated at BIND time. The levels and even usage of compression can be different for
the PLU-to-SLU and the SLU-to-PLU traffic.

Only normal-flow FMD RUs are compressed. An RU whose uncompressed length
is greater than can be expressed in the compression header will not be compressed.
Compression is performed before encryption and decompression is performed after
decryption. Sessions that have negotiated compression do not need to compress all
RUs; an RU may be compressed with algorithms different from those used for a
later RU on that same session.

Currently, two LCC algorithms exist: run-length encoding (RLE) and Lempel-Ziv
(LZ). Their usage is specified in the compression header, which has the format
shown below.

Byte

Bit

Content

0

0-3

Compression algorithm:

0001 RLE, if uncompressed data type (indicated in bits 4— 7) is 0001
0010 LZ, if uncompressed data type is 0001

0011 LZ-compression after RLE, if uncompressed data type is 0001
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Compression Header

Byte Bit Content
4-7 Uncompressed data type and compression header size:
0001 8-bit text data; compression header size is 3 bytes
1-2 Length, in binary, of uncompressed RU

Run-Length Encoding

After decompression, the decompressed RU’s length is compared with the length
given in the compression header. If a mismatch exists, the session is terminated
with an UNBIND, accompanied by the appropriate sense data.

Run-length encoding (RLE) eliminates strings of repeated bytes. With the RLE
algorithm, the first byte after the compression header is a control byte, known as an
SCB. The SCB has the format shown below.

SCB Format
Bit Content
0—-1 SCB type:

00 Raw data: the following bytes are uncompressed. The Count field (bits 2—7)
indicates the number of uncompressed bytes. If the RU is not exhausted,
another SCB follows n+ 1 bytes after this SCB.

01  Reserved

10 Master-character: the Count field indicates the number of space (X'40')
characters compressed. If the RU is not exhausted, another SCB follows this
master-character SCB.

11  Duplicate-character: the character (called the duplicated character, or DC)
that follows this SCB appears in the raw data in an n-byte run; the n-byte run
is compressed to this SCB-DC pair. If the RU is not exhausted, another SCB
follows this SCB-DC pair.

2-7 Count: indicates the number (n), in binary, of uncompressed bytes that follow (in

the case of SCB type 00) or that should be generated upon decompression of this
SCB sequence.

4-10 SNA Formats

SCBs cannot span RUs. In short:

If the last SCB in an RU is a raw-data SCB, then all of the raw data to which it
refers must be in that RU.

The master-character SCB is allowed to be the final byte in an RU.

If the duplicate-character SCB is the last SCB in the RU, then that SCB is
always the next-to-last byte in the RU, the last byte being the DC.
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Lempel-Ziv Compression
The Lempel-Ziv (LZ) algorithm is a dynamic compression algorithm that com-
presses previously seen strings (in the current or preceding RUs) to 9-, 10-, or 12-bit
codes. The choice of code lengths is negotiated at BIND time. Each code, with the
exception of 256, represents a zero-origin index of an entry in the
compression/decompression table. (The value 0 represents the first entry; the value
1 represents the second, and so forth.) The table entries store previously seen
strings. The table entry 256 is not used; the code 256 is used to indicate an 1.Z
control sequence (see “LZ Control Sequence”).

Generally, LZ compresses better than RLE, but at a higher cost in terms of storage
and processor cycles. Both the LZ compressor and the LZ decompressor have a
table in which strings are stored. The compressor and decompressor tables are syn-
chronized and are updated as new strings are seen. Least recently used strings are
deleted from the tables when table capacity is reached in order to add new strings.

12-bit LZ is called large-table LZ; 10-bit LZ is called medium-table LZ; and 9-bit
LZ is called small-table LZ. In general, the longer the bit code, the better com-
pressed the data. While each of the three requires about the same amount of proc-
essing, large-table compresses better than medium-table, which in turn compresses
better than small-table. Large-table requires more storage than medium-table, while
small-table makes the least demand on storage. LZ compression can be done alone
or after RLE.

The majority of the processor support needed for LZ is for updates to the com-
pression tables. In certain situations, it can be advantageous to “freeze” the com-
pression tables and allow only lookups into the tables. If hardware table-lookup is
available, compression can be done very quickly. Even without hardware support, a
frozen compression table can speed up the compression step. While the tables are
frozen, compression ratios can remain favorable. After a while, it may be necessary
to unfreeze the tables and allow updates to the tables again. The choice of when to
freeze or unfreeze is implementation-dependent. The LZ-compressor signals the
freeze or unfreeze condition to the LZ-decompressor by sending an LZ control
sequence, explained below.

The LZ-compressor may also reset its tables to their initial condition. In this event,
the LZ-decompressor must reset its tables also. The compressor signals this condi-
tion by sending an LZ control sequence.

Note: The tables are reset whenever a CLEAR or DEALLOCATE(ABEND) is
sent. In either event, the tables are immediately set to their initial condition (i.e.,
their condition at session-activation time); no Reset LZ control sequence is neces-

sary.

LZ Control Sequence
The LZ control sequence is a two-byte format that may appear only directly after a
compression header that also indicates the RU is LZ-compressed. The control
sequence consists of the LZ control code and the LZ command. The control code
is the 9-, 10-, or 12-bit encoding (depending on table size) of 256. (The code 256 is
reserved for this purpose; the compression tables do not use this code.) The:format
of the 2-byte control sequence is shown below. '
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LZ Control Sequence Format

Bit Content

0—i(=9|10]12) A right-justified binary 256 control code indicating the following field carries an LZ
command.

i+1-15 A right-justified hex value representing an LZ command:

X'1' Reset the table to its initial state.
X'2' Freeze the table in its current state; do not update it for new strings.
X'3' Unfreeeze the table; update it for new strings.

BIND Negotiation for Compression

The BIND negotiation process selects for each direction of communication in the
session, the nonusage or usage of compression, and, if compression is to be used,
the level of compression in each direction.

Two ways exist to negotiate for compression:

e Using the extended BIND and RSP(BIND), the Length-Checked Compression

(X'66') control vector carries the compression capabilities of the nodes along
the session path.

» For LU types other than 4 and 7, the nonextended BIND uses two bits (byte
25, bits 6 and 7) to negotiate compression.

Negotiation using the latter method is restricted to small-table LZ or RLE for
PLU-to-SLU traffic, and RLE for SLU-to-PLU traffic.

IPR, IPM, and EXR

Three special message units exist in SNA: ISOLATED PACING RESPONSE
(IPR), ISOLATED PACING MESSAGE (IPM), and EXCEPTION REQUEST
(EXR). These are explained below.

ISOLATED PACING RESPONSE (IPR)
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An IPR is used on a session if BIND specifies nonadaptive session-level pacing is
used; it indicates a pacing response, and can be used even when operating under
no-response protocols.

The following fields of the TH and RH are set for an IPR:

TH: Either the normal or expedited flow may be indicated. The sequence number
is undefined (it may be set to any value, and is not checked by the receiver).

RH: An IPR is coded all 0’s except for the Request/Response indicator, the Pacing
indicator, and the Chain indicators, which are set to 1’s; thus, the IPR RH is coded
X'830100" by the sender; the receiver identifies an IPR by detecting that (RRI,
DRI1I, DR2I, PI) = (1, 0, 0, 1) and ignoring the remaining bits.
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ISOLATED PACING MESSAGE (IPM)

An IPM is used on a session if BIND and RSP(BIND) specify adaptive session-
level pacing is used. Three types of IPM exist: solicited IPMs, unsolicited IPMs,
and reset acknowledgment IPMs.

A receiver of paced requests sends a solicited IPM to a sender of paced requests to
grant the sender permission to send a group (or window) of paced requests; the
solicited IPM explicitly specifies the number of requests in the window as the next-
window size. A receiver of paced requests sends a solicited IPM either (1) after
receiving a pacing request, or (2) after sending an unsolicited IPM with a next-
window size of 0 and receiving a reset acknowledgment IPM.

A receiver of paced requests sends an unsolicited IPM to a sender of paced requests
to withdraw from the sender previously granted permission to send paced requests,
typically because of congestion detected by the receiver of paced requests. Upon
receiving an unsolicited IPM, a sender of paced requests (1) resets previously
granted windows so that any queued requests are sent as part of a subsequent
window, and (2) sends a reset acknowledgment IPM to the receiver of paced
requests to delimit the end of the current truncated window. The unsolicited IPM
also specifies a next-window size that grants a new window; the next-window size
may be any value, including 0 (no new window). After sending an unsolicited IPM,
a receiver of paced requests ignores any Pacing Request indicator it receives until it
receives a reset acknowledgment IPM.

Besides its use for session-level pacing, an IPM is also used on a link basis between
a T2.1 node and an adjacent boundary node or T2.1 node for adaptive BIND
pacing if the XID3 exchange on the link so allows. This use of IPM is the same as
for adaptive session-level pacing, except the pacing window applies only to BINDs
flowing over the link.

The following fields are set for an IPM.

TH: Expedited flow is indicated except for a reset acknowledgment IPM, which is
always sent normal-flow (because it delimits the current window). The sequence
number is undefined (may be set to any value, and is not checked by the receiver).
For an adaptive BIND pacing IPM, ODAI is always set to 0, and OAF’ and DAF’
are set according to the sender’s normal setting of ODAI in BIND: a node that sets
ODAI to 0 in BIND sets OAF’ to X'01' and DAF’ to X'00' in the BIND pacing
IPM, while a node that sets ODAI to 1 in BIND sets OAF’ to X'00' and DAF’ to
X'01" in the BIND pacing IPM.

IPM

The IPM consists of the RH and a 3-byte extension shown below.
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IPM (ISOLATED PACING MESSAGE)

Byte Bit

Content

RH: X'830100' (same as for an IPR, with the same receiver-checking mentioned
above)

IPM Extension

Type:

00  solicited: sent in response to a pacing request, or after receiving a reset
acknowledgment IPM acknowledging an unsolicited IPM that carried a zero
next-window size (so paced requests can resume flowing)

01  unsolicited: can be sent at any time, except when a previous unsolicited IPM
is still outstanding (no reset acknowledgment yet received)

10 reset acknowledgment: sent to acknowledge receipt of an unsolicited IPM

11 reserved

Reset current-window residual-count indicator:

0  do not reset the residual count

1 reset the residual count to 0 (i.e., terminate the current window)

Note: Currently, this bit is set to 1 in an unsolicited IPM, and 0 otherwise.

Reserved

Next-window information:

Format: 0 (only value defined)

Next-window size: a binary value in the range 1— 32,767 in solicited IPMs, and
0— 32,767 in unsolicited IPMs; echoed from unsolicited IPMs in reset acknowledg-
ment IPMs (the echoed value is not checked when received)

EXCEPTION REQUEST (EXR)
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Two EXR types are defined: those replacing requests, and those replacing too-long
path information units (PIUs) received by transmission group control (TGC) from
an upper layer (e.g., ERC in an intermediate routing node).

EXRs replacing requests are generated by some component between the origin and
intended destination of a request found to be in error. The following fields are set
in the TH, RH, and RU.

TH: The sequence number remains the same as in the request being replaced. The
data count is altered to properly record the new BIU size. The Mapping field is set
to (EBIU, EBIU); an EXR replaces a complete BIU, not just one segment of a
segmented BIU. All other fields are left as received.

RH: The Sense Data Included bit is set to 1. All other fields are unchanged.
RU: Bytes 0— 3 contain sense data defining the last error detected, and in the same
format as returned in negative responses. The sense data is followed by the original

RU, truncated to no more than three bytes, as described for negative responses.

EXRs replacing too-long PIUs are formatted as follows.
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TH: Like EXRs replacing requests, EXRs replacing too-long PIUs change only the
Mapping field (to 1’s) and the data count (to 10 in this case).

RH: If the PIU is a request, the SDI field is set to indicate sense data is included;
the remainder of the RH is unchanged. If the PIU is a middle or last segment of a
multi-segment BIU, an RH is supplied and set to X'07B000’.

RU: Bytes 0— 3 always contain the sense data, X'800A0000*. If the PIU con-
tained a request, bytes 4— 6 contain up to the first three bytes of the original RU.

Note: A too-long PIU may be found to be a response. In the case of a positive
response, the first three bytes are retained and a sense data value of X'800A0000°' is
inserted ahead of them; the RH is changed to indicate SD and negative response. In
the case of a negative response, the existing sense data value is changed to

X '800A0000' and the following three bytes of the RU are retained; the RH is
unchanged. In both cases, the TH is set to indicate BBIU, EBIU, and DCF = 10.
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Chapter 5. Request/Response Units (RUs)

Introduction to Request Units
This section contains detailed formats of the request units, arranged in alphabetical
order. Each format description begins with the following heading:

“ABBREVIATED RU NAME (RU NAME)

Origin-NAU — Destination-NAU, Normal (Norm) or Expedited (Exp) Flow;
RU Category”

Notes:

1. “RU Category” is abbreviated as follows:

DFC data flow control
SC session control
NC network control

FMD NS(ma) function management data, network services, management ser-
vices (Note: formerly maintenence services)

FMD NS(s) function management data, network services, session services

2. All values for field-formatted requests that are not defined in this section are
reserved. (The formats of character-coded FMD NS requests are implementa-
tion dependent.)

3. The request-code value X'FF' and the NS-header values X' (3|7|B|F)Fx %% x!
and X'xx(3|7|B|F)F*xx" are set aside for implementation internal use, and will
not be otherwise defined in SNA.

4. Throughout the format descriptions, reserved is used as follows:

¢ Reserved bits, or fields, are ones that currently are set to 0’s (unless explic-
itly stated otherwise).
¢ Reserved values are those that currently are invalid.

Correct usage of reserved fields is enforced by the sender; no receive checks are
made on these fields.

5. Throughout the format descriptions, retired fields and values are those that were
once defined in SNA but are no longer defined. To accommodate implementa-
tions of back-level SNA, current implementations of SNA treat retired fields as
follows: send checks enforce the setting of retired fields to all 0’s except where
other unique values are required (described individually); no receive checks are
made on these fields, thereby accepting back-level settings of these fields.

Special handling of retired fields, such as echoing or passing on retired fields as
received, is discussed where appropriate.
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6. User data, control vectors, and session keys referred to in the format
descriptions are described in Chapter 7, “User Data Structured Subfields” and
Chapter 8, “Common Fields.”

7. The character sets referred to in the descriptions of names and other symbol
strings in this chapter are defined in Appendix A, “SNA Character Sets and
Symbol-String Types.”

8. A type 2.1 (T2.1) node contains a control point (CP) rather than a physical
unit (PU). However, it can support SSCP-PU T2.0 flows, in which case the
designations “SSCP «— PU T2” or “SSCP «— PU” in the RU descriptions
should be assumed to apply to the T2.1 node as well.

Request Unit Summary Information

The following is a categorized list of RU abbreviations, followed by a list of RUs
indexed by NS headers and request codes.

Summary of Request RUs by Category
Request RUs prefixed by an asterisk (*) require response RUs that, if positive, have
an extended format containing data in addition to the NS header or request code.
The RUs prefixed by a plus sign (*) are retired from SNA; see product documenta-
tion for information on support.

SC Requests
*ACTLU CRV SDT
*ACTPU DACTLU *STSN
*BIND l DACTPU UNBIND
CLEAR RQR 2

DFC Requests
BID QC SBI
BIS QEC SHUTC
CANCEL RELQ SHUTD
CHASE RSHUTD SIG
LUSTAT RTR

FMD NS(ma) Requests
NMVT +*RECFMS +REQMS
FMD NS(s) Requests

INIT-SELF NSPE TERM-SELF
NOTIFY
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Request Units

Index of RUs by NS Headers and Request Codes
Within DFC, NC, SC, or any specific FMD NS category, the request code is
unique. However, while a request code has only one meaning in a specific category,
a given code (e.g., X'05') can represent different requests in separate categories (e.g.,
DFC, NC, and configuration services).

FMD NS Headers (third byte is the request code)

X'01021B' REQDISCONT
X'010601' NSPE

X'010681' INIT-SELF (Format 0)
X'010683' TERM-SELF (Format 0)
X'410304' REQMS

X'410305' TESTMODE

X'410307' ROUTE-TEST
X'410384' RECFMS

X'410385' RECTR

X'410386' ER-TESTED
X'41038D' NMVT

X'810620' NOTIFY

X'810681' INIT-SELF (Format 1)
X'810683' TERM-SELF (Format 1)

DFC, NC, and SC Request Codes

X'04'  LUSTAT (DFC) X'83'  CANCEL (DFC)
X'05*  RTR (DFC) X'84'  CHASE (DFC)
X'0D'  ACTLU (SC) X'A0'  SDT (SC)

X'0E' DACTLU (SC) X'Al'  CLEAR (SC)
X'11'  ACTPU (SC) X'A2'  STSN (SC)
X'12'  DACTPU (SC) X'A3'  RQR (SC)

X'31'  BIND (SC) X'C0'  SHUTD (DFC)
X'32'  UNBIND (SC) X'C0'  CRV (SC)

X'70'  BIS (DFC) X'Cl'  SHUTC (DFC)
X'71*  SBI(DFC) X'C2'  RSHUTD (DFC)
X'80'  QEC (DFC) X'C8'  BID (DFC)
X'81'  QC (DFC) X'C9'  SIG (DFC)

X'82'  RELQ (DFC)
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ACTPU

Descriptions of Request Units

ACTLU (ACTIVATE LOGICAL UNIT)
SSCP - LU, Exp; SC

ACTLU is sent from an SSCP to an LU to activate a session between the SSCP
and the LU and to establish common session parameters.

ACTLU (ACTIVATE LOGICAL UNIT)

Byte Bit Content
0 X'0D' request code
1 Indicators:

0-5 Reserved

6—17 Type activation requested:
01  cold (retired)

10 ERP

2 0-3 FM profile:
X'0* FM profile 0
4-7 TS profile:
X'1' TS profile 1 (only value defined)

ACTPU (ACTIVATE PHYSICAL UNIT)
SSCP - PU, Exp; SC

ACTPU is sent by the SSCP to activate a session with the PU, and to obtain
certain information about the PU.

ACTPU (ACTIVATE PHYSICAL UNIT)

Byte Bit Content
0 X'11' request code
1 0-3 Format:

X'0' Format 0
X'1* Format 1—same as Format 0, except that it always includes one or more
control vectors in bytes 9—n (sent only to type 2 nodes that use XID3 with
byte 10, bit 3 set=1)
4-7 Type activation requested:
X'1'  cold (retired)
X'2' ERP
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BID

ACTPU (ACTIVATE PHYSICAL UNIT)

Byte Bit

Content

2

FM profile:

X'0* FM profile 0
TS profile:

X1 TS profile 1

A 6-byte field that specifies the ID of the SSCP issuing ACTPU; the first four bits
specify the format for the remaining bits:

Format: 0000 (only value defined)

type of the node containing the SSCP

Implementation and installation-dependent binary identification

Control vectors as described following this RU or in the section “Control Vectors”
on page 8-3

Note: The following control vectors may be included; they are parsed according to
subfield parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).
X'80' PU Capabilities control vector (present for Format 1 only)

PU Capabilities (X'80') ACTPU Control Vector

PU Capabilities (X'80') ACTPU Control Vector

Byte Bit Content
0—-1 Vector header; Key= X'80'
2 Vector Data
0 Unsolicited NMVT support:
0  Sending node does not support unsolicited NMVTs for PSID.
1  Sending node supports unsolicited NMVTs for PSID.
1-7 Reserved
BID (BID)

LU - LU, Norm; DFC

BID is used by the bidder to request permission to initiate a bracket, and is used
only when using brackets. This RU is not used for LU 6.2.
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BIND

BID (BID)
Byte Bit Content
0 X'C8' request code

BIND (BIND SESSION)
PLU - SLU, Exp; SC

BIND is sent from a primary LU to a secondary LU to activate a session
between the LUs. The secondary LU uses the BIND parameters to help deter-
mine whether it will respond positively or negatively to BIND.

BIND (BIND SESSION)

Byte Bit Content
0 X'31' request code
1 0-3 Format: 0000 (only value defined)
4-17 Type:
0000 negotiable (only value defined for LU 6.2)
0001  nonnegotiable
2 FM profile:
X'02* FM profile 2
X103t FM profile 3
X'04' FM profile 4
X'07' FM profile 7
X112 FM profile 18
X'13*  FM profile 19 (only value defined for LU 6.2)
3 TS profile:
X1'02' TS profile 2
X103' TS profile 3
X'04' TS profile 4
X'07' TS profile 7 (only value defined for LU 6.2)
FM Usage—Primary LU Protocols for FM Data
4 0 Chaining use selection:

5-6 SNA Formats

0  only single-RU chains allowed from primary LU half-session

1  multiple-RU chains allowed from primary LU half-session (only value defined
for LU 6.2)

Request control mode selection:

0 immediate request mode (only value defined for LU 6.2)

1  delayed request mode




BIND

BIND (BIND SESSION)

Byte Bit Content
2-3 Chain response protocol used by primary LU half-session for FMD requests; chains
from primary will ask for:
00  no response
01  exception response
10  definite response
11 definite or exception response (only value defined for LU 6.2)
4 2-phase commit for sync point (reserved if any TS profile other than 4):
0  2-phase commit not supported
1  2-phase commit supported
5 Reserved
6 FMH-1 SCB compression indicator (reserved for LU 6.2):
0 FMH-1 SCB compression will not be used on requests from primary
1 FMH-1 SCB compression may be used
7 Send End Bracket indicator:
0 primary will not send EB (only value defined for LU 6.2)
1  primary may send EB
FM Usage—Secondary LU Protocols for FM Data
5 0 Chaining use selection:
0  only single-RU chains allowed from secondary LU half-session
1  multiple-RU chains allowed from secondary LU half-session (only value
defined for LU 6.2)
1 Request control mode selection:
0 immediate request mode (only value defined for LU 6.2)
1 delayed request mode
2-3 Chain response protocol used by secondary LU half-session for FMD requests;
chains from secondary will ask for:
00  no response
01  exception response
10  definite response
11  definite or exception response (only value defined for LU 6.2)
4 2-phase commit for sync point (reserved if any TS profile other than 4):
0  2-phase commit not supported
1  2-phase commit supported
5 Reserved
6 FMH-1 SCB compression indicator (reserved for LU 6.2):
0 FMH-1 SCB compression will not be used on requests from secondary
1  FMH-1 SCB compression may be used
7 Send End Bracket indicator:

0  secondary will not send EB (only value defined for LU 6.2)
1  secondary may send EB

FM Usage—Common LU Protocols
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BIND

BIND (BIND SESSION)

Byte Bit

Content

6 0

5-8 SNA Formats

Whole-BIUs required indicator (reserved in nonextended, non-LU 6.2 BIND, i.e.,

when control vector X'60' is not present):

0  the sending node supports receipt of segments on this session

1 the sending node does not support receipt of segments on this session; the
maximum send-RU size specified in bytes 10 and 11 of BIND and
RSP(BIND) are negotiated so that BIUs on this session are not segmented
when sent to a node requiring whole BIUs

FM header usage:

0  FM headers not allowed

1  FM headers allowed (only value defined for LU 6.2)

Brackets usage and reset state:

0  The value of this bit should be 0 if either condition (1) or condition (2) is true.

1. Brackets are not used if neither primary nor secondary will send EB (byte
4,bit 7 = 0 and byte 5, bit 7 = 0).
2. Brackets are used and the bracket state managers’ reset states are INB if:
* cither primary or secondary, or both, may send EB (byte 4, bit 7 = 1
or byte 5, bit 7 = 1).
* FM profile 19 is specified (byte 2 = X'13").

(only value defined for LU 6.2)

1 brackets are used and bracket state managers’ reset states are BETB

Bracket termination rule selection; byte 4, bit 7 = 0, and byte 5, bit 7 = 0; and if

FM profile is not 19):

0  Rule 2 (unconditional termination) will be used during this session

1  Rule 1 (conditional termination) will be used during this session (only value
defined for LU 6.2)

Note: This bit is reserved if both of the following conditions are true.

1. Brackets are not used (byte 4, bit 7 = 0, byte 5, bit 7 = 0, and byte 6, bit 2 =
0).

2. The FM profile is not 19 (byte 2 # X'13").
Alternate code set allowed indicator:
0 alternate code set will not be used
1  alternate code set may be used
Sequence number availability for sync point resynchronization (reserved if any TS
profile other than 4 is used):
0  sequence numbers not available
1  sequence numbers available
Note: Sequence numbers are transaction processing program sequence numbers
from the previous activation of the session with the same session name; they are
associated with the last acknowledged requests and any pending requests to commit
a unit of work. If no previous activation existed, the numbers are 0, and this bit is
set to 0.
BIS sent (reserved for TS profiles other than 4):
0  BIS not sent
1  BIS sent



BIND

BIND (BIND SESSION)

Byte Bit Content
7 BIND queuing indicator:
0  BIND cannot be queued (held, pending resource availability, thus delaying the
BIND response)
1 BIND sender allows the BIND receiver to queue the BIND for an indefinite
period, thus delaying the sending of the BIND response
Note: BIND sender may provide a timer or operator interface to send
UNBIND if session-activation time exceeds BIND sender’s implementation-
defined limits. BIND queuing is terminated by sending UNBIND to the
BIND receiver.
7 0-1 Normal-flow send/receive mode selection:
00  full-duplex
01  half-duplex contention
10 half-duplex flip-flop (only value defined for LU 6.2)
11 reserved
2 Recovery responsibility: (reserved if normal-flow send/receive mode is FDX, i.e., if
byte 7, bits 0—1 = 00):
0  contention loser responsible for recovery (see byte 7, bit 3 for specification of
which half-session is the contention loser)
1  symmetric responsibility for recovery (only value defined for LU 6.2)
3 Contention winner/loser:
0  secondary is contention winner and primary is contention loser
1  primary is contention winner and secondary is contention loser
Note 1: Contention winner is also brackets first speaker.
Note 2: This bit is reserved if either condition (1) or condition (2) holds.
1. The normal-flow send/receive mode is FDX (byte 7, bits 0—1 = 00).
2. All of the following are true.
¢ The normal flow send/receive mode is HDX-FF (byte 7, bits 0—1 = 10).
* Brackets are not used (byte 4, bit 7 = 0, byte 5, bit 7 = 0, and byte 6, bit
2 =0).
* The FM profile is not 19 (byte 2 # X'13").
* Symmetric responsibility for recovery is used (byte 7, bit 2 = 1).
4-5 Reserved
6 Control vectors included indicator:
0  control vectors are not included after the SLU name (bytes r+ 1—35)
1  control vectors are included after the SLU name (bytes r+ 1 —s), in which case
the BIND is called an extended BIND
7 Half-duplex flip-flop reset states:

0  HDX-FF reset state is RECEIVE for the primary and SEND for the secondary
(e.g., the secondary sends normal-flow requests first after session activation)

1  HDX-FF reset state is SEND for the primary and RECEIVE for the secondary
(e.g., the primary sends normal-flow requests first after session activation) (only
value defined for LU 6.2)

Note: This bit is reserved unless both of the following conditions are true.

1. The normal-flow send/receive mode is half-duplex flip-flop (byte 7, bits 0—1 =
10).

2. Brackets are not used or the bracket state manager’s reset state is INB (byte 6,
bit 2 = 0).

Chapter 5. Request/Response Units (RUs) 5-9



BIND

BIND (BIND SESSION)
Byte Bit Content
TS Usage
8 0 Staging indicator for session-level pacing of the secondary-to-primary normal flow:

2-7
9 0

1

2-17

5-10 SNA Formats

0  the secondary send window size (byte 8, bits 2— 7) and the primary receive
window size (byte 13, bits 2— 7) are for one-stage (or APPN hop-by-hop)
pacing (The secondary send window size is always equal to the primary receive
window size.)

1  the secondary send window size (byte 8, bits 2—7) and the primary receive
window size (byte 13, bits 2— 7) are for two-stage pacing

Note: The meanings of 0 and 1 are reversed from the corresponding staging indi-

cator for the primary-to-secondary normal flow.

Reserved

Secondary send window size, in binary, for session-level pacing: a value of 0 indi-

cates that there will be no pacing of requests flowing from the secondary.

Note: If pacing on a session stage in a particular direction is not to be performed,

the values for the window size on that stage are set to 0. For example, if there is to

be no pacing in the secondary to primary direction, the primary receive and sec-

ondary send window sizes are both set to 0.

Adaptive session-level pacing support (reserved for nonextended BIND)

0  adaptive pacing not supported by the sending node: pacing window values in
bits 2— 7 of bytes 8, 9, 12, and 13 specify the fixed value implied in each pacing
response; a 0 value specifies no pacing

1  adaptive pacing supported by the sending node: pacing window values in bits
2—7 of bytes 8, 9, 12, and 13 specify the preferred minimum value for each
ISOLATED PACING MESSAGE,; a 0 value specifies that the preferred
minimum value is as large as possible; each adaptive pacing partner initializes
its own send window size to 1 at session activation

Note: If the PLU specifies adaptive pacing in BIND, and the SLU is able to
support adaptive pacing, the SLU responds with this bit set to 1 in RSP(BIND). If
the PLU indicates it does not support adaptive pacing, or if the SLU does not
support adaptive pacing, this bit will be set to 0 in RSP(BIND). See Chapter 4,
“Request/Response Headers (RHs)” for further discussion of adaptive pacing.
Reserved

Secondary receive window size, in binary, for session-level pacing: a value of 0
causes the boundary function to substitute the value set by a system definition
pacing parameter (if the system definition includes such a parameter) before it sends
the BIND RU toward the secondary node; a value of 0 received at the secondary is
interpreted to mean no pacing of requests flowing to the secondary. When fixed
session-level pacing is used (byte 9, bit 0 = 0), this value is the fixed window size
for the primary-to-secondary direction of the session stage. When adaptive session-
level pacing is used (byte 9, bit 0 = 1), this value is the preferred minimum window
size the primary end of the session stage recommends the secondary end of the
session stage place in the IPMs it sends.



BIND

BIND (BIND SESSION)

Byte

Bit

Content

10

11

12

13

14

Maximum RU size sent on the normal flow by the secondary half-session. Bit 0 is
interpreted as follows.

1. If bit 0 is set to 0, no maximum is specified and the remaining bits 1 —7 are
ignored.

2. If bit 0 is set to 1 (only value defined for LU 6.2), the byte is interpreted as
X'ab' = ax2b (Notice that, by definition, a>8 and therefore X'ab' is a nor-
malized floating point representation.) See Figure 5-1 on page 5-16 for all pos-
sible values.

Maximum RU size sent on the normal flow by the primary half-session: identical
encoding as described for byte 10

Staging indicator for session-level pacing of the primary-to-secondary normal flow:

0  the primary send window size (byte 12, bits 2— 7) and the secondary receive
window size (byte 9, bits 2— 7) are for two-stage pacing

1  the primary send window size (byte 12, bits 2— 7) and the secondary receive
window size (byte 9, bits 2— 7) are for one-stage (or APPN hop-by-hop)
pacing (The primary send window size is always equal to the secondary receive
window size.)

Note: The meanings of 0 and 1 are reversed from the corresponding staging indi-

cator for the secondary-to-primary normal flow (byte 8, bit 0).

Reserved

Primary send window size, in binary, for session-level pacing: a value of 0 causes

the value set by a system definition pacing parameter (if the system definition

includes such a parameter) to be assumed for the session; if this is also 0, it means

no pacing of requests flowing from the primary (For one-stage pacing in the

primary-to-secondary direction, this field is redundant with, and will indicate the

same value as, the secondary receive window size—see byte 9, bits 2— 7, above.)

Reserved

Primary receive window size, in binary, for session-level pacing: a value of 0 means
no pacing of requests flowing to the primary (For one-stage pacing in the second-
ary-to-primary direction, this field is redundant with, and will indicate the same
value as, the secondary send window size—see byte 8, bits 2— 7, above.)

PS Profile

PS Usage field format:

0  basic format (only value defined)
LU type:

0000000 LU type 0

0000001 LU type 1

0000010 LU type 2

0000011 LU type 3

0000100 LU type 4

0000110 LU type 6

0000111 LU type 7
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BIND (BIND SESSION)

Byte Bit

Content

16—22
23

24 0

25 0

5-12 SNA Formats

PS Usage field

Note: The following format for bytes 15—25 applies only to LU 6.2; for informa-
tion on PS usage bytes 15— 25 for other than LU 6.2 (indicated by byte 14, bits
1—7 = 0000110 and byte 15 = 00000010), see SNA: Sessions Between Logical
Units.

X'02' Level 2 (ie., LU 6.2)

Reserved

Security Support Indicators

Retired

Conversation-level security support:

0  Access Security Information field will not be accepted on incoming FMH-35s.
1 Access Security Information field will be accepted on incoming FMH-5s.
Reserved

Already-verified function support:

0  Already-Verified indicator will not be accepted on incoming FMH-5s.

1  Already-Verified indicator will be accepted on incoming FMH-Ss.
Persistent verification capability: ,

0  Persistent Verification indicator is not supported on incoming FMH-5s.
1  Persistent Verification indicator is supported on incoming FMH-5s.

Reserved

Synchronization level:

01  confirm is supported

10  confirm, sync point, and backout are supported

Reserved

Responsibility for session reinitiation (reserved when bit 6 of this byte is set to 1):
00  operator controlled

01  primary half-session will reinitiate

10  secondary half-session will reinitiate

11 either may reinitiate

Parallel session support for LU-LU pair:

0  not supported

1  supported

Change Number of Sessions GDS variable flow support (set to 1 if byte 24, bit 6 =
1):

0  not supported

1  supported

Reserved

Limited-resource session indicator:

0  not a limited-resource session and thus the contention-winner LU will not
deactivate it when it is no longer busy

1  alimited-resource session and thus the contention-winner LU will deactivate it
when it is no longer busy

Reserved



BIND

BIND (BIND SESSION)
Byte Bit Content
6—17 Usage varies by LU type
. For LU types 4 and 7:
6 Reserved _
7 System microcode update offer:

6-17

26—k

26 0-1
2-3
4-17

27 0-1
2-4

0  not offered

1  offered (used only to first active LU)

For all other LU types:

Length-checked compression options (see “Length-Checked Compression” for
details of the compression header):

00 no compression

01 compression offered — compression to be determined by the SLU

10 reserved

11 compression mandated

Note: On extended BINDs, the Length-Checked Compression (X'66') control
vector serves to define the requested compression options.

End of PS Usage Field

Cryptography Options

Private cryptography options (reserved for LU 6.2):

00 no private cryptography supported

01  private cryptography supported: the session cryptography key and
cryptography protocols are privately supplied by the end user

Session-level cryptography options:

00  no session-level cryptography supported

01  session-level selective cryptography supported; all cryptography key manage-
ment is supported by the SSCP and LU; exchange (via + RSP(BIND)) and
verification (via CRV) of the cryptography session-seed value is supported by
the LU:s for the session; all FMD requests carrying ED are
enciphered/deciphered by the TCs

10  reserved

11 session-level mandatory cryptography supported; all cryptography key man-
agement is supported by the SSCP and LU; exchange (via + RSP(BIND))
and verification (via CRV) of the cryptography session-seed value is supported
by the LU:s for the session; all FMD requests are enciphered/deciphered by
TC

Session-level cryptography options field length:

X'0' no session-level cryptography specified; following additional cryptography
options fields (bytes 27 —k) omitted

X'9' session-level cryptography specified; additional options follow in next nine
bytes

Session cryptography key encipherment method:

00 session cryptography key enciphered under SLU master cryptography key
using a seed value of 0 (only value defined)

Reserved
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BIND (BIND SESSION)
Byte Bit Content
5-7 Cryptography cipher method:

28—k
k+1—m
k+1
k+2—m
m+1—n
m+1
m+2—n
m+2

000 block chaining with seed and cipher text feedback, using the Data Encryption
Standard (DES) algorithm (only value defined)

Session cryptography key enciphered under secondary LU master cryptography key;
an 8-byte value that, when deciphered, yields the session cryptography key used for
enciphering and deciphering FMD requests

Network Services (NS) Primary LU Name Field (always present)

This parameter is always network-qualified for implementations at the current level
of SNA; back-level implementations may omit it.

Length of primary LU name (values 1 to 17 are valid)
Note: Value 0 is retired.

Primary LU name or, if the secondary LU issued an INIT-SELF (or
INIT-OTHER), the uninterpreted name as carried in that RU (and also in CDINIT
for a cross-domain session)

User Data Field

Length of user data

Note: X'00' = no User Data field present; if unstructured user data present, values
1 to 65 are valid.

User data

User data key:

X'00' Structured subfields follow (only value defined for LU 6.2).
Note: Individual structured subfields may be omitted entirely. When
present, they appear in ascending subfield-number order.

—X'00' First byte of unstructured user data.

For unstructured user data:

m+3—n

Remainder of unstructured user data

For structured user data:

m+3—n

n+l-p

n+1

n+2—-p
ptl-r

5-14 SNA Formats

Structured subfields (For detailed definitions, see “Introduction” on page 7-1.)

User Request Correlation Field (present only if carried in INIT from SLU, or if Sec-
ondary LU name field or control vectors are included)

Length of user request correlation (URC) field (values 0 to 12 are valid)
Note: X'00' = no URC present.

URC: LU-defined identifier (present only if carried in INIT from SLU)

Network Services (NS) Secondary LU Name Field (present only for negotiable
BINDs and for non-negotiable BINDs that include control vectors)

This parameter is always network-qualified for implementations at the current level
of SNA,; back-level implementations may omit it.



BIND (BIND SESSION)

BIND

Byte Bit Content

p+1 Length of secondary LU name (values 1 to 17 are valid)
Note: Value 0 is retired.

pt2—r Secondary LU name

Bytes r+ [ — s are included only if byte 7, bit 6 specified that control vectors are included after the SLU name.

r+1-s Control vectors, as described in “Control Vectors” on page 8-3.
Note: The following control vectors may be included; they are parsed according to
subfield parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).

X'0E'

X'0E'

X'2B!

xX'2c

X'2D!

X'60'
X'66'

Network Name control vector: PLU network name, X'F3' (present in
extended BINDs when bytes k+ 2 —m contain a non-network-qualified
name)

Network Name control vector: CP network name, X'F4' (present in
extended BINDs when neither the Fully-Qualified PCID [X'60'] control
vector nor the Route Selection [X'2B'] control vector contains the
CP[PLU] name)

Route Selection control vector (present when BIND sender has the infor-
mation available as the result of a Locate search and the session-route cal-
culation)

COS/TPF control vector (present when the BIND sender supports
mode-to-COS mapping or when it received the control vector on a Locate
search reply)

Mode control vector (present in non-LU6.2 extended BIND unless the
default mode name — eight X'40' characters — is intended)
Fully-Qualified PCID control vector (present on an extended BIND)
Length-Checked Compression control vector (present when compression is
supported)

Note: The receiving LU simply ignores unrecognized control vectors.

Note: The length of the BIND RU cannot exceed 256 or 512 bytes. The length of the
basic BIND RU is restricted to 256 bytes including the X'0E!, X'2C', X'2D', and
X'60' control vectors; any additional control vectors may cause the length to
increase up to 512 bytes.

Note: If the last byte of a format 0 BIND request not having control vectors is a length
field and that field is 0, that byte may be omitted from the BIND request.
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BIS

Mantissa (a)

Exponent 8 9 A B c D E F
(b) (100 (1) (12) (13) (14) (15)

0 8 9 10 11 12 13 14 15
1 16 18 20 22 24 26 28 30
2 32 36 48 44 48 52 56 60
3 64 72 » 80 88 96 104 112 120
4 128 144 166 176 192 208 224 240
5 256 288 320 352 384 416 448 480
6 512 576 640 704 768 832 896 960
7 1024 1152 1280 1408 1536 1664 1792 1920
8 2048 2304 2560 2816 3072 3328 3584 3840
9 4096 4608 5120 5632 6144 6656 7168 7680
A (10) 8192 9216 10240 11264 12288 13312 14336 15360
B (11) 16384 18432 20480 22528 24576 26624 28672 30720
¢ (12) 32768 36864 40960 45056 49152 53248 57344 61440
D (13) 65536 73728 81920 90112 98304 106496 114688 122880
E (14) 131072 147456 163840 180224 196608 212992 229376 245760
F (15) 262144 294912 327680 360448 393216 425984 458752 491520

Note: A value of X'ab' in byte 10 or byte 11 of BIND represents a x 25.
For example, X'C5" represents (in decimal) 12 x 25 = 384,

Figure S-1. RU Sizes Corresponding to Values X'ab' in BIND

BIS (BRACKET INITIATION STOPPED) -
LU - LU, Norm; DFC

BIS is sent by a half-session to indicate that it will not attempt to begin any
more brackets.

BIS (BRACKET INITIATION STOPPED)

Byte Bit Content

0 X'70" request code
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CLEAR

CANCEL (CANCEL)
LU - LU, Norm; DFC

CANCEL may be sent by a half-session to terminate a partially sent chain of
FMD requests. CANCEL may be sent only when a chain is in process. The
sending half-session may send CANCEL to end a partially sent chain if a nega-
tive response is received for a request in the chain, or for some other reason.
This RU is not used for LU 6.2.

CANCEL (CANCEL)
Byte Bit Content
0 X183 request code

CHASE (CHASE)
LU - LU, Norm; DFC

CHASE is sent by a half-session to request the receiving half-session to return
all outstanding normal-flow responses to requests previously received from the
issuer of CHASE. The receiver of CHASE sends the response to CHASE after
processing (and sending any necessary responses to) all requests received before
the CHASE. This RU is not used for LU 6.2.

CHASE (CHASE)
Byte Bit Content
0 X184! request code

CLEAR (CLEAR)
PLU - SLU, Exp; SC

CLEAR is sent by primary session control to reset the data traffic FSMs and
subtrees (for example, brackets, pacing, sequence numbers) in the primary and
secondary half-sessions (and boundary function, if any). CLEAR also resets
compression and decompression tables in sessions using length-checked com-
pression. This RU is not used for LU 6.2.
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DACTLU

CLEAR (CLEAR)
Byte Bit Content
0 X'Al' request code

CRV (CRYPTOGRAPHY VERIFICATION)
PLU - SLU, Exp; SC

CRYV, a valid request only when session-level cryptography was selected in
BIND, is sent by the primary LU session control to verify cryptography security
and thereby enable sending and receiving of FMD requests by both half-
sessions.

CRV (CRYPTOGRAPHY VERIFICATION)

Byte Bit Content
0 X'CO' request code
1-8 A transform of the (deciphered) cryptography session-seed value received (enci-

phered) in bytes 28 —k of + RSP(BIND), re-enciphered under the session
cryptography key using a seed value of 0; the transform is the cryptography session-
seed value with the first four bytes inverted.

Note: The cryptography session-seed is used as the seed for all session-level
cryptography encipherment and decipherment provided for FMD RUs.

DACTLU (DEACTIVATE LOGICAL UNIT)
SSCP - LU, Exp; SC

DACTLU is sent to deactivate the session between the SSCP and the LU.

DACTLU (DEACTIVATE LOGICAL UNIT)

Byte Bit Content
0 X'0E!' request code
Note: End of short (1-byte) request
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Type of deactivation requested:
X'01' normal deactivation
X'03' session-outage notification (SON)




DACTPU

DACTLU (DEACTIVATE LOGICAL UNIT)

Byte Bit Content

2

Cause (reserved if byte 1 # X'03'):

X1'07* virtual route inoperative: the virtual route serving the SSCP-LU session
has become inoperative, thus forcing the deactivation of the session

X'08' route extension inoperative: the route extension serving the SSCP-LU
session has become inoperative, thus forcing the deactivation of the session

X'09' hierarchical reset: the identified session is being deactivated because of a
+ RSP(ACTPU, Cold)

X'0B' virtual route deactivated: the SSCP-LU session is being deactivated
because of a forced deactivation of the virtual route being used by the
session

X'0C' SSCP or LU failure—unrecoverable: the SSCP-LU session had to be reset
because of an abnormal termination; recovery from the failure was not
possible

X'0D' session override: the SSCP-LU session has to be deactivated because of a
more recent session activation request for the SSCP to subarea PU session
over a different virtual route

X'0E' SSCP or LU failure—recoverable: the SSCP-LU session had to be deacti-
vated because of an abnormal termination of the SSCP or LU of the
session; recovery from the failure may be possible

X'OF' cleanup: the SSCP is resetting its half-session before receiving the response
from the LU being deactivated

DACTPU (DEACTIVATE PHYSICAL UNIT)
SSCP - PU, PU - SSCP, Exp; SC

DACTPU is sent to deactivate the session between the SSCP and the PU.

DACTPU (DEACTIVATE PHYSICAL UNIT)

Byte Bit Content

0
1

X'12' request code

Type deactivation requested:

X'01' final use, physical connection may be broken

X102' not final use, physical connection should not be broken
X'03' session-outage notification (SON)
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INIT-SELF Format 0

DACTPU (DEACTIVATE PHYSICAL UNIT)

Byte Bit Content
2 Cause (not present if byte 1 # X'03'):
X'07' virtual route inoperative: the virtual route for the SSCP-PU session has

X108!

X'09'

X'0B'

X'cC

X'0D!

X'0E!'

X'0F!

X'10!

X'

become inoperative, thus forcing the deactivation of the SSCP-PU session
route extension inoperative: the route extension serving the SSCP-PU
session has become inoperative, thus forcing the deactivation of the
SSCP-PU session

hierarchical reset: the identified session is being deactivated because of a
+ RSP(ACTPU, Cold)

virtual route deactivated: the identified SSCP-PU session is being deacti-
vated because of a forced deactivation of the virtual route being used by
the session

SSCP or PU failure—unrecoverable: the identified SSCP-PU session had
to be deactivated because of an abnormal termination of the SSCP or PU
of the session; recovery from the failure was not possible

session override: the SSCP-PU session has to be deactivated because of a
more recent session activation request for the SSCP to subarea PU session
over a different virtual route

SSCP or PU failure—recoverable: the identified SSCP-PU session had to
be deactivated because of an abnormal termination of the SSCP or PU of
the session; recovery from the failure may be possible

cleanup: the SSCP is resetting its half-session before receiving the response
from the PU that is being deactivated

ALS reset: peripheral ALSs (and subordinate LUs and LU-LU sessions)
owned by the sending SSCP should be reset

give-back: the sending SSCP relinquishes ownership of resources; active
LU-LU sessions should not be disrupted for LUs subordinate to ALSs
whose nodes support ACTPU(ERP)

INIT-SELF Format 0 (INITIATE-SELF)
ILU — SSCP, Norm; FMD NS(s)

INIT-SELF from the ILU requests that the SSCP authorize and assist in the
initiation of a session between the LU sending the request (that is, the ILU,
which also becomes the OLU) and the LU named in the request (the DLU).
This RU is not used for LU 6.2; refer to INIT-SELF Format 1.

INIT-SELF Format 0 (INITIATE-SELF)

Byte Bit Content

0-2 X'010681' NS header
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INIT-SELF Format 0

INIT-SELF Format 0 (INITIATE-SELF)
Byte Bit Content

3 0-3 Format:
0000 Format 0: specifies a subset of the parameters shown in Format 1 of
INIT-SELF (described separately, because the NS header differs in the first
byte), with the receiver supplying default values
4-5 Reserved

6 PLU/SLU specification:
0 DLU is PLU (only value defined)
7 0 initiate only (I): do not enqueue.
1  initiate/enqueue (I/Q): enqueue the request if it cannot be satisfied imme-
diately
4-11 Mode name: an 8-character symbolic name (implementation and installation

dependent) that identifies the set of rules and protocols to be used for the session;
used by the SSCP(SLU) to select the BIND image that will be used by the
SSCP(PLU) to build the CINIT request

12—m Uninterpreted Name of DLU
12 Type: X'F3' logical unit
13 Length, in binary, of DLU name
14—m EBCDIC character string
m+1—-m+2 Retired
m+3—n User Field
m+3 Length, in binary, of user data
Note: X'00' = no user data is present.
m+4—n User data: user-specific data that is passed to the primary LU on the CINIT request
m+4 User data key:

X1'00' structured subfields follow

= X'00" first byte of unstructured user data

Note: Individual structured subfields may be omitted entirely. When present, they
appear in ascending field number order.

For unstructured user data
m+5—n Remainder of unstructured user data
For structured user data

m+5—n Structured subfields (For detailed definitions, see Chapter 7, “User Data Structured
Subfields” on page 7-1.) -

n+1-p Control vectors, as described in the section “Control Vectors” on page 8-3.
Note: The following control vectors may be included; they are parsed according to
subfield parsing rule LT (see “Substructure Encoding/Parsing Rules” on page 8-1).
X'34' LU Definition Override control vector (present if terminal operator entered
one or more of the model terminal support override parameters with an
implementation logon request)
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INIT-SELF Format 1

INIT-SELF Format 0 (INITIATE-SELF)
Byte Bit Content

Note: The following default values are supplied by the SSCP(ILU) receiving the Format 0
INIT-SELF request:
* Queuing conditions (if queuing is specified):

— Enqueue if session limit exceeded.
— Enqueue this request FIFO, i.e., the request will be dequeued after the other
requests already in the queue.

INIT-SELF Format 1 (INITIATE-SELF)
ILU —» SSCP, Norm; FMD NS(s)

INIT-SELF from the ILU requests that the SSCP authorize and assist in the
initiation of a session between the LU sending the request (that is, the ILU,
which also be;comes the OLU) and the LU named in the request (the DLU).

INIT-SELF Format 1 (INITIATE-SELF)

Byte Bit Content
0—-2 X'810681' NS header
3 0-3 Format:

0001 Format 1
4-17 Reserved

4 Type:
0—-1 01 initiate only (I): do not enqueue
11  initiate/enqueue (I/Q): enqueue the request if it cannot be satisfied imme-
diately (See byte 5 for further specification of queuing conditions.)
2-3 Reserved
4 Reserved
5 Reserved
6 PLU/SLU specification:
0 DLUis PLU (only value defined)
7 Reserved
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INIT-SELF Format 1

INIT-SELF Format 1 (INITIATE-SELF)

Byte Bit

Content

5

Note:

6—17
8—15

16—n

16

17

18—n
n+l-n+2
n+3—r(=n+3)

r+1—s

r+1
r+2-—s
s+1—t

Queuing conditions for DLU:

0  do not enqueue if session limit exceeded

1  enqueue if session limit exceeded

0  do not enqueue if DLU is not currently able to comply with the PLU/SLU
specification (as given in byte 4, bit 6)

1 enqueue if DLU is not currently able to comply with the PLU/SLU specifica-
tion

Reserved

Queuing position/service:

01  enqueue this request FIFO, i.e., the request will be dequeued after the

requests already in the queue

Reserved

Since queuing conditions are specified for the DLU only, the following default

values are used by SSCP(OLU) for the OLU:

* Enqueue if session limit exceeded.
» Enqueue this request at the foot of the queue (FIFO).

Reserved

Mode name: an 8-character symbolic name (implementation and installation
dependent) that identifies the set of rules and protocols to be used for the session;
used by the SSCP(SLU) to select the BIND image that will be used by the
SSCP(PLU) to build the CINIT request

Uninterpreted Name of DLU

Type: X'F3' logical unit

Length, in binary, of DLU name
EBCDIC character string

Retired

Reserved

User Request Correlation (URC) Field

Length, in binary, of URC
Note: X'00' = no URC. (The length field is always present.)

URC: LU-defined identifier; may be returned by the SSCP in a subsequent
NOTIFY to correlate a given session to this initiating request

Control vectors, as described in the section “Control Vectors” on page 8-3.

Note: The following control vectors may be included; they are parsed according to

subfield parsing rule LT (see “Substructure Encoding/Parsing Rules” on page 8-1).

X'34' LU Definition Override control vector (present if terminal operator entered
one or more of the model terminal support override parameters with an
implementation logon request)
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LUSTAT

LUSTAT (LOGICAL UNIT STATUS)
LU - LU, Norm; DFC

LUSTAT is used by one half-session to send up to four bytes of status informa-
tion to its paired half-session. The RU format allows the sending of either end-
user information or LU status information. If the high-order two bytes of the
status information are 0, the low-order two bytes carry end-user information and
may be set to any value. In general, LUSTAT is used to report about failures
and error recovery conditions for a local device of an LU.

LUSTAT (LOGICAL UNIT STATUS)

Byte Bit Content
0 X'04' request code
1-4 Status value + status extension field (two bytes each):
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X'0000' + 'uuuu'
X'0001"' + *ccdd!

X'0002' + ‘rrrr!
X'0003" + 'cedd!
X'0004' + 'ccdd!

X'0005" + 'iaii’

X'0006' + 'rrrr!

X'0007' + 'rrrr!

X'0801"' + *cedd!
X'0802' + 'ccdd!
X'081C" + 'cedd!

X'0824' + 'ccdd!
X'082B' + 'ccdd’

X'0831"' + 'cedd!

X'0848" + 'rrrr!

user status (no system-defined status) + user-defined field

component now available + component identification (see

Note)

sender will have no (more) FMD requests to transmit during

the time that this session remains active + reserved field

component entering attended mode of operation + component

identification (see Note)

component entering unattended mode of operation + compo-

nent identification (see Note)

prepare to commit all resources required for the unit of work

+ information field:

X'0001' request End Bracket be sent on next chain (only
value defined)

no-op (used to allow an RH to be sent when no other request

is available or allowed) + reserved field (only value defined for

LU 6.2)

sender currently has no FMD requests to transmit (but may

have later during the time that this session remains active) +

reserved field

component not available (e.g., not configured) + component

identification (see Note)

component failure (intervention required) + component iden-

tification (see Note)

component failure (permanent error) + component identifica-

tion (see Note)

function canceled + reserved field

component available, but presentation space integrity lost +

component identification (see Note)

component disconnected (power off or some other discon-

necting condition) + component identification (see Note)

cryptography component failure + reserved field



NMVT

LUSTAT (LOGICAL UNIT STATUS)

Byte

Bit

Content

X'400A' + 'ssss'  no-response mode not allowed + sequence number of the

request specifying no-response

Note: Values for cc byte are:

X'00" LU itself rather than a specific LU component (For this cc value,
dd=X'00"'.)

X'FF' The dd byte specifies the LU component medium class and device address.
(See SNA: Sessions Between Logical Units for definitions of these terms
and usage of the values according to LU type.)

- X'(00|FF)' LU component medium class and device address (For these cc

values, dd=X'00"'.)

NMVT (NETWORK MANAGEMENT VECTOR TRANSPORT)
SSCP «- PU Norm; FMD NS(ma)

NMVT carries management services (MS) requests and replies between an
SSCP and a PU.

NMVT (NETWORK MANAGEMENT VECTOR TRANSPORT)

Byte Bit Content
0-2 X'41038D' NS header
3—4 Retired: Set to network address by subarea node sender; set to 0, the PU local
address, by peripheral node sender; ignored by receivers implementing the current
level of SNA
5-6 0-1 Reserved
2-3 Retired: Set to 01 by subarea PU sender; set to 00 by peripheral node sender;
ignored by receivers implementing the current level of SNA
4—15  Procedure related identifier (PRID)
Note: For unsolicited replies (byte 7, bit 0 = 0), the PRID field contains X'000"'.
For solicited replies (byte 7, bit 0 = 1), the PRID field echoes the PRID from the
NMVT RU request. For requests that need no replies, this field contains X'000'.
7 Flags:
0 Solicitation indicator: used only for PU-to-SSCP flow (reserved for SSCP-to-PU
flow):
0  unsolicited NMVT
1 solicited NMVT
1-2 Sequence field—used only for PU-to-SSCP flow (reserved for SSCP-to-PU flow):

00 only NMVT for this PRID
01 last NMVT for this PRID

10  first NMVT for this PRID

11  middle NMVT for this PRID
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NOTIFY

NMVT (NETWORK MANAGEMENT VECTOR TRANSPORT)
Byte Bit Content

3 SNA Address List subvector indicator:
0  For the SSCP-to-PU flow: MS major vector in this NMVT does not contain
an SNA Address List subvector
For the PU-to-SSCP flow: MS major vector in this NMVT does not contain
an SNA Address List subvector, or it contains an SNA Address List subvector
that does not require address-to-name translation by the SSCP
1 For the SSCP-to-PU flow: MS major vector in this NMVT contains an SNA
Address List subvector
For the PU-to-SSCP flow: MS major vector in this NMVT contains an SNA
Address List subvector that requires address-to-name translation by the SSCP
4-17 Reserved

8§—m One or more MS major vectors, as described (using 0-origin indexing) in the table in
Chapter 9, “SNA/MS Encodings” on page 9-1.

NOTIFY (NOTIFY)
SSCP «— LU, Norm; FMD NS(s)

NOTIFY is used to send information from an SSCP to an LU, or from an LU
to an SSCP. NOTIFY carries information in the form of a (vector key, vector

data) pair.
NOTIFY (NOTIFY)
Byte Bit Content
0-2 X'810620' NS header
3-p One NOTIFY vector as described in detail below:

X'03' ILU/TLU Notification: used to inform the sender of an INIT or TERM
request of the status of the procedure

X'0C' LU-LU Session Services Capabilities: used to inform the SSCP having an
active session with the sending LU of the current LU-LU session services
capability of that LU

ILU/TLU Notification NOTIFY Vector

ILU/TLU Notification NOTIFY Vector

Byte Bit Content

0 Key: X'03!
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NOTIFY

ILU/TLU Notification NOTIFY Vector
Byte Bit Content

1 Status:
X'00" SSCP(OLU) and SSCP(DLU) not logically connected, i.e., no session or
session setup path (if rerouting is required) exists between them
X'01' session terminated
X'02' session set up
X'03' procedure error

2-9 Reserved

10 Reason (defined for Status field value of X'03' only)
Note: There are two encodings of the Reason byte:
e Ifbit 4 = 0, the Reason byte is encoded for a setup procedure error.
. If bit 4 = 1, the Reason byte is encoded for a takedown procedure error.

Setup Procedure Error

1  CINIT error in reaching the PLU
BIND error in reaching the SLU
setup reject at the PLU

setup reject at the SLU

0  setup procedure error

Reserved

1  setup reject at SSCP

Reserved

[ S S

NN nMPE W —=O

Takedown Procedure Error

1  CTERM error in reaching the PLU
UNBIND error in reaching the SLU
takedown reject at the PLU

takedown reject at the SLU

takedown procedure error

takedown reject at the SSCP

0  (see following Note)

Reserved

Note: For bits 4 and 6, the bit combination of 11 is set aside for implementation
internal use and will not be otherwise defined.

11-14 Sense data (defined for Status value of X'03' only)

NN PA W —-—O
e

15—m Session key, as described in “Session Keys” on page 8-27
Note: The following session key is used:
X'06' network name pair: PLU and SLU

m+1—n User Request Correlation (URC) Field

m+1 Length, in binary, of the URC

m+2—-n URC: the URC carried in the URC field in INIT (bytes r+ 1—s) or TERM (bytes
n+3—p); used to correlate the NOTIFY to the initiating or terminating requests
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NSPE

LU-LU Session Services Capabilities NOTIFY Vector

Note: This NOTIFY vector should not be confused with control vector
X'0C"', which carries similar information.

LU-LU Session Services Capabilities NOTIFY Vector

Byte Bit Content
0 Key: X'0C!
1 Length of Vector Data field, encoded in binary
2—m Vector Data
2 LU-LU session capability:
0-3 Reserved
4-17 Secondary LU capability:
0000  SLU capability is inhibited: sessions can be neither queued nor started
0001  SLU capability is disabled: sessions can be queued but not started
0010  reserved
0011  SLU capability is enabled: sessions can be queued or started
3—4 Retired (set to X'0001")
5-7 Retired
8—15(=m) Retired (set to all space (X'40') characters, or omitted)

NSPE (NS PROCEDURE ERROR)
SSCP - ILU or TLU, Norm; FMD NS(s)

NSPE is used by the SSCP to inform an ILU or TLU that a session initiation
or termination attempt has failed after a positive response has been sent to the

corresponding initiation or termination request. (NSPE is used only if Format 0
of INIT-SELF or TERM-SELF was issued. Otherwise, NOTIFY is used.)

NSPE (NS PROCEDURE ERROR)

Byte Bit Content
0—-2 X'010604' NS header
Note: The remainder of this RU has two formats: a comprehensive form and a condensed
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form, based upon the setting of bit 7 of the Reason byte (byte 3). The choice is
implementation-dependent.

Comprehensive Format




NSPE (NS PROCEDURE ERROR)

NSPE

Byte Bit Content

3 Reason

Note: There are two encodings of the Reason byte in the comprehensive format:

» Ifbit 4 = 0, the Reason byte is encoded for a setup procedure error.

. If bit 4 = 1, the Reason byte is encoded for a takedown procedure error.

Setup Procedure Error

0 1 CINIT error in reaching the PLU
1 1  BIND error in reaching the SLU
2 1 setup reject at the PLU
3 1  setup reject at the SLU
4 0  setup procedure error
5 Reserved
6 1  setup reject at SSCP
7 1  comprehensive format of Reason byte
Takedown Procedure Error
0 1  CTERM error in reaching the PLU
1 1  UNBIND error in reaching the SLU
2 1  takedown reject at the PLU
3 1  takedown reject at the SLU
4 1  takedown procedure error
5 1  takedown reject at SSCP
6 0  see following Note
7 1  comprehensive format of Reason byte
Note: The bit combination of 11 for bits 4 and 6 is set aside for implementation
internal use and will not be otherwise defined.
4-17 Sense data
8—n Session key, as described in the section “Session Keys” on page 8-27
Note: One of the following session keys is used:
X'06' uninterpreted name pair: PLU and SLU, respectively (only value defined)
Condensed Format
3 Reason:
0 1 CINIT error in reaching the PLU
1 1 BIND error in reaching the SLU
2 1  setup reject at the PLU
3 1 setup reject at the SLU
4 1  takedown failure
5 1 takedown reject at SSCP
6 1 setup reject at SSCP
7 0  condensed format
4—m Uninterpreted name of PLU
4 Type: X'F3' logical unit
5 Length, in binary, of PLU name
6—m EBCDIC character string
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QEC

NSPE (NS PROCEDURE ERROR)

Byte Bit Content

m+1-n Uninterpreted name of SLU
m+1 Type: X'F3! logical unit
m+2 Length, in binary, of SLU name
m+3—n EBCDIC character string

QC (QUIESCE COMPLETE)
LU - LU, Norm; DFC

QC is sent by a half-session after receiving QEC, to indicate that it has quiesced.
This RU is not used for LU 6.2

QC (QUIESCE COMPLETE)

Byte Bit Content

0 X'81' request code

QEC (QUIESCE AT END OF CHAIN) ;
LU - LU, Exp; DFC

QEC is sent by a half-session to~quiesce its partner half-session after it (the
partner) finishes sending the current chain (if any). This RU is not used for LU
6.2.

QEC (QUIESCE AT END OF CHAIN)

Byte Bit Content

0 X'80' request code
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RECFMS

RECFMS (RECORD FORMATTED MAINTENANCE STATISTICS)
PU - SSCP, Norm; FMD NS(ma)

RECEFMS has been retired from SNA for T2 nodes.

RECFMS permits the passing of maintenance related information from a PU to
management services at the SSCP.

Consult product documentation for further information on product support.

RECFMS (RECORD FORMATTED MAINTENANCE STATISTICS)

Byte Bit Content

0-2 X'410384' NS header

3—4 CNM target ID, as specified in bytes 5— 6, bits 2—3

5—-6 0-1 Reserved

2-3 CNM target ID descriptor:
00  byte 4 contains a local address for a PU or LU in a T2 node or an LSID for a
PU or LU in a T1 node; byte 3 is reserved
01  bytes 3—4 contain the element address of a link, adjacent link station, PU, or
LU in the origin subarea, if ENA is supported; otherwise, its network address
4—15 Procedure related identifier (PRID) (see Note below)
7 Request-Specific Information
0 Solicitation indicator:
0  unsolicited request
1  reply request
1 Not-last request indicator:
0 last request in a series of related unsolicited or reply requests, e.g., last reply
request in a series corresponding to a single soliciting request
1  not last request
2-17 Request-specific type code (see below)

Note: For reply (i.e., solicited) requests, bytes 3— 6 and byte 7, bits 2— 7, echo the corre-
sponding fields in the CNM header received in the request that solicited the reply
requests.

For unsolicited requests, these fields—the CNM target ID descriptor, the CNM
target ID, the PRID, and the request-specific information—are generated by the
request sender. For unsolicited requests, the PRID field contains X'000'. The PU
does not interleave requests belonging to different series of related unsolicited
requests from the same target.

8§-13 Node Identification

8—11 0—11  Block number: an IBM product-specific number; see the individual product specifi-
cations for the specific values used

12—31 ID number: a binary value that, together with the block number, identifies a spe-

cific station uniquely within a customer network installation; the ID number can be
assigned in various ways, depending on the product; see the individual product spec-
ifications for details
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RECFMS

RECFMS (RECORD FORMATTED MAINTENANCE STATISTICS)

Byte Bit Content
12-13 Reserved
7—n Alert (retired: supported only for PUs not at the current level of SNA)
7 0—-1 00 (only value defined—Alert is always sent unsolicited and as a single RU)
2-17 Type code: 000000
8—13 Node Identification
8—11 0—11 Block number
12—31 ID number
12—-13 Reserved
14— 19 Alert Classification
14 0-1 Format:
01 format 1 (only value defined)
14 2-7 Reserved
15 0-3 Alert type: indicates the reason for the Alert being generated and differentiates
between errors, operational problems, performance problems, and other exceptional
conditions; valid Alert types are:
X'1' permanent error: cannot be retried or recovered without help external to the
SNA node
X'2' temporary error: recovered within recovery procedure limit
X'3' performance: exceeded performance parameter threshold
X'4' operational or procedure: unsupported or invalid use, busy
X'S' application generated
X'6' operator triggered
X'7'  SNA summary: exceeded threshold count of SNA negative responses
4-7 Major probable cause: indicates the general category of the probable cause, e.g.,
hardware, software, or protocol failure; valid major probable cause (details of these
causes are given in specific implementation documentation):
X'1'" hardware
X'2'  software
X131 link connection: characterized by transmission medium, modem,
DTE-DCE cable, drivers,
X'4' protocol: invalid response or command sequence, system definition error
X'S' environment: thermal, installation restriction
X'6' removable media, e.g., paper, cards, tape, pack, diskette
X'7' hardware or software
X'8' logical
X'9' operator of sending product
X'F' undetermined
16 Minor probable cause: indicates the lowest level category with which the Alert may
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be associated, e.g., printer, power, program, X.25 network; valid minor probable
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RECFMS
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Byte

Bit

Content

X'02' service processor for support of maintenance services

X'03' microcode
Note: Microcode may be classified as IBM Licensed Internal Code. See
“Notices” at the beginning of this document for more information.

X'04' main storage

X'05' DASD drive

X'06' printer

X'07'  card reader/punch

X'08' tape drive

X'09' keyboard

X'0A"' selector pen

X'0B' magnetic stripe reader

X'0C! display or printer

X'0D' display unit

X'0E' remote product: error attributed to product at adjacent link station on this
link

X'0F' power internal to this product

X'10*  I/O attached controller if distinguishable from drive

X'11' communications controller scanner

X'12' communications link adapter

X'13'  link adapter

X'14' channel adapter: secondary attachment to System/370 channel

X'15' loop adapter: attachment to loop communication link

X'16' adapter for directly attaching devices

X'17' miscellaneous adapter

X'118'  System/370 channel

X'19' link: transmission medium—ownership unknown

X'1A' link: common carrier transmission medium

X'"1B' link: customer transmission medium

X'1C* loop: transmission medium—ownership unknown

X'1D' loop: common carrier transmission medium

X'1E' loop: customer transmission medium

X'1F* X.21 link connection external to this product

X'20" X.25 network external to this product

X'21' local X.21 interface: DTE-DCE

X122'  local X.25 interface: DTE-DCE

X'23'  local modem

X'24' remote modem

X125'" local modem interface: DTE-DCE

X126' remote modem interface: DTE-DCE

X'27'  local probe

X'28' remote probe

X'29' local probe interface

X'2A' remote probe interface

X'2B' network connection
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Byte Bit Content

X'2C' IBM host program if not distinguishable as control program, application,
or access method

X'2D' IBM host application program supplied by IBM

X'2E' IBM host telecommunication access method

X'2F' customer host application program

X'30' IBM communication controller program

X'31' IBM control program

X'32' remote modem interface or remote product

X'33' transmission medium or remote modem

X'34' SDLC format exception

X'35' BSC format exception

X136' start/stop format exception

X137t SNA format exception

X'38' power external to product

X139'  thermal

X'3A' paper

X'3B' tape

X'3C' DASD: removable media
X'3D' card

X'3E' magnetic stripe card

X'3F' negative SNA response

X'40*  system definition error (whether diskette loaded, keyed, or otherwise cus-
tomized)

X'41' installation restrictions

X142' adjacent link station offline: no status received

X'43"  adjacent link station busy (switched link)

X'44'  controller or device

X'45' local probe or modem

X'46' tape or drive

X'47"  card reader/punch or display/printer

X'48'  controller application program

X'49'  keyboard or display

X14A' storage control unit

X'4B' channel or storage control unit

X'4C' storage control unit or controller

X'4D' control unit

X'4E' DASD data or media or drive

X'4F' DASD data or media

X'50"  diskette

X'51"  diskette or drive

X'FF' undetermined

17 Reserved
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Byte Bit Content
18 User action code:
0 reserved
=0 acode associated with predefined text that describes user actions appropriate
to the cause
19 Reserved
20—m Appended CNM vectors (described at the end of this RU): zero or more CNM
vectors may be appended to the request to convey data available to the PUMS
when the Alert event was originated; appended vectors are ordered according to the
binary value of the Vector Type field (nondescending)
Note: The sending of information in appended CNM vectors does not cause reset of
any counters.
m+ 1(=n) X'00" indicating end of appended vectors
7—-17 SDLC Test Command/Response Statistics
7 0 Solicitation indicator (see above)
1 Not-last request indicator (see above)
2—17 Type code: 000001; the CNM target ID identifies a PU T1|2
8—13 Node identification
0—11 Block number
12—31 ID number
12—-13 Reserved
14—-15 Counter: the number of times the secondary SDLC station has received an SDLC
Test command with or without a valid FCS
16—17 Counter: the numberof times the secondary SDLC station has received an SDLC
Test command with a valid FCS and has transmitted an SDLC Test response
Note: All counters are in binary.
7-22 Summary error data
7 0 Solicitation indicator (see above)
1 Not-last request indicator (see above)
2-7 Type code: 000010; the CNM target ID identifies a PU
8—13 Node identification
0—11  Block number
12—-31 ID number
12—-13 Reserved
14—-16 Summary counter validity mask:
14 0 Set to 1 if product error counter is valid
1 Set to 1 if communication adapter error counter is valid
2 Set to 1 if SNA negative response counter is valid
3-7 Reserved
15 Reserved
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Byte Bit Content
16 0-6 Reserved
7 Communications adapter error flag for products implementing unsolicited RECFMS
types 02 or 03; otherwise, reserved:
0  no cumulative communication adapter errors
1  indicates presence of communication adapter errors not yet reported by
RECFMS 03

17—-18 Product error counter: a count for the product identified by the Node Identification
field (bytes 8 — 13) of certain product-detected hardware errors whose origins are fail-
ures designated as internal by that product’s own logic capability (The identified
product has the responsibility for further isolation of these failures using its own
product-specific problem determination and maintenance procedures.)

19-20 Communication adapter error counter for communication adapter errors whose
source is either external or internal to the product identified by the node ID; this
field is reserved in products reporting counter overflows via unsolicited RECFMS
type 02 or 03

21-22 Count of SNA negative responses originating at this node
Note: All counters are in binary.

7—n Communication Adapter Error Statistics: counts of selected errors, useful for
problem determination, that have been supplied by the communication adapter (For
these errors, the RECFMS Type 000010 communication adapter error counter is
always incremented; the RECFMS Type 000010 product error counter is also incre-
mented for those errors classified as internal errors by the product identified by the
node ID.)

7 0 Solicitation indicator (see above)

1 Not-last request indicator (see above)
2—-17 Type code: 000011; the CNM target ID identifies a PU T1|2
8—-13 Node identification
0—11 Block number
12—-31 ID number
12—-13 Reserved
14 Communication adapter error counter sets:
X'01' counter set 1
X'02' counter set 2
X'03' counter set 3
X'04' counter set 4
X'05' counter set S (retired: supported only for PUs not at the current level of
SNA)
X'06' counter set 6 (retired: supported only for PUs not at the current level of
SNA)
15—n Data for Counter Sets 1 and 2
15-17 Communication adapter counter validity mask bytes
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~Byte

Bit

Content

15

16

17
18

19

20
21

22

23

24
25

26
27

28

NNV bW —=O

BN dHhWN—O

Mask byte 1 (bit is set to 1 if the counter is valid):
Nonproductive time-out or receive overrun counter
Idle time-out counter

Write retry counter

Overrun counter

Underrun counter

Connection problem counter

FCS error counter

Primary station abort counter

Mask byte 2 (bit is set to 1 if the counter is valid):
Command reject counter

SDLC DCE error counter

Write time-out counter

Invalid status counter

Communication adapter machine check counter
Reserved

Reserved

Nonproductive time-out counter: no valid SDLC frames have been received within
the time interval specified by the communication adapter; or receive overrun
counter: the line is “hung” or insufficient buffer space has been allocated

Note: Receive overrun applies only to counter set 2.

Idle time-out counter: no SDLC Flag octets received for n seconds, where n is spec-
ified by the communication adapter

Write retry counter: the number of retransmissions of one or more SDLC I-frames

Overrun counter: the number of times one or more received characters have been
overlaid

Underrun counter: the number of times one or more characters have been trans-
mitted more than once

Connection problem counter: incremented by / for every » retries of commands
that establish connection with a station, when RLSD drops, or whenever write retry
is updated—n is specified by the communication adapter

FCS error counter: the number of times a received SDLC frame had an invalid
FCS

Primary station abort counter: number of times seven or more consecutive / bits
have been received

SDLC command reject counter

DCE error counter: number of DCE interrupts or other unexpected conditions
(e.g., “data set ready” drops)

Write time-out counter: number of time-outs during write operations, e.g., because
of transmit clock failures
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Byte Bit Content
29 Invalid status counter: number of times status generated by the adapter was not
meaningful
30(=n) Communication adapter machine check counter: number of times the communi-
cation adapter has been identified as causing a machine check
Note: All counters are in binary.
15—n Data for Counter Set 3
15—-17 Communication adapter counter validity mask (bit is set to 1 if the counter is valid):
15 0 Total transmitted I-frames counter
1 Write retry counter
2 Total received I-frames counter
3 FCS error counter
4 SDLC command reject counter
5 DCE error counter
6 Nonproductive time-out counter
7 Reserved
16—17 Reserved
18— 19 Total transmitted I-frames counter: the total number of SDLC I-frames transmitted
successfully
20—-21 Write retry counter: the number of retransmissions of one or more SDLC I-frames
22-23 Total received I-frames counter: the number of SDLC I-frames successfully received
24-25 FCS error counter: the number of SDLC frames received with FCS errors
26—27 SDLC command reject counter
28—29 DCE error counter: the number of DCE interrupts and other unexpected conditions
(e.g., “data set ready” drops)
30—31(=n) Nonproductive time-out counter: the number of times an SDLC frame has not
been received within the time interval specified by the adapter
Note: All counters are in binary.
15—n Data for Counter Set 4
Note: For a definition of adapter, control unit, and System/370 channel commands,
and orders see implementation documentation.
15—-17 Adapter counter validity mask bytes
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Byte

Bit

Content

15

16

17

18

19

20

21

22

23

24

25

26

NN AW —=O

N AN WD —=O

Mask byte 1 (bit is set to 1 if the counter is valid):
Command-reject-while-not-initialized counter
Command-not-recognized counter
Sense-while-not-initialized counter
Channel-parity-check-during-selection-sequence counter
Channel-parity-check-during-data-write-sequence counter
Output-parity-check-at-control-unit counter
Input-parity-check-at-control-unit counter
Input-parity-check-at-adapter counter

Mask byte 2 (bit is set to 1 if the counter is valid):
Data-error-at-adapter counter

Data-stop-sequence counter
Short-frame-or-length-check counter
Connect-received-when-already-connected counter
Disconnect-received-while-PU-active counter
Long-RU counter

Connect-parameter-error counter
Read-Start-Old-received counter

Reserved

Command-reject-while-not-initialized counter: an initial Control command con-
taining a valid Connect order was not received prior to a Restart Reset, Read Start
0/1, Write Start 0/1, Read, Write, or Write Break command

Command-not-recognized counter: control unit channel adapter received a
command code that it did not recognize (invalid or not supported)

Sense-while-not-initialized counter: Sense command was received in response to the
initial asynchronous interrupt (device-end, unit check), or Sense command was
received without a preceding unit check ending status

Channel-parity-check-during-selection-sequence counter: control unit channel
adapter detected a parity error from the channel during the selection sequence from
the channel

Channel-parity-check-during-data-write-sequence counter: control unit channel
adapter detected a parity error on channel bus-out during a channel Write operation

Output-parity-check-at-control-unit counter: control unit channel adapter detected a
control unit parity error during a channel Write operation

Input-parity-check-at-control-unit counter: control unit detected a control unit
parity error during a channel Read operation

Input-parity-check-at-adapter counter: control unit channel adapter detected that it
transmitted bad parity on channel bus-in during a channel Read operation

Data-error-at-adapter counter: control unit detected a channel adapter error during
an internal channel adapter cycle-steal operation
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Content

27

28

29

30

31

32

33(=n)

15—n

15-17
15

NN h WD —=O

16

BN h W =O

17
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Data-stop-sequence counter: the number of data bytes accepted by the
System/370’s Read command was less than that specified in Connect

Short-frame-or-length-check counter: a minimum four bytes have not been trans-
ferred as a link header; or the byte count specified in the first two bytes of the
header did not equal the number of bytes received during a Control, Write, or Write
Break operation

Connect-received-when-already-connected counter: a Connect was received when
the control unit was already connected; this is an error condition and the PU is
deactivated

Disconnect-received-while-PU-active counter: a Disconnect order was received from
the System/370 while the PU is active (i.e., with no DACTPU preceding the Dis-
connect); this is an error condition

Long-RU counter: primary link station has sent an RU greater than the secondary
link station can accept

Connect-parameter-error counter: the Connect was rejected because it specified an
odd-number buffer length, or it specified a buffer size insufficient to hold the link
header, TH, RH, and at least a 64-byte RU

Read-Start-Old-received counter: the secondary link station received a Read Start
Old command
Note: All counters are in binary.

Data for Counter Set 5 (for X.25 physical circuit) (retired: supported only for PUs
not at the current level of SNA)
Note: Sent only from the primary end of an X.25 physical circuit.

Communication adapter counter validity mask

Mask byte 1 (bit is set to 1 if the counter is valid):
Number of I-frames transmitted counter

Number of I-frames received counter

Number of RR frames transmitted counter
Number of RR frames received counter

Number of RNR frames transmitted counter
Number of RNR frames received counter
Number of REJ frames transmitted counter
Number of REJ frames received counter

Mask byte 2 (bit is set to 1 if the counter is valid):
Number of retransmissions counter

Number of frames received with FCS errors counter
Number of errors on receive side counter

Number of overruns on receive side counter
Number of underruns on transmit side counter
Reserved

Reserved
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Byte Bit Content
18—19 Number of I-frames transmitted
20—21 Number of I-frames received
22-23 Number of RR frames transmitted
24-25 Number of RR frames received
26—27 Number of RNR frames transmitted
28—-29 Number of RNR frames received
30-31 Number of REJ frames transmitted
32-33 Number of REJ frames received
34-35 Number of retransmissions
36—37 Number of frames received with FCS errors
38—-39 Number of errors on receive side
40—41 Number of overruns on receive side
42—43(=n) Number of underruns on transmit side
Note: All counters are in binary.
15—n Data for Counter Set 6 (for X.25 virtual circuit) (retired: supported only for PUs
not at the current level of SNA)
Note: Sent only from the primary end of an X.25 virtual circuit.
15-17 Communication adapter counter validity mask
15 Mask byte 1 (bit is set to 1 if the counter is valid):
0 Number of data packets transmitted counter
1 Number of data packets received counter
2 Number of RR packets transmitted counter
3 Number of RR packets received counter
4 Number of RNR packets transmitted counter
5 Number of RNR packets received counter
6 Number of interrupt packets transmitted counter
7 Number of interrupt packets received counter
16 Mask byte 2 (bit is set to 1 if the counter is valid):
0 Number of connection requests counter
1 Number of connections counter
2 Number of reset indications counter
3 Number of clear indications counter
4 Number of data packets with D-bit transmitted counter
5 Number of data packets with D-bit received counter
6—7 Reserved
17 Reserved
18—19 Number of I packets transmitted
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20-21 Number of I packets received
22-23 Number of RR packets transmitted
24-25 Number of RR packets received
26—27 Number of RNR packets transmitted
28—29 Number of RNR packets received
30-31 Number of interrupt packets transmitted
32-33 Number of interrupt packets received
34-35 Total number of connection requests (call request and incoming calls)
36—37 Total number of connections (calls connected and accepted)
38—139 Number of reset indications
40—41 Number of clear indications
42-43 Number of data packets with D-bit transmitted
44—45(=n) Number of data packets with D-bit received
Note: All counters are in binary.

7—n PU/LU Dependent Data
7 0 Solicitation indicator (see above)

1 Not-last request indicator (see above)

2-17 Type code: 000100; the CNM target ID identifies a PU|LU
8—13 Node identification

0—11  Block number

12—31 ID number
12—-13 Reserved
14—n PU/LU dependent data
7—n Engineering Change Levels
7 0 Solicitation indicator (see above)

1 Not-last request indicator (see above)

2-7 Type code: 000101; the CNM target ID identifies a PU
8—-13 Node identification

0—11  Block number

12—-31 ID number
12-13 Reserved
14—n Implementation defined data describing hardware, microcode, and programming

levels

7—n Link Connection Subsystem Data (retired: supported only for PUs not at the
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Byte

Bit

Content

7

8§—13

12-13
14

15

16—17

18—19

N - O

0—-11
12-31

Solicitation indicator (see above)

Not-last request indicator (see above)

Type code: 000110; the CNM target ID identifies an adjacent link station in the
origin subarea

Node identification:
Block number
ID number

Reserved

Data selection, echoed from the soliciting REQMS command:
X'02' link status command sequence

X'03* remote DTE interface status

X'04' remote modem self test

Link connection subsystem type:

X'01' link type 1 (links that use 3863, 3864, or 3865 modems; also links that use
5865, 5866, or 5868 modems running LPDA-1)

X'02' link type 2 (3867 link diagnostic unit)

Validity indicators, bits 0—9 (how the PU sending this RU views the data):

Note: The values to follow are used in each of the validity indicator fields.

00 data valid, from the modem

01  data invalid, no response from the modem

10  data invalid, response in error from the modem

11  data invalid, execution not attempted by the PU sending this RU

Remote modem status

Local modem status

Modem self test

Note: If byte 14 = X'02', bits 4— 5 are for local modem self-test. If byte 14 =

X104, bits 4— 5 are for remote modem self-test.

Reserved

Remote DTE interface status

Reserved

Link connection subsystem data format indicator:

00 format 0

01 format 1: same as format 0, plus; remote modem self test results,
channelization status, local and remote modem status extensions, and general
status extensions

Remote modem status:

Hit count (noise spikes) for link type 1, reserved for link type 2

Note: For bits 6—7 and 12— 14, when the condition exists, the bit value will be 1.
Modem reinitialization was performed

Loss of receive line signal

Quadratic error value for link type 1, number of byte errors during test for link type
2

Remote DTE power off detected

Data Terminal Ready loss detected
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Content

14
15

20-21

14
15

22-24

o0
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Switched-Network-Back-Up connected
DTE streaming condition detected

Local modem status:

Hit count (noise spike) for link type 1, reserved for link type 2

Note: For bits 6—7 and 12— 14, when the condition exists, the bit value will be 1.
Modem reinitialization was performed

Loss of receive line signal

Quadratic error value for link type 1, number of byte errors during test for link type
2

Remote modem power loss detected

Speed.for link type 1 (always full for link type 2):

0 half

1 full

Switched-Network-Back-Up connected

Reserved

Local Modem Self-Test and Remote-Tone Results, Remote Modem Self-Test
Results: :

Note: If byte 14 is X'02', link status command sequence, then bytes 22— 24 pertain
to the local modem. If byte 14 is X'04', remote modem self-test, then bytes 22—24
pertain to the remote modem.

Model bits, concatenated to the right of the bit-string formed by bits 18, 19, 8, and
15 (in this order) represents the modem model returned as modem self-test result in
the bit-string formed by bits 2 and 3 of byte 3, bits 0 and 7 of byte 2, and bits 0, 1,
and 2 of byte 1 (in this order), see “LPDA-1 Results Message Information Fields”
in IBM 5865/5866 Modem Models 2, 3 Maintenance Information and Parts Catalog,
SY33-2048. ’

Link connection type:

0  nonswitched

1 switched

Configuration:

0 point to point

1  multipoint

Modem role:

0  primary or control modem

1  secondary or tributary modem

Clear To Send delay for link type 1 (reserved for link type 2):

0 normal

1  exceptional

Received line signal detector sensitivity for link type 1 (reserved for link type 2):

0 normal

1 limited

Model bit, see bits 0— 2 specification

Modem self-test result:

0 passed

1 failed
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Content

10

11
12
13
14
15
16

17
18

19

20—23
25-26
25

AN h LW —=O

26

N AN DWNN—O

Remote tone test result for local modem self test (reserved for remote modem self
test):

0 passed

1 failed

Note: For the following bits, when the condition exists, the bit value will be 1.
Feature card suspected in error

Receiver card suspected in error for link type 1 (reserved for link type 2)

Receiver card extension suspected in error for link type 1 (reserved for link type 2)
Front end card is suspected in error for link type 1 (reserved for type 2)

Model bit, see bits 0 — 2 specification

Feature card installed (tone alarm card installed if nonswitched link connection; inte-
gral protection coupler installed if switched link connection)
Switched-Network-Back-Up installed

Model bit, see bits 0— 2 specification; also if its value is 1 then channelization
feature installed

Model bit, see bits 0— 2 specification; also if its value is 1 then fan-out feature
installed

Microcode EC level

Remote DTE Interface Status

Current state of the RS-232C or V.24 interface leads (for bits 0 — 5 and 7, when the
condition exists, the bit value is set to 1):
Request To Send

Clear To Send

Reserved

Transmit Data

Reserved

Data Terminal Ready

Speed:

0  half

1 full

DTE power loss

Indication of transition of RS-232C or V.24 leads since last test occurrence (for the
following bits, when the condition exists, the bit value is set to 1):

Request To Send changed at least once

Clear To Send changed at least once

Received Data changed state

Transmit Data changed state

Received Line Signal loss was detected at least once

Data Terminal Ready dropped at least once

Modem speed was changed at least once

DTE power loss was detected at least once

End of format 0, Format | continues below.

27-29

Channelization statuS
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Byte Bit Content
27 Channelization and tailing flags (for the following bits, when the condition exists,
the bit value is set to 1):
0 This data is associated with a channelized modem
1 This data is associated with a tailed link of a channelized modem
2 This data is associated with channel A of a channelized modem
3-7 Reserved
28—29 Channelization correlation number: a user assigned value used to correlate link con-
nections with a channelized modem. The same value may be assigned to each of the
link connections of a channelized modem so that those link connections can be
associated with that particular modem
30-37 Local Modem Status Extension
30 Local modem receive dB level (with all code points representing dB units):
X'00' function not supported
X'01'—X'40" ignore data
X'41! not available
X'42'—-X'4B' < -48dB
X'4C! -48 dB
X'4D! -47 dB
X'4E'—X'60" -46dBto -28 dB
X'61! -27dB
X'62'—X'6B' -26dBto -17 dB
X'6C! -16 dB
X'6D'—X'75' -15dBto-7dB
X'76" -6dB
X'77'=X'7D' -5dBto + 1dB
X'TE! + 2dB
X'7F! > + 2dB
X'80'—X'FF' ignore data
31-37 Reserved
38—45 Remote Modem Status Extension
38 Remote modem receive dB level (with all code points representing dB units):
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X'00! function not supported
X'01'—X'40' ignore data
X141 not available
X'42'-X'4B' < -48dB
X'4C! -48 dB

X'4D! -47 dB
X'4E'—X'60' -46dBto -28 dB
X'61' -27dB
X'62'-X'6B' -26dBto-17dB
X'6C! -16 dB
X'6D'—X'75' -15dBto-7dB
X'76 -6dB
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Byte Bit Content
X'"77'=X'"7D' -5dBto + 1dB
X'7E! + 2dB
X'7F! > + 2dB
X'80'—-X'FF' ignore data
31-37 Reserved
46— 53(=n) General status extension
46 Link-level address used to address the remote modem
47 Remote DTE Interface Extension
48— 53(=n) Reserved

CNM Vectors (described 0-origin)
(Retired: CNM vectors are supported only for PUs not at the current level of SNA)

0
1

=]

-1

(W)
|
<

Vector length: a binary count of the length in bytes of this vector (bytes 1 —n)

Type field:
Reserved
Vector type: an identifier of the information contained in bytes 2—n.

Vector data
Embedded Text Vector
Vector length: a binary count of the length in bytes of this vector (bytes 1 —n)

Type field:

Reserved

Vector type:

000000  the vector contains a text message, composed of SCS characters (only
value defined)

Vector data in SCS text
Embedded Name List Vector

Vector length: a binary count of the length in bytes of this vector (bytes 1 —n)

Type field:
Reserved
Vector type: 001100

Hierarchy name options:
X'01' reserved

X'02' only value defined
X'03' retired

Number of name entries to follow
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Byte Bit

Content

4—n

1-m

m+]1-m+4

Hierarchy name list: identifies network elements for which there is no name known
to the controlling SSCP; examples of such elements are disk drive, display head; the
hierarchy name list can contain up to five entries in hierarchy sequence; first is
nearest to the PU; each entry has the following format:

Binary count of the length in bytes of the name
Name in EBCDIC (any SCS character string)

Resource type: if byte m+ 1 is not equal to X'00', no translation is required and
the resource type is the EBCDIC value of the four bytes (e.g., “loop,” “disk,” or
“adap”); if byte m+ 1=X'00" and byte m+2=X'00', bytesm+ 3 and m + 4 are
assumed to contain an encoded value that can be translated into resource type; if
byte m+ 1=X'00"' and byte m+2=X'01", bytes m+ 3 and m + 4 are qualifiers of
the Alert originator block number, creating a unique type code by product

User Action Qualifier
Vector length: a binary count of the length in bytes of this vector (bytes 1 —n)

Type field:
Reserved
Vector type: 001101

User action qualifier: a product-defined value represented in SCS characters that is
to distinguish, for example, among multiple instances of an element (e.g., reporting
which scanner of several has failed)

LU - LU, Exp; DFC

RELQ (RELEASE QUIESCE)

RELQ is used to release a half-session from a quiesced state. This RU is not
used for LU 6.2

RELQ (RELEASE QUIESCE)
Byte Bit Content
0 X'82! request code
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REQMS

REQDISCONT (REQUEST DISCONTACT)
PU T1|2 - SSCP, Norm; FMD NS(c)

With REQDISCONT, the PU T1|2 requests the SSCP to start a procedure that
will ultimately discontact the secondary station in the T1|2 node.

REQDISCONT (REQUEST DISCONTACT)

Byte Bit Content
0-2 X'01021B' NS header
3 0-3 Type:

X'0' normal

X'8' immediate
4-7 CONTACT information:
X'0' do not send CONTACT immediately
X'1' send CONTACT immediately
Note: Bits 4— 7 are reserved for switched connections.

REQMS (REQUEST MAINTENANCE STATISTICS)
SSCP — PU, Norm; FMD NS(ma)

REQMS has been retired from SNA for T2 nodes.

REQMS requests the management services associated with the PU to provide
maintenance statistics for the resource indicated by the CNM target ID in the
CNM header.

Consult product documentation for further information on product support.

REQMS (REQUEST MAINTENANCE STATISTICS)

Byte Bit Content
0-2 X'410304' NS header
3-4 CNM target ID, as specified in bytes 5— 6, bits 2—3
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REQMS

REQMS (REQUEST MAINTENANCE STATISTICS)

Byte Bit

Content

5—-6 0-1

4-15

Note:

N - O N - O N —-O

N - O
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Reserved

CNM target ID descriptor:

00 byte 4 contains a local address for a PU or LU in a T2 node or an LSID for a
PU or LU in a T1 node; byte 3 is reserved

01  bytes 3—4 contain the element address of a link, adjacent link station, PU, or
LU in the destination subarea, if ENA is supported; otherwise, its network
address

Procedure related identifier (PRID): a CNM application program generated value

for CNM application program correlation, or an SSCP generated value for SSCP

routing

Request-Specific Information

Reset indicator (or reserved, as shown below for each Type code):
0  do not reset data when RECFMS is sent in reply

1  reset data when RECFMS is sent in reply

Reserved

Request-specific type code (see below)

For reply (i.e., solicited) requests, bytes 3— 6 and byte 7, bits 2— 7, echo the corre-
sponding fields in the CNM header received in the request that solicited the reply
requests.

SDLC Test Command/Response Statistics

Reset indicator

Reserved

Type code: 000001; the CNM target ID identifies a PU T1|2

Summary Error Data

Reset indicator

Reserved

Type code: 000010; the CNM target ID identifies a PU

Communication Adapter Data

Reset indicator

Reserved

Type code: 000011; the CNM target ID identifies a PU T1|2

PU- or LU-Dependent Data

Reset indicator
Reserved
Type code: 000100; the CNM target ID identifies a PU|LU

PU- or LU-dependent request parameters: implementation-dependent information
(See CNM application product specifications for details).

Engineering Change I evels
Reserved

Type code: 000101; the CNM target ID identifies a PU

Link Connection Subsystem Data (retired: supported only for PUs not at the
current level of SNA)



RSHUTD

REQMS (REQUEST MAINTENANCE STATISTICS)
Byte Bit Content

7 0 Reset indicator
1 Reserved
2-7 Type code: 000110; the CNM target ID identifies an adjacent link station in the

destination subarca

8 Data selection requested:
X'02' link status command sequence
X'03" remote DTE interface status
X'04' remote modem self test

RQR (REQUEST RECOVERY)
SLU - PLU, Exp; SC

RQR is sent by the secondary to request the primary to initiate recovery for the
session by sending CLEAR or to deactivate the session. This RU is not used

for LU 6.2.
RQR (REQUEST RECOVERY)
Byte Bit Content
0 X'A3' request code

RSHUTD (REQUEST SHUTDOWN)
SLU - PLU, Exp; DFC

RSHUTD is sent from the secondary to the primary to indicate that the sec-
ondary is ready to have the session deactivated. RSHUTD does not request a
shutdown; therefore, SHUTD is not a proper reply; RSHUTD requests an
UNBIND. This RU is not used for LU 6.2.

RSHUTD (REQUEST SHUTDOWN)
Byte Bit Content

0 X'C2' request code
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RTR (READY TO RECEIVE)
LU - LU, Norm; DFC

RTR indicates to the bidder that it is now allowed to initiate a bracket. RTR is
sent only by the first speaker.

RTR (READY TO RECEIVE)

Byte Bit Content

0 X105 request code

SBI (STOP BRACKET INITIATION)
LU - LU, Exp; DFC

SBI is sent by either half-session to request that the receiving half-session stop
initiating brackets by continued sending of BB and the BID request. This RU
is not used for LU 6.2.

SBI (STOP BRACKET INITIATION)

Byte Bit Content

0 X'71' request code

SDT (START DATA TRAFFIC)
PLU - SLU, SSCP - PU|SSCP, Exp; SC

SDT is sent by the primary session control to the secondary session control to
enable the sending and receiving of FMD and DFC requests and responses by
both half-sessions. This RU is not used for LU 6.2.

SDT (START DATA TRAFFIC)
Byte Bit Content
0 X'A0' request code
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SIG

SHUTC (SHUTDOWN COMPLETE)
SLU - PLU, Exp; DFC

SHUTC is sent by a secondary to indicate that it is in the shutdown (quiesced)
state. This RU is not used for LU 6.2.

SHUTC (SHUTDOWN COMPLETE)
Byte Bit Content

0 X'C1!' request code

SHUTD (SHUTDOWN)
PLU - SLU, Exp; DFC

SHUTD is sent by the primary to request that the secondary shut down
(quiesce) as soon as convenient. This RU is not used for LU 6.2.

SHUTD (SHUTDOWN)

Byte Bit Content

0 X'CO0' request code
SIG (SIGNAL)

LU - LU, Exp; DFC

SIG is an expedited request that can be sent between half-sessions, regardless of
the status of the normal flows. It carries a four-byte value, of which the first
two bytes are the signal code and the last two bytes are the signal extension

value.
SIG (SIGNAL)
Byte Bit Content
0 X'C9' request code
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SIG (SIGNAL)
Byte Bit Content
1-2 Signal code:
X'0000" no-op (no system-defined code)
X'0001' request to send (only value defined for LU 6.2)
X'0002'  assistance requested
X'0003' intervention required (no data loss)
3—-4 Signal extension: set by the sending end user or NAU services manager, or set to

X'0001' for LU 6.2 by data flow control

STSN (SET AND TEST SEQUENCE NUMBERS)
PLU - SLU, Exp; SC

STSN is sent by the primary half-session sync point manager to resynchronize
the values of the half-session sequence numbers, for one or both of the normal
flows at both ends of the session. This RU is not used for LU 6.2.

STSN (SET AND TEST SEQUENCE NUMBERS)

Byte Bit Content
0 X'A2' request code
|

Action code for S — P flow (related data in bytes 2—3)

0—-1
2-3 Action code for P — S flow (related data in bytes 4—5)
Note: Each action code is set and processed independently. Values for either action
code are:
00 ignore; this flow not affected by this STSN
01  set; the half-session value is set to the value in bytes 2— 3 or 4— 5, as appro-
priate
10  sense; secondary half-session’s sync point manager returns the transaction
processing program’s sequence number for this flow in the response RU
11 set and test; the half-session value is set to the value in appropriate bytes 2—3
or 4— 35, and the secondary half-session’s sync point manager compares that
value against the transaction processing program’s number and responds
accordingly
4-7 Reserved i

2-3 Secondary-to-primary sequence number data to support S — P action code

4-5 Primary-to-secondary sequence number data to support P — S action code
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TERM-SELF Format 0

STSN (SET AND TEST SEQUENCE NUMBERS)

Byte Bit

Content

Note:

For action codes 01 and 11, the appropriate bytes 2— 3 or 4— 5 contain the value to
which the half-session value is set and against which the secondary half-session’s
sync point manager tests the transaction processing program’s value for the respec-
tive flow. For action codes 00 and 10, the appropriate bytes 2—3 or 4— 5 are
reserved.

TERM-SELF Format 0 (TERMINATE-SELF)
TLU - SSCP, Norm; FMD NS(s)

TERM-SELF from the TLU requests that the SSCP assist in the termination of
one or more sessions between the sender of the request (TLU = OLU) and the
DLU. This RU is not used for LU 6.2; refer to TERM-SELF Format 1.

TERM-SELF Format 0 (TERMINATE-SELF)

Byte Bit Content
0-2 X'010683' NS header
3 Type:
0—-1 00  the request applies to active and pending-active sessions
01  the request applies to active, pending-active, and queued sessions
10 the request applies to queued only sessions
11 reserved
2 Reserved if byte 3, bit 4 = 1; otherwise:
0  forced termination—session to be deactivated immediately and unconditionally
1 orderly termination—permitting an end-of-session procedure to be executed at
the PLU before the session is deactivated
3 0  do not send DACTLU to OLU; another session initiation request will be sent
for OLU
1 send DACTLU to OLU when appropriate; no further session initiation request
will be sent (from this sender) for OLU
4 0  orderly or forced (see byte 3, bit 2)
1 clean up
5—-6 00  select session(s) for which DLU is PLU
01  select session(s) for which DLU is SLU
10 select session(s) regardless of whether DLU is SLU or PLU
11 reserved
7 0  indicates that the format of the RU is Format 0 and that byte 3 is the Type
byte.
4-5 Uninterpreted Name of DLU (retired):
4 Type: X'F3' logical unit
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TERM-SELF Format 1

TERM-SELF Format 0 (TERMINATE-SELF)

Byte Bit Content

5 Length: X'00' only value allowed, and always present
Note: Because the length value of the DLU name is 0, the TERM-SELF applies to
all sessions, as specified in the Type byte, where the TLU is a partner.

Note: The following defaults are supplied by the SSCP receiving a Format 0

TERM-SELF:

¢ Reason: network user, normal
¢ Notify: do not notify
¢ URC is not used in mapping to subsequent requests.

TERM-SELF Format 1 (TERMINATE-SELF)
TLU — SSCP, Norm; FMD NS(s)

TERM-SELF from the TLU requests that the SSCP assist in the termination of
one or more sessions between the sender of the request (TLU = OLU) and the
DLU.

TERM-SELF Format 1 (TERMINATE-SELF)

Byte Bit Content
0-2 X'810683' NS header
3 0-3 Format:
0001  Format 1 (only value defined)
4-6 Reserved
7 1  indicates that byte 3, bits 0— 3, contain the format value
4 Type:
0-1 00  the request applies to active and pending-active sessions
01  the request applies to active, pending-active, and queued sessions (only value
defined for LU 6.2)
10 the request applies to queued sessions only
11 reserved
2 Reserved if byte 4, bit 7 = 1; otherwise:
0 forced termination—session to be deactivated immediately and unconditionally
1  orderly termination—permitting an end-of-session procedure to be executed at
the PLU before the session is deactivated
K} 0 donot send DACTLU to OLU; another session initiation request will be sent
for OLU
1 send DACTLU to OLU when appropriate; no further session initiation request
will be sent (from this sender) for OLU (only value defined for LU 6.2)
4 Reserved
5—-6 00  select session(s) for which DLU is PLU
01  select session(s) for which DLU is SLU
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UNBIND

TERM-SELF Format 1 (TERMINATE-SELF)

Byte Bit

Content

n+l—-n+2
n+3-p
n+3

n+4-p

10 select session(s) regardless of whether DLU is SLU or PLU
11 reserved

0  orderly or forced (see byte 4, bit 2)

1  clean up

Reason:

0  network user

1  network manager

0  normal termination

1  abnormal termination
Reserved

NOTIFY specifications (reserved for LU 6.2):

Reserved

0  do not notify TLU when the session takedown procedure is complete
1  notify the TLU when the session takedown procedure is complete
Reserved

Reserved

Session key, as described in the section “Session Keys” on page 8-27

X'0A' URC
Note: This URC is the one carried in the INIT issued previously by the
same LU (i.e.,, ILU = TLU), and differs from the one in bytes n+4
through p.

Retired
User Request Correlation (URC) Field

Length, in binary, of URC field
Note: X'00' = no URC.

URC: LU-defined identifier; this value can be returned by the SSCP in a subse-
quent NOTIFY to correlate the NOTIFY to this terminating request

UNBIND (UNBIND SESSION)
LU - LU, Exp; SC

UNBIND is sent to deactivate an active session between the two LUSs.

UNBIND (UNBIND SESSION)

Byte Bit

Content

0

X132! request code
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UNBIND

UNBIND (UNBIND SESSION)

Byte Bit Content

1 UNBIND type (for UNBIND types X'00' through X'06' and X'80' through
X'FF', the session is ended when the response is received; for UNBIND types
X'07' through X'7F"', the session is ended immediately):

X'01' normal end of session

X'02' BIND forthcoming; retain the node resources allocated to this session, if
possible

X1'06' invalid session parameters: the BIND negotiation has failed because the
primary half-session cannot support parameters specified by the secondary

X'07' virtual route inoperative: the virtual route used by the LU-LU session has
become inoperative, thus forcing the deactivation of the identified LU-LU
session

X'08' route extension inoperative: the route extension used by the LU-LU
session has become inoperative, thus forcing the deactivation of the identi-
fied LU-LU session

X'09' hierarchical reset: the identified LU-LU session is being deactivated
because of a + RSP((ACTPU | ACTLU), Cold)

X'0A' SSCP gone: the identified LU-LU session had to be deactivated because
of a forced deactivation of the SSCP-PU or SSCP-LU session (e.g.,
DACTPU, DACTLU, or DISCONTACT was received)

X'0B' virtual route deactivated: the identified LU-LU session had to be deacti-
vated because of a forced deactivation of the virtual route being used by
the LU-LU session

X'0C' LU failure—unrecoverable: the identified LU-LU session had to be deacti-
vated because of an abnormal termination of the PLU or SLU; recovery
from the failure was not possible

X'0E' LU failure—recoverable: the identified LU-LU session had to be deacti-
vated because of an abnormal termination of one of the LUs of the
session; recovery from the failure may be possible

X'OF' cleanup: the node sending UNBIND is resetting its half-session before
receiving the response from the partner node

X'11' gateway node cleanup: a gateway node is cleaning up the session because
a gateway SSCP has directed the gateway node (via NOTIFY) to deacti-
vate the session (e.g., a session setup error or session takedown failure has
occurred)

X'FE' session failure: the session has failed for a reason specified by the associ-
ated sense data

For session stages that were established with extended BIND, bytes 2— n are included; otherwise, bytes 6—n
are omitted and bytes 2— 5 are included only for Type = X'FE".

2-5 Sense data: same value as generated at the time the error was originally detected
(e.g., for a negative response, receive check, or EXR)
Note: For Type=X'FE' the Sense Data field in bytes 2— 5 of the UNBIND RU
is the same as that in bytes 2— 5 of the Extended Sense Data control vector; other-
wise, this field (bytes 2— 5 of the UNBIND RU) is reserved.

6—n Control vectors, as described in the section “Control Vectors” on page 8-3.
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UNBIND

UNBIND (UNBIND SESSION)

Byte

Bit

Content

Note:

Note: The following control vectors may be included; they are parsed according to

subfield parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).

X'35' Extended Sense Data control vector (present if and only if the Fully Quali-
fied PCID [X'60'] control vector is also present)

X'60'  Fully Qualified PCID control vector (present on session stages that were
established with extended BIND)

An UNBIND is sent instead of a -RSP(BIND) as a reply to BIND (to reject the
BIND) only if the BIND is extended and no errors limit recognition of the BIND as

extended.
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Introduction to Response Units
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Apart from the exceptions cited below, response units return the number of bytes
specified in the following table; only enough of the request unit is returned to
include the field-formatted request code or NS header.

RU Category of Response Number of Bytes
DEC

SC

NC

FMD NS (FI=1) (field-formatted)
FMD NS (FI=0) (character-coded)
FMD (LU-LU)

O O O e it

All negative responses return four bytes of sense data in the RU, followed by either:
1. The number of bytes specified in the table above, or
2. Three bytes (or the entire request unit, if shorter than three bytes).

The second option applies where a sensitivity to SSCP-based sessions versus
LU-LU sessions does not necessarily exist and can be chosen for implementation
simplicity. Refer to Chapter 10, “Sense Data” on page 10-1 for sense data values
and their corresponding meanings.

Some positive response units return the request code or NS header followed by
additional data. “Positive Response Units with Extended Formats” on page 5-61
contains detailed formats of these response units, arranged in alphabetical order.
Each format description begins with the following heading:

“RSP(ABBREVIATED RU NAME); Origin-NAU — Destination-NAU,
Normal (Norm) or Expedited (Exp) Flow; RU Category”



RSP(ACTPU)

Positive Response Units with Extended Formats

RSP(ACTLU)

LU - SSCP, Exp; SC

RSP(ACTLU)

Byte Bit Content
0 X'0D' request code
1 Type of activation selected:
X'01'  cold (retired)
X'02' ERP
2 0-3 FM profile: Same as the corresponding request
4-7 TS profile: same as the corresponding request
Note: Two versions of this RU are defined.

A full response can be sent in which bytes 0—m are present.

3—m

Control vectors as described in the section “Control Vectors” on page 8-3.
Note: The following control vectors may be included; they are parsed according to
subfield parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).

When present, they appear in the order specified.

X'00' SSCP-LU Session Capabilities control vector (present to override the

defaults of a 2-byte response, in which case always first)

X'0C* LU-LU Session Services Capabilities control vector (present to override
the defaults of a 2-byte response, in which case always second)

A two-byte response may be received; it means maximum RU size = 256 bytes, LU-LU session limit = 1, the
LU can act as a secondary LU, and all other fields in control vectors X'00' and X'0C" are defaulted to 0's.

RSP(ACTPU)

PU - SSCP, Exp; SC

RSP(ACTPU)
Byte Bit Content
0 X'11' request code
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RSP(BIND)

RSP(ACTPU)
Byte Bit Content
1 0—-1 Reserved
2-3 Format of response:
00 format 0
01 format 1
4-7 Type activation selected:
X'1' cold, IPL not required
X'2' ERP
2-9 Contents ID: 8-character EBCDIC symbolic name of the load module currently
operating in the node; eight space (X'40') characters is the default value
Note: End of Format 0 ; Format 1 continues below.
10—n Format 1 Continues
10—-11 Reserved
12—n Control vectors as described in the section “Control Vectors” on page 8-3.
Note: The following control vectors may be included; they are parsed according to
subfield parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).
X'07' PU FMD-RU-Usage control vector
RSP(BIND)

SLU - PLU, Exp; SC

A + RSP(BIND) carries the session parameters as indicated by the SLU or by
intermediate nodes along the session path.

» A short (1-byte) response may be sent for a nonextended nonnegotiable
BIND request that specifies no session-level cryptography.

e A cryptography response (bytes 0 —k) may be sent for a nonextended non-
negotiable BIND request that specifies session-level cryptography.

* A nonextended negotiable response (bytes 0 —r) may be sent for an
extended or nonextended negotiable BIND request.

* An extended response (bytes 0—s) may be sent for an extended (negotiable
or nonnegotiable) BIND request. Intermediate nodes along the session path
may extend short, cryptography, and negotiable responses.

RSP(BIND)
Byte Bit Content
0 X'31' request code
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RSP(BIND)

RSP(BIND)

Byte

Bit

Content

25

26—k

27

28—k

O
|

N T AN~
l
< »

Format: 0000 (only value defined)

Type:

0000 negotiable (only value defined for LU 6.2)
0001 nonnegotiable

Bytes 2— 24 of the BIND request: for an extended or negotiable response, the nego-
tiated values may differ; for a cryptography response, the values are the same as
those received in the BIND request

Reserved

Negotiated or echoed from the BIND as described above for bytes 2-24.

Reserved

Usage varies by LU type

For LU types 4 and 7:

Reserved

System microcode update reply:

0  Update refused

1  Update acceptable

Note: Actual downloading of the update is contingent on the outcome of additional

implementation-specific status exchanges.

For all other LU types:

Length-checked compression response — an LU that is not compression-capable will

return a short RSP(BIND), echo these bits as received, or set these bits to 0’s. In

any of these three events, the offered or mandated compression is refused (see

“Length-Checked Compression” for details of the compression header):

00 no compression — returned by a compression-capable LU that is refusing the
offered or mandated compression, or by an LU that is not compression-
capable, or by any LU when the PLU has indicated that compression will not
be used on this session

01 no compression — returned only by an LU that is not compression-capable and
is echoing the BIND

10 offered or mandated compression accepted — returned only by a compression-
capable LU to indicate acceptance of compression on the session

11 no compression — returned only by an LU that is not compression-capable and
is echoing the BIND

Cryptography Options (see Note 3) for a nonnegotiable response, same value
returned as received for a nonnegotiable response or an LU 6.2 response
Session-level cryptography options field length: same value (Bytes 27—k are
omitted if this length field is omitted or set to 0.)

Session cryptography key encipherment method: same value returned as received in
the request, if present

Reserved

Cryptography cipher method: same value returned as received

An 8-byte implementation-chosen, nonzero, pseudo random session-seed
cryptography value enciphered under the session cryptography key, if session-level
cryptography is specified; otherwise, omitted
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RSP(BIND)

RSP(BIND)

Byte Bit

Content

k+ 1(=m)
m+1

m+2—n

n+1
n+2-p

pt1(=1)
r+1-s

Note I:

Note 2:

Note 3:

Note 4:

Note 5:

H O
|
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Retired: set to 0 by implementations at the current level of SNA
Length of user data

User data: for an extended or negotiable response, the user data may differ from
that received on the BIND request

Length of URC
URC as received on the BIND request
Retired: set to 0 by implementations at the current level of SNA

Control vectors, as described in “Control Vectors” on page 8-3.

Note: The following control vectors may be included; they are parsed according to
subfield parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).
X'0E' Network Name control vector: CP network name (present in extended
BIND responses when neither the Fully Qualified PCID [X'60'] control
vector nor the Route Selection [X'2B'] control vector contains the
CP(PLU) name)

Route Selection control vector (optionally present if received on BIND)
Fully Qualified PCID control vector (present if received on BIND)
Length-Checked Compression control vector (present when the SL.U
received a X'66' control vector on the BIND and also requests com-
pression)

X'2B!
X'60'
X166

On a response, if the last byte of a response without control vectors (byte 7, bit 6 =
0) is a length field and that field is 0, that byte may be dropped from the response.
This applies also to byte 26 (where the count occupies only bits 4—7) if bits 0—3
are also 0 — the entire byte may be dropped if no bytes follow.

In negotiable or extended BIND responses, reserved fields in the BIND are set by
the SLU to binary 0’s in the RSP(BIND); any fields at the end of the BIND that
are not recognized by the SLU are discarded and not returned in the RSP(BIND).

The first byte of the Cryptography Options field (byte 26) is returned on the
response for a nonextended nonnegotiable BIND only when session-level
cryptography was specified in the BIND. Byte 26 is always present in any extended
response. It is also present in any nonextended negotiable response if not truncated
as allowed in Note 1. In all cases, however, the remaining bytes of the
Cryptography Options field (bytes 27 —Kk) are present only if session-level
cryptography was specified in the BIND.

On a response, when the adaptive session-level pacing support bit (byte 9, bit 0) is
set to 1 (adaptive session pacing supported), the window sizes (byte 8, bits 2—7;
byte 9, bits 2— 7; byte 12, bits 2— 7 and byte 13, bits 2— 7) are all set to 0.

An extended short response to a nonnegotiable BIND is of the following form:
X'31' request code

Format: 0000 (only value defined)
0001 nonnegotiable :



RSP(BIND)

RSP(BIND)

Byte

Bit

Content

2-5
6

10
11
12

13-30(=1)

r+1-s

N O

|

Reserved

Whole-BIUs required indicator (reserved in nonextended non-LU6.2 BIND

responses):

0 the sending node (SLU-side of the session stage) supports receipt of segments
on this session

1  the sending node (SLU-side of the session stage) does not support receipt of
segments on this session; the maximum sent-RU size specified in bytes 10 and
11 of RSP(BIND) are negotiated so that BIUs on this session are not seg-
mented when sent to a node requiring whole BIUs

Reserved

Reserved

Control vectors included indicator:

1  control vectors are present (only value defined)
Reserved

Secondary-to-primary pacing staging indicator:

0  pacing in the secondary-to-primary direction occurs in one stage (only value
defined)

Reserved

Adaptive session-level pacing support:

0  adaptive pacing not supported by the sending node
1  adaptive pacing supported by the sending node
Reserved

Maximum RU size sent on the normal flow by the secondary side of the session
Maximum RU size sent on the normal flow by the primary side of the session

Primary-to-secondary pacing staging indicator:

1  pacing in the primary-to-secondary direction occurs in one stage (only value
defined)

Reserved

Reserved

Control vectors, as described in the section “Control Vectors” on page 8-3

Note: The following control vectors may be used; they are parsed according to sub-

field parsing rule KL (see “Substructure Encoding/Parsing Rules” on page 8-1).

X'2B' Route Selection control vector (optionally present if received on the
BIND)

X'60" Fully Qualified PCID control vector (always present)

X'66' Length-Checked Compression control vector (present when the SLU
received a X'66' control vector on the BIND and also requests com-
pression)
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RSP(STSN)

SLU - PLU, Exp; SC

RSP(STSN)

Byte Bit Content

0 X'A2' request code

1 0-1 Result code for S — P action code in the request (related data in bytes 2 —3)
2-3 Result code for P — S action code in the request (related data in bytes 4—5)

Note: Values for either result code are:

For set or ignore action code:

01  ignore (other values reserved); appropriate bytes 2—3 or 4— 5 reserved

For sense action code:

00 for LU type 0: user-defined meaning; for all other LU types: reserved (appro-
priate bytes 2—3 or 4— 5 reserved)

01  reserved

10  secondary half-session’s sync point manager does not maintain or cannot
return a valid transaction processing program sequence number (appropriate
bytes 2— 3 or 4— S reserved)

11  transaction processing program sequence number, as known at the secondary,
is returned in bytes 2— 3 or 4— 5, as appropriate

For set and test action code:

00 for LU type 0: user-defined meaning; for all other LU types: invalid
sequence numbers have been detected by the secondary (appropriate bytes
2—3 or 4— 5 return the secondary transaction processing program sequence
number)

Note: An invalid determination results when the sequence number indicated
could not have occurred. For example, the mounting of an incorrect sync
point log tape by the operator at one of the L.Us would cause this condition.

01  value received in STSN request equals the transaction processing program
sequence number value as known at the secondary (appropriate bytes 2—3 or
4— 5 return the secondary’s value for the transaction processing program
sequence number)

10  secondary half-session’s sync point manager does not maintain or cannot
return a valid transaction processing program sequence number (appropriate
bytes 2— 3 or 4— 5 reserved)

11 value received in STSN request does not equal the transaction processing
program sequence number value as known at the secondary (appropriate bytes
2—3 or 4— 5 return the secondary’s value for the transaction processing
program sequence number)

4-7 Reserved
2-3 Secondary-to-primary normal-flow sequence number data to support S — P result
code, or reserved (see Note above)
4-5
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Primary-to-secondary normal-flow sequence number data to support P — S result
code or reserved (see Note above)



RSP(STSN)

RSP(STSN)
Byte Bit Content
Note: Where the STSN request specified as action codes two “sets,” two “ignores,” or a

combination of “set” and “ignore,” the positive response RU optionally may consist
of one byte—X'A2' (the STSN request code)—rather than all six bytes.
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Chapter 6. Profiles

Introduction

Some of the session protocols (such as for request and response control modes,
brackets, and pacing) are selectable at session activation. Specific combinations of
these selectable protocol options are known as profiles.

Those profiles that refer to transmission control (TC) options are called trans-
mission services (TS) profiles; those profiles that refer to data flow control (DFC)
and function management data services (FMDS) options are called function man-
agement (FM) profiles.

The TS and FM profiles to be used in any session are specified at the time of
session activation via parameters in the appropriate session activation request and
response (see ACTPU, ACTLU, BIND, and their responses in Chapter 5).

Transmission Services (TS) Profiles

This section describes the transmission services (TS) profiles and their use for
LU-LU, CP-CP, SSCP-LU, and SSCP-PU sessions. Profile numbers not shown
are reserved in these sessions.

Note: If the TS Usage field in BIND specifies a value for a parameter, that value is
used unless it conflicts with a value specified by the TS profile. The TS profile
overrides the TS Usage field.

Figure 6-1 identifies the different sessions and logical unit (LU) types that use each
TS profile.

TS Profile Session Types LU Types
1 SSCP—PU(TIIZ),1 SSCP-LU -
2 LU-LU 0
3 LU-LU e, 1, 2, 3
4 LU-LU 0, 1, 6.1
7 LU-LU 0, 4, 6.2, 7
cpP-CP -

1 The boundary function serves in place of the PU type 1 (e.g.,
to process ACTPU).

Figure 6-1. TS Profiles and Their Usage
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TS Profile 2
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Profile 1 (used on SSCP-PU and SSCP-LU sessions) specifies the following session
rules:

¢ No pacing.

¢ Identifiers rather than sequence numbers are used on the normal flows (when-
ever the TH format used includes a sequence number field).

¢ SDT, CLEAR, RQR, STSN, and CRY are not supported.

* Maximum RU size on the normal flow between an SSCP and a peripheral LU
is 256, unless a different value is specified in RSP(ACTLU) in control vector
X'00'.

¢ Maximum RU size on the normal flow for an SSCP sending to a peripheral PU
is 256; in the reverse direction it is 512.

No TS Usage field is associated with this profile.

Profile 2 (used on LU-LU sessions) specifies the following session rules:

¢ Primary-to-secondary and secondary-to-primary normal flows are paced.

¢ Sequence numbers are used on the normal flows (whenever the TH format used
includes a sequence number field).

e CLEAR is supported.

¢ SDT, RQR, STSN, and CRYV are not supported.

The TS Usage subfields defining the options for this profile are:

¢ Pacing window counts
¢ Maximum RU sizes on the normal flows

Profile 3 (used on LU-LU sessions) specifies the following session rules:

* Primary-to-secondary and secondary-to-primary normal flows are paced.

¢ Sequence numbers are used on the normal flows (whenever the TH format used
includes a sequence number field).

e CLEAR and SDT are supported.

¢ RQR and STSN are not supported.

» CRV is supported when session-level cryptography is selected (via a BIND
parameter).

The TS Usage subfields defining the options for this profile are:

» Pacing window counts
¢ Maximum RU sizes on the normal flows

Profile 4 (used on LU-LU sessions) specifies the following session rules:

* Primary-to-secondary and secondary-to-primary normal flows are paced.

» Sequence numbers are used on the normal flows (whenever the TH format used
includes a sequence number field).

e SDT, CLEAR, RQR, and STSN are supported.

-
o

(



* CRV is supported when session-level cryptography is selected (via a BIND
parameter).

The TS Usage subfields defining the options for this profile are:

¢ Pacing window counts
* Maximum RU sizes on the normal flows

TS Profile 7
Profile 7 (used on LU-LU and CP-CP sessions) specifies the following session rules:

¢ Primary-to-secondary and secondary-to-primary normal flows are optionally
paced.
» Sequence numbers are used on the normal flows (whenever the TH format used

includes a sequence number field).

¢ SDT, CLEAR, RQR, and STSN are not supported.

¢ CRV is supported when session-level cryptography is selected (via a BIND
parameter).

The TS Usage subfields in BIND defining the options for this profile are:

¢ Pacing window counts
¢ Maximum RU sizes on the normal flows

Function Management (FM) Profiles

This section describes the function management (FM) profiles and their use for
LU-LU, CP-CP, SSCP-PU, and SSCP-LU sessions. Profile numbers not shown

are reserved in these sessions.

Note: If the FM Usage field in BIND specifies a value for a parameter, that value is
used unless it conflicts with a value specified by the FM profile. The FM profile
overrides the FM Usage field. Figure 6-2 identifies the different sessions and logical
unit (LU) types that use each FM profile.
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FM Profile Session Types LU Types
0 SSCP-PU(T1|2),1 SSCP-LU -
2 LU-LU 0
3 LU-LU 0,1, 2,3
4 LU-LU 0, 1
6 SSCP-LU -
7 LU-LU 0, 4, 7
18 LU-LU 0, 6.1
19 LU-LU 6.2
CcP-CP -

The boundary function serves in place of the PU type 1 (e.g.,

to process ACTPU).

For usage of FM profiles 0 and 6 by LU 6.2, see the discussion

of ACTLU in SNA Format and Protocol Reference Manual: Architecture Logic for LU Type 6.2.

Figure 6-2. FM Profiles and Their Usage

Profile 0 (used on SSCP-PU and SSCP-LU sessions) specifies the following session
rules:

Primary and secondary half-sessions use immediate request mode and immediate
response mode.

Only single-RU chains allowed.

Primary and secondary half-session chains indicate definite response. Half-
session chains generated by a boundary function on behalf of the peripheral LU
may indicate no-response or definite response.

No compression.

Primary half-session sends no DFC RUs.

No FM headers.

No brackets.

No alternate code.

Normal-flow send/receive mode is full-duplex.

Profile 2 (used on LU-LU sessions) specifies the following session rules:

Secondary LU half-session uses delayed request mode.
Secondary LU half-session uses immediate response mode.
Only single-RU chains allowed.

Secondary LU half-session requests indicate no-response.
No FMH-1 SCB compression.

Length-checked compression allowed.

No DFC RUs.



No FM headers.

Secondary LU half-session is first speaker if brackets are used.
Bracket termination rule 2 is used if brackets are used.
Primary LU half-session will send EB.

Secondary LU half-session will not send EB.

Normal-flow send/receive mode is FDX.

Primary LU half-session is responsible for recovery.

The FM Usage fields defining the options for Profile 2 are:

FM Profile 3

Primary request control mode selection

Primary chain response protocol (no-response may not be used)
Brackets usage and reset state

Alternate code

Profile 3 (used on LU-LU sessions) specifies the following session rules:

Primary LU half-session and secondary LU half-session use immediate response
mode.

Primary LU half-session and secondary LU half-session support the following
DFC functions:

— CANCEL
— SIGNAL
— LUSTAT (allowed secondary-to-primary only)
— CHASE
— SHUTD
— SHUTC
— RSHUTD
BID and RTR (allowed only if brackets are used)
Length checked compression allowed.

The FM Usage fields defining the options for Profile 3 are:

Chaining use (primary and secondary)

Request control mode selection (primary and secondary)
Chain response protocol (primary and secondary)
FMH-1 SCB Compression indicator (primary and secondary)
Send EB indicator (primary and secondary)

FM header usage

Brackets usage and reset state

Bracket termination rule

Alternate Code Set Allowed indicator

Normal-flow send/receive mode

Recovery responsibility

Contention winner/loser

Half-duplex flip-flop reset states
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Profile 4 (used on LU-LU sessions) specifies the following session rules:

Primary LU half-session and secondary LU half-session use immediate response
mode.

Primary LU half-session and secondary LU half-session support the following
DFC functions:

— CANCEL

— SIGNAL

— LUSTAT

- QEC

- QC

— RELQ

— SHUTD

— SHUTC

— RSHUTD

— CHASE

— BID and RTR (allowed only if brackets are used)
Length-checked compression allowed.

The FM Usage fields defining the options for Profile 4 are:

Chaining use (primary and secondary)

Request control mode selection (primary and secondary)
Chain response protocol (primary and secondary)
FMH-1 SCB Compression indicator (primary and secondary)
Send EB indicator (primary and secondary)

FM header usage

Brackets usage and reset state

Bracket termination rule

Alternate Code Set Allowed indicator

Normal-flow send/receive mode

Recovery responsibility

Contention winner/loser

Half-duplex flip-flop reset states

Profile 6 (used on SSCP-LU sessions) specifies the following session rules:

Only single-RU chains allowed.

Primary and secondary half-sessions use delayed request mode and delayed
response mode.

Primary and secondary half-session chains may indicate definite response, excep-
tion response, Or no response.

Primary half-session sends no DFC RUs.

No FM headers.

No compression.

No brackets.

No alternate code.

Normal-flow send/receive mode is full-duplex.



FM Profile 7

Profile 7 (used on LU-LU sessions) specifies the following session rules:

Primary LU half-session and secondary LU half-session use immediate response
mode.

Primary LU half-session and secondary LU half-session support the following
DFC functions:

— CANCEL

— SIGNAL

— LUSTAT

— RSHUTD

Length-checked compression is allowed on LU 0 only.

The FM Usage fields defining the options for Profile 7 are:

FM Profile 18

Chaining use (primary and secondary)

Request control mode selection (primary and secondary)
Chain response protocol (primary and secondary)
FMH-1 SCB Compression indicator (primary and secondary)
Send EB indicator (primary and secondary)

FM header usage

Brackets usage and reset state

Bracket termination rule

Alternate Code Set Allowed indicator

Normal-flow send/receive mode

Recovery responsibility

Contention winner/loser

Half-duplex flip-flop reset states

Profile 18 (used on LU-LU sessions) specifies the following session rules:

Primary LU half-session and secondary LU half-session use immediate response
mode.

Primary LU half-session and secondary LU half-session support the following
DFC functions:

— CANCEL

— SIGNAL

— LUSTAT

— BIS and SBI (allowed only if brackets are used)
— CHASE

— BID and RTR (allowed only if brackets are used)
Length-checked compression allowed.

The FM Usage fields defining the options for Profile 18 are:

Chaining use (primary and secondary)

Request control mode selection (primary and secondary)
Chain response protocol (primary and secondary)

FMH-1 SCB Compression indicator (primary and secondary)
Send EB indicator (primary and secondary)

FM header usage
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Brackets usage and reset state
Bracket termination rule

Alternate Code Set Allowed indicator
Normal-flow send/receive mode
Recovery responsibility

Contention winner/loser

Half-duplex flip-flop reset states

Profile 19 (used on LU-LU and CP-CP sessions) specifies the following session
rules:

Primary LU half-session and secondary LU half-session use immediate request
and immediate response mode.

Multiple RU chains allowed.

Primary LU half-session and secondary LU half-session chains indicate definite
or exception response.

No FMH-1 SCB compression.

Length-checked compression allowed.

Brackets are used.

FM headers (types 5, 7, and 12 only) are allowed.

Conditional termination for brackets (specified by CEB) will be used—primary
and secondary half-sessions may send CEB.

Normal-flow send/receive mode is half-duplex flip-flop.

Half-duplex flip-flop reset state is send for the primary LU half-session and
receive for the secondary LU half-session after RSP(BIND).

Symmetric responsibility for recovery.

Contention winner/loser polarity is negotiated at BIND time; the contention
winner is the first speaker and the contention loser is the bidder.

Primary and secondary half-sessions support the following DFC functions:

— SIGNAL

— LUSTAT

— BIS

— RTR

Alternate code permitted.

The following combinations of RQE, RQD, CEB, and CD are allowed on end-
chain RUs:

— RQE*, CD, -CEB
- RQD2, CD, ~CEB
- RQD3, CD, —CEB
- RQEl, -=CD, CEB
— RQD*, —CD, CEB
— RQD*, ~CD, —CEB



User Data Subfields Introduction

Chapter 7. User Data Structured Subfields

Introduction

The structured subfields of the User Data field are defined as follows (shown with
0-origin indexing of the subfield bytes—see the individual RU description for the
actual displacement within the RU). Each subfield starts with a one-byte binary
Length field and is identified by a subfield number in the following byte. The length
does not include the Length byte itself. When more than one subfield is included,
they appear in ascending order by subfield number.

For LU type 6.2, the Structured User Data field of BIND and RSP(BIND) may
contain the Unformatted Data, Mode Name, Network-Qualified PLU Network
Name, Network-Qualified SLU Network Name, Random Data, Enciphered Data,
Session Qualifier, Security Data 1, Security Data 2, Security Data 3, and Session
Instance Identifier subfields. Any subfields received in the Structured User Data
field of BIND that are not recognized by the SLU are discarded and not returned as
part of the Structured User Data field of the RSP(BIND).
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Descriptions

Unformatted Data Structured Data Subfield

The Unformatted Data subfield may optionally be sent in BIND, RSP(BIND),
or any of the INITIATE RUs. The content is implementation-defined.

Unformatted Data Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Unformatted Data subfield: values 1to 17 (X'11')
are valid for LU 6.2; otherwise, values 1 to 65 (X'41') are valid

1 X100

2—n Unformatted data: a type-G symbol string

Session Qualifier Structured Data Subfield

The Session Qualifier subfield is used for LU 6.1. It may be carried in BIND,
RSP(BIND), or any of the INITIATE RUs.

Session Qualifier Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Session Qualifier subfield: values 3 to 19 (X'13")
are valid

1 X'01!

2 Length of primary resource qualifier: values 0 to 8 are valid (X'00' means no
primary resource qualifier is present)

3—m Primary resource qualifier

m+1 Length of secondary resource qualifier: values 0 to 8 are valid (X'00' means no
secondary resource qualifier is present)

m+2—n Secondary resource qualifier
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Mode Name Structured Data Subfield

The Mode Name subfield is present in both BIND and RSP(BIND) if the PLU
knows the mode name being used by the session. If this subfield is omitted, it is
equivalent to specifying the SNA-defined default name (see below).

Mode Name Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Mode Name subfield: values 1 to 9 are valid

1 X'02'

2—n Mode name: A 0- to 8-character type-1134 symbol-string (see Appendix A, “SNA

Character Sets and Symbol-String Types” on page A-1), the first character of which
is an uppercase letter. The symbol string may be padded with X'40's on the right,
but these X'40's (although affecting the Length field value) are not considered part
of the mode name. For LU 6.2, certain mode names are architecturally defined.
These include SNASVCMG (used for CNOS and management services LU-LU ses-
sions, as well as generally by service transaction programs), CPSVCMG (used for
APPN CP-CP sessions), and some that are used for user sessions; these user-session
mode names use the prefix X'7B' (indicating SNA-defined) in byte 2 of the User
Data Subfields followed by the SNA-defined mode name, or use a string of eight
X140' bytes to indicate the SNA-defined default mode, which results in default
values being assumed for various session parameters (see SNA LU 6.2 Reference:
Peer Protocols for details). Omission of the mode name (byte 0 set to 1) also
implies the SNA-defined default name.

Session Instance ldentifier Structured Data Subfield

The Session Instance Identifier subfield may be present in both BIND and
RSP(BIND).

Session Instance Identifier Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Session Instance Identifier subfield: values 2 to 9 are
valid

1 X'03'

2—-n Session Instance Identifier

Chapter 7. User Data Structured Subfields 7=3



User Data Subfields

Session Instance Identifier Structured Data Subfield
Byte Bit Content

2 Format:
X'00' retired in BIND, used in RSP(BIND) only when Format X'00' was used
in BIND and PLU name < SLU name
X'01' used in BIND only
X'02' used in RSP(BIND) only in response to Format X'01' in BIND
X'F0' wused in RSP(BIND) only when Format X'00' was used in BIND and
PLU name > SLU name

3—n Type-G symbol string identifying the session instance (generated by PLU; echoed by
SLU, except for Format X'02'): null for Format X'02'; otherwise, 1 to 7 bytes.

Network-Qualified PLU Network Name Structured Data Subfield

BIND contains the Network-Qualified PLU Network Name subfield (if the
name is known by the PLU).

Network-Qualified PLU Network Name Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Network-Qualified PLU Network Name subfield:
values 2 to 18 (X'12") are valid

1 X'04'

2—-n Network-Qualified PLU network name

Note: The network-qualified PLU network name is 1 to 17 bytes in length, con-
sisting of an optional 1- to 8-byte network ID and a 1- to 8-byte LU name, both of
which are type-1134 symbol strings (a character string consisting of one or more
EBCDIC uppercase letters A through Z; numerics 0 through 9; the first character of
which is an uppercase letter). When present, the network ID is concatenated to the
left of the LU name, using a separating period and having the form
“NETID.NAME”; when the network ID is omitted, the period is also omitted.

Network-Qualified SLU Network Name Structured Data Subfield

The RSP(BIND) contains the Network-Qualified SLU Network Name subfield
(if the name is known by the SLU).
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Network-Qualified SLU Network Name Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Network-Qualified SLU Network Name subfield:
values 2 to 18 (X'12') are valid

1 X'05'

2—n Network-Qualified SLU network name

Note: The network-qualified SLU network name is 1 to 17 bytes in length, con-
sisting of an optional 1- to 8-byte network ID and a 1- to 8-byte LU name, both of
which are type-1134 symbol strings (a character string consisting of one or more
EBCDIC uppercase letters A through Z; numerics 0 through 9; the first character of
which is an uppercase letter). When present, the network ID is concatenated to the
left of the LU name, using a separating period and having the form
“NETID.NAME”; when the network ID is omitted, the period is also omitted.

Random Data Structured Data Subfield

The Random Data subfield contains the random data used in session-level secu-
rity verification. When session-level security verification is in effect, this subfield
is present in both BIND and RSP(BIND). In BIND, it carries random data to
be returned enciphered in RSP(BIND); in RSP(BIND), it carries random data
to be returned enciphered in FMH-12.

Random Data Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Random Data subfield: 10 is the only valid value
1 X'11!

2 Reserved

3—-10 Random data: a type-G random value generated for subsequent checking in

RSP(BIND) or FMH-12

Enciphered Data Structured Data Subfield

The Enciphered Data subfield is present in the RSP(BIND) when session-level
security verification is in effect. This subfield contains the enciphered version of
the clear random data received in BIND.
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Enciphered Data Structured Data Subfield

Byte Bit Content

0 Length of the remainder of the Enciphered Data subfield: 9 is the only valid value
1 X'12!

2-9 Enciphered version of the Random Data subfield carried in BIND (using the DES

algorithm and the installation-defined LU-LU password as the cryptographic key)
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Encoding/Parsing Rules

Chapter 8. Common Fields

Introduction

This chapter contains detailed formats of the following common fields used in
message units:

¢ Control vectors

* Session keys

Substructure Encoding/Parsing Rules

Rules for Common Substructures
The following rules apply to encodings defined in this and the following chapter;
they govern the encoding of SNA-defined RU substructures, i.e., structures such as
control vectors, subvectors, and subfields that are carried within some enclosing
structure and that have one-byte keys identifying the substructures. The terms key
and type are used interchangeably here, since both terms are used in the substruc-
tures to which the following rules apply.

Partitioning of Key/Type Values
The use of one-byte keys means that 256 values are available for defining substruc-
tures. The available values are partitioned as follows.

Category-wide Keys: Within the category of control vectors, keys in the range
X'00' to X'7F" are unique; within the independent category of management ser-
vices (MS) subvectors (described in the following chapter), they are also unique.

Context-Sensitive Keys: Keys in the range X'80' to X'FD' are context-sensitive.
These are unique only within the enclosing structure (e.g., a specific control vector
or GDS variable). Thus, a subfield key X'80' may be defined for use within
control vector X'30' and also within control vector X'31"', and the subfields may
be different. The only exception to this rule is found in the management services
subfields (described in the following chapter). Keys in the range X'00' to X'7F!'
are unique only within the enclosing subvector. However, keys in the range X'80'
to X'FF' are unique across the entire group of unique subvectors defined for a
given management services major vector.

Parsing Rules
Common substructures with variable-length formats, such as control vectors, may
be parsed in one of two ways. The parsing rule used is format specific—see the indi-
vidual format description for the parsing rule used:

© Copyright IBM Corp. 1977, 1992 8-1



Encoding/Parsing Rules

KL The Key field precedes the Length field and the length is the number of
bytes, in binary, of the substructure’s Data field (e.g., Vector Data field).
The Length field value does not include the length of the substructure
Vector Header field (consisting of the Length and Key fields).

LT The Length field precedes the Key field (also called the “type” field—hence
“LT”) and the length is the number of bytes, in binary, of the substructure
including both the Vector Header field (consisting of the Length and Key
fields) and the Data field.

Example of Common Substructure Format

Byte Bit Content

The general format of a control vector, for example, is shown as:

0-1 Vector header; Key=X"'45"' (see “Substructure Encoding/Parsing Rules” on
page 8-1)
2—n Vector Data

When the enclosing structure indicates use of parsing rule KL, the first two bytes are interpreted as:

0 Key

1 Length (n— 1), in binary, of the Vector Data field (i.e., excluding the length of the
Vector Header field)

When the enclosing structure indicates use of parsing rule LT, the first two bytes are interpreted as:

0 Length (n+ 1), in binary, of the control vector (i.e, including the Vector Header and
Vector Data fields)

1 Type (=Key)

Some early control vectors (i.e., with low-valued Keys) have no explicit length field;
these perforce appear only in the KL parsing context.

Enclosing Rule for Substructures
All substructures that are enclosed by other structures within an RU (e.g., another
substructure or a GDS variable) are constructed and parsed L'T. This is the case
even when, for example, an enclosing control vector is parsed KL. This rule holds
true for all levels of nesting.

Consider the Product Set ID (X'10') control vector as an example of this rule.
Imbedded within this substructure are other substructures, specifically Product Iden-
tifier (X'11') MS common subvectors.

When the Product Set ID (X'10") is present in XID format 3, it is parsed KL,

whereas when it is present within a major vector in NMVT, it is parsed LT. In
both cases, the Product Identifier (X'11') subvectors are parsed LT.
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Control Vectors

Introduction

The following table shows, by (category-wide) key value, the control vector (i.e.,
with Key < X'80' or Key = X'FE'), and the message-unit structures that can
carry the control vector. This section defines only the category-wide control vectors.
Context-sensitive control vectors (Keys X'80' —X'FD') are defined in-line with

their enclosing structures (e.g., GDS variables).

Figure

8-1 (Page 1 of 2). Control Vector Usage

Applicable Message-Unit Structures by Parsing Rule

Vector

Key Control Vector Name
KL LT
X'00' SSCP-LU Session Capabilities RSP(ACTLU)
Control Vector
X'07' PU FMD-RU-Usage Control RSP(ACTPU)
Vector
X'0C!' LU-LU Session Services Capabili- RSP(ACTLU)
ties Control Vector
X'0E' Network Name Control Vector BIND, RSP(BIND), XID Locate GDS Variable, Route
Selection Control Vector
X'10' Product Set ID Control Vector XID
X'22! XID Negotiation Error Control XID
Vector
X'2B' Route Selection Control Vector BIND, RSP(BIND) Locate GDS Variable, CD-Initiate
(Reply from NN server to client
EN) GDS Variable
X'2C! COS/TPF Control Vector BIND CD-Initiate GDS Variable
X'2D" Mode Control Vector BIND
X'33" ENCP Search Control, Control CP Capabilities GDS Variable
Vector
X'34" LU Definition Override Control INIT-SELF Format 0, INIT-SELF
Vector Format 1
X'35' Extended Sense Data Control UNBIND Locate (Reply) GDS Variable
Vector
X'36" Directory Error Control Vector Register Resource (Reply) GDS
Variable, Delete Resource (Reply)
GDS Variable
X'37' Directory Entry Correlator Control Register Resource (Request|Reply)
Vector GDS Variable, Delete Resource
(Request|Reply) GDS Variable
X'3C' Associated Resource Entry Control Register Resource (Request) GDS

Variable, Find Resource GDS Var-
iable, Found Resource GDS Vari-
able, Delete Resource (Request)
GDS Variable
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Figure 8-1 (Page 2 of 2). Control Vector Usage

Applicable Message-Unit Structures by Parsing Rule
Key Control Vector Name
KL LT

X'3D' Directory Entry Control Vector Register Resource (Request) GDS
Variable, Find Resource GDS Var-
iable, Found Resource GDS Vari-
able, Delete Resource (Request)
GDS Variable

X'40' Real Associated Resource Entry Find Resource GDS Variable,
Found Resource GDS Variable

X'44' Node Descriptor Topology Database Update GDS
Variable

X'45' Node Characteristics Control Topology Database Update GDS

Vector Variable

X'46" TG Descriptor Control Vector XID Route Selection Control Vector,
Topology Database Update GDS
Variable, CD-Initiate GDS Vari-
able

X'47! TG Characteristics Control Vector Topology Data Base Update GDS
Variable, CD-Initiate GDS Vari-
able

X'60" Fully Qualified PCID Control BIND, RSP(BIND), UNBIND Locate GDS Variable

Vector
X'66" Length-Checked Compression BIND, RSP(BIND)

Control Vector Formats

The control vectors having Key < X'80' are defined as follows (with 0-origin
indexing of the vector bytes—see the individual RU description for the actual dis-
placement within the RU). Control vectors having Key > X'80' are defined fol-
lowing the substructure (such as a GDS variable) in which they appear.

Note: When more than one control vector may appear in an RU, unless otherwise
stated, the vectors may appear in any order.

SSCP-LU Session Capabilities (X'00') Control Vector

SSCP-LU Session Capabilities (X'00') Control Vector

Byte Bit Content
0 Key: X'00' ;
1 Mazximum RU size sent on the normal flow by either half-session: if bit 0 is set to

8-4 SNA Formats

0, then no maximum is specified and the remaining bits 1 — 7 are ignored; if bit 0 is
set to 1, then the byte is interpreted as X'ab' = a x 2% (Notice that, by definition,
a>8 and therefore X'ab' is a normalized floating point representation.) See
Figure 5-1 on page 5-16 for all possible values.
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SSCP-LU Session Capabilities (X'00') Control Vector

Byte Bit

Content

2-3

2—15

LU Capabilities
Character-coded capability:

0  The SSCP may not send unsolicited character-coded requests; a solicited
request is a reply request or a request that carries additional error information
to supplement a previously sent negative response or error information after a
positive response has already been sent.

1 The SSCP may send unsolicited character-coded requests.

Field-formatted capability:

0  The SSCP may not send unsolicited field-formatted requests.

1 The SSCP may send unsolicited field-formatted requests.

Reserved

Reserved

PU FMD-RU-Usage (X'07') Control Vector

PU FMD-RU-Usage (X'07') Control Vector

Byte Bit Content
0 Key: X'07!
1 0-5 Reserved
6 Adjacent PU load capability (initialized to 0 by the PU T2):
0  Adjacent PU cannot load the T2 node.
1 Adjacent PU can load the T2 node (set by the boundary function in the adja-
cent subarea node).
7 FMD request capability of the node:
0  PU cannot receive FMD requests from the SSCP.
1 PU can receive FMD requests from the SSCP.
2-7 Reserved

LU-LU Session Services Capabilities (X'0C"') Control Vector

Note: Do not confuse control vector X'0C' with NOTIFY vector X'0C!,
which carries similar information.
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LU-LU Session Services Capabilities (X'0C"') Control Vector

Byte Bit Content

0-1 Vector header; Key=X'0C"' (see “Substructure Encoding/Parsing Rules” on
page 8-1 and Figure 8-1 on page 8-3)

2—m Vector Data ‘

2 0-3 Reserved

4-7 Secondary LU capability:

0000  SLU capability is inhibited: sessions can be neither queued nor started.
0001  SLU capability is disabled: sessions can be queued but not started.
0010  reserved
0011  SLU capability is enabled: sessions can be queued or started.

3—-4 LU-LU session limit: ,
0001  session limit of 1 (only value allowed for peripheral L.Us)

5—-6 LU-LU session count: the number of LU-LU sessions that are not reset for this
LU, and for which SESSEND will be sent to the SSCP

7 Reserved

Network Name (X'0OE') Control Vector

Network Name (X'0E') Control Vector

Byte Bit Content

0—1 Vector header; Key=X'0E' (see “Substructure Encoding/Parsing Rules” on
page 8-1 and Figure 8-1 on page 8-3)
Note: A null X'0E' control vector consists of a vector header with no vector data.
The length field is set appropriately.

2—n Vector Data

2 Network name type:
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X'F1' PU name (not network-qualified)

X'F3' LU name

X'F4' CP name (see Note)

X'F5' SSCP name

X'F6' NNCP name

X'F7' link station name (not network-qualified)

Note: When this control vector is carried in some message units, such as XID3 or

BIND, X'F4' means simply “CP name,” without specifying the CP type (e.g., EN
or NN), and X'Fé' is 