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PREFACE

This book describes Systems Network Architacture (SNA) as it relates to
sassions betwean logical units (LUs). LUs are the ports through which appli-
cation programs, terminals, and terminal operators communicate across an SNA
network. LU to LU sessions support communication between these end users.

This book shows the structure of an LU and defines the characteristics of
five types of LU to LU sessions. It also discusses the data streams that are

valid for each type of LU to LU session.

This book does not describe any specific equipment or programs that may
implement SNA, nor does it describe any implemantation subsats or deviations
from the architecture. These matters, as well as information on product
installation and system definition, arae described in implementation litera-

ture for the applicable products.

Intended Audience

nten

This book is intended for systems programmers and others who need detailed
information about SNA in order to develop or adapt a product or program to
function within an SNA network.

An understanding of SNA concepts is assumed throughout this book. The basic
concepts can be obtained by reading SNA nd Produ (Sea "Related
Publications" below for an order number.)

te ve

Systems Network Architecture is independent of product schadules and levels.
Extensions and modifications to SNA will be described in future editions of
this book, however, as SNA-basad products are released.

HOW THIS BOOK IS ORGAN

This book is organized into two parts and théir supporting appendixes. Part
1 describes the types of LU to LU sessions. Part 2 dascribes the elements of
the data streams used by LU to LU sessions.

Part 1 Chapter 1, "Introduction,™ describes the types of LU-LU sessions that
are allowed and the structure of the LU.

Part 1 Chapters 2 through 6 describe LU-LU sessions types 1, 2, 3, &, and 6.
The characteristics of thase LU-LU sessions arae discussed, and activation
parametars associated with their BIND SESSION requests are given.

Part 2 Chapter 1, "SNA Character String (SCS5)," describes tha control func-
tions for SCS controls used by LU-LU session types 1 and %.

Part 2 Chapter 2, "SNA 3270 Data Stream," describas the data stream used by
LU-LU sessions types 2 and 3.

Part 2 Chapter 3, "Structured Fields,” describes the structured fields used
by LU-LU session typa 1. Structurad fields usad by LU=LU sossion typas 2 and

3 are described in 327 ata Stream Pro r ference.

Part 2 Chabter 4, "Function Management Headers," describes the FM headers
;sig bydLg-LU session types and how they are used to select destinations and
anage data.

Part 2 Chapter 5, "Comprassion and Compaction,"™ describes how data can be
:omprefseijgf compacted using string control bytes (SCBs) on LU-LU session
vpes 1 an .



RELATED PUBLICATIONS

The following publications are related to this book.

Systems Network Architecture: Concepts and Products, GC30-3072, introduces
you to SNA. This book helps you develop a basic understanding of an SNA

network.

Sustems Network Architecture: Technical Overview, GC30-3073 (when
available), introduces vou to the functions performed by SNA products.
Information is organized on a function-by-function basis rather than on a
component-by-component basis. It does not describe SNA in the detail
required for design or development of products.

3270 Data Stream Prograrmer's Reference, GA23-0059. This book describes the
SNA 3270 data stream, which is used by LU~LU session types 2 and 3.

Systems Network Architecture: Reference Summarv, GA27-3136, is a handbook
that provides selected reference information. The handbook contains SNA
formats and protocols that you need most frequently when using manuals on

specific IBM SNA products.

Svstems Network Architecture, Format and Protocol Reference Manual: Archi-
tocture Logic, 5C30-3112, is a comprehensive reference book containing the
formats and protocols of SNA from a design viewpoint.

I1BM Cryptographic Subsystem Concepts and Facilities, 6C22-9063. This book
describes the cryptographic facility used by SHNA.

SUMMARY OF AMENDMENTS

Part 1 Chapter 1 - Introduction

This chapter was rewritten to provide added detail on LU structure.

Part 1 Chapter 2 - LU-LU Session Type 1

LU-LU session type 1 now allows data streams that contain structured fields
and the Set Attribute (X'28') SNA character string control. These enhance-
ments enable data streams to _carry color, highlighting, and character set

information on a type 1 session.

Part 1 Chapter 3 - LU-LU Session Type 2

LU-LU session type 2 now allows options with the SNA 3270 data stream that
carry color, highlighting, and character set information. The data stream
also allows for partitioning of the display screen, scrolling of information
Wwithin those partitions, and validating of fields.

Part 1 Chapter 6 - LU-LU Session Tvpe 3

LU-LU session type 3 now allows options with the SNA 3270 data stream that
carry color, highlighting, and character set information.

Part 1 Chapter 5 - LU-LU Session Type 4

LU-LU session type & remains unchanged except for a few changes made for
technical clarity.

Part 1 Chapter 6 - LU-LU Session Tvype 6

This is a new chapter with this edition.

iv SNA -- Sessions between Logical Units



Par Cha r 1 - SNA Character 5trin SCS)
Additional SCS controls have been added.

Part 2 Chapter 2 - SNA 3270 Data Stream

The SNA 3270 data stream now can carry color, highlighting, and character set

information. Tha data stream also allows for partitioning of the display

igrfgn, serolling of information within those partitions, and validating of
1@ S.

This chapter no longer contains the formats and protocols of the data stream.
For information on formats and protocols, see 70 Data Stream Programmer’

Reference.

Part 2 Chapter 3 - Structured Fields

This is a new chapter with this edition. It contains structured fields used
by LU-LU session type 1. For structured fields used by LU-LU session types 2
and 3, see 3270 Data Stream Programmer's Reference.

Part 2 Chapter 4 - Function Management Headers (FMHs)

FM headers used on LU-LU session type 6 have been added.

Pa ha 5 - Strinag Contr tes (SCBs)

This chapter remains unchanged except for a few changes made for technical
clarity.
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PART 1 CHAP INT o

This chapter briefly describas Systems Network Architecture (SNA) as it
relates to the structure of logical units (LUs). It summarizes some of the
information found in SNA Concepts and Products and introduces the structure
of an LU.

SNA notuworks provide two broad categories of services, as shown in Figure
1-1. One cateogory is the services of the path control network, which
consists of the path control and data link control components shown in Figure
1-1. These services fulfill the fundamental purpose of anv network: to
transmit data quickly and accurately between network locations, regardless of
how distant they are from one another. Services of the path control network

are described in SNA Concepts and Products
The other category is network addressable unit (NAU) services, which handle
the information passed between end users across the path control network.

This category also includes services that allow the netuwork to coordinate its
activities, such as resource allocation, through the natwork nodes.

System Services

Logical Units (LUs) Physical Units (PUs) Control Points (SSCPs)
L ]
{ [
Session Session Session
End User Network Network Network
Services Services Services Services
Data Flow Control Data Flow Control Data Flow Control
Services Services Services
Transmission Control Transmission Control Transmission Control
Services - Services b_ Services

Path Control Components

'Data Link Control Components

Figure 1-1. Distribution of services with an SNA network.

NAU services used in exchanging data between end users are referred to as
end-user services. These are the principal services provxﬁed by }ogtpal
units. NAU servicaes that allow tha natwork to coordinate its activitiag ara
called session network services. Each netuork addressable unit also contains
data flow control services and transmission control services, which lie
between the other NAU services and the path control network. Figure 1-1
shows the services mentioned, and SNA Concepis and Products has introductory
material on each service.

Systems Ngtuork Architecture is structured so that system designers can build
systems with interchangeable components and network users can share common
function. One common function is the path control network. Each user has

Part 1 Chapter 1. Introduction 1




access to the path control network through a logical unit tailored to the
user. One user can talk to another user when one logical unit is "connected"”
to the other logical unit through the path control netwerk.

The session between tuwo end users is called an LU-LU session. In order to
discuss network functions conveniently, an LU-LU session has three major
categories (Figure 1-2):

e Application. A terminal operator, user application program, or device
maedium. This category is called the end user throughout this book.

* Logical unit (LU). The LU handles the way data is presented to the end user
and the flow of data into the path control network.

o Path control network. The path control network coordinates the trans-

mission of data over the telecommunications links.

_ End user
(application, terminal,
or medium on a device)

Logical unit

Path control network

Logical unit

_ End user .
(application, terminal,
or medium on a device)

Figure 1-2. LU-LU session categories. The LU-LU session is divided into
three categories: end user, logical unit (LU), and path control network. 1In
fome LU-LU sessions, the sacond end user is replaced by a service within the
u.

Logical units are the ports (or addresses) through which users gain access to
the path control network. This chapter describaes the structure of logical
units and shows how they relate to the other componants in the network.

Note: Logical units are one form of netuwork addressable unit (NAU). The
other NAUs, the physical unit and the system services control point, are

introduced in SNA Concepts and Products and desqribed in detail in SNA Format

and Protocol Reference Manual: Architecture lLogic
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SESSIONS

One and user talks to another by establishing a session. A session is a
temporary logical connection between NAUs or, in the only case covared in
detail by this book, between logical units. An LU-to-LU (LU-LU) session is
started when one LU, called the primary LU or BIND sender, sends a BIND
SESSION request to another LU, called the secondary LU or BIND receiver. The
BIND SESSION request (plus the ensuing responses) establishes this formally
bound pairing of LUs. The BIND SESSION request also defines the capabilities
of the session partners and the protocols they can use during the session.

Each LU represents its session partner with a group of functions, called a
half-session. Two formally bound half-sessions make a session.

The LU must establish a session with the system services control point (SSCP)
if it wants to operata within the domain of that SSCP. This session is called
the SSCP-LU session. The SSCP-LU session is not apparent to end users except
when they require network services. (For detailed information on the SSCP-LU
session, see SNA Format and Protocol Reference Manual: Architecture lLogic.)

The LU also establishes sessions with other LUs on behalf of its end users.

Fach implementation defines the maximum number of concurrent sessions that

iﬁe aliﬁwed. Eor example, Figure 1-3 shows an LU in session with an SSCP and
ree S.

The LU services manager controls the end user activities for each
half-session activated by the LU. It is the LU component that is responsible
for sending data to and receiving data from the end user. It is also respon-
sible for activating sessions, managing the resources of the LU, and handling
recovery and restart management.

TYPES OF LU-LU SESSIONS

SNA defines more functions than are needed or can be used by some end users,
whether the end user is an application program, a terminal alone, or a termi=-
nal and operator. As a result, some LU functions are mandatory and othars are

optional.

The options are selected by specifying a profile number and by establishing
usage criteria in the BIND SESSION request that activates the session. By
grouping these profiles to match the three components of the half-session,
one obtains the LU-LU session types that are discussed in this book. Figure
1-3 shows the components of the half-session and their related profiles, and
Figure 1-% shows how parameters of the BIND SESSION request are used to
select options of those components. Figure 1-5 shows the valid profile
numbers for each type of LU-LU session. The SNA Reference Summarv lists each
profile by profile number, identifies what SNA requests are valid in each
profile, and highlights the protocols that each profile allows.

This manual describes LU-LU session types 1, 2, 3, 4, and 6 at a level of
detail that allows users of IBM products to understand the architecture
underlying those products. LU-LU session type 0 is not described outside of
this chapter. Type 0 implementations may use any format or protocol defined
by SNA, and may supplement SNA formats and protocols with
implementation-defined formats and protocols. They may not replace SNA
formats and protocols with implementation-defined formats and protocols.
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Logical Unit (LU
LU Services Manager (LU.SVC_MGR)
|
r
PS profile
SNS SPS <— and usage
<
1_ FM profile
DFC DFC < and usage
TS profile
TC TC <— and usage
| ] I
Path Control Network
| | I
| 1
\' v v Vv
SSCP LU LU LU

Figure 1-3. Example of LU_LU and LU-SSCP sessions. An LU comprises an LU
services manager and one or more half-sessions. It handles the way data is
presented to the end user. A half-session comprises either session network
services (SNS) or session presentation services (SPS), plus data flow control
(DFC) and transmission control (TC). Each half-session is connected through
the path control network to another half-session, either in the systam
sarvices control point (SSCP) or in another logical unit.
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Half-session Salectable functions BIND SESSION

component (not a complete list) fields used
Transmission * Request unit (RU) size Transmission subsystem
control ¢ Pacing (TS) profile and usage
(1¢) ¢ Sassion control requests

¢ Cryptography options
Data flow e Request and response modes Function management
control e Half-duplex or full-duplex (FM) profile and usage
(DFC) send-receive mode

¢ Brackets and chaining rules

o Data flow control techniques

and requests

Session e SNA character string usage Presentation services
presentation e Code repertoire (EBCDIC, (PS) profile and usage
services ASCII, other)
(SPS) ¢ Attended or unattended mode

¢ FM header usage

Figure 1-6. Use of BIND SESSION request parameters. Each LU has three
half-session components that support the end user. The profile and usage
paramatars of the BIND SESSION request are used to define tha half-session
functions desired.

PS profile .
(session _type) TS profile FM profile PS characteristics
0 3,6,7 2,3,6,7,18 Any option desired
1 3,4 3,6 Data streams based on SNA
character string or structured
fields
FM headers (none, or one or
more of FMH-1, FMH-2, FMH-33}
Data processing media support
2 3 3 SNA 3270 data stream

No FM headers
Display support

3 3 3 SNA 3270 data stream
No FM headers
Printer support

4 7 7 Data streams based on SNA
character string
FM headers (none, or
FMH-1, FMH-2, FMH-3)
Data processing and word
processing media support

6 4,7 138 Data streams are user defined
FM Headers (FMH-4, FMH-5, FMH-6,

FMH-7, and FMH-10 optional)

Data processing media support

Figure 1-5. LU-LU session types. The allowable subsets that can be speci-
fied with -the TS (transmission services), FM (function management), and PS
(presentation services) profiles are showun.
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STRUCTURE OF AN LU

An LU is composed of componaents that provide services to the end user as well
as components that interact with the path control network. The components
that provide end-user services arae the LU services manager (LU.SVC_MGR) and
session presentation services (SPS) component of the half-session (see Figure
1-3). Although there is only one LU services manager, there can be as many
half-sessions as the resources of the LU permit.

For LU-LU sessions, the half-session provides session presentation services
(SPS). For the $S5CP-LU session, the half-session provides session network
services (SNS).

There is a common protocol at the boundary between DFC (data flow control)
and SPS and SNS. That is, DFC doesn't know whether it has the SPS or SNS
component above it. DFC controls the flow of function management data (FMD)
requests and responses between FMD pairs (pairs of SNS components on an
SSCP-LU session or pairs of SPS components on an LU-LU session).

Note: FMD is a term used to group the two components that handle funection
management data, SPS and SNS. This book does not use FMD when use of SNS or
SPS is more precise, but vou will see FMD used in the books shown as related
publications in the Preface.

The TC (transmission control) component sends and receives data across the
path control network.

The remainder of this chapter describes the functions performed by each
component within the LU. You should refer to Figure 1-3 to see how each
component relates to the overall structure.

STRUCTURE OF THE LU SERVICES MANAGER (LU.SVC_MGR)

The LU services manager activates and deactivates sessions, provides network
services to the end user, and controls end user interactions with the
half-sessions so that messages from different sessions are not arbitrarily
interleaved. The LU services manager has overall recovery and restart
responsibilities for the LU, but these responsibilities are shared by all
components.

A half-session control block (HSCB) exists for each half-session that is not
reset (in reset state). The HSCB provides storage for all the finite state
machines (FSMs), queues, lists, and variables used by the half-session. A
finite state machine is logic that compares an item of input (a search argu-
ment) against the current state of the system (in our case, the session
state) and produces an item of output (a result), a state change, or both.

Included in each HSCB is a set of variables called the half-session acti-
vation parameters (HSAP). The LU services manager fills the first portion of
the HSAP with that portion of the BIND SESSION request containing the TS, FM,
and PS profiles and usage fields so that the LU has access to tha protocols
and capabilities of tha half-session.

The LU services manager is also responsible for initializing the states of
the half-session being activated. The three half-session components (SPS,
DFC, and TC) are initialized to the reset state.
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COMPONENTS OF THE LU SERVICES MANAGER

The LU services manager provides two categories of service:

End-user services i
Session network services

End-user services are those services used when exchanging data between
session partners. These services are discussed in this book. Session
network services are those services that the LU uses when coordinating its
network activity. These services are summarized in tha next few paragraphs
and are defined in detail in SNA Format and Protocol Reference Manual: Archi-

tocture Logic.

SESSION NETWORK SERVICES

The LU sarvices manager interacts with the SSCP services manager
(5SCP.SVC_MGR) to provide session, configuration, network operator, and
maintenance and management services.

Session services are distributed between §SCPs and their LUs. Session
sarvices enable the SSCP and the LU to activate and deactivate LU-LU

sessions.

Configuration services control the network's physical configuration. These
functions include activating and deactivating links betuween nodes.

Network operator services handle communication between network operators and
SSCPs, such as activating a physical or logical unit.

Maintenance and management services allow an LU and its SSCP to conduct vari-
ous tests to detect failures within the network.

The interaction between an LU and its SSCP is based on the division of the
network into domains. Each domain consists of an SSCP and the rasources
(physical units, logical units, and links) that the SSCP controls by having
the capability to activate them (via the activation requests ACTPU, ACTLU,

and ACTLINK).
(For more information on these services, sea SNA Format and Protocol Refer-—

ence Manual: Architecture Logic.)

END USER SERVICES

The LU services manager provides a protocol boundary to tha end user. It
coordinates end user interactions so that messages from di fferent sessions
are not arbitrarily interleaved across a destination.

Tha two components that provide end-user services are presentation services
(LU.SVC_MGR.PS) and synchronization services (LU.SVC_MGR.SYNC). Synchroni~-
zation services are use to restart print jobs in LU_T1 and to synchronize

distributed data bases in LU_T6.

LU Presentation Services (LU.SVC MGR.PS])

LU.SVC_MGR.PS correlates a half-session's request for a destination with the
resources available. Once a resource is salected, the LU services manager
keeps information on the resource for its own use and the use of the
half-session. This function is done by UPM.ALLOCATE. (See Note below.)
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Note: Some of the protocols defined in this book interact directly with
undefined components; these undefined components, or undefined protocol
machines (UPMs), generally are not named, shown in block diagrams, or
discussed in the text. They represent implementation options that are not
architecturally praescribed or options that are not, as yet, formally speci-

fied.

U synchronizati arvices (LU.SVC MGR.SYNC)

In LU-LU session type 1, an LU can restart printer jobs at its sassion partner
by baing auare of where the printer head is on the page when an error occurs.
The LU with the printer takes checkpoints (records its current status) at an
interval specified by the originating LU. If an error occurs, the printer LU
notifies the originating LU, and the recovery sequence is started.

In LU-LU session type 6, an LU can present to its end user(s) an environment
in which various system resources, such as terminals, data bases, and queuing
facilities, are allocated and deallocated within tha period that a session is
active. Typically, allocation and deallocation are synchronous with the
attaching of a transaction processing application program to the LU and its
subsequent termination, or detaching from the LU.

Frequently, transaction processing involves multiple-step actions, wherein
all steps must be complaeted as a unit because only the combined action has
meaning. For example, correlated records in a distributed data base must all
be updated in synchronism with each other. Sync point protocols enable the
two ends of a session to complete each unit of work, either committing to the
update if no errors occurred, or undoing the unit of work if the

multiple-step process fails.

SESSION PRESENTATION SERVICES (HSID_N.SPS)

Each half-session provides protocols for presenting information to the end
user in a usable form. These protocols include handling of data streams,
encoding and compressing data, and error recovery procedures. The end user
could be an application program or implementation-specific coding that intaer-
acts with a devica or medium (for example, a printer, display, or diskette).
Since devices typically need an operator, the operator can be considered as

part of the end user.

The structure of SPS is shown in Figure 1-6. The SPS components vary from
half-session to half-session depending on the LU-LU session tvpe and the PS
profile specified in BIND SESSION. In addition, the SPS components are
influenced by the origin or destination that ultimately processes the data.
For the full names of SPS components, see "Receive Side" and "Send Side"

belouw.

RU Routing

An RU router routes the MU or DMU to the proper side of SPS, either send or
recaive, depending on the direction of the flow through the session. The RU
router is not shown in Figure 1-6 to simplify the figure.
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Data Deitination or Data Origin

Destination—Unique
Message Unit (DMU) Boundary

Session Presentation Services (SPS) v
IL);E —> — ggg.l-—ﬁ | [ o
f s {——> DRS
| DRR | SPS. LFsms] SPS. —_
RCV. <—> {——> SEND.
DFC DFC
LT_ <—> <—> LT_
DFCEJ [ l [ DFCS
SPS. SPS. <> LT_
| FRS
LT_ <—> RCV SEND
MSR ]
—
<—> LT_
— SPS. H SPS. MssS
LT_ <—> RCV. S SEND. L—————
CCR l FMD g FMD
<> LT_
CCS
UPM. ¢—> LT_ <—> L <—> Lces |
ALLOC] l DSR |
> LT_
" DSS
LT {&—> L—————
FRR
A
Massage Unit (MU) Boundary v
> SEND DFC. DFC.
<—> CALL RCV SEND
ACCESS TO CONTROL BLOCK
A
v
TC. TC.
RCV SEND
A
| v

Figure 1-6. Sassion presentation services (SP$S) components. SPS processes

message units (MUs) received from DFC and creates destination-unique message
units (DMU) which are passed to the selacted destination. SPS also receives
DMUs from the data originator, creates MUs and sends them to DFC.

Note: FMD is used in the RU category field of the RH as an indication that
the RU is associated with the data origin or data destination functions of
SNA. When the RU category field (RU_CTGY) is FMD, the RU router uses
SPS.RCV.FMD and SPS.SEND.FMD. When RU_CTGY is DFC, the RU router uses
SPS.RCV.DFC and SPS.SEND.DFC.
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Receive Side

Session presentation services receives requests and responses with an RU_CTGY
of FMD or DFC across the data flow control boundary from DFC Receive

{DFC.RCV) as message units (MUs), which consist of a request/response header
(RH) and request/response unit (RU). It sends destinatien- unique message
units (DMUs) across the session protocol boundary to the data origin or data

destination.

Session presentation services receive (SPS.RCV) enforces the appropriate SPS
protocols for the MU received. It routes the MU to SPS.RCV.FMD or

SPS.RCV.DFC depending on RU_CTGY. It is responsible for transforming MUs to
DMUs across the session protocol boundary to the data origin or data destina-

tion.

SPS.RCV.DFC validates DFC requests and responses by calling DFC request
receive (LT_DFCR) and DFC response receive (LT_DRR), respectively. (Compo-
nents named LT_xxxx are different for each LU-LU session type.) If LT_DFCR
indicates a request contains an error, or if LT_DRR indicates a response
contains an error, then SPS.RCV.DFC changes the reaquest or response to an

exception request (EXR).

SPS.RCV.FMD validates FMD requests and responses by calling the following
procedures, as appropriate:

¢ Destination services receive (LT_DSR) validates the formats and protocols
of function management headers (FMHs) received on the half-session. It
detects certain FMH protocol and format errors and notifies SPS.RCV of
those errors. The action LT_DSR takes is based on the FMH it receives:

FMH-1 - Manages a destination stack, which indicates which destination is
the active destination and which destinations, if any, have been

suspended.

FMH-2 - Validates the data management activity requested by the FMH-2
against the active destination.

FMH-3 - Validates the data management activity requested by the FMH-3
against all destinations of the half-session.

FMH-4 - Validates control information against information received in
previous FMHs.

FMH-5 - Validates the format of the FMH-5, then uses UPM.ALLOC to acti-
vate (attach) a process that handles subsequent FMHs and their associated

data.

FMH-6 - Validates the command in the FMH-6 against the process attached
by the FMH-5.

FMH-7 - Validates that the FMH-7 follows the negative response X'0846°".
FMH-10 - No action.

¢ Massage unit services receive (LT_MSR) processes requests and responses as
required by tha half-session. LT_MSR deblocks the data stream and vali-
dates its format. If the data stream format is faulty, LT_MSR notifies
SPS.RCV.FMD of the error. LT_MSR creates destination unique message units
(DMUs) to be passed to the selected destination.

¢ Compression/Compaction Receive (LT_CCR) decompresses or decompacts the
data stream as required by the selected destination using information in

the string control byte (S5CB). It detects invalid string control byte
(SCB) code points or count fields and notifies SPS.RCV.FMD of tha error.

* FMD Responsa Receive (LT_FRR) processes respo s to FMD dat -
ously sent to the other half-session. nse ° ata units previ
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send Side

SPS.RCV passes requests or responses in the form of DMUs to the data origin or
data dastination. All errors detected by LT_DSR, LT_MSR, LT_CCR, LT_FRR or
SPS.RCV are changed to exception requasts (EXR) by SPS.RCV.

Session presentation services receives requests and responses with an RU_CTGY
of FMD or DEC across the session protocol boundary as DMUs, and sends them
across the data flow control boundary as MUs.

Saession presentation services send (SPS.SEND) enforces the appropriate SPS
protocol fgr the DMU received. It routes the DMU to the other SPS components
as raquired.

Since DFC.SEND is responsible for sending positive and negative responses to
the session partner, SPS.SEND provides DFC.SEND with:

o No notification if the chain is a no-response chain

e A negative notification to the RU in error when the chain is a definite- or
exception-response chain

e A positive notification to the last RU in the chain not found to have an
error when the chain is a definite- or exception-response chain

SPS.SEND.DFC validates DFC requests and responses (those identified by
RU_CTGY of DFC) by calling DFC request send (LT_DFCS) and DFC response
receive (LT_DRS), respectively. (Components named LT_xxxx are different for

each LU-LU session typa.)

SPS.SEND.FMD validates FMD reguests and responses by calling the following
procedures, as appropriate:

e Message unit services send (LT_MSS) validates the syntax and semantics of
the DMU.

¢ Destination services send (LT_DSS) validates the formats and protocols of
Function Management Headers (FMH) to be sent on the half-session. LT_DSS
checks for FMH protocol and format violations in the data stream being sent
to tha session partner by SPS.SEND.FMD. LT_DSS also maintains private
ESMs, such as the destination stack for FMH-1.

e Compression/compaction send (LT_CCS) compresses or compacts the data stream
as required for efficient transmitting of the data. LT_CCS builds SCBs,
inserts them into the data stream, and returns the compressed or compacted
data stream to SPS.SEND.FMD.

e FMD Response Send (LT_FRS) processes responses to be sent to tha other
half-session in reply to FMD data units received by this half-session.

If any SPS.SEND component detects an error, SPS.SEND.DFC or SPS.SEND.FMD
changes the request or response to an exception request (EXR), and returns
the EXR to the data origin or data destination.

SPS finite state machines (SPS.FSM) providaes the common FSMs and tables
required by SPS. These FSMs and tables are available for query and update by

SPS componeants.

Componant Matrix

Each LU-LU session tvype has some variation of the components depicted i
Figure 1-6. Figure 1~7 shows that relationship. P "
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Component

Session presentation services
Session presentation services
Message unit services send
Compression/compaction send
FMD response send

Destination services send
Session presentation services
DFC response send

DFC request send

Session presentation services
Session presentation sarvices
FMD response receive

Compression/compaction recaive

Destination services receive
Message unit services receive
Session presentation services
DFC response receive
DFC request receive

send
send

send

receive
receive

receive

Undefined protocol machine allocate

Figure 1-7.
and LU-LU session types.
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SPS.SEND
SPS.SEND_FMD
LT_MSS
LT_CCS
LT_FRS
LT_DSS
SPS.SEND_DFC
LT_DRS
LT_DFCS
SPS.RCV
SPS.RCV.FMD
LT_FRR
LT_CCR
LT_DSR
LT_MSR
SPS.RCV.DFC
LT_DRR
LT_DFCR
UPM_ALLOC

LU-LU Session Type

ol 11 213141]c%e
R R R R R R
R R R R R R
R R R R R R
0 0 - - 4} -
R R R R R R
0 0 - - 0 R
R R R R R R
R R R R R R
R R R R R R
R R R R R R
R R R R R R
R R R R R R
0 0 - - 0 -
0 o - - 0 R
R R R R R R
R R R R R R
R R R R R R
R R R R R R
0 0 o} 0 0 R
R = Required

0 = Optional

Not applicable

Relationship between session presentation services components




PART 1 CHAPTER 2. LU-LU SESSION TYPE 1

Type 1 LU-LU sessions operate in a network controlled by one or more SSCPs.
One half of the session (called a half-session or session partner) is the
primary LU (PLU), and the other is the secondary LU (SLU).

LU-LU session type 1 (LU_T1) is used to manage multiple input and output
devices associated with a logical unit, such as printers, card readers, card
punches, and storage devices. An operator console that can be used interac-
tively or for diagnostic messages is often present.

Some LU_T1 implementations perform such data management functions as storing
data for later retrieval and distribution to multiple destinations. Applica-
tion programs and subsystems may also use LU-LU session type 1 to communicate
within their network.

LU_T1 half-sessions operate in an asymmetric environment; that is, the prima-
ry LU controls the session, and the secondary LU conforms to the primary LU's
requirements. The primary LU also assumes error recovery responsibility for

the session.

The session begins when the primary LU sends a BIND SESSION request to the
desired session partner. The BIND SESSION request identifies those functions
the primary LU wishes to use. If the secondary LU's send and receive capabil-
ity is comparabla, the secondary LU returns a positive response; otherwise,
it must return a negative response.

LU_T1 implementations nead not contain all functions of the LU_T1 protocol.
By using BIND SESSION, implementations can determine whether there is a
subsat of functions that allows meaningful communication between session

partners.

HALF-SESSION CHARACTERISTICS

FM, TS, AND PS PROFILES

LU_T1 implementations use FM profile 3 or 4. Profile 4 allows the LUISTAT (LU
Status) request to be sent in both directions; whereas profile 3 restricts it
to secondary-to-primary only. Profile & also has a more comprehensive
quiesce-processing protocol than profile 3.

LU_T1 implementations usa TS profile 3 or 4. Profile 4 allows the REQUEST
RECOVERY (RQR) and SET AND TEST SEQUENCE NUMBER (STSN) requests and profile 3

doas not.

The SNA requests that are allowed with each profile are found in SNA Refer-
ence Summary.

For TS profile 3, the current operation is aborted if a session failure

occurs. For TS profile 4, a checkpoint record is created when the error is
detected for later STSN-based restart.

LU_T1 implementations use a PS profile that allous:

s Function management headers. LU_T1 implementations can run with or without
FM headers. All FMH-1, FMH-2, and FMH-3 functions discussed in "Part 2
Chapter 4: Function Management Headers" are allowed with the exception of
the DSP select field in FMH-1. Data stream profile (DSPs) values can be
X'0' (default) or X'B' (structured fields).

Tha BIND SESSION request contains a presentation services usage field i
enables its sender to specify an FMH set. In general, the sets are: Which
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Set 0 FMH-1 is supported, but only for the default destination. Medium
selection is not allowed. Set 0 is used by sessions that use
structured fields in the data stream but otherwuise do not use
FMH-1. The FMH-1 and FM data must be in the same chain, and the
FMH-1 must both begin and end the destination (see the BEGIN/END
FH~-1 information under "Using FMH-1 for Destination Selection” in
Part 2 Chapter 4). No FMH-2s or FMH-3s are allowed.

Set 1 FMH-1 is supported for any destination available to the session.
The FMH-1 and FM data must be in separate chains. Medium selection
is allowed; data set selection using DSNAME is not. COMPACTION
TABLE and PDIR FMH-2s are allowed (see BIND SESSION bytes 16 and
21). COMPACTION TABLE and QUERY FOR COMPACTION TABLE FMH-3s are
allowed (see BIND SESSION bytes 16 and 21).

Set 2 FMH-1 is supported for any destination available to the session.
ihe FMH-1 and FM data may be in the same chain. Medium selection is
allowed; data set selection using DSNAME is not. COMPACTION TABLE
and PDIR FMH-2s are allowed if specified in BIND SESSION (bytes 16
and 21). COMPACTION TABLE and QUERY FOR COMPACTION TABLE FMH-3s
are allowed if specified in BIND SESSION (bytes 16 and 21).

Set 3 All FMH-1, FMH-2, and FMH-3 functions are supported except as noted
above for DSP Select field of FMH-1.

e Data streams. All LU_T1 data streams are based on thae SNA character string
(SCS). The components of the data stream are described in Part 2 Chapters
1, 3, 4, and 5. See "Data Stream Profiles" on page 17 and "Set Structure"™
on page 18 for information on allowed functions.

e Attended and unattended terminal operations. An operator does not have to
be present at the terminal if the LU is able to hold messages to the opera-
tor for delivery when the operator is present.

JC (TRANSMISSION CONTROL) CONSIDERATIONS

Transmission Control services, such as pacing and cryptography, are summa-
rized in SNA Concepts and Products and defined in SNA Format and Protocol

Reference Manual: Architecture lLogic.

DFC (DATA FLOW CONTROL) CONSIDERATIONS

Data flow control services, such as chaining, brackets, and send/receive
modes, are summarized in SNA Concepts and Products and defined'in SNA Format
and Protocol Reference Manual: Architecture Logic. The following paragraphs

give additional considerations.

SEND-RECEIVE MODES

The following exceptions apply:

s Half-duplex contention. The secondary half-session is always the
contention winner (specified in BIND SESSION). If the secondary
half-session encounters a contention condition, it sends a negative
response (X?081B' - receiver in transmit mode). It then sends its §->P
transmission with EC on, or LUSTAT (X'00010000' - component available) if
it cannot start the S->P transmission because of some intervening activity
at the SLU. (It is possible that this intervening activity may cause the
P=>S retry to fail also; the operator, for example, may seize the second-
ary's buffer resource after the LUSTAT is sent.)

¢ Half-duplex flip-flop. No exceptions.
¢ Full duplex. Not allowed.
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BRACKET PROTOCOL

The following exceptions apply:

¢ The secondary half-session must be the bracket first speaker as defined in
BIND SESSION.

¢ The primary fHalf-session may send the BID request before transmitting to
avoid a bracket contention condition (both session partners attempting to
begin a bracket at the same timel.

o If the primary half-session begins transmitting without first sending BID,
the RU that begins the bracket (the one that carries BB) must be sent RQD
(requast definite response).

e Dastination selection cannot span brackets. Multiple destinations may be
selected within a bracket, but only one destination can be active at a
time.

HALF-DUPLEX CONTENTION PROTOCOL

When an LU_T1 session uses half-duplex contention protocol, the primary and
secondary half-sessions are in contention-to-send state when they are between
chained transmissions. Either primary half-session or secondary
half-session can initiate a transmission. Contention is the result of simul-
taneous transmissions from the primary and secondary half-sessions. Byte 7,
bit 3 of the BIND SESSION request defines that the secondary half-session
wins contention. The contention loser (the primary) receives a negative
response Wwith sense data indicating that the secondary is in send state.

When this response is returned, the contention loser must enter recaiva
state. The send/receive relationship is in effect for the duration of one
chained transmission. When the current chain is completed, the primary and
secondary half-sessions are again in contention for send state.

HALF-DUPLEX FLIP-FLOP CHANGE-DIRECTION FROTOCOL

Use of CD Indicator (CDI): The change direction indicator (CDI) in the
request header (RH) is used to change the direction of data flow when session
partners are using half-duplex flip-flop mode and are within brackets (after
BB but before EB). To change the direction of flow, the half-sassion that has
the authority to send at a given moment turns on the CDI in the last RU it
sends to its session partner.

The sending of the CDI should occur under the following circumstances:

e An LU has reached an end~of-send datz-transition condition (including any
keyboarded data on the LU flow).

e An LU has received SIG X'0001' (request change direction). The procedures
that must be followed when returning the CDT are discussed below under
"Signal Codes."

e A PLU has been session-activated in the send state, but has no data traffic
to send.

e At session activation, the PLU receives a CINIT that indicates that the SLU
must send data first.

¢ When the LU receives CD and the LU does not have the capability to send data
(for example, a printer). In this case, the CDI is returned as part of
LUSTAT X'0002°'.

An LU should send available FM data, if any, when the CDI is received. If
there is no FM data pending, the LU must wait for additional FM data to send
or for one of the conditions described above.
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Use of SIG (Signal): An LU that is capable of sending FM data must be capabla
of sending SIG X'0001"' (request change direction), under operator control or
automatically, when in receive state with FM data to send.

The sender of SIG X'0001' must return the CDI when it has no more data to
send.

The receiver of SIG X'0001' must not send SIG X'0001°' after sending the CDI
until the end-chain indicator (ECI) has been returned. This prevants a
signal ping/pong condition from occurring with no data flouwing.

Data Direction Resolution: At session activation, the session partners are
between brackets, and neither is in send state. The PLU normally sends a BID
request if it wants to enter send state, but it may enter send state by send-
ing data to the SLU if that data is sent requiring a definite response
(BB,RQD). The SLU enters send state by sending data to the PLU. The second-
ary half-session is the contention winner in the event that both PLU and SLU
attempt to begin a bracket concurrently.

PS (PRESENTATION SERVICES) CONSIDERATIONS

FM HEADER PROCESSING

Primary LUs must be able to actess data in data sets located at a secondary LU
(SLU). There are a number of data set organizations for user data that may
appear at tha secondary LU. Not all of these organizations are supported by
all SLU implementations. The FMH sets and FMH flags fields of BIND SESSION
indicate which organizations are supported by specifying which operations are
allowed on the data sets. The minimum functions for data management, which
are specified by FMH set 3, consists of all the functions allowed in FMH set 2
plus an addressed direct data set located at the secondary and accessible by
thae primary. With FMH set 3, the PLU is allowed to issue FMH-1 and the
REPLACE FMH-2 (using the RECORD ID and PASSWORD FMH-2s) against the SLU data
sets. The VOLUME ID FMH-2 is supported for the BEGIN and BEGIN/END FMH-1s.

In addition to this basic level of data management, the FMH flags fields may
specify that FM headers support other data set organizations and other oper-
ations on the addressed direct organization. The additional organizations
supported are sequential (using ADD) and keyed direct (using ADD and ERASE
FMH-2s) organizations. The additional functions for addressed direct organ-
izations are sequential access, using ADD, NOTE and NOTE REPLY FMH-2s.

Tha SERIES ID and STATUS FMH-3s ara optionally allowed, as are the ADD REPLI-
CATE and REPLACE REPLICATE FMH-2s.

The QUERY FOR DATA SET FMH-2 is optionally allowed, but when the BEGIN FMH-1
is issued that identifies the requested data set, the BEGIN FMH-1 must ba the
only entry in the issuer's send stack.

The EXECUTE PROGRAM OFFLINE FMH-2 is optionally allowed.

The file maintenance FMH-2s (CREATE DATA SET, SCRATCH DATA SET, and SCRATCH
ALL DATA SETS) are optionally allouwed.

If an error occurs in a chain carrying an FM header, the data following the
header can be applied to a different data set than was intended. Consider the
following sequence:
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BDS, DSNAME = A

________________________________________ >
data
________________________________________ >
data
———————————————————————————————————————— >
EDS, data, RQE
........................................ >
-RSP
Applies to DSNAME = A
BDS, DSNAME = B
———————————————————————————————————————— )
-RSP
Applies to DSNAME = B
data
———————————————————————————————————————— >
| |
{mmmm e ———— 4 |
]
fmmmm e —————————— 4

The rules that avoid this situation are:

1. I BIND SESSION allows an LU to send RQD and specifies FMH set 3, then any
FMH-1 or FMH-2 that the LU sends that modifies a residant data set (as
opposed, for example, to transmitting data for output processing on prin-
ter, consola, or card) must be sent RQD and the LU must wait until the
response is returned.

2. A BIND SESSION may be rejected by an SLU if the BIND SESSION specifies
both (1) FMH set 3, and (2) PLU will only send RQE.

DATA STREAM PROFILES

LU_T1 implementations do not use the DSP select field of tha FMH-1 to select
data stream profiles. They either spacify X'0' so that the profile (data
stream) is assumed when the medium is selected, or specify X'B' to indicate
that the data stream contains structured fields. (See "Function Management
Header Type 1 (FMH-1)" in Part 2 Chapter 6.)

DATA STREAMS CONTAINING STRUCTURED FIELDS

Structured fields in LU_T1 are introduced by FMH~1s with the DSP select field
set to X'B' (structured fields). Reply type structured fields are introduced
by FMH-1s with the DSP salect field set to X'B' and tha stack reference indi-

cator set to B'1'.

A BEDS FMH-1 (begin/end destination selection) may be usad to carry struc-
tured fields to SLUs that do not support FMHs for destination selection.
(Sea BIND bytes 6 and 15.)

Structured fields can be implemented in sets based on the structure in Figure
2-1.

In order to implement a function in any given set in this structure, a product
must implement all of the operations definad by that set and all of’thepoperS
ations in previous sets. A product may implement one or more of the sets.
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SFDATA

EBASE PJR
CHAR ALT EXSF SPD
<attr>
MULTI
Figure 2-1. Structured field sets. Function sets are used when implementing

structured fields.
include character sats.

If the MULTI set is chosen, the values of <attr> must
Character sets are selected using the Set Attribute

<attr> control dascribed in Part 2 Chapter 1.

set Structura

The operations required in each set are summarized in the following tabla and

defined in full in the following text.

istics

SET QUERY REPLIES FUNCTION
SFDATA BEDS FMH-1
(DSP = X'B' structured fields)
PJR Requast Recovery Data structured field
Racovery Data structured field
Set Checkpoint Interval structured field
Restart structured field
EBASE Usable Area Read Partition (Query) structured field
CHAR <attr> SA <attr> SCS control
(X128%)
ALT Character Sets Graphic Escape SCS control
(ALT flag = B'1") (X'08")
MULTI Character Sets Load Programmed Symbols
(MULTI flag on) structured field
EXSF Usabla Area SCS Data structured field
(EXSF flag = B'0")
SPD Device Character- Set Print Density SCS control
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STRUCTURED FIELD SUPPORT (SFDATA): This set supports the structured fiald

data stream. If this set is implemented, the half-session must support:

¢ BEDS FMH-1 (DSP = Structured Fields)

Other destination selection options, such as BEGIN and CONTINUE, are optional
for FMH-1s with DSP = Structured Fields.

PRINT JOB RESTART (PJR): If this set is implemented, the half-session must
support:

s Request Recovery Data structured field
¢ Recovery Data structured field

¢ Set Checkpoint Interval structured field
¢ Restart structured field

EXTENDED PRESENTATION BASE (EBASE): This is the base set of functions for a
half-session which supports any of the data presentation functions supported
by structured fields. If this set is implemented, the half-session must
support:

e Read Partition structured field

(Query operation only)
¢ Query Reply (Usable Area) structured field
e SCS Data structured field

CHARACTER ATTRIBUTES (CHAR): If this set is implemented, the half-session
must support:

e Set Attribute <attr> SCS control

ALTERNATE CHARACTER SET (ALT): If this set is implemented, tha half-session
must support:

¢ Query Reply (Character Sets) structured field
(with ALT flag set on)
e Graphic Escape SCS control

MULTIPLE LANGUAGE CAPABILITY (MULTI): If this set is implemented, the
half-session must support:

e Query Reply (Character Sets) structured field
(with MULTI flag set on)
e Load Programmed Symbols structured field

EXTENDED STRUCTURED FIELD SUPPORT (EXSF): If this set is implemented, the
half-sassion must support:

e Query Reply (Usable Area) structured field
(with EXSF flag set to B'0'")
¢ SCS Data structured field

SET PRINT DENSITY (SPD): If this set is implemented, the half-session must
support:

e Query Reply (Device Characteristics) structured field
(with SPD descriptor) .
e Set Print Density SCS control

STRUCTURED FIELDS USED BY LU_T1

The following structured fields are common between the structured field data
stream useq by LU_T1 and the SNA 3270 data stream used by LU_T2 and LU_T3:

e Load Programmed Symbols

e Read Partition (Query operation)
* Query Reply

e SCS Data
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Tha following structured fields are unique to LU_TL:

s Sat Checkpoint Interval
e Request Recovery Data

¢ Recovery Data

* Restart

LOAD PROGRAMMED SYMBOLS: This structured field lets an application program
load character definition data into a specified PS (programmed symbol) stor-
age in the device. For details see Part 2 Chapter 3.

READ PARTITION (QUERY): This structured field lets an application program
enquire about the definition of the device -- what featuraes are present and
how they are defined. For details see Part 2 Chapter 3.

QUERY REPLY: This structurad field lets the LU to respond to a Read Partition
(Query). Query replies for character sets, color, and highlighting are
supported for LU_T1. For details see Part 2 Chapter 3.

SCS DATA: Tha SCS Data structured field allows sending of SCS (SNA character
string) data intermixed with other structured fields. The SCS data portion
of this structured field is treated the same as SCS data not delimited by an
S¢S structured field. For details on the structured field, see Part 2 Chap-
ter 3. For details on SCS controls, see Part 2 Chapter 1.

SET CHECKPOINT INTERVAL: Four structured fields are used for rastarting prin-
ter jobs:

¢ Set Checkpoint Interval
e Request Recovery Data

¢ Recovery Data

¢ Restart

The primary LU (PLU) uses Set Checkpoint Interval to send to the secondary LU
(SLU) the number of pages that are to be in the interval between SLU check-
points (tha SLU is the LU for the printer). When the SLU is capable of
restarting printer jobs, it takes a checkpoint (that is, records its status)
when it receives Set Checkpoint Interval and each time it completes the
interval set by the structured field. The structured field should not be
2e?t if the SLU does not restart printer jobs. (See BIND SESSION byte 17 bit

REQUEST RECOVERY DATA: The PLU uses Request Racovery Data to request that the
SLU send the recovery data for restarting the print job. The structured
Field cannot be followaed by other data, and the last RU of the RU chain must
have the change direction indicator set on.

RECOVERY DATA: The SLU sends Recovery Data to the PLU in response to Request
Recovery Data. The Recovery Data structured field contains all the check-
point information needad to restart the printer job, such as the number of
pages printed since the last (current) checkpoint, the number of lines print-
ed on the page where the error occurred, and horizontal and vertical format-

ting controls.

The checkpoint returned by the SLU is always the one previous to the last,
except that the SLU never goes back bevond the beginning of the chain. That
is, it can be as far from the error as:

(2 X Interval) -1

Praevious Current Error detected
BC checkpoint checkpoint (activa checkpoint)
X
A

Checkpoint returned.

Note: MWhen checkpoint is used in LU_T1, it refaers to tha checkpoint returned
as illustrated abovaea.
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The Racovary Data structured fiald contains zeros when there is no recovary
data or when the SLU is unable to send the proper data.

The SLU may also send Recovery Data when restarting on an alternate printer,
but only after receiving Set Checkpoint Interval and Request Recovery Data.

RESTART: The PLU sends Restart to the SLU after the PLU has been told that the
error condition has been corrected. The Restart structured field contains
the number of pages and linas to be bypassed before printing starts again
using the data that follows the structured field. The PLU ensures that the
first byte of data, which is in the next RU chain, resumes at the checkpointed
spot, or at the start of the SCB (string control byte) string or structured
field containing the checkpointed spot.

SIGNAL CODES
SIG is an expedited request that may be sent between half-sessions regardless
of the normal flows. It carries a G-byte signal code set by the sending LU.
The valid signal codes for LU_T1 are:
X'0001* + *rrrr’ Request to send (0001) and reserved field (rrrr).
X'0003"' + 'uuuu' Intervention required, no data lost (0003) and

user defined field.

For LU_T1 the user defined field is:

Byvte Bits Name Content

3 0-3 Select medium See FMH-1 Byte 2 Bits 0-3 in Part 2
Chapter 4.
4-7 Logical See FMH-1 Byte 2 Bits 4-7 in Part 2
subaddrass Chapter 4.
4 0-7 Intervention X'00"' Undefined intervantion
required X'01' Qut of forms

If a signal code is raceived that is not recognized or can not be acted on, it
may be rejected with a naegative response (sense code X'1003' function not
supported).

LU STATUS (LUSTAT) CODES

Secondary LUs may send the following status codes in the LUSTAT request.

0001 Component now available

0002 No FM data to transmit

0003 Entering attended mode of operation

0004 Entering unattended mode of operation

081C Component failure

082B Component available but presentation space integrity lost
0831 Component disconnected (power off or other disconnecting

condition)
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The format of LUSTAT is:

Byte Value Definition
] X1p4? Request code
1-4 Status value and status extension fiald

(two bytes each)

X'0001'+'cc00' Component now available (0001) and
component identification (cc00)

X'0002'+'rrrrt No FMD requests to send and reserved field.

X'0003'+'cc00' Entering attended mode of operation (0003)
and component identification (cc00)

X'0004"+"'cc08' Entering unattended mode of operation (0004%4)
and component identification (cc00)

X'081C'+'cc00' Component failure - permanent error (081C)
and component identification (cc00)

X'082B'+'cc00' Component available, but presentation space
integrity lost (082B),
and component identification (cc00)

X'0831'+'cc00' Component disconnected (0831}
and component identification (cc00)

Values for 'ecc' byte are:

X'00"' = LU itself rather than a specific LU component

Otherwise,
Bit 0, set to 1 = media other than LU

Bits 1-3, LU component class:

'000' Console

*001' Exchange

'010' Card

'011' Document

100" Nonexchange disk
101" Extended document
1110' Extended card

Bits 4-7, LU component device address

LU_T1 does not allow BB (begin bracket) on LUSTAT.

ERRORS

All errors are turned into exception requests (EXRs) by the element of tha
network that detects the error. The exception request is sent forward
(except for loss of path type errors) to the LU named in the DAF (destination
address field of the transmission header). The LU then processes the EXR and
returns a negative response if the request was marked definite or exception

response requaested.
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H
DFC processing required to go to receive state:;

Errors can ba categorized in LU_T1 by this algorithm:
IF negative raesponse received by SLU THEN

DO;

. IF path arror THEN

) ,Notify operator of loss of session;

. 1F running TS profila & THEN

. creata a checkpoint:;

. . ELSE;

. END;

. ELSE

. D

await primary LU error recovery action;
END;

IF negativae responsa sent by SLU THEN
DO;

.

IF Rg arror or state error or request arror THEN
D -
’Purge chains;
. Go to receive state;
. Await primary ERP;
END;

ELSE;
IF contention aerror (X'081B'), BETB or INB under

a contention BIND THEN

DO;

. IF state is/becomes INB and S$->P transmission is
. sent THEN

. Continue until EC is sent;

. ELSE;

. IF EC on the normal flow has not been sant
after the negative response (X'081B') THEN

. Send LUSTAT (X'00010000'3;
. ELSE;
END;

ELSE;

IF brackets reject (0813) or 0814) THEN
continue;
ELSE;
IF égtervention required (0802) THEN
Supply the intervention locally;
When it is complate THEN
Send LUSTAT (X'0001cc00'); /% to report that
X¥ intervention has
¥X been supplied ¥/
IF another device has been salected
. meanwhila THEN
. The LUSTAT must contain the component ID
of the davice now available;

-
-
.
-
-

. ELSE:;
END;

ELSE;
IF request reject (08xx) (including 081B) while HDX-FF

INB Send Statae THEN
DO;
. Purge thae chain;
. Go to receive state;
Await primary ERP;
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The following alogorithm is used at the SLU in order to determine whether to
send intervention required (0802) or request not executable (881C) when a
device error is detected during an output operation (for example, an out of
paper condition).

IF data not lost in attended mode THEN

. Hold pacing:

. Start a timer of between 0 and 10 minutes duration:

. IF timer expires THEN

. Recoverabla data loss = 1; /% this protects the

. ¥* network and PLU from
X% resource depletion %/

ELSE
éND Resume pacing when the intervention has been supplied;
ELSE;
IF recoverable data loss = 1 in attended mode THEN
DO;

Send intervention required (0302);

. Go to contention state;

. When intervention has been supplied THEN

Send LUSTAT (0001cc00); /% cc is the component ID¥/
/% X'00' may be used if no
¥* other component has been
¥% selected after the 0802
¥%X responsae. ¥/

-

END;
ELSE:;
If unrecoverabla data loss or unattended mode THEN
DO;
. Purge chain;
. Send request not executable (081C);
. Stay in receive state;
. Optionallv send RSHUTD;
END:;
ELSE;

SENSE CODES AND SENSE DATA

Function management (FM) errors detected by the PLU are not to be sent to the
SLU by way of sense codes. The PLU must correct these errors through applica-
tion program action.

The following errors may be sent by the SLU: (For a complete description of
cach sense code, see SNA Format and Protocol Reference Manual: Architecture

Logic.)

State Errors: 20xx

2002 Chaining error
2003 Bracket error

Request Errors: 10xx

1001 RU data error

1002 RU length error

1003 Function not supported
1005 Parameter error

1008 Invalid FM header

When 1008, Invalid FM header, is returned, bytes
2 and 3 of the sense may contain X'0000', or may
optionally contain a detailed explanation of the
FM header error, as follows:

1008 0801 Invalid function code parameters

1008 0803 Forms function cannot be performed
1008 0805 Unablae to perform copy function
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0806 Compaction table outside supported set
0807 Invalid PDIR identifier

0808 Printer train function cannot be performed
0809 ECB load function cannot be performed
080A ECB load function not supported

080B Invalid compaction table name

080C Invalid ACCESS

080D Invalid RECLEN

080E Invalid NUMRECS

080F Data set in use

0810 Data set not found

0811 Invalid password

0812 Function not allouwed for destination
0813 Record too long

081¢% Data set full

0815 Invalid RECID

0817 Invalid VOLID format

0818 Number of logical records per chain exceeded
0819 Data set exists

081A No space available

081B Invalid VOLID

081C Invalid DSACCESS

081D Invalid RECTYPE

081E Insufficient resolution space

081F Invalid key techniaue

0820 Invalid key displacement

0321 Invalid key

0822 Invalid N (number)

0823 Invalid KEYIND

0824 Invalid SERID

0826 Invalid RECID format

0827 Password not supplied

0828 Record ID not supplied

03829 Volume ID not supplied

082A Invalid PGMNAME

2001 Invalid destination —- active

2002 Invalid destination -- inactive

2003 Invalid dastination == suspended

2004 Invalid Suspend-Resume seguence
2005 Interruption level violation
2006 Invalid resume properties

2007 Destination not available
2008 Invalid end sequence
2009 Invalid FM header length
200A Invalid field setting
2008 Invalid destination
200C Invalid ERCL
200D Invalid DST
200E Invalid concatenation
200F FM data not allowed for header
2010 BIND FM header set violation
2014 FM header not sent concatenated
2019 Invalid stack reference indicator (SRI)
201A Unable to accept CMI modification
20138 Unable to accept CPI modification
201C Unable to accept ERCL modification
4001 Invalid FMH type
4002 Invalid FMH code
4003 Compression not supported
4004 Compaction not supported
G005 Basic exchange not supported
4006 Only basic exchange supported
4007 Medium not supported
4008 Code selection compression violation
4009 FMHC not supported
3 4004 Demand select not supported
4008 DSNAME not supported
2338 %nva%}d medla subaddress field
nsufficient resources to perform function re
400E DSP select not supported quested
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Request Reject: 08xx

0802 Intervention required

0805 Session limit exceeded (in response to BIND)

0804A Permission rejected - SSCP not notified
(contrast with 0845)

080B Bracket race error

0811 Break

0812 Insufficient resource

03813 Bracket bid reject - No RTR forthcoming

0814 Bracket bid reject - RTR forthcoming

081B Receiver in transmit moda

081¢C Request not executable

0821 Invalid session parameter (in response to BIND)

0825 Component not available

0829 Change direction required

082B Presentation space integrity lost

0831 LU component disconnected

0845 Permission rejected - SSCP will be notified
(contrast with 080A)

084C Permanent insufficient resource

0860 Function not supported - continue session

0862 Medium presentation space recovery

0863 Referenced local character set identifier (LCID) not found

0871 Read partition state error
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BIND SESSION FORMAT FOR LU-LU SESSION TYPE 1

This saction defines valid bit settings for the BIND request. The BIND send-
or salects the values to be used. Any value may be specified except those
identified as not valid. All values listed must ba supported by the BIND
re:aiverdunless the value is optional (identified by X in the Opt column) or
not valid.

Byte Bits Value 0Opt Discussion

0 0-7 X131 Identifies this RU as a BIND request
1 0-3 Xrot Specifies the format of the BIND RU. Only one format has been
defined: format 0 (zero).
(1 -7 Type - denotes the type of BIND to be performed
X0 Not valid
X1t Nonnegotiable BIND

FM_(Function Management) Profile

2 0-7 Xr03" FM profile 3
Xr04?" X FM profile 4
The FM profilae defines the data flow control (DFC) protocels to
be used for this session. (See SNA Reference Summary for high-
lights of the FM profile.)

IS _(Transmission Subsystem) Profile

3 0-7 X'03? TS profile 3
X'04! X TS profile 4
The TS profile defines the transmission control (TC) protocols
to be used for this session. (Sea SNA Reference Summarv for
highlights of tha FM profile.)

Eﬁ Usasg
(4-7) Sea bytes 4 through 7 below.
Prima alf- sion Protocols for FM Da
Chaining Use:
4 0 B'Q? Primary half-session can send only single element chains.
i Primary half-session can send single or multiple elemant
chains.
Request Mode Selection:
(4) 1 B'0! Immediate request moda is used. Only one dafinite responsae can

be outgtanding at a tima. That response must be reacaived befora
the primary half-session can send another RU.

B'1l? . X Delayed request mode is used. Multiple definite responses can
be outstanding at one time. The sender of data in delayed
requast mode must be responsible for recovery.
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(4>

(4)

(4)

Bits

Value

B'0O*
B'01!
B'10?
Briy?

2 o
- -
o

Opt

Discussion
Chaining Responses:

Not valid

Primary half-session can request only exception responses.
Primary half-session can request only definite responses.
Primary half-session can request definite or exception
responses.

Note: Secondary half-session is not required to accept "only
exception response™ in BIND when FM header set 3 is specified in
byte 15.

Resaerved

Compression Indicator:

Primary half—sessjon cannot send compressed data.
Primary half-session can send compressed data.

Note: B'1' is valid only if the code is EBCDIC (sece byte 6 bit
4.

Send End Bracket Indicator:

Primary half-session will not send EB.
Primary half-session can send EB.

Secondary Half-Sassion Protocols for FM Data

(5)

(5)

(5)

(5)

(5)

2-3

B!ol

Br1Y

B'00!
B'01!
Br1Q!
Br1l?

Chzining Use:

Secondary half-session can only send single element chains.
Secondary half-session can send single or multiple element
chains.

Request Mode Selection:

Immediate Request Mode is used. Secondary half-session can
issue a request for a single definite response. No further
transmission is sent until the secondary half-session receives

the requested responsa.
Delaved request mode is used. Secondary half-session allous

several definite responses to be outstanding at one time.

Chaining Responses:
Not valid . )
Secondary half-session can request only exception responses.

Secondary half-session can request only definitg responses.
Secondary half-session can request either dafinite or exception

responses.
Reserved
Compression Indicator:

Secondary half-session cannot send compressed data.
Secondary half-session can send compressed data.

zgte: B'1l' is valid only if the code is EBCDIC (sea byta 6 bit

Send End Bracket Indicator:

Secondary half-session cannot send EB.
Secondary half-session can send EB.
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Bvte

Bits

Value

Discussion

Common Protocols for FM Data

(8)

(6)

(6)

63

(6)

(7)

(7>

(7)

B'O"
Br1?

B'Q"
B'1

B'0"

B'0O°
B'o1"

Brig?
Bril’
B'O’

B'1?

B'0o?

Br1?

Reserved

Primary half-session and secondary half-session cannot exchange
FM headers.

Primary half-session and secondary half-session can exchange FM
headers.

Brackets Usage and Reset State:

Not valid
Brackets are used and bracket state manager's reset state is
BETB (between brackets).

Bracket Termination Rule Selection:

Bracket termination rule 2 is used. A bracket is terminated
unconditionally when the last request of the chain that has EB
in its first request is processed, regardless of the form of
response requasted.

Bracket termination rule 1 is used. Bracket tarmination is
controlled by the form of response regquested (definite or excep-
tion) for the chain containing (-BB,EB).

Alternate Code Selection:

Alternate code set will not be used.
Alternate code set may be used.

If byte 6, bit 4, is B'1', the code selection indicator (CSI
field of the RH (request header)) controls whether the alternate
code is to be used:

€SI of 0 = EBCDIC
CSI of 1 = ASCII

Reserved

Normal-Flow Send and Raceive Mode Selection:

Not valid

Half-Duplex Contention

Primary half-session and secondary half-session are in
contention-to-send state when they are between chained trans-
missions.

Half-Duplex Flip-Flop

Reserved

Recovery Responsibility:

The contention loser is responsible for any error recovery
attempts for the session.

Symmetric responsibility for recovery. The sender of data is
responsible for recovery. The receiver of data purges to the

synchronizing event, then awaits sender action.

Contention Winner/lLoser:

Secondary half-session is contention winner (and therefore the
?;::t?ts first speaker) and primary half-session is contention
Not valid

Reserved
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Bvyte Bits
(7 7
IS Usaae
(8-13)

8 0
(8) 1
(8) 2-7
9 0-1
(%) 2-7
10

11

12 0
(12) 1

Value 0Opt

B'nnnnnn'

B'nnnnnn'!

X'ab! X

X'85!

B'On..."

X'ab' X

X85

B'On..."

Discussion

Half-Duplex Flip-Flop (HDX-FF) Reset States:

Reserved

See bytes 8 through 13 below.

Staging Indicator and Pacing Count for Secondary CPMGR (con-
nection point manager) to Primary CPMGR normal flow:

Pacing in this direction occurs in one stage.
Pacing in this direction occurs in two stages.

Note: The meanings of 0 and 1 are reversed from the staging
indicator for primary CPMGR to secondary CPMGR (see byte 12).

Reserved

Secondary CPMGR send pacing count. A value of 000000 means no
pacing of requests flowing from the secondary.

Resarved

Secondary CPMGR receive pacing count. A value of 000000 causes
the boundary function to substitute the value set by a system
definition pacing parameter (if the system definition includes
such a parameter) before it sends the BIND RU on to the second-
ary LU. A value of 000000 recelved at the secondary LU is
1nte{5reted to mean no pacing of requests flowing to the second-
ary .

Maximum RU size sent on the normal flow by the secondary
half-session. This value represents the largest RU that can be
sent. It is expressed as a mantissa and an exponent value of 2
by which the mantissa is multiplied.

if the mantissa is 8 and the exponent is 5 (X'85'), the RU size
is 256 bytes (8 x 25).

When bit 0 is set to zero, no maximum is specified and the
remaining bits 1-7 are ignored. When bit 0 is set to one, the
byte is interpreted as X'ab'. See Appendix B for these values.

Note: All LU_T1 implementations must support receiving an RU of
256 bytcs and accept BINDs that say the smallest maximum RU sand

size is 256 bytes.

Maximum RU size sent on the normal flow by the primary
half-session. This value represents the largest RU that can be
sent by the primary half-session and is specified in the same
format as the secondary half-session (byte 103}.

if the mantissa is 8 and the exponent is 5 (X'85"'), the RU size
is 256 bytes (8 x 23).

When blt 0 is set to zero, no maximum is spec1f|ed and the
Pﬂma!nlng bits 1-7 are ignored. When bit 0 is set to one, the
byte is interpreted as X'ab'. Staging Indicator and Pacing
Count for Primary CPMGR to Secondary CPMGR normal flow:

Pacjng in this direction occurs in two stages.
Pacing in this direction occurs in one stage.

Note: The meanings of 0 and 1 are reversed from the staging

indicator for secondary CPMGR to primary CPMGR (see byte 8).

Reserved
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Bvte
(12)

13
(133

Bits
2-7

0-1
2-7

PS Profile

(14-25)
14 ]
(14) 1-7
PS_Usace
15 0-3
(15) 4-7

Value 0Opt

B'nnnnnn!'

B'nnnnnn'

B'o?
Br1?
Br*0000001L1"
Xrgr X
X1t X
Xr2r X
X'3! X
X'0!
X'1! X

Discussion

Primary CPMGR send pacing count. A value of 000000 causes the
value set by a system definition pacing parameter (if the system
definition includes such a parameter) to be assumed for the
session. If this is also 000000, it means no pacing of requests
flowing from the primary.

For single-stage pacing in the primary-to-secondary direction,
this field is redundant with, and will indicate the same value
as, the secondary CPMGR receive pacing count (see byte 9, bits
2-7 above).

Reserved

Primary CPMGR receive pacing count. A value of 000000 means no
pacing of requests that flow to the primary. For single-stage
pacing in the secondary-to-primary direction, this field is
redundant with, and will indicate the same value as, the second-
ary CPMGR send pacing count (see byte 8, bits 2-7 above).

See bytes 14 through 25 below.

PS usage field format is the basic format.
Reserved

LU-LU session type 1

FM Header Sets:

FMlheader sat 0. BEDS FMH-1 allowed for default destination
only.

FM header set 1. FMH-1s have no data set name field; restricted
header and data combinations.

FM header set 2. FMH-1s have no data set name field; less
restricted header and data combinations.

Note: The difference between sets 1 and 2 is that 2 allous
headers and data in the same chain. Set 1 allouws the use of
headers and data together only on the BEGIN/END (BEDS) FMH-1.

FM header set 3. Data management headers.

The base functions of data management are specified by set 3.
An Addressed Direct data set located at the secondary
half-session is accessible by the primary half-session. With
set 3, the primary half-session is allowad to issue FMH~1s and
the REPLACE FMH-2 (using the RECORD ID and PASSWORD FMH-2s)
against the secondary half-session data sets. The VOLUME ID
FMH-2 is valid with FMH-1s that begin destinations.

Data stream profile 0 (SCS parameters and card data streams must
not span RUs).

Data stream profile 1 (SCS parameters and card data streams may
span RUs).
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Byte Bits Value 0Opt Discussion
Primary Half-Session Usagde

(Secondary Half-Session Receive Capability)
(16-20) Bytes 16-17 contain FM header flags.

Bytes 18-19 contain data stream flags.

Byte 20 contains media flags.

FM Header Flags:

ese Flags for FM header set 0

16 0-7 Reserved
17 8-3 Reserved
(17) 4-7 Reserved
see Flags for FM header set 1 or 2
14 ] B'O" Tuwo destinations may be outstanding. The primary half-session
may interrupt itself once.
B'1Y X Three destinations may be outstanding. The primary
half-session may interrupt itself twice.
(16) 1 B'0’ Compacted data must not be sent.
B'1? X Compacted data may be sent.
(16) 2 B'o? PDIR not allowed.
Br1? ¥ PDIR may be sent by primary half-session.
(16) 3-7 Raeserved
17 0-3 Reserved
(17) 4-7 Reserved
eee Flags for FM header set 3
16 ] B*0" Two destinations may be outstanding. The primary half-saession
may interrupt itself once.
B'1? X Three destinations may be outstanding. The primary

half-session may interrupt itself tuwice.

Compacted data must not be sent.

(16) 1
Compacted data may be sent.

O MO MO
-- aam
> bad

(16) 2 PDIR not allowed.
PDIR may be sent by primary half-session.

Keyed Direct data sets not allowed.
X Keyed Direct data sets allowed. (Permits use of ADD, ERASE, and

RECORD ID FMH-2s on Keyed Direct data sets.)

(16) 3

ww W ww

(16) 6 B'O? Sequential data sets not allowed.
B'1Y X Sequential data sets allowed. (Permits use of ADD and ERASE

FMH-2s.)

o Sequential access to addressed direct data sets not allowed.
Sequential access to addressed direct data sets allowed. (Per-

mits use of ADD, NOTE, and NOTE REPLY FMH-2s.)

‘Use of SERIES ID and STATUS FMH-3s not allowed.
X ‘Usae of SERIES ID and STATUS FMH-3s allowed.

Use of ADD REPLICATE and REPLACE REPLICATE FMH-2s not allowed.
Use of ADD REPLICATE and REPLACE REPLICATE FMH-2s allowed.

17 0 Reserved

(16) 5

o w
-
-
X

(163 6

(16) 7

W W
- -
o O

bed
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Byte Bits
(17> 1
a7 2
(17) 3
(17) 4-7
(18-19)
18 0
(18) 1
(18) 2
(18) 3
(18) 4
(18) 5
(18) 6
(18) 7
19 0
(19) 1

Value

B'0?
B'1?

B'O’
B'1!

B'oY
B'1?

B'O?

Bll'

B'0"
B'1!

B'o?
B'1?

B'0"’
B'1L"

Brov

B'1?

Ot

X

Discussion

Usa of QUERY FOR DATA SET FMH-2 not allowed.
Usa of QUERY FOR DATA SET FMH-2 allowed.

Use of CREATE DATA SET, SCRATCH DATA SET, and SCRATCH ALL DATA
SETS FMH-2s not allowed.

Use of CREATE DATA SET, SCRATCH DATA SET, and SCRATCH ALL DATA
SETS FMH-2s allouwed.

Use of EXECUTE PROGRAM OFFLINE FMH-2 not allowed.
Use of EXECUTE PROGRAM OFFLINE FMH-2 allowad.

Reserved
Data Straeam Flags

Note: There is a hierarchy of support within data streams (byta
18, bits 0-3); that is, if horizontal format is supported, so
must tha full-base and the base data streams.

Base
NL (new line)
FF (form faad)
Full base
Includes: base data stream plus
BS (backspace)
CR (carriage return)
INP (inhibit presentation)
ENP (enable prasentation)
LF (line feed) - defaultable
HT (horizontal tab) - defaultable
VT (vertical tab) - defaultable
Dafaults arae defined in Part 2 Chaptaer 1.

Horizontal format must not be used.
Horizontal format may be used.
Includes: full base plus
SHF (set horizontal format)
(with parameters)

Vertical format must not ba used.
Vertical format may ba used.
Includes: Horizontal format plus
SVF (set vertical format)
(with parameters)

Vertical channel must not be usad.
Vertical channel may be used.
Includas: Vertical format plus
VCS (vertical channel selact)
(with parameters)

SLD (set line density) must not ba used.
SLD may ba usaed.

Reserved

BEL (ball) must not ba used.
BEL may be used.

TRN (transparent) and IRS (intaerchanga raecord separator) must
not be used.

TRN and IRS may be usead.

Secondary half-session will initiatae attended mode.
Secondary half-session will initiate unattended mode.

During session, secondary half-session will not alternate from
attended to unattended moda.

During session, secondary half-session may alt
attendad and uéattended moda. v arnate batuaen
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Byte
(1%
20
(20)

(20>

(20)

(20)

(20)

(20)

(20)

(20)

Bits

2-7

Value

O O O RO MO MO

- - - - - - -
- - - - - - - -

- -
- -

ww wWw wWww WwWw ww ww

w w
- -
- o
- -

Opt

Discussion

Reserved
Media flaogs

Document format is not allowed.
Document format is allowed.

Card format is not allowed.
Card format is allowed.

Exchange media format is not allowed.
Exchange media format is allowed.

Disk data management format is not allowed.
Disk data management format is allowed.

Extended card format is not allowed.
Extended card format is allowed.

Extended document format is not allowed.
Extended document format is allowed.

Secondary half-session may send CD at EDS (end of

selection).
Secondary half-session must send CD at EDS.

Reserved

secondary Half-Session Usage

(21-25)

see Flags for FM header

21
22
(22)

(223

eee Flags for FM header

21

0-7
0-3
A

5-7

0

1

2

B'Q!
B'1?

B*0O"

B'o!
B'1

X

(Primary Half-Session Receive Capability)
Bytes 21-22 contain FM header flags.
Bytes 23-24 contain data stream flags.
Byte 25 contains media flags.

FM Header Flags:

set 0

Reservead

Reserved

Use of structured field for ERP not allowed.
Use of structured field for ERP allowed.

Reserved

set 1 or 2

Two destinations may be cutstanding. The secondary
half-session may interrupt itself once.

Three destinations may be outstanding. The secondary
half-session may interrupt itself tuwice.

Compacted data must not be sent.
Compacted data may be sent.

PDIR not allowed.

PDIR may be sent by secondary half-session.

Reserved

Reserved
Reserved
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Bvte Bits Value 0Opt Discussion
eee Flags for FM header set 3

21 0 B*O? Two destinations may be outstanding. The secondary
half-session may interrupt itself once.
BrlY X Three destinations may be ocutstanding. The secondary

half-session may interrupt itself twice.
(213 1 e Compacted data must not be sent.
e X Compacted data may be sent.

X PDIR may be sent by secondary half-session.

(21) 3 ' Keyed direct data sets not allowed.

' X Keyved direct data sets allowed. (Permits use of ADD, ERASE, and
RECORD ID FMH-2s on keyved direct data sets.)

B'0
B'1
21) 2 B'O" PDIR not allowed.
B'1!
B'0O
B'1

(21) 4 B'0’ Sequential data sets not allowed.
B'1? X Sequential data sets allowed. (Permits use of ADD and ERASE
FMH-2s.)
(21) 5 B0 Sequential access to addraessed direct data sets not allowed.
Br1! X Sequential access to addressed direct data sets allowed. (Per-

mits use of ADD, NOTE, and NOTE REPLY FMH-2s.)

(21) 6 B'0" Use of SERIES ID and STATUS FMH-3s not allowed.
B'1! X Use of SERIES ID and STATUS FMH-3s allowed.

(21> 7 B0 Usa of ADD REPLICATE and REPLACE REPLICATE FMH-2s not allowed.
B'1" X Use of ADD REPLICATE and REPLACE REPLICATE FMH-2s allowed.

22 0 Reserved

(22) 1 B'0" Use of QUERY FOR DATA SET FMH-2 not allowed.
B'1? X Use of QUERY FOR DATA SET FMH-2 allowed.

(223 2 B0 Use of CREATE DATA SET, SCRATCH DATA SET, and SCRATCH ALL DATA

SETS FMH-2s not allowed.
B'1°" X Use of CREATE DATA SET, SCRATCH DATA SET, and SCRATCH ALL DATA
SETS FMH-2s allowed.

(22> 3 B'Q? Use of EXECUTE PROGRAM OFFLINE FMH-2 not allowed.
Br1? X Use of EXECUTE PROGRAM OFFLINE FMH-2 allowed.

(22) 4-7 Reserved
(23-24) Data Stream Flags

Note: There is a hierarchy of support within data streams (byte
23, bits 0-3). That is, if horizontal format is supported, so
must the full-base and the base data streams.

23 0 B'0? Base

Includes (for console devices):
NL (new line) :
FF (form faed)

B'1? X Full base

Includes: Base data stream plus
BS (backspacel
CR (carriage return)
INP (inhibit presentation)
ENP (enable presentation)
LF (line feed) - defaultable
HT (horizontal tab) - defaultable
VT (vertical tab) - defaultable

Defaults are defined in Part 2 Chapter 1.
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Byte Bits Value Opt Discussion

(23) 1 B'0!' Horizontal format must not be used.
B'i? X Horizontal format may be used.
Includes: Full base plus
SHF (set horizontal format)
(with parameters)

(23) 2 B'0"* Vertical format must not be used.
B'1? X Vertical format may be used.
Includes: Horizontal format plus
SVF (sat vertical format)
(with parameters)

(23> 3 B'0’ Vertical channel must not be used.
B'1? X Vertical channel may be used.
Includes: Vertical format plus
VCS (vertical channel select)
(with parameters)
(233 4 B'O" SLD (set line density) must not be used.
Br1? X SLD may be used.
(23) 5 Reserved
(23) 6 BrO! BEL (bell) must not be used.
B'1l" X BEL may be used.
(23) 7 B'0* TRN (transparent) and IRS (interchange record separator) must
not be used.
B'1? X TRN and IRS may be used.
24 0-7 Reserved
25 Media flags
(25) 0 B10! Document format is not allowed.
Briv X Document format is allowed.
(25) 1 B'Q:* Card format is not allowed.
B'1? X Card format is allowed.
(25) 2 B'Q! Exchange media format is not allowed.
B11? X Exchange media format is allowed.
(25) 3 BYO! Disk data management format is not allowed.
B'1? X Disk data management format is allowed.
(25) 4 B'0" Extended card format is not allowed.
B'1? X Extended card format is allowed.
(25) 5 BYQ?Y Extended document format is not allowed.
BY1" X Extended document format is allowed.
(25) 6-7 Reserved

cryptography Options

26 0-1 Private cryptography options:

B'00' X No private cryptography supported.

B'01l? X Private cryptography supported. The session cryptography key
and cryptography protocols are privately supplied by the end
user.

B'10' Reserved

B'i1? Resaerved
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Byte
(26)

(26>

27

(27)
(27)

28-k

Names and End User Datsa

k+l

k+2-m

m+1

m+2-n

m+2

Bits

2-3

4-7

0-1

Value

B'0O0"
B'0O1l!

o
- -
(SN
o

X'q!
X9

B'00"

B'0OO"

X'00"

X'nn'

X'o0"

X'nn?'

X100°
=X'00"

Opt

Discussion

XX

KXX X X

Saession-level cryptography options:

No session—-level cryptography supported.

Session—-level selective cryptography supported. All cryptogra-
phy key management is supported by the 5SCP and LU; exchange
(using +RSP to BIND) and verification (using CRV) of the cryp-
tography session-seed value are supported by the LUs for the
session. All FM data requests with EDI (enciphered data indica-
tor) on are enciphered/deciphered.

Reserved

Session-level mandatory cryptography supported; same as
sassion-level selective cryptography except all FM data
requests are enciphered/deciphered.

Session—-level cryptography options field length:

No session-level cryptography specified. The cryptography
option fields (bytes 27-k) are omitted.

Session-level cryptography specified. Additional options
follow in the next nine bytes.

Session cryptography key encipherment mode:

Session cryptography key enciphered under BIND receiver (or
SLU) master cryptography key using a seed value of zero (only
value defined).

Reserved
Cryptography cipher method:

Block chaining with sead and cipher text feedback, using the
data encryption standard (DES) algorithm (only value defined).

Session cryptography key enciphered under BIND raeceiver (or
SLU) master cryptography key; an 8-byte value that, when deci-
phered, yields the session cryptography key used for encivher-
ing and deciphering FM data requests.

Length of BIND sender's (or PLU) name in field kt2-m.
Field k+2-m does not exist.

Field k+2-m contains the number of bytes specified (cannot
exceed X'08').

BIND sender's (or PLU) name.

Length of user data in field m+2-n.

Field m+2-n does not exist.
Field m+2-n contains the number of bytes specified.

User data

User data key.
Structured subfields follouw.

First byte of unstructured user data.

Note: The unstructured user data continues in m+3 and goes to
byte n. For information on structured subfields, see the BIND
information in SNA Format and Protocol Reference Manual: Archi-

tecture Logic.
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Byte Bits
n+l

nt2-p

ptl

pt2-r

Notes

Value 0Opt Discussion
Length of user request correlation field.

X100t Field n+2-p does not exist.
X'nn! X Field n+2-p contains the number of bytes specified.

User request correlation field.
Length of BIND recaiver's (or SLU) nama in field pt2-r.

X1oQt Field p+2-r does not exist.
X'nn'! X Field p+2-r contains the number of bytes specified (cannot
exceed X'08"').

X BIND receiver's (or SLU's) name.

The following notes apply to the BIND SESSION request:

Note 1. The buffer contention error (081B) rasponse cannot be sent by the
primary half-session, since the secondary half-session wins contention.

Note 2. There is never an EB race in LU_T1 because the only time
multiple-chain brackets with EB are sent from the secondary half-session is
under the HDX-FF BIND option.

Note 3. If BIND allows the secondary half-saession to send requests in either
exception response form or definite response form, the secondary half-session
always uses the definite response form unless it has enough logic to under-
stand additional data-dependent protocols implied by the primary
half-session name.

Note 4. If compression/compaction is used, all RUs in a chain being
comprassed/compacted must contain an SCB as their first byte (after any FM
headers). This implies that the first RU of the chain (or the only RU of the

chain) resets SCB chaining.

38 SNA -- Sassions baetween Logical Units



CHAPTER 3. LU-LU SESSION TYP

Typa 2 LU-LU sessions support data communication between an application
program and a single display device using the SNA 3270 data stream. Type 2
sessions allow users to migrate existing customer-written 3270 application
programs into an SNA network.

Type 2 sessions associate a single davice with the SLU. The logical device
within the SLU is visible to the PLU. Consistency is maintained between a
given physical daevice and tha LU for the duration of a unit of work, for exam-
ple, a bracket. The same physical device is always associated with a partic-
ular SLU. The device may be dedicated parmanently or dedicated only for the
duration of a bracket or a session; however, it is always the same physical
daviea. Except where otharwise noted, the description assumas a dedicated
display davica.

Products that use type 2 sessions use tha SNA 3270 data stream. The data
stream is introduced in Part 2 Chapter 2. For details of the data stream, see
3270 Data Stream Programmer's Reference. When the following options area
implemented, they must conform to tha protocols of thae SNA 3270 data stream:

1. Selector pen. When a selector pen is implemented, providing the amper-
sand (%) designator to simulate an Enter key is optional.

2. Extended screen size. Tha SLU supports either a 480~ or 1920-character
screen size operation. When the screen is physically larger, the screen
wraps at the 480 or 1920 point, depending on tha value specifiaed in byte
24 of tha BIND SESSION request.

The SLU may support larger or smaller screen sizes; up to a 4096-byte
addressing limit with 14-bit addraessing, and up to 65,536 with 16-bit
addressing.

3. Screen size switching. An SLU has the option of providing dynamic screen
size switching. Thae screen size may be switched between two values,
specified in BIND SESSION during session activation, by the Erase/Urite
and tha Erase/Write Alternate commands. The Erase/Write command selacts
the default size while the Erase/Write Alternate command selects the
alternate size. Tha screen size is initialized to the daefault size.

4. Display of lowercase. Lowercase alphabetic characters sent to the
display or entered from the keyboard are stored as lowercase but will be
displayed as uppercase on those devices that can't display lowercase

characters.

5. Magnetic stripe reader. The numaric and alphanumeric character saots area
supported.

The above options can be implemented using a base set of data stream func-
tions. The SNA 3270 data stream has additional functions that provide the
following functions for LU-LU sassion type 2 implementations:

1. Screen sizaes smaller than 480 characteaers

2. Partitioning. The display screen can bae divided into saveral rectangular
areas. The operator interacts with one area at a time, but may jump from
one area to another if nacessary.

3. Scrolling. Scrolling allows a presentation space to be larger than the

viewing area the oparator sees. The operator can use tha scrolling fune-
tuon.toléwsplay di ffarent portions of the character data available at the
erminal.

4. Character saets, color, and highlighting. The application program can
control tha character set to be used for a field or character, as well as
contr91 tha charactars color and any emphasis that it should have (such
as blinking or underlining).

Part 1 Chapter 3. LU-LU Session Type 2 39



5. Field validation. Field validation functions that can ba provided are
(1) checking a field to ensure that the operator filled avery character
position in it, (2) requiring the operator to enter data in a field, and
(3) providing an automatic enter operation as soon as the operator
finishes processing of the field by moving the cursor out of the field.

CHARACTERISTICS OF TYPE 2 SESSIONS

Because a type 2 session is most commonly associated with a display and its
keyboard, the session has some characteristics that do not apply to other
session types. These characteristics are described belouw.

DEVICE SHARING

Device sharing is the use of a device (or medium) by mora than one sassion.
The SLU allows two sharing coenfigurations:

e Printer shared for display printout (copy)
s Display shared between the SSCP-SLU and PLU-SLU sessions

When a printer is shared between sessions, the contents of a screen can ba
copied to the printer. The allocation and scheduling of the printer is a
local (controller) function. When a display is shared, concurrent sessions
can ba held between the 5LU and a PLU and the S5LU and its SSCP. The schedul-
ing of messages to the display is an SLU function. In both cases, the sharing
is not directly visible to the PLU.

DISPLAY PRINTOUT (COPY)

To provide a hard copy capability, the SLU must have - in addition to the
display device - the use of a printer device. Although the printer devicea
could be permanently allocated to one SLU, the more likely configuration is
one in which one or more printer devices are sharad among a group of SLUs.
The physical printer that is shared among several SLUs might also be used by
half-sessions of other session types. (The SLU is still considered a
singla-device SLU since the printer does not appear as a device to the PLU.)

There is no forced print element positioning, for example, NL or FF, as a
result of starting or ending a display printout. This does not preclude an
automatic new line that is built into a printer operation, or an automatic
form feed before or after a display printout.

The request for a hard-copy printout of a display screen may be initiated
from the host or by the operator:

e Host initiated. The printout is initiated by the PLU sending a display
printout request (write commands with WCC = Start Print). The display
printout request must be sent either RQD or RQE,CD-EB. See "Error Condi-
tions™ for details on printer unavailabla and other error conditions asso-
ciated with the hard copy function.

e Operator initiated. An operator-initiated printout is limited to the func-
tion in which the operator at the display initiates a printout of the oper-
afor's screen. The operator-initiated printout should be handled locally
(1n‘the controller and not in the SLU). No PLU interaction is required or
desired at the time of initiation.
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SLU-PLU/SLU-SSCP DISPLAY SHARING

An SLU simultancously supports a session with a PLU and a session with the
$SCP. This requiraes that the SLU resolve any presentation spaca contention
that may occur between the $SCP-LU and LU-LU sessions. (See “Error
Conditions" on page 42 for information on SLU-PLU/SLU-SSCP contention.)

KEYBOARDLESS DISPLAY CONSIDERATIONS

When an SLU receives a request with CD and the SLU is aware that nothing can
be sent (for example, kevboardless display), LUSTAT X'0002' (no FM data to
transmit) is sent to tha PLU.

PROTOCOLS

Flip-Flop and Contention

LU type 2 supports half-duplex flip—flop (HDX-FF) operation. Optionally, it
may also support half-duplex contention operation. HDX-FF operation is
required if the PLU must control or be aware of the display screen.

Certain situations producing unpredictable results limit the usefulness of
contention mode. An example is the support of thae read commands. In an HDX
flip~flop session, each read command must carry the CD indicator and the PLU
must assuma that the next chain it receives is the reply to the read command.
In an HDX contention session, contention exists at the end of each chain.
Therefore, unanticipated inputs can be expected from the PLU. This requires
the SLU to be able to accept input from either the device or the PLU. 1In this
mode, the PLU cannot be sure that data received after a read command is in
fact the reply to the command. In fact, there is no guarantee that the next
SLU-to~PLU chain occurred after the previous PLU-to~-SLU chain. Accurate
correlation of input and output cannot be made. This mode requires tha PLU to
treat each flow independently even though the SLU does not.

The remainder of this section is oriented to HDX-FF.

Type 2 sessions use the concept of a formatted screen to reduce the amount of
data that must be transferred from the display station to the PLU and vice
versa. When the screen is formatted, only those fields defined as modified
are transferred in reply to a read modified operation. For traffic from the
PLU to the display, the PLU may keep track of the format of the display and
therefore reduce the amount of data that must be transferred to the display
to alter the image. This approach can only be depended on for HDX-FF opera-
tion. If contention is used, the PLU cannot directly control tha screen and
therefore cannot utilize this technique.

A PLU may send two types of data to the SLU: (1) only an RH, used to control
the direction of flow (for example, an RH with change direction or end brack-
et specified), and (2) a 3270 command sequence wWwith associated data when
appropriate. For convenience in describing the control of the screen, two of
the 3270 command sequences are namad and defined:

e Formatting Write. This consists of an Erase/writg command code followed
by a WCC byte. Although the Erase/Write, Erase/Write Alternate, and Write
Control Character can technically be considered a formatting write by an
SLU,.usually one or more SBA/SF attribute sequences are also sent to
proy1de'the format. A formatting write assumes the display screen is
logxcally blank and therefore transfers both the constant (nonvarying) part
of tha display image and those fields that may be modified by subsaquent
operation action.
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* Formatted Write. This consists of a Write command code followed by a WCC
byte and one or more 'SBA + data' secauences. The SBA(s) select which
field(s) of the formatted screen the associated data applies to.

The state of the screen as understood by the PLU determines the type of opera-
tion that can be performed by the PLU in transferring data to the SLU to
achieve minimal transmission. A formatted screen needs to receive only modi-
fied fields from the PLU. An unformatted screen must receive the constants
and literals that make up the display format as well as the modified fields.
Except for forecing an unformatted screen following acceptance of BIND
SESSION, the SLU enforces no screen states.

EB/CD Relations to SLU States

End Bracket (EB): An SLU that receives an EB usually executes the associated
3270 command (other than RB/RM/RMA) and then goes into the contention state
Wwith the keyboard restored and the AID cleared. If the command does not
explicitly restore the keyboard (and AID), it forces a restore.

The exceptions to the above are the result of error conditions. 0On all the
error conditions, bracket termination rule 1 applies. The SLU action for PSA
and PSE error is described under "SLU Detected Errors"” later in this chapter.

An EB chain with a RB/RM/RMA command is considered an error condition. The
rationale is that the EB is terminating a unit of work while the RB/RM/RMA
command is extending the unit of work and they are thus in conflict.

Change Direction (CD): The normal result of an SLU receiving a CD in an RU
chain containing a 3270 command (other than RB/RM/RMA) is for the SLU to

execute the command and then go to send state. An RH-only chain with CD does
the same except that there is no command to be executed. The keyboard is
restored, and the AID is cleared only when explicitly done so by the command.
The CD chain with RB/RM/RMA causes the SLU to execute the command, send data
with €D, and return to the receive state.

Exceptions to the above are the result of error conditions. (See "SLU
Detected Errors" on page %46).

Summary: Figure 3-1 summarizes the EB/CD/PSA relationship for an SLU in
receive state. The purpose of the table is to define SLU action if a partic-
ular RU chain is received. The appearance of a particular chain in the table
does not mean the PLU should or will send it.

chaining and Segmenting

Type 2 sessions support multiple-element RU chains and segmenting. For an
HDX~-FF session, RU chains from an SLU carry CD if the RH indicates FMD; an RU
chain without CD is allowed if the RH indicates DFC. (For example, an RU
chain containing user data is an FMD chain and an LUSTAT request is a DFC

chain.)

Only one 3270 command is allowed per RU chain. In addition, when a typae 2
half-session receives a chain element that contains a command, the command
must be in the first byte of the RU. If required, the WCC must be the next
byte following the command and must be in the same RU. There are no
restrictions on sending RH-only RUs.

ERROR CONDITIONS

All errors are turned into exception requests by the element of the network
that detgcts the error and sent forward (except for loss of path errors) to
the destination LU. The destination LU then processes the exception requests
and returns a negative response.
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SLU Receives Chain with: SLU Action
PSA Exec Clr AID & Clr -RSP S/R

3270 Command EB CD Pend? CMD? Reset Kbd? PSA? Sent State
W,EW, EWA, EAU,Null 1 - N Y(3) Y - - c
RB,RM,RMA(1l)chk 1 - N N N - 0829 CE1l
RB,RM,RMA(1l)-~chk 1 - N Y N - - [}
W, EW, EWA, EAU 1 - Y Y (2) Y 082A(4%) CE1l
Null 1 - Y RM(3) N Y - S
RB,RM,RMA(1)chk 1 - Y N N N 0829 CE1l
RB,RM,RMA(1)-chk 1 - Y N N Y 084A CEl
W,EW, EWA,EAU,Null 0 1 N Y(3) (2) - - S
RB,RM,RMA 0 1 N Y N - - S
W, EW, EWA, EAU 0 1 Y Y (2) Y 082A(4) CE1l
Null 0 1 Y RM(3) N Y - S
RB,RM,RMA 0 1 Y N N Y 084A CE1l
W, EW, EWA, EAU ] 0 N Y (2) - - R
Null 0 0 N NOP(3) N - - R
RB,RM,RMA 0 0 N N N - 0829 CE1l
W, EW, EWA, EAU 0 ] Y Y (2) Y 082A(4) CEl
Null 0 0 Y NOP(3) N N - R
RB,RM,RMA 0 0 Y N N N 0829 CE1l
Abbreviations used:

W = Write CD = Change Direction

EW = Erase UWrite EB = End Bracket

EWA = Erase Write Alternate S = Send

EAU = Erase All Unprotected R = Receive

RM = Read Modified c = Contention

RMA = Read Modified All PSA = Presentation Space Altered

RB = Read Buffer CEl1 = Contention ERP-1

A hyphen indicates a 'not applicable' or 'don't care’'.

A write command (W, EW or EWA) with the WCC set to Start Print (SP) is defined as
a request for a printout (hard copy) of the display. Sece "Display Printout"
earlier in this chapter for details of the display printout function. The SLU
action shown in the summary table applies, except that the command execution
consists of first updating the screen if data accompanies the write command and
then performing the printout of the display screen.

When a keyboard is locked, certain 'control' keys may still be operable. For
example, in the 3277, the reset key is operable in all SLU statas whether or not

the keyboard is locked.

Note 1: An RB, RM or RMA received with EB is invalid and should not occur. In
one option, the SLU checks for the condition; in the other, the SLU does not check

for the condition.

Note 2: Keyboard is restored and AID is cleared only if the command either is EAU
or is a W, EW or EWA with WCC = Keyboard Restora.

Note 3: Null means an RU chain with only an RH and therefore no command to
execute.

Note 4: The SLU may choose to handle the EW, EWA chain differently. If the SLU
implementation is such that a formatting write sequence (EW, EWA usually followed
by at least one SF sequence) can be recognized and if the results of prior opera-
tor actionm are overwritten, then the SLU may clear the PSA, not send a negative
response, and go to send state if CD is set.

Figure 3-1. SLU action summary (receive state)
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SENSE CODE SUMMARY

All state errors (sequaence numbers, chaining, brackets) may flow in both
directions. Function management data (FMD) errors may be sent by the PLU.
Tha following codes may ba sent by the SLU.

Raquast Raeject -~ FM data (category coda X'08'):

0801 Rasource not available (printer)

0802 Intervention required (display)

0807 Resource not availablae, LUSTAT forthcoming (printer)

080B Bracket race arror

0813 Bracket bid reject - no RTR forthcoming

0814 Bracket bid reject - RTR forthcoming

081B Receiver in transmit mode

081C Raquest not executable (display)

0829 Change direction reauired

082A Presentation space alteration, request executed
(contrast with X'084A"')

0828 Presentation space integrity lost

082D LU busy (SLU resource already in usa)

082E Intervention required at LU subsidiary device (printer)

082F Request not executable because of LU subsidiary device (printer)

0831 LU component disconnected

0843 Required FMDS synchronization not supplied
(for exampla, a request recaived WCC=SP,RQE,-CD)

084A Presentation space alteration, request not executed
(contrast with X'082A"')

034C Permanent insufficient resource
(the PS buffer resource required by Load PS is not available)

0863 Rafarenced local character set ID (LCID) not found

0868 No panels loaded

0869 Panal not locaded

0871 Read Partition state arror

Request Reject - BIND SESSION (Category code X'08'):

080A Permission rejected - SSCP will not be notified
(contrast with X'0845")
0821 Invalid session parameters (response to BIND)
0833 Invalid parametar (with pointer and complementaed byte)
0845 Parmission rejected - SSCP will ba notifiaed
(contrast with X'080A"')

Raquaest Errors (category coda X'10'):

1001 RU data error
1003 Function not supported
Invalid 3270 command codae
Data following RB, RM, RMA or EAU command
1005 Parameter error
Invalid addraess follows SBA, or SBA or SF without paramaters
1007 Category not supported (for example, unsolicited FM
data requast on SSCP-LU sassion)
1009 Format group not selected (no format group was selectad
before issuing a Present Absolute Format or Prasent
Relative Format structured field)

The SLU may send the following status codes in LUSTAT:

0001 Componaent now available (Notes 1 and 2)

0002 No FM data to transmit (Note 3J)

0801 Component not available (for example, no resourcas
configured) (Note 1)

081C Component failure (Note 1)

0828 Component available, presentation space integrity
lost (Notes 1 and 2)

0831 Component disconnected (power off or some othar
disconnecting condition) (Note 1)
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The format of LUSTAT is:

Bvte Value Definition
0 Xt04! Request code
1-4 Status value and status extension field

(two bytes each)

X'0001'+'cc00' Component now available (0001) and
component identification (cc00).

X'0002'+'rrrr' No FMD requests to send and reserved field.

X'0801'+'cc00' Component not available (0801) and
component identification (cc00)

Y'081C'+'cel0' Component failure - intervention required (081C)
and component identification (cc00)

X'082B'+'cc00' Component available but presentation space
integrity lost (082B) and component
identification (cc00)

X'0831'+'cc00' Component disconnected (0831) and
component identification (cc00)

Note 1: Values for 'cc' byte are:
X'00' = LU itself rather than a specific LU component.

Otheruwise,
Bit 0, set to 1 = Media other than LU

Bits 1-3, LU component class:

'011' Printer
'101' Display
All other values reserved.

Bits 4-7, LU component device address.

Note 2: LUSTAT X'0001' and LUSTAT X'082B' both indicate availability. The
sense code the SLU uses depends on the presentation space state. If the praes-
entation space is damaged or suspected of being damaged, LUSTAT X'082B"' is
used. LUSTAT X'0001' implies that the presentation space was not affected
and that resumption, including the resending of a rejected request, will
cause no presentation space problem.

Note 3: LUSTAT X'0002' is used if the change direction indicator is received
and the SLU is unable to send FM data; it is not used when tha SLU is waiting
for keyboard input.

The RU chain containing LUSTAT cannot begin a bracket.

CANCEL REQUEST

A sender-detected error occurs when the RU chain sender decides to abnormally
terminate the current chain by sending the CANCEL request. This action is
controlled by the chain sender and is independent of any action by the chain
recaivar. If the PLU receives such an error and the PLU is keeping track of
screen states, it assumes the display format has been altered and replies
with a formatting write.
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The PLU may abort the chain it is sending by issuing CANCEL. The meaning of
such an error is defined by the operating environment of the session. Since
the SLU is free to transmit RUs to the display screen as they are received,
receipt of CANCEL leaves the screen in an indeterminate state (that is, up to
the last RU before CANCEL). The SLU is not required to update its current
state. All type 2 sessions are bound with PLU recovery responsibility.
Therefore, the SLU goes into receive state and awaits further PLU action.
The PLU has two recovery options:

In most situations, the PLU may retransmit precisely that chain it chose to
abort. This results in the first part of the chain being reexecuted and the
remainder of tha chain being executed as originally intended. This would
normally be chosen only if the chain was formatted write, and if the chain
started with an explicit SBA order, and if there were no positioning refer-
ences (such as PT) that were revised later in the chain. In short, the PLU
must understand the chain content before attempting to retransmit.

The PLU may transmit a formatting write. This rebuilds the screen format
and leaves the SLU screen state as formatted.

Any other action leaves the screen state in an unpredictable format. If the
PLU is maintaining screen awareness and chooses to end the current bracket,
the PLU must also exercise one of the above options or the PLU may not be able
to interpret the first request of the new bracket (if one is begun by the

SLUD.

PLU DETECTED ERRORS

The PLU may reject an RU chain from the SLU for any valid reason. This
includes so-called standard errors as well as FM unique errors (for example,
"ho such transaction code" from a transaction processing subsystem). When a
chain is rejected, the PLU sends a negative response to the SLU and enters
undefined state. The SLU responds by sending CANCEL if a chain is still in
progress and enters receive state to await PLU action. The PLU then sends an
error message to direct the next operator action. Since the PLU has entered
an undefined state, this must be a formatting write if screen awareness is to
be maintained. The error message may continue the current bracket by sending
a CD or a =CD, or may end the current bracket by sending EB.

SLU DETECTED ERRORS

The SLU may detect errors in receiving an RU chain. The type of arror deter-
mines the state of the screen assumed by the PLU. Three different categories

are identified:

e State errors. These are sequence numbers, chain, and bracket protocol
errors. The SLU sends the correct error response and enters purging chain
state. Upon exit from the purging chain state, the SLU awaits PLU action
unless bracket termination also occurred, in which case contention is
entered. Normal error recovery action is for the PLU to terminate the
current session by sending UNBIND SESSION.

¢ Permanent device errors. This type of error is due to some hardware
malfunction between the SLU and the display head (for example, buffer pari-
ty error). When the error is detected, the SLU sends a negative response
(X'081C"'), enters purging chain state, and, upon exit, enters receive or
contention state as defined for state errors above.

. Tempora;y device errors. MWhen this type of error occurs, the SLU sends the
apprgprlate negative response (for example, X'0802' intervention
required). When the error condition is cleared, the appropriate LUSTAT is
used to report corraection of the error. If presentation space integrity
h§s been lost, the SLU sends LUSTAT X'082B'. If presentation space integ-
rity has not been lost, the SLU sends LUSTAT X'0001".
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The following defines the action for certain error conditions:

1.

Power off. An SLU may encounter a power—off (display) situation either
at BIND or during an established session.

I1f a power—-off condition exists at BIND, the SLU rejects the BIND SESSION
request with a negative response of 0845 or 080A. The 0845 (permission
rejected: SSCP will be notified), when sent to reject BIND SESSION, indi-
cates that the SLU will notify the $5CP when another BIND SESSION can be
accepted. The 080A (permission rejected: SSCP will not be notified),
::ensgggt to reject BIND SESSION, indicates that the LU will not notify

e -

If a power-off condition occurs during an established session, and the
SLU is in the receive state, the SLU sends a negative response (X'0831')
to indicate to the PLU that a power-off condition exists. If power-off
cecurs while the SLU is in the send or contention state, an LUSTAT may be
sent (also X'0831'). When power has been restored, the SLU sends the
appropriate LUSTAT status code to notify the PLU that the component is
available: X'0001' or, if presentation space integrity has been lost,
X'082B'. The SSCP may also be notified at this time.

Presentation space altered (PSA) (X'082A' or X'084A'3. To ensure PLU
screen awareness/control when operating HDX-FF, the operator should not
alter the screen while the SLU is in receive state. However, if the PLU
restores the keyboard while the SLU is in receive state or if the display
permits reset and enter capability regardless of SLU state, the screen
can be altered. Type 2 sessions allows the reset and enter operation
regardless of SLU state and records a presentation space altered (PSA)
pending whenever tha operator performs a reset and enter operation while
the SLU is in receive state. However, the SLU is not required to record a
PSA pending on an operator enter operation following an explicit PLU
keyboard unlock (Write with WCC = keyboard restore) that leaves the SLU
in the receive state.

Whether the PSA pending results in a negative response depends on what
the SLU subsequently receives from the PLU:

All chains except an RH-only chain and RB/RiA/RMA chain: The command is
executed. A Write command with WCC = keyboard restore, and Erase/lrite
command with WCC = keyboard restore, EWA command with WCC = keyboard
restore, or an EAU command clears the AID and restores the keyboard.

If a PSA pending exists at the completion of the command execution, the
SLU sends a negative response X'082A', resets the PSA pending, and
awaits PLU recovery action.

RB/RM/RMA chain: If a PSA pending exists when the RB/RM/RMA chain is
received, the command is not executed, and a negative response 084A is
sent to notify the PLU of the PSA pending condition. This resets the
PSA pending, and the SLU awaits PLU recovery action. If the data is
required, another RB/RM/RMA chain must be sent.

RH-only chain: 5LU action depends on setting of EB/CD. (See "EB/CD
Relation to SLU States" above for details.) Briefly, if a PSA pending
exists when an RH-only chain with EB and with or without CD is
received, the SLU clears the PSA pending, negative response is not
sent, and the SLU goes to the state appropriate for the EB/CD satting.

In all the above cases, the normal PLU recovery is to send a formatting
write (EW or EWA command - usually with one or more $Fs). Since the PSA
pending is cleared once the negative response is sent, the SLU attempts
to execute commands other than the formatting write. That is, the nega-
tive response is not repeated unless the operator causes a new PSA pend-

ing.

Presentation space error (PSE) (X'082B'). This error condition is set as
a result of detecting an error in the presentation space that is not
locally recoyerable; for example, a regeneration buffer parity error or
operator acglon such as allowing SSCP use of the screen. When the screen
size switching is allowed, presentation space integrity includes screen
size as well as content. The X'082B' error results from other than the
operator action described under the X'082A' error. The X'082B' error is
presumed to be transient and therefore recoverable by the PLU sending a
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formatting writa. However, if the error condition is not actually a
transient but repeats, the SLU changes to negative response X'081C".

When the error is detected while the SLU is in receive state, it is
reported via negative response X'082B'. If the error is detected while
the SLU is in send or contention state, an LUSTAT is sent (also X'082B').

If a locally initiated display printout fails and results in a damaged or
questionable presentation space, the SLU sends negative response X'082B"'
or the equivalent LUSTAT depending on the SLU state.

Although the formatting write is the normal recovery for both PSA and
PSE, note that the clearing of a PSA pending by an RH-only CD or EB chain
is not applicable to PSE (X'082B'). When an X'082B' is pending and an EW
or EWA command is received, the SLU may reset the X'082B'; that is, not
send the negative response or LUSTAT request.

4. Display printout request ('Copy'). The display printout request is
accomplished by sending a write command (Write, Erase/Write or
Erase/Write Alternate) with WCC = Start Print (bit 4 of WCC) to the SLU.
If the write command contains data, the display is updated before the
printout operation. The display printout request must be sent as an RQD
chain or an RQE, CD -EB chain. Since the PLU is responsible for error
recovery, the SLU does not have to check for RQE, CD, -EB chains. There-
fore, if the PLU sends a display printout request as an RQE, -CD or RQE,
CD, EB chain and follows with a screen update request, the SLU may
attempt to update the screen before doing the print. If the SLU does
check, an RQE, ~CD or RQE, CD, EB is rejected with negative response
X'0843" (required FMDS synchronization not supplied). (The 'hard copy’
function provided by the SLU does not utilize a copy control character.)

a. Logical printer definition. Several printers may be configured for
an SLU's use for display printouts. A display printout request to
the SLU could result in a display printout on any of the configured
printers, depending on availability and the allocation algorithm
implemented. From a PLU view, however, there is only one logical
printer regardless of how many physical printers are configured for
the SLU.

A logical printer is considered available if any of the physical
printers configured for the SLU are able to immediately execute a
display printout request. When none of the configured printers is
available, the logical printer assumes the status of the most avail-
able of the physical printers. The following are the unavailable
categories listed in order of best to worst:

Short-term busy. A display printout request can be executed after
""" queued-up display printout requests are executed. The maximum
daelay is 30 minutes. Use of the printer by a session is not
allowed.

Intervention required condition exists.
Allocated for session use or local use.

Permanent error condition (or an intervention required situation
on an unattended printer).

No logical printer configured.

b. Logical printer not available. The SLU may reject a display printout
request when the logical printer is not available. The following are

the sense codes used:

X'082E'. The logical printer has an intervention required condij-
tion, for example, out of paper, power off, cover interlock open,
and so on. This code can be used only if the printer is attended.
In general, attended means the condition will likely receive quick
attention, such as when an operator is attending the printer or a
mechanism exists to alert an operator. If the printer is unat-
tended, the permanently unavailable code is used.
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X'0807'. The logical printer is busy for an indeterminate pariod
of time. This may range from a relatively short time when the
printer is being used by anothaer SLU for a display printout to many
hours if all printers ara assigned locally on & long term basis. .
(The $LU masks short term busy from the PLU by withholding negative
responsa X'0807'.)

X'082F'. Effectively, the logical printer is permanently not
available. For example, an unattended printer is out of paper.

X'0801'. No printer configured.

LUSTAT requirements. After sending negative response X'082E' or
X'0807', an LUSTAT is sent when the condition clears. However,
regardless of how many times the request is repeated, only one LUSTAT
is sent when the condition does clear. Sending an LUSTAT X'0001"
(source = printer) indicates to the PLU that a display printout
request will find either an available or short term busy logical
printer. Exceptions to the above are:

The LUSTAT X'0001' (source = printer) reporting the clear of an
X'082E' or X'0807' condition is not sent if:

After sending negative rasponse X'082E" or X'0807' the data traf-
fic subtree is resat or the sassion tarminated.

After sending the logical negative response X'082E or X'0807"' the
printer develops a permanent error and is dropped from the
configuration. An LUSTAT X'081C* or X'0801' (source = printer)
is sent instead of LUSTAT X'0001".

The LUSTAT X'0001' (source = printer) does not indicate the PLU
will necessarily find an availabla or short-taerm busy logical prin-

ter if:

After sending negative response X'082E' or X*0807', the SLU
receives any normal FM data request chain other than a display
printout requaest chain.

After sending LUSTAT X'0001' (source = printer), the logical
printer develops an intervention required, permanaent error, or a
not-configured condition. The display printout request is
rejected with the appropriate negative responsa; that is,
X'082E', X'082F' or X'0801"'.

After sending negative response X'0807"' or X'082E', the SLU
detects a nonprinter exception condition that causas a naegative

response.

Generally, implementations do not allow sassion contention for a
printer bafore honoring outstanding LUSTATs; that is, at least one
physical printer is held after having sent the LUSTAT(s) so that thaea
logical printer is available to execute copy requaests. However, if
as a result of an exception condition developing on the held printer,
the logical printer status of 'in session' results, then negativae
response X'0807"' may also be sent.

Recovery considerations. The negative responses X'082E', X'0807°',
X*082F', and X'0801' indicate to the PLU that if the display printout
request included screen update data, tha screen updata was accom—
plished. If a display printout request (with update data) is sent
again, it cannot be guaranteed that the screen will be unchanged. An
example where the screen would be changed is if the requeat was @
write to cursor, and the cursor position was altered later in the
data stream. Therefore, following tha receipt of an LUSTAT associ-
ated with a previous negative response X'0807"' or X'082E', the PLU
may do one of the following:

@esend the display printout request (with update data) if the PLU
L; aware that tha data stream is such that resanding will not alter
e screen.

Resend the display printout request without the updata data.
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§e2ui1d the screen followed by display printout request with update
ata.

e. PSA considerations. If a presentation-space-altered pending condi-
tion exists when the copy of the display is transferred to the print-
er, the printer operation completes and a negative response X'082A"
is sent. This response indicates to the PLU that the display print-
out was accomplished, but the display screen may have been altered.
If the printout opaeration failed, the appropriate negative response
would be sent rather than the X'082A' response; however, the PSA
condition remains.

5. SLU-PLU/SLU-SSCP. When the SLU cannot accept a PLU request because the
SSCP has the use of the screen, the request is rejected with negative
response X'082D'. After the SSCP-SLU session relinquishes the screen,
the SLU returns an LUSTAT to indicate that the PLU has regained use of the
screen. The type of LUSTAT returned depends on the SLU screen sharing
implementation. If the SLU maintains screen integrity (such as storing a
copy of the screen) during the SSCP interruption, LUSTAT X'0001' (compo-
nent available) is sent. If the SLU does not maintain screen integrity,
LUSTAT X'082B"', (component available, screen integrity lost) is sent.
Note that when the SLU implementation does not maintain screen integrity,
the LUSTAT is sent every time the $5CP-LU relinquishes the screen,
ragardless of whather or not a negative response X'082D' has been sent
previously. The normal PLU recovery following LUSTAT X'082B"' would be to
rebuild the screen.

6. SLU busy. The SLU may be unable to accept a request from the PLU because
the SLU or its resources are already in use. An example would be if a
local test routine was being exercised. A request received when the SLU
is busy is rejected with negative response X'082D'. Negative response
X'082D"' requires that an LUSTAT be sent when the condition clears (see
SLU-PLU/SLU-SSCP, item 5, for details).

7. Keyboardless display considerations. When an SLU receives a request with
CD and the SLU is aware that nothing can be sent (for example, a keyboard-
less display), LUSTAT X'0002' is sent to the PLU.

SAMPLE SEQUENCES

The following examples illustrate basic data exchange sequences. The first
example shows how a receiver alerts the sender when the receiver has data to
send, The session is established and the partners are in brackets. The
remaining examples show how the session partners (1) can get from contention
between bracket state to in bracket state, and (2) can exchange data betueen
them. The response is not shown unless it is a necessary part of the example.
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EXAMPLE 1: Signal from PLU

PLU SLU

BC
< ——————————————————————————————————————
(e —————— e e ————————

SIG Note 1
______________________________________ >

+RSP

€ m e 2 e
& e e e e e

EC (1]
& o o e e e

BC
______________________________________ >

*

EC cD Note 2
______________________________________ >

SI1G Note 3
______________________________________ >

+RSP

< ——————————————————————————————————————

RH-only RU CD
dommmmmm——m e — e ———————— e m————————— e

Note 1: The SLU receives SIG request while sending. The #R5P is returned to
acknowledge receipt of the signal. The signal is effectively treated as no
operation, and the SLU completes sending of the chain. The SLU always sends

CD with the end of a data chain.
Note 2: CD allows the SLU to send. The operator starts keying in data.

Note 3: Before the operator initiates sending of data (for example, presses
the ENTER kaey), the PLU sends SIG. The SLU sends +RSP to the signal, locks

the keyboard, and sends CD.

EXAMPLE 2: Bracket/Chain - SLU Initiated (Without Contention)

PLU SLU

BC BB Note 1
o e e e o e e
€ o e e e

L ]

L J

L ]

EC CcD
& o om0 e e

BC,EC cD
______________________________________ >

BC
< ——————————————————————————————————————

EC ()
e ———— e ———————————— e o

BC, EC EB Note 2
----------------------- ----—---------‘>

Note 1: SLU initiates a bracket and sends an RU chain as a result, for
example, of ENTER key depression.

Note 2: After the required exchange of chains is completed, the PLU ends tha
unit gf work by sending EB. (An SLU cannot send EB.) The chain with EB may
cgn?a1n data; for example, a write to the screen; or it may be an RH-only
chain.

Part 1 Chapter 3. LU-LU Session Typa 2 51



EXAMPLE 3: Brackets/Chain - PLU Initiated (Without Contention)

PLU SLU

BID Note 1
...................................... >

+RSP
€ o e e e e o e e o e 2 e e o e o e

BC BB Note 2
______________________________________ >
...................................... >

EC CD
______________________________________ >

BC,EC ¢D
€ e e e et 2 - - —

BC,EC EB
—————————————————————————————————————— )

Note 1: PLU sends BID request to indicate intention to begin a bracket.

Note 2: The positive response to BID allows the PLU to initiate the unit of
work with BB.

EXAMPLE 4: Bracket/Chain - PLU/SLU Contention

PLU SLyU
BID Note 1 - Operator
------------------------------------- > starts entering data
-RSP X'081B’ Note 2
& e e e o o e e S e o T
BC BB Note 3 - Operator
D e Uittt initiates enter oper-
EC cDh ation (presses ENTER)
o o e e e o o o 48 2 o e S S e o
L ]
BC,EC EB Note 1 - Operator
————————————————————————————————————— > starts entering data
] BC BB
Lommmm P e Note 4 - Operator
| initiates enter
| BID operation
b e o o o v e e > . - - - - >
-RSP X'0813'
e e o e o L S O o S
EC CcD
& o e e e o o S 1 o o o o o e
BC,EC EB
_____________________________________ >

Note 1: The first keystroke puts the SLU in the send (but not transmitting)
state. The SLU remains in BETB state.

Note 2: The SLU will reject a BID (or BB with X'081B! - receiver in transmit
mode) .

Note 3: The operator initiates an enter operation - for example, presses the
ENTER key. The SLU begins a bracket and transmits the entered data.

Note 4: When the operator presses the ENTER key, the SLU goes to in bracket
(INB) state. The SLU begins a bracket and starts sending data. The PLU has
sent a BID (or BB) before tha first chain element was received. Tha SLU
rejects the BID (or BB) with X'0813', bracket bid reject.
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BIND SESSION FORMAT FOR LU-LU SESSION TYPE 2

This section defines valid bit settings for the BIND request. The BIND send-
er selects the values to be used. Any value may be specified except those
identified as not valid. All values listed must be supported by the BIND
receiver unless the value is optional (identified by X in the Opt column) or

not valid.

Bvte Bits Value O0Opt

Discussion

0 0-7 X131
1 -3 X'0!
(S D] 4-7
XTo"
x'l'

Identifies this RU as a BIND request.

Specifies the format of the BIND RU. Only one format has been
defined: format 0 (zero).

Type - denotes the type of BIND to be performed:
Not valid
Nonnegotiable BIND

FM (Function Manasgement) Profile

2 0-7 X'03°

FM profile 3

The FM profile defines data flow control (DFC) protocols. (See
SNA Reference Summary for highlights of the FM profile.)

TS (Transmission Subsystem) Profile

3 0-7 X'03?

FM Usage

(4-7)

TS profile 3

The TS profile defines transmission control (TC) protocols.
(See SNA Reference Summary for highlights of the TS profile.)

See bytes 4 through 7 below.

Primary Half-Session Protocols for FM Data

(4) 1 B*O"

B*1l?

(4) 2-3 Brog!
Brol1?
Brio0’
Bri1t

Chaining Use:

Primary half-session can send only single element chains.
Primary half-session can send single or multiplea element
chains.

Request Mode Selection:

Immediate request mode is used. Only one definite response can
be outstanding at a time. That response must be received before
the primary half-session can send another RU.

Not valid

Chaining Responses:

Not valid

Primary half-session can request only exception responses.
Primary half-session can request only definite response.
Primary half-session can request definite or exception
responses.
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Byte Bits

(4) 4-5
(%) 6
(4) 7

Value

Opt Discussion

Raeserved
Compression Indicator:

Primary half-session cannot send compressed data.
Not valid

Send End Bracket Indicator:

Not valid
Primary half-session can send EB.

Secondary Half-Session Protocols for FM Data

5 0
(5) 1
(5 2-3
(53 4-5
3) 6
(5) 7

B'Q’

B'1"

B'00"
B*o1"
B'lo?*
B*'11°’

Chaining Use:

Not valid
Secondary half-session can send single or multiple element

chains.
Request Mode Selection:

Immediate request mode is used. Secondary half-session can
issue a request for a single definite response. No further
transmission is sent until the secondary half-session receives
the requested response.

Not valid

Chaining Responses:
Not valid
Secondary half-session can request only exception responses.

Secondary half-session can request only definite responses.
Secondary half-sessicn can request either definite or exception

responses.
Reserved
Compression Indicator:

Secondary half-session cannot send compressed data.
Not valid

Send End Bracket Indicator:

Secondary half-session cannot send EB.
Not valid

common Protocols for FM Data

6 0
(6> 1
(6) 2

B0
B'1?

Reserved

Primary half-session and secondary half-session cannot exchange

FM headers.
Not valid

Brackets Usage and Resat State:

Not valid
Brackets are used and bracket state manager's reset state is
BETB (between brackets).
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Byte Bits
(6) 3
(6) %
(6) 5-7
7 0-1
7 2
7 3
(7) 4-96
(7) 7
IS Usage
(8-13)

Value

B'0O°
Bro1’

B'10°

B'i1?

B'O°
Brir

B0
B'1?

Opt Discussion

Bracket Termination Rule Selection:

Not valid

Bracket termination rule 1l is used.

Bracket termination is controlled by the form of response
requested (definite or exception) for the chain containing

(~BB,EB).
Alternate Code Selection:

Alternate code set will not be used.
Alternate code set may be used.

If byte 6, bit 4, is B'1', the code selection indicator (CSI
field of the RH (reguest header)) controls whether the alternate
code is to be used:

€SI of 0 = EBCDIC
CSI of 1 = ASCII

Reserved

Normal-Flow Send and Receive Mode Selection:

Not valid
Not valid

Half-duplex flip-flop

Bracketed half-duplex flip-flop sessions require:

Byte 4, bit 2 or 3 must be set to 1 (primary half-session chain-
ing response). Byte 4, bit 7, or byte 5, bit 7, or both must be
set to 1 (send EB). Byte 5, bit 2 or 3 must be set to 1 {second-
ary half-session chaining response). Byte 6, bit 2 must be set
to 1 (bracketed session). Byte 7, bit 0 and 1 must be set to 10
(half-duplex flip-flop). Byte 7, bit 3 must be set to 0 (sec-
ondary half-session is the contention winner). Byte 7, bit 7
must be set to 0 (reset state is receive for primary and send
for secondary).

Reserved
Recovery Responsibility:

The contention loser is responsible for any error recovery
attempts for the session.
Not valid

Contention Winner/lLoser:

Secondary LU is contention winner and primary LU is contention
loser.

Not valid

Reserved

Half-Duplex Flip-Flop (HDX-FF) Reset States:

Reserved

See bytes 8 through 13 below.
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Byte Bits
8 0
(8) 1
(8) 2-7
9 0-1
(9 2-7
10

11

12 0
(12> 1
(12) 2-7

Value 0Opt
B'0"'
B'1"'

B'nnnnnn'

B'nnnnnn'

Xt'ab' X

X'85"

B'On..."

X'ab® X

X'85"

B'On..."

B'nnnnnn'

Discussion

Staging Indicator and Pacing Count for Secondary CPMGR (con-
nection point manager) to Primary CPMGR normal flow:

Pacing in this direction occurs in one stage.
Pacing in this direction occurs in two stages.

Note: The meanings of 0 and 1 are reversed from the staging
indicator for primary CPMGR to secondary CPMGR (see byte 12).

Reserved

Secondary CPMGR send pacing count. A value of 000000 means no
pacing of requests flowing from the secondary.

Reserved

Secondary CPMGR receive pacing count. A value of 000000 causes
the boundary function to substitute the value set by a system
definition pacing parameter (if the system definition includes
such a parameter) before it sends the BIND RU on to the second-
ary LU. A value of 000000 received at the secondary LU is
interpreted to mean no pacing of requests flowing to the second-

ary LU.

Maximum RU size sent on the normal flow by the secondary
half-session. This value represents the largest RU that can be
sent. It is expressed as a mantissa and an exponent value of 2
by which the mantissa is multiplied.

When the mantissa is 8 and the exponent is 5 (X'85'), the RU
siza is 256 bytes (8 x 2%).

When bit 0 is set to zero, no maximum is specified and thea
remaining bits 1-7 are ignored. When bit 0 is set to one, the
byte is interpreted as X'ab'. See Appendix B for these values.

Maximum RU size sent on the normal flow by the primary
half-session. This value represents the largest RU that can be
sent by the primary half-session and is specified in the same
format as the secondary half-session (byte 10).

When the mantissa is 8 and the exponent is 5 (X'85'), the RU
size is 256 bytes (8 x 25).

When bit 0 is set to zero, no maximum is specified and the
remaining bits 1-7 are ignored. When bit 0 is set to one,
byte is interpreted as X'ab'.

the

Staging Indicator and Pacing Count for Primary CPMGR (con-
nection point manager) to Secondary CPMGR normal flow:

Pacing in this direction occurs in two stages.
Pacing in this direction occurs in one stage.

Note: The meanings of 0 and 1 are reversed from the staging
indicator for secondary CPMGR to primary CPMGR (see byte 8).

Reserved

Primary CPMGR send pacing count. A value of 000000 causes the
value set by a system definition pacing parameter (if the system
definition includes such a parameter) to be assumed for the
session. If this is also 000000, it means no pacing of requests

flowing from the primary.

For sipgle*;tage pacing in the primary-to-secondary direction,
this field is redundant with, and will indicate the same value
;s; tge sicondary CPMGR receive pacing count (see byte 9, bits
-7 above).
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Byte Bits Value Opt Discussion
13 0-1 Reserved

13y 2-7 B'nnnnnn'! Primary CPMGR receive pacing count. A value of 000000 means no
pacing of requests that flow to the primary. For single-stage
pacing in the secondary-to-primary direction, this field is
redundant with, and will indicate the same value as, the second-
ary CPMGR send pacing count (see byte 8, bits 2-7 above).

PS Profile
(14-25) See bytes 14 through 25 below.
14 0 B'0’ PS usage field format is the basic format.

Byt Reserved

(14) 1-7 B'0000010" LU-LU session type 2

PS_Usaae
15 0 B'Q" Query not supported
B'1? X Query supported
1-7 Reserved
16-19 Reserved
Screen-Size Control:
Use byte 24 to specify a 480~ or 1920-character screen size for
the base set of the SNA 3270 data stream. Use bytes 20-2% to
specify screen sizes for implementations that use more than the
base set of the SNA 3270 data stream. (See Note 1.)
20 0-7 X Default screen size: rows. This is the number of rows in the
screen, stated in binary. Permissible values are from 1 to 255.
21 0-7 X Default screen size: columns. This is the number of columns in
the screen, stated in binary. Permissible values are from 1 to
255.
22 0-7 X Alternate screen size: rows. This is the number of rows in the
screen, stated in binary. Permissible values are from 1 to 255.
23 0-7 ¥ Alternate screen siza: columns. This is tha number of columns
in the screen, stated in binary. Permissible values are from 1
to 255.
24 0 Reserved
24) 1-7 Screen size (see Note 13
0000000 Not specified
0000001 X 12 rows by 40 columns (480 characters). (See Note 2.)
0000010 X 24 rows by 80 columns (19208 characters). (See Note 2.)
0000011 X Unspecified screen size. (See Note 1.)
1111110 X Static size specified by bytes 20 and 21, (See Note J.)
1111111 X Default size specified by bytes 20 and 21, and alternate size
specified by bytes 22 and 23. (See Note 4.)
All other values reserved.
25 Reserved
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Byte Bits Value 0Opt Discussion
cryptoaraphy Options

26 0-1 Private cryptography options:

B'00" X No private cryptography supported.

Bto1? X Private cryptography supported. The session cryptography key
and cryptography protocols are privately supplied by the end
user.

Reserved

Reserved

o w
- -
-
-0
- -

(26) 2-3 Session-level cryptography options:

Broo"* X No session-level cryptography supported.

Bro1’ X Session-level selective cryptography supported. All cryptogra-
phy key management is supported by the SSCP and LU; exchange
(using +RSP to BIND) and verification (using CRV) of the cryp-
tography session-seed value are supported by the LUs for the
session. All FM data requests with EDI (enciphered data indica-
tor) on are enciphered/deciphered.

B'io’ Reserved

B'il’ X Session—-level mandatory cryptography supported; sama as
session-level selective cryptography except all FM data
requests are enciphered/deciphered.

(26) 4-7 Session-level cryptography options field length:

X0 X No session—level cryptography specified. The cryptography
option fields (bytes 27-k) are omitted.

X'9"' X Session—-level cryptography specified. Additional options
follow in the next nine bytes.
27 0-1 Session cryptography key encipherment mode:

Bro0" X Session cryptography key enciphered under BIND receiver (or
SLU) master cryptography key using a seed value of zero (only
value defined).

(27) 2-4 Reserved

(27> 5-7 Cryptography cipher method:

B'000' X Block chaining with seed and cipher text feedback, using the
Data Encryption Standard (DES) algorithm (only value defined).

28-k X Session cryptography key enciphered under BIND receiver (or
SLU) mastaer cryptography key; an eight-byte value that, when
deciphered, yields the session ceryptography key used for enci-
phering and deciphering FM data requests.

Namees and End User Data

k+l Length of BIND sender's (or PLU) name in field k+2-m.
Xr'00°" Field k+2-m does not exist.
X'nn! X Field k+2-m contains the number of bytes specified (cannot
exceed X'08').
k+2-m X BIND sender's (or PLU) name.
m+1 ‘Length of user data in field m+2-n.
X'00" Field m+2-n does not exist.
X'nn' X Field m+2-n contains the number of bytes specified.
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Bvyte Bits

Value Opt Discussion

m+2-n

m+2

n+l

n+2-p

ptl

pt2-r

Notes

X User data.

X User data key.
X'00" X Structured subfields follow.
~X'00' X First byte of unstructured user data.

Note: The unstructured user data continues in m+3 and goes to
byte n. For information on structured subfields, see the BIND
information in SNA Format and Protocol Reference Manual: Archi-
tecture Logic.

Length of user request correlation field.

Xr'00" Field n+2-p does not exist.
X'nn! Field n+2-p contains the number of bytes specified.

bad

User request correlation field.
Length of BIND receiver's (or SLU) name in field p+2-r.

Xr'00" Field p+2-r does not exist.
X'nn! X Field p+2-r contains the number of bytes specified (cannot
exceed X'08').

X BIND receiver's (or SLU) name.

The following notes apply to the BIND SESSION request:

Note 1. Screen sizes can be specified using byte 24, or byta 24 can refer to
the screen sizes defined in bytes 20-21, and, as required, bytes 22-23. If
the base set of the SNA 3270 data stream is used, byte 24, bits 1-7, may spec-
ify only B'0000000', B'0000001", or B'0000010'. The B'0000000' value permits
either a %80 or 1920 screen size. If any functions above tha base set of the
SNA 3270 data stream are used, byte 24 may specify any of the defined values.

If byte 24, bits 1-7 specify B'0000011', the default screen size is 1920
characters (24 x 80) and the alternate screen size is specified in the Query
Reply (Usable Area) structured field.

If the data being loaded in the display buffer exceeds the designated screen
limit, the remainder of the data is wrapped, that is, loaded starting at the
first buffer position. With one exception, the display screen wraps at the
value(s) specified in BIND regardless of the actual size of the screen. The
exception is the byte 24, bits 1-7, value of B'0000000°'; the screen wraps at
the end of the actual screen size (480 or 1920).

Note 2: The screen size is fixed for the duration of the session when this
mode is selected. When in this mode, an Erase/Write Alternate command may be
rejected with negative response X'1003".

Note 3: If byte 24, bits 1-7, contain B'1111110', the screen size specified
in bytes 20-21 is static. Bytes 22-23 are not used. When in this mode, an
Erase/Write Alternate command may be rejected with negative response X'1003'.
Valid row and column parameters for default bytes 20-21 can be found in
implementation literature. The product of the number of rows (byte 20) and
columns (byte 21) must not exceed 4096 for the base set of the SNA 3278 data
§tream (upper limit of order stream addressing), and 65536 when the base set
is extended with additional functions.

Note 4: An alternate screen size may be specified if byte 2%, bits 1-7,
contain B'1111111"' (dynamic screen size switching within a session).

The BIND operation establishes both default (bytes 20-21) and alternate

(bytes 22-23) screen sizes to be used within a session. It initializes t
unit by setting it in the default screen size mode. he
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An ErasesWrite Alternate command changes the screen size from default to
alternate. An Erases/Write command or depression of the CLEAR key changes the
screen size from alternate to default.

Valid row and column parameters for default bytes 20-21 and alternate bytes
22-23 can be found in implementation literature. The product of the number
of rows and columns must not exceed 4096 for the base set of the SNA 3270 data

stream (upper limit of order stream addressing), and 65536 when the base set
is extended with additional functions.
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PART 1 CHAPTER 4. LU-LU SESSION TYPE 3

Type 3 LU-LU sessions support data communication between an application
program and a single printer (without a keyboard) using the SNA 3270 data
stream. Type 3 sessions allow users to migrate existing customer-written
3270 application programs into an SNA network.

Type 3 sessions associate a single device with the SLU. The logical device
within the SLU is visible to the PLU. Consistency is maintained between a
given physical device and the LU for the duration of a unit of work, for exam-
ple, a bracket. The same physical device is always associated with a partic-
ular SLU. The device may be dedicated permanently or dedicated only for the
duration of a bracket or a session: however, it is always the same physical
device. Except where otherwise noted, the description assumes a dedicated
printer.

Products that use type 3 sessions use the SNA 3270 data stream. The data
stream is introduced in Part 2 Chapter 2. (For details of the data stream,
see 3270 Data Stream Programmer's Reference.) When the following options are
implemented, they must conform to the protocols of the SNA 3270 data stream:

1. Buffer size. The SLU supports either a 480~ or 1920-character print
buffer size. This applies when the physical buffer size is larger than
the required basic 480 (12x40) or 1920 (24x80) size. When the buffer is
physically larger, the buffer wraps at the 480 or 1920 point, depending
on the value specified in byte 24 of the BIND SESSION request.

The SLU may support larger and smaller buffer sizes; up to a 4096-byte
addressing limit with 14-bit addressing, and up to 65,536 with 16-bit
addressing.

2. Buffer size switching. In addition to the basic and extended buffer
sizaes described above, the SLU may provide dynamic buffer size switching.
The buffer size may be switched between two values, specified in BIND
SESSION, by the ErasesWrite and the Erase/Write Alternatae commands. The
Erase/Write command selects the default size while the Erase/Urite Alter-
nate command selects the alternate size. The buffer size is initialized
to the default size.

The above options can be implemented using a mandatory set of data stream
functions. The SNA 3270 data stream has options that provide additional
character set, color, and highlighting functions for LU-LU session type 3
implementations. The application program can control the character set to be
used for a field or character, as well as control the characters color and any
emphasis that it should have (such as underiining). The following functions
are specifically excluded:

Multiple partitions
Scrolling
Field validation

Part 2 Chapter 2 shows which data stream functions are not applicable to type
3 sessions.

CHARACTERISTICS OF TYPE 3 SESSIONS

Thevprofiles that define type 3 sessions differ slightly from those that
define type 1 and 2 sessions. These differences are discussed here.
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DEVICE SHARING

PROTOCOLS

In addition to providing a dedicated printer configuration, the SLU allous
sharing of the printer for local use; for example, for tvpe 2 display print-
outs as well as for type 3 session use. The use for type 2 printouts may be on
a between-session or between-bracket basis. If a request should arrive from
the PLU while the printer is in usae, the SLU rejects it with a negative
respgngf (X'0814') followed by RTR (ready to receive) when the printer is
available.

The allocation and scheduling of the shared device(s) is a local (controller)
function. The sharing is not directly visible to the PLU and may not be visi~-

ble to the SLU.

The SLU does not provide any forced print element positioning (for example,
NL or FF as a result of an EB or BB), but an implementation optionally may do

SO.

When a printer is configured for sharing between brackets, the PLU must
assume that both the print buffer and print element positioning has changed
between brackets. The SLU does not inform the PLU whether the printer was
used. The same applies to the between-session interval when sharing between

sessions is configured.

Chaining and Segmenting

The SLU receives multiple element chains. Support of segmenting is optional.
The SLU does not send FM data chains.

Only one 3270 command is allowed per RU chain. In addition, when an SLU
receives a chain element that contains a command, the command must be the
first byte of the RU; the WCC must be the next byte following the command and

must be in the same RU.

There are no restrictions on sending RH-only RUs to an SLU.

Half-Duplex Flip-Flop

The SLU operates only in HDX-FF mode. It always sends LUSTAT X'0002' with CD
to return the flow immediately whenever the PLU sends CD with any request.

RQD and Start Print

All write commands with the start print bit set on in the WCC must be sent
either RQD (request definite response) or RQE,CD (request exception rasponsae,
change direction). The PLU is responsible for enforcement. If the SLU
elects to check, however, a request with WCC = start—print,RQE,jCD i;
rejected with negative response X'0843' (required FMDS synchronization not

provided).

A posi#ive rasponse is not sent for requests with WCC = start-print,RQD until
the print operation completes.

If the start print bit is not set on in the WCC, the SLU allows sending the
chain RQE,-CD.
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Reading the Buffer

A type 3 printer accepts the same commands as a type 2 display except that
Read, Read Modified, and Read Modified All are not accepted.

Because multiple partitions are not allowed, a Read Partition structured
field is invalid for any use other than to perform a Query operation. The
Read Modified command is accepted to retry a query operation. (The content
of the character buffer cannot be read.)

ERROR CONDITIONS

All errors are turned into exception requests by the element of the network
that detects the error and sent forward (except for the loss of path errors)
to the destination LU. The LU then processes the exception request and
returns a negative response.

SENSE CODE SUMMARY

All state errors (sequence numbers, chaining, brackets) may flow in both
directions. Function management data (FMD) errors may be sent by the PLU.
The following codes may be sent by the SLU.

Request Reject - FM data (category code X'08'):

0801 Resource not available (printer not configured)
0802 Intervention required
0814 Bracket bid reject - RTR forthcoming
081B Receiver in transmit mode
0381C Request not executable
082B Presentation space integrity lost
082D LU busy (SLU resource already in use)
0831 LU component disconnected
0843 Required FMDS synchronization not supplied

(for example, a request received WCC=5P,RQE,-CD)
084C Permanent insufficient resource

(the PS buffer resource required by Load PS

is not available)
0863 Referenced local character set ID (LCID) not found
087F Query Reply parameter changed - RU chain processed
0880 Query Reply parameter changed - RU chain not processed

Request Reject - BIND SESSION (category code X'08'):

080A Permission rejected - SSCP will not be notified
(contrast with X'084A")

0821 Invalid session parameters

0845 Permission rejected - SSCP will be notified
(contrast with X'080A")

Request Error: 10XX

1001 RU data error
1003 Function not supported
Invalid 3270 command code
Data following EAU command
Attempt to read character buifer
1005 Parameter error
1007 Category not supported (for example, FM data request
received on SSCP-LU session)
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The SLU may send the following status codes in LUSTAT:

0001
0002
0801

0381C
0828

0331

Component now available (notes 1 and 2)

No FM data to transmit

Component not available (for example, no resources
configured (note 1)

Component failure (note 1)

Component available, presentation space integrity
lost (notes 1 and 2)

Component disconnected (power off or some other
disconnecting condition) (note 1)

The format of LUSTAT is:

Byte
0
1-4

Note 1:

Value Definition
X10¢4"* Request code

Status value and status extension field
(two bytes each)

X'0001'+'cc00' Component now available (0001) and
component identification (cc00) (seea note)

X'0002'+'rrrr' No FMD requests to send and reserved field.

X'0801'+'cc00' Component not available (0801) and
component identification (cc00)

X'081C'+'cc00' Component failure - intervention required (031C)
and component identification (cc00)

X'082B'+'cc00' Component available, but presentation space
integrity lost (082B) and component
jdentification (cc00)

X'0831"'+'cc00" Component disconnected (08312 and
component identification (cc00)

Values for 'cc' byte are:

X'00' = LU itself rather than a specific LU component.

Otherwise,
Bit 0, set to 1 = media other than LU
Bits 1-3, LU component class:

'011' Printer
'101' Display
All other values reserved.

Bits 4-7, LU component davice address.

Note 2: LUSTAT X'0001' and LUSTAT X'082B' both indicate availability. The
sense code the SLU uses depends on the presentation space state. If the pres-
entation space is damaged or suspect of being damaged, LUSTAT X'082B' is

used.

LUSTAT X'0001" implies that the presentation space was not affected

and that resumption, including resending a rejected request, will cause no
presentation space problem.
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SLU DETECTED ERRORS

The SLU may detect errors in receiving an RU chain. The type of error
detected determines the state of the buffer to be assumed by tha PLU. Four
di fferent categories are identified:

* State, sequence-number, chain, and bracket-protecol errors. The SLU sends
the correct error response and enters purging chain state. Upon exit from
the purging chain state, the SLU goes to recaijve state unless bracket
termination also occurred (in which case contention is entered). Normal
recovery action is for the PLU to terminate the current session by sending
UNBIND SESSION.

¢ Permanent device errors. This type of aerror is dua to soma hardware
malfunction between the SLU and the printer (for example, buffer parity
error). When the error is detected, the SLU sends a negative response
(X'081C'), enters purging chain state, and, upon exit, enters recaive or
contention state as defined for state errors.

* Temporary device errors. When this type of error occurs, the SLU sends a
negative response (X'0802' intervention required). When the error condi-
tion is cleared, the appropriate LUSTAT is used to report correction of the
error. If presentation space integrity has been lost, the SLU sends LUSTAT
X'082B'. If presentation space integrity has not been lost, the SLU sends
LUSTAT X'0001", component available.

* Power off. An SLU may encounter a printer-off situation either at BIND or
during a session.

If a power-off condition exists at BIND, the SLU rejects the BIND with either
negative response X'0845"' or X'080A'. The X'0845', when sent to reject a
BIND, indicates that the SLU will notify the SSCP when a BIND can be accepted.
The X'080A', when sent to reject a BIND, indicates that the SLU will not noti-
fy the SSCP when a BIND can be accepted.

If a power-off condition occurs during a session, and the SLU is in the
receive state, the SLU sends negative response X'0831' to indicate to the PLU
that a power-off condition exists. If power-off occurs while the SLU is in
the send or contention state, an LUSTAT may be sent (same error coda). When
power has been restored, the SLU sends the appropriate LUSTAT status code to
notify the PLU that the component is available: X'0001' or, if presentation
space integrity has been lost, X'082B"'.
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BIND SESSION FORMAT FOR LU-LU SESSION TYPE 3

This section defines valid bit settings for the BIND request. The BIND send-
er selects the values to be used. Any value may be specified except those
identified as not valid. All values listed must be supported by tha BIND
receiver unless the value is optional (identified by X in the Opt column) or
not valid.

Byte Bits Value 0Opt Discussion

0 0-7 X'31 Identifies this RU as a BIND request.
1 0-3 X'0°" Specifies the format of the BIND RU. Only one format has been
defined: format 0 (zero).
(@D §-7 Type - denotes the type of BIND to be performed:
X'0! Not valid
X1t Nonnegotiable BIND

FM _(Function Management) Profile

2 0-7 X'03" FM profile 3

The FM profile defines data flow control (DFC) protocols. (See
SNA Reference Summary for highlights of the FM profile.)

IS (Transmission Subsystem) Profile

3 0-7 X'03" TS5 profile 3

The TS profile defines transmission control (TC) protocols.
(See SNA Reference Summary for highlights of the TS profile.)

FM Usage

(4-7) See bytes ¢ through 7 below.

Primary Half-session Protocols for FM Data

Chaining Use:

% 0 B'0" Primary half-session can send only single elgment chains.
B'1"' Primary half-session can send single or multiple element
chains.

Request Mode Selection:

(%) 1 B'0? Immediate request mode is used. Only one definite response can
be outstanding at a time. That response must be received before

the primary half-session can send another RU.
B'1’ Not valid

Chaining Responses:

(4) 2-3 B'0O0" Not valid
B'0ol" Primary half-session can request only exception-only responses.
Brio’ Primary half-session can request only definite response.
B'1i1? Primary half-session can request definite or exception-only

responses.
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Bvte
(%)

(4)

(%)

Bits Value

4-5

6 B*O"
B'1"

7 B'0

Opt Discussion

Reserved
Compression Indicator:

Primary half-session cannot send compressed data.
Not valid

Send End Bracket Indicator:

Not valid
Primary half-session can send EB.

Secondary Half-Session Protocols for FM Data

(3)

(5>

(3>

(5>

(5>

common Protocols for FM

B'O"

B'l!

oo
.« e « -
oo
HPORO

.- o @ -

Chaining Use:

Secondary half-session can send only single element chains.
Secondary half-session can send single or multiple element

chains.

Request Mode Selection:

Immediate request mode is used. Secondary half-session can
issue a request for a single definite response. No further
transmission is sent until the secondary half-session receives

the requested response.
Not valid

Chaining Responses:
Not valid
Secondary half-session can request only exception responses.

Secondary half-session can request only definite responses.
Secondary half-session can request either definite or exception

responses.
Reserved
Compression Indicator:

Secondary half-session cannot send compressed data.
Not valid

Send End Bracket Indicator:

Secondary half-session cannot send EB.
Not valid

Data

(6)

(6)

(6)

B'o?
B'1?Y

Blol

Reserved

Primary half-session and secondary half-session cannot exchange

FM headers.
Not valid

Brackets Usage and Reset State:

Not valid

§E$gk?§:t:;:nugigcigz;ziacket state manager's reset state is
Bracket Termination Rula Selection:

Not valid
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Value 0Opt Discussion

Bvyte Bits
Br1*

(6) 4 Bro’
Br1? X

(6) 5-7

7 0-1 B'0O0"
B'Ol"
Brig°’
B'i1?

(7) 2 B'0"
B'1l’

(7) 3 B'O"’
B'l"

7 4-6

(7> 7

IS Usage

(8-13)

8

9 0-1

(9) 2-7 B'nnnnnn'

Brackat termination rule 1 is used. Bracket termination is
sontrolled by the form of response requested (definite or excep~
tion) for the chain containing (-BB,EB).

Alternate Code Selection:

Alternate code set will not be used.
Alternate code set mav be used.

If byte 6, bit 4, is B'1', the code selection indicator (CSI
field of the RH (request header)) controls whether the alternate
code is to be used:

CSI of 0 = EBCDIC
CSI of 1 = ASCII

Reserved

Normal-Flow Send and Receive Mode Selection:

Not valid
Not valid

Half-duplex flip-flop

Bracketed half-duplex flip-flop sessions require:
Byte ¢, bit 2 or 3 must be set to 1 (primary half-session chain-

ing response).
Byte 4, bit 7, or byte 5, bit 7, or both must be set to 1 (send

EB). Byte 5, bit 2 or 3 must be set to 1 (secondary half-session
chaining response). Byte 6, bit 2 must be set to 1 (bracketed
session). Byte 7, bit 7 must be set to 0 (reset state is Receive
for primary and Send for secondary).

Reserved
Recovery Responsibility:

The contention loser is responsible for any error recovery
attempts for the session.
Not valid

Contention Winnaer/Loser:

Secondary LU is contention winner and primary LU is contention
loser.

Not valid

Reserved

Half-Duplex Flip-Flop (HDX-FF) Reset States:

Reserved

Sea bytes 8 through 13 below.

Staging Indicator and Pacing Count for Secondary CPMGR (con-
nection point manager) to Primary CPMGR normal flow:

'Reserved

Reserved

Secondary CPMGR receive pacing count. A value of 000000 causes
the.bquqdary fgnction to substitute the value set by a system
definition pacing parameter (if the system definition includes
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10
11

12 0

(12) 1
(12>

13

PS Profile

(14-25)
14 0

(14> 1-7

PS Usage

15 (1

16-19

Value

Opt

Discussion

X'ab' X

X'85°

B'On..."

B'nnnnnn'

Bro’
B'l'
B*0000011"
B'0"
Br1i? - X

such a parameter) before it sends the BIND RU on to the second-
ary LU. A value of 000000 received at the secondary LU is
interpreted to mean no pacing of requests flowing to the second-
ary LU.

Reserved

Maximum RU size sent on the normal flow by the primary
half-session. This value represents the largest RU that can be

sent.
It is expressed as a mantissa and an exponent value of 2 by

which the mantissa is multiplied.

When the mantissa is 8 and the exponent is 5 (X'85'), the RU
size is 256 bytes (8 x 25).

When bit 0 is set to zero, no maximum is specified and the
remaining bits 1-7 are ignored. When bit 0 is set to one, the
byte is interpreted as X'ab'. See Appendix B for these values.

Staging Indicator and Pacing Count for Primary CPMGR (con=-
nection point manager) to Secondary CPMGR normal flow:

Pacing in this direction occurs in two stages.
Pacing in this direction occurs in one stage.

Note: The meanings of 0 and 1 are reversed from the staging
indicator for secondary CPMGR to primary CPMGR (see byte 8).

Reserved
Primary CPMGR send pacing count. A value of 000000 causes the
value set by a system definition pacing parameter (if the system

definition includes such a parameter) to be assumed for the
session. If this is also 000000, it means no pacing of requests

that flow from the primary.
For single-stage pacing in the primary-to-secondary direction,
this field is redundant with, and will indicate the same value

as, the secondary CPMGR receive pacing count (see byte 9, bits
2-7 abaove).

Reserved

See bytes 14 through 25 below.

PS usage field format is the basic format.
Reserved

LU-LU session type 3

Query not supported
Query supported

Reserved
Reserved
Buffer-Size Control:
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Byte Bits Value 0Opt Discussion

20 0-7 X
21 0-7 X
22 0-7 X
23 0-7 X
24 0
24) 1-7
0000000
0000001 X
0000010 X
1111110 X
1111111 X
25

cryptoaraphy Options

26 0-1
Br00’
Brol"
B'1o0’
Bri1i?
(26> 2-3

B'0O’
Brol"

(v A o]
- pet
-

(26> 4-7
X'0"

XX

XX

Use byte 2% to specify a 480- or 1920-character print buffer
size for the SNA 3270 data stream. Use bytes 20-2% to specify
print buffer sizes for all uses of the extended SNA 3270 data
stream (see Note 1).

Buffer sizes are specified by row and column to be consistent
with buffer sizes in LU type 2. The row and column values have
no significance in LU type 3 other than their product defines
the buffer's wrap point.

Default buffer size: rows. This is the number of rows in the
buffer, stated in binary. Permissible values are from 1 to 255.

Default buffer size: columns. This is the number of columns in
the buffer, stated in binary. Permissible values are from 1 to
255.

Alternate buffer size: rows. This is the number of rows in the
buffer, stated in binary. Permissible values are from 1 to 255.

Alternate buffer size: columns. This is the number of columns
in the buffer, stated in binary. Permissible values are from 1l

to 255.
Reserved

Buffer size (see Note 1)

Not specified

12 rows by 40 columns (480 characters)(see Note 2)

26 rows by 80 columns (1920 characters)(see Note 2)

Static size specified by bytes 20 and 21 (see Note 3).
Default size specified by bytes 20 and 21, and alternate size

specified by bytes 22 and 23 (sea Note 4).
All other values reserved.

Reservead

Private cryptography options:

No private cryptography supported.

Private cryptography supported. The sassion cryptography key
and cryptography protocols are privately supplied by the end
user.

Reserved

Reserved

Session-level cryptography options:

No session-level cryptography supported.

Session-level selective cryptography supported. All cryptogra-
phy key management is supported by the SSCP and LU; exchange
(using +RSP to BIND) and verification (using CRV) of the cryp-
tography session-seed value are supported by the LUs for the
session. All FM data requests with EDI (enciphered data indica-

tor) on are enciphered/deciphered.

Reserved

Session-level mandatory cryptography supported; same as
session-level selective cryptography except all FM data
requests are enciphered/deciphered.

Session—-level cryptography options field length:

No session-level cryptography specified. The cryptograph
option fields (bytes 27-k) are omitted. Iraphy
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Byte Bits Value Opt Discussion

X'9? X Session-level cryptography specified. Additional options
follow in the next nine bytes.

27 0-1 Session cryptography key encipherment mode:

B'oo" X Session cryptography key enciphered under BINDJﬁgéaiver (or
5LU) master cryptography key using a seed value,of zero (only
value defined).

(27> 2-4 Reserved
(27) 5-7 Cryptography cipher method:

B'000' X Block chaining with seed and cipher text feedback, using the
data encryption standard (DES) algorithm (only value defined).

28-k X Session cryptography key enciphered under BIND receiver (or
SLU) master cryptography key; an eight-byte value that, when

deciphered, yields the session cryptography key used for enci-
phering and deciphering FM data requests.

Names and End User Data

k+l Length of BIND sender's (or PLU) name in field k+2-m.

X'00°" Field k+2-m does not exist.
X'nn' X Field k+2-m contains the number of bytes specified (cannot

exceed X'08').
k+2-m X BIND sender's (or PLU) name.
m+l Length of user data in field m#*2-n.

X'00" Field m+2-n does not exist.
X'nn' Field m+2-n contains the number of bytes specified.

m+2-n User data.

User data key.

Structured subfields follow.

First byte of unstructured user data.

m+2
X'00°
~X'00"

XXX X X

Note: The unstructured user data continues in m+3 and goes to
byte n. For information on structured subfields, see the BIND
information in SNA Format and Protocol Reference Manual: Archi-

e e e e et e e v

tecture lLogic.

ntl Length of user request correlation field.

X'00" Field nt2-p does not exist.
X'nn' X Field n+t2-p contains the number of bytes specified.

n+2-p X User request corralation field.
ptl Length of BIND receiver's (or SLU) name in field pt2-r.
X'00°* Field pt2-r does not exist. o
X'nn' X Field p+t2-r contains the number of bytes specified (cannot
exceed X'08').

pt2-r X BIND receiver's (or SLU) name.
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Notes

The following notes apply to the BIND SESSION request:

Note 1: Buffer sizes can be specified using byte 24, or byte 24 can refer to
the buffer sizes defined in bytes 20-21 and, as required, bytes 22-23.

If the SNA 3270 data stream is used, byte 24, bits 1-7, may specify only
B'0000000", B'0000001", or B'0000010*'., The B'0000000° value permits either a
480 or 1920 screen size. If any functions above the base set of the SNA 3270
data stream are used, byte 2% may specify any of the defined values.

If the data being loaded in the buffer exceeds the designated buffer limit,
the remainder of the data is wrapped, that is, loaded starting at the first
buffer position. With one exception, the buffer wraps at the value(s) speci-
fied in BIND regardless of the actual size of the buffer. The exception is
the byte 2%, bits 1-7, value of B'0000000'; the buffer wraps at the end of the
actual buffer size (480 or 1920).

Note 2: The buffer size is fixed for the duration of the session when this
mode is selected. When in this mode, an Erase/lWrite Alternate command may be
rejected with negative response X'1003".

Note 3: If byte 24, bits 1-7, contain B'1111110"', the buffer size specified
in bytes 20-21 is static. Bytes 22-23 are not used. When in this mode, an
Erase/Write Alternate command may be rejected with negative response X'1003"'.

Valid row and column parameters for default bytes 20-21 can be found in
implementation literature. The product of the number of rows (byte 20) and
columns (byte 21) must not exceed 4096 for the base set of the SNA 3270 data
stream (upper limit of order stream addressing), and 65536 when the base set
is extended with additional functions.

Note 4: An alternate buffer size may be specified if byte 24, bits 1-7,
contain B'1111111"' (dynamic buffer size switching within a session).

The BIND operation establishes both default (bytes 20-21) and alternate
(bytes 22-23) buffer sizes to be used within a session. It initializes the
unit by setting it in the default buffer size mode.

An Erase/lirite Alternate command changes the buffer size from default to
alternate. An Erases/lirite command or depression of the CLEAR key changes the
buffer size from alternate to default.

Valid row and column parameters for default bytes 20-21 and alternate bytes
22-23 can be found in implementation literature. The product of the number
of rows and columns must not exceed 4096 for the base set of the SNA 3270 data
stream (upper limit of order stream addressing), and 65536 when the base set
is extended with additional functions.
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PART 1 CHAPTER 5. LU-LU SESSION TYPE 4§

Type 4 LU~LU sessions are used for data communications between two terminals
or between application programs and single- or multiple-device terminals.
Type 4 sessions are similar to type 1 sessions, particularly for data proc-
essing applications. In addition, word processing applications can execute
using type ¢ sessions.

LU_T% sessions may occur as peer—to-peer sessions or as PLU/SLU sessions. In
peer-to-peer sessions, the relationship between half-sessions is

symmetrical; that is, the LU at either end of the session is of equal standing
(a peer) with the LU at the other end. In PLU/SLU sessions, the relationship

is asymmetrical, and the primary LU controls the session.

In peer-to-peer sessions, the operational protocols are symmetrical. This
implies, among other things, that an LU must recover from its own errors
occurring in data, since there is no primary LU to do so. It further implies
that an LU is never the master of the other LU in the session, and that one LU
has no recovery responsibility for the other LU's data.

In the peer-to-peer environment, the terms primary LU and secondary LU no
longer retain their traditional meaning. For convenience and to preserve the
analogy to the terminology used by other LU types, the LU that sends the BIND
SESSION request will be called the primary LU, and the LU that receives BIND
SESSION will be called the secondary LU. However, these terms are used only
in the description of the BIND and UNBIND procedures, since, other than
during these procedures, either LU in the session may start any sequence of
activity.

In addition to peer—to-peer sessions, LU_T4 implementations are capable of
operating in a network controlled by an SSCP using PLU/SLU sessions. To do
so, the session partners must conform to the SSCP network and session acti-
vation and deactivation procedures. After the activation procedures are
accomplished, the partners either:

Consider the other LU in the session to be its peer, or

Operate in a nonpeer environment (as a PLU or SLU in a PLU/SLU session).
This mode of operation enables LU_T4 products to be supported by current
PLU implementations.

The proper selection of BIND parameters enables an LU_T4 product to select a
peer—-peer or PLU-SLU session.

LU_T4 is used to manage input/output devices, such as printers, card readers,
card punches, and various storage devices. An operator console is often
present for further input/output in an interactive mode or for diagnostic

messages.

In addition, some LU_T4 implementations perform various data management func-—
tions, such as storing data for later retrieval and modification by the send-
er or for later distribution to multiple destinations. Application programs
and application subsystems may use type 4 sessions in order to communicate
with the other type ¢ implementations in their network.

Product implementors are not required to implement all options of the LU_T%
protocol. The options implemented by a particular product are specified in
the BIND that it sends to start a session or in the BIND response that it
sends (for a negotiable BIND), or in the mode that it selects for Initiate (to

invoke a nonnegotiable BIND).

BIND SESSION REQUEST

There are two tyges of BIND -- nonnegotiable and negotiable. The former is
used primarily with products using PLU-SLU sessions;, while tha latter is used
with pear-to-peer sessions.
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The nonnegotiable BIND has the BIND sender establishing the session parame-
ters without compromise on potentially negotiable characteristics such as
maximum RU size and pacing counts. This requires the BIND sender to store the
characteristics of each different type of station supported in the SNA commu-
nications network.

The negotiable BIND has the BIND sender proposing a set of session
parameters, and the BIND receiver adapting where possible and returning a set
of response parameters, which together establish the negotiated limits for
exchanges in both directions. The sender of a negotiable BIND, upon receipt
of the BIND response, checks the returned parameters and accepts the session
as negotiated or sends UNBIND to the session partner.

NEGOTIABLE BIND REQUESTS AND RESPONSES

Logical units (LUs) negotiate the protocols they wish to use for LU_T%
sessions by sending to each other a negotiable BIND request and an appropri-
ate response. The first LU to send a BIND request becomes the BIND sender and
the other LU becomes the BIND receiver. The BIND sender includes his receive
capability and his proposal for his send protocol in his BIND request. The
BIND receiver examines the BIND request and either accepts the session param-
eters by returning a positive response with the same session parameters, or
negotiates the session parameters by returning a positive response with
different session parameters. This process is illustrated below:

BIND
BIND sender —==——=c-ceemece——- > BIND receiver
+RSP, parameters
BIND response <-~--===-=—--——c—-—--- BIND response
receiver sender

Although other capabilities apply (such as security and user information),
the key to establishing a session is the exchange of receive capabilities.
Once an LU-LU session is established, an LU must not exceed the receive capa-
bility of the session partner -—- so the BIND process must ensure that there is
a send-receive match. A negotiable BIND may be rejected only on the basis of
the session partner's receive capability; that is, a negative response may be
sent only when the BIND receiver determines that a viable session cannot be
conducted because it cannot send what the BIND sender can receive.

When the BIND receiver sends a positive response but changes the session
parameters, the BIND sender may send UNBIND only on the basis of the session
partner's receive capability; that is, it cannot send what the BIND receiver

can receive.

HALF-SESSTION CHARACTERISTICS

FM, TS, AND PS PROFILES

LU_T4 uses FM profile 7 and TS profile 7. The SNA requests that are allowed
with each profile are found in SNA Reference Summarv.

LU_T% uses a PS profile that allous:

¢ Function management headers. LU_T4 implementations can run with or without
FM headers. FM header functions are discussed in Part 2 Chapter 6; consid-
erations and restrictions that are unique to LU_T4 are discussed under "FM
Header Processing” on page 78.

* Data streams. Functions listed in Part 2 Chapter 1 are allowed except where
restricted under "Data Stream Profiles" on page 8¢%. P
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TC (TRANSMISSION CONTROL) CONSIDERATIONS

Sequence numbers are not used with TS profile 7. Transmission control
services, such as pacing and cryptography, are summarized in SNA Concepts and
ProduEts and defined in SNA Format and Protocol Reference Manual: Architec-
ture Logic.

DFC_(DATA FLOW CONTROL) CONSIDERATIONS

The send-receive mode used by LU_T4 is half-duplex flip-flop with no
contention error processing state.

Data flow control services, such as chaining, brackets, and send/receive
modes, are summarized in SNA Concepts and Products and defined in SNA Format
and Protocol Reference Manual: Architecture Logic. The following paragrarhs
give additional considerations.

SEND-RECEIVE MODES

LU_T4 implementations must use half-duplex flip-flop as the send-receive
mode. Half-duplex contention and full duplex are not allowed.

BRACKET PROTOCOLS

LU_T4 implementations may choose to use brackets to delimit a unit of work.
EitTher half-session may be the bracket first speaker (contention winner) as
defined in BIND SESSION byte 7, bit 3.

FM profile 7 does not allow the BID recuest. To avoid confusion during a
bracket contention condition (both sassion partners attempting to begin a
bracket at the same time), the contention loser should send the RU that
begins the bracket BB,RQD (request definite response).

Destination selection cannot span brackets. Multiple destinations may be
selected within a bracket.

CHANGE~DIRECTION (CD) MANAGEMENT

Use of CD Indicator (CDI): The sending of the CDI should occur under the
following circumstances:

e An LU has reached an end-of-send data-transition condition (including any
keyboarded data on the LU flow).

e An LU has received SIG X'0001xxxx" {request change direction). The proce-
dures that must be followed when returning the CDI are discussed belouw

under "Signal Codes."

e An LU has been session-activated in the send state, but has no data traffic
to send.

* At session activation, the BIND sender receives a BIND response (or a CINIT
in a PU type 5 node) with an indication that the BIND receiver must send
data first.

The sending of the CDI must occur under the following circumstances:

* When there is no data to send and the BIND parameters specify that the
session partner must receive CD on every EDS (end of destination
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selection). This includes the implied EDS at the end of a transmission to
the console.

* When the LU receives CD and the LU doesn't have the capability to send data
{Sg;A%xiTgégé,a printer). In this case, the €Dl is returned as part of

The CDI may be returned as part of LUSTAT X'0007".

An LU should send available FM data, if any, when the CDI is received. I¥f
there is no FM data pending, the LU must wait for additional FM data to send
or for one of the conditions described above.

Use of SIG (Signal): An LU that is capable of sending FM data must be capable
of sending SIG X'00010000' (request change direction), under operator control
or automatically, when in receive state with FM data to send.

Thedsender of SIG X'00010000" must return the CDI when it has no more data to
send.

The receiver of SIG X'00010000' must not send SIG X'00010000" after sending
the CDI until the end-chain indicator (ECI) has been returned. This prevents
a signal ping/pong condition from occurring with no data flowing.

Data Direction Resplution: The BIND parameters indicate whether the BIND

sender or the BIND receiver will send data first at the beginning of the
session (see byte 2%, bit 2). The BIND sender is always initialized to the
send state. If this bit indicates that the BIND receiver sends data first
(value=1), then the BIND sender always begins with CDI or, when applicable,
the EBI bit on a null RU.

Signal Codes: The SIG request permits an expaditaed signal to be sent through
the network, regardless of the status of the normal flows. It carries % bytes
of information set by the sending LU. The signal information has meaning
only to the LU and is simply passed by the network. Formats are shown and
fields are described belou.

RU Formats:

f

Request byte 0 = X'Co?
bytes 1-2 = Signal field :
bytes 3-4 = Signal extension field
Response byte 0 = Xrcor
Sig.
Sig. Extn.
Fld. Fild. e iption
0000 zg-op: Signal extension field may have user~defined informa-
ion.

0001 Signal operator: The sending LU wants to notify the operator
at the receiving LU to take some type of action. Notification
can take the form of ringing a bell, turning on a light, and
S0 on.

0002 Component now available.

0005 Signal operator reset: The sending LU wants to notify the
operator at the receiving LU to reset the function or action
taken as a result of receiving SIG with a Signal Extension
field of X'0001",

0006 Component stopped as a result of service representative or
operator action. No data lost.

0007 Start component. Used by LU receiving intervention required

(SIG X'0003uuuu’) to restart the flow.

All other codes are reserved.

{
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0001 Request change direction: The sending LU is in the receive
state and wants to be in the send state. An LU can send data
on the normal flow only after it has received an RU on the
normal flow with the change direction indicator (CDI) set on.

0000 Send CDI immediately: The receiver of request change direc-
tion, if it is the half-session without recovery responsibil-
ity, is permitted to clear the active destination from its
send stack, by abnormal termination if necessary, in conjunc-
tion with sending the CDI. Normal clearing of the stack
comprises completing the current chain and deselecting with
the END (EDS) FMH-1. Abnormal clearing of the stack comprises
completing the current chain with CANCEL, deselecting with
the END-ABORT (ADS) FMH-1 (or sending LUSTAT (ABORT) if the
default destination has been selected). In addition, the
half-session with recovery responsibility may also send a
single chain console message in conjunction with sending CDI

after clearing its stack.

If received by the half-session with recovery responsibility,
normal and abnormal termination remain the same, but the
half-session may, after clearing its stack, send a
single-chain console message with the CDI.

0001 Send CDI as soon as possible: The receiving LU should send CDI
but not by prematurely terminating the work in prograss.

All other codes are reserved.

0002 Request assistance: The signal extension field is used to
indicate what assistance is desired.
uuuu User defines what type of assistance is needed.
0003 Intervention required, no data lost: The signal extension

field is used to indicate what assistance is required.
uuuu User defines what type of assistance is needed.
All other signal field and signal extension field codes are reserved.

I1f the receiver does not recognize the code in the signal field, or if the
receiver recognizes the code but cannot adequately perform the function
required by the signal field or signal extension field, then the receiver may
indicate this inability to the sender by negatively responding to SIG with
sense code X'1003" (function not supported).

Use of LUSTAT X'0002': An LU that does not have the capability to send FM data
(an output-only component) sonds LUSTAT X'0002' whenever it receives a change
direction indicator (CDI). The CDI is set on in the returned LUSTAT command

so that the LU remains in the receive state.

When an LU receives LUSTAT X'0002°", if it is able and ready to send data, it
sends it; if it is not ready to send data it either sends UNBIND or RSHUTD, or
it remains in the send state until it is ready to send more data.

Use of LUSTAT X'0007': An LU that has the capability to send FM data, sends
LUSTAT X'0007' when 1t no longer has such data to send. It is sent at the
time that the next FM data would have been sent (when LUSTAT X'0007' sender is
in HDX-FF send or contention state). There is no forced turnaround of the
HDX-FF state (that is, Signal RCD) in order to send LUSTAT X'0007".

The implementation must define when the LU has no more data to send. For
example, an attended terminal might pause to give the operator the opportu-
nity to enter a new send job after the last one had been transmitted.

When an LUlregeiyes LUSTAT X'0007', if it is able and ready to send data it

sends it; if it is not able to send data, it sends either UNBIND or RSHUTD; if

it is able to send data but currently has no data to send, it may wait for

gz:gito sen% or Q%iﬁiptEgg 51$h(R$Dii or it may return the opportunity to the
on partner or . e following FSM and flow diagra rovid

check to prevent unlimited exchange of LUSTAT X'0007°'. Akl e
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Specifying the Change-Direction Mode Using BIND: A parameater in the BIND
SESSION request specifies if the change direction indicator (CDI) is to be
sent on evary chain that carries an end of destination selection (EDS or

BEDS) FMH-1.

There are two ways that this is done. The first way is to send more than one
EDS or BEDS without a cthange in direction. The second way is to set the CDI
on in the chain that contains EDS or BEDS.

In the first way, the LU can begin and end many destinations and then end with
the CDI set on. The receiver of data then separates the data sets for proc-
essing. This is done in a manner that satisfies the requirements of the
specific receiver of data in the session.

In the second way, the LU can begin and end only one destination per chain.
Tha LU must send CD in the chain that contains EDS or BEDS. This includes
sending CD with the implied EDS of a headerless transmission to the console.
If brackets are used, the LU must not arbitrarily send multiple data sets in a
bracket since the various receivers of data with which it communicates may
use a bracket for varying purposes, some of which require that the receiver
of data control the content of the bracket.

PS (PRESENTATION SERVICES) CONSIDERATIONS

DATA STREAMS

LU_T4 half-sessions use the SNA character string (5CS). The sets of controls
that are valid are discussed under "Data Stream Profiles™ on page 8%.

The data streams that are valid on a session are specified in BIND SESSION
bytes 15 through 22. The data stream to be sent to a specific destination is

specified in the FMH-1 DSP select field. Valid settings for this field are
discussed under "DSP Select Field of FMH-1" on page 82.

FM HEADER PROCESSING

Use of FMH-1 in LU T4%

The FMH-1 serves four primary functions: defining the beginning ard ending
of jobs, specifying the data stream format, specrfytng_the output medium
required for the job, and specifying points of suspension and resumption of

jobs.

There are restrictions that LU_T4% places on the use of FMH-1 in addition to
the general rules imposed by Part 2 Chapter 4:

1. Only the LU that begins a selection may suspend, resume, end, or abort
it. An end bracket indicator sent by either session partner ends an

active destination selection.

2. A destination begun with begin destination selection (BDS) may be termi-
nated either by end destination selection (EDS) or end-abort destination
selection (ADS). In either case, a positive response indicates the
ending of the destination selection.

Termination with EDS indicates normal completion of the destination
selection to both LUs.

Termination with_ADS indicates that the destination selection has been
prematurely terminated. The reason for termination and mechanisms for
recovery are not addrgssed; however, rasponsibility for recovery action
g§§g;nsAulth the applicable LU (BIND sencer or RU sender as selected in
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3. FM data sent without an FMH-1 is routed to the console whan FMH usage has
been indicated in BIND and when there is no active destination. If no
output device on the LU has been designated as a console, the RU is
rejected (sense data X'0801').

4. All RU chains that carry an FMH-1 must be sent RQD (request definite
response), regardless of the presence or absence of CDI.

5. All FMH-1s must be in the first or only RU of a chain. Except for BEDS,
FMH-1s may not be followed by data. All FMH-1s may be followed by concat-
enated FMHs; they may not be preceded by either FMHs or data.

6. BEDS must be in the first or only request of a chain. It may be followed
by concatenated FMHs or data, within the RU or in subsequent RUs, but it
may not be preceded by either FMHs or data.

7. LU_T& uses FMH-1 to control the beginning, ending, suspension, and
resumption of destinations. The following subsets of FMH-1 support are
defined and selected via BIND:

ONE-LEVEL STACK: An active destination may not be suspended in the same
direction. An active destination may be implicitly suspended by allowing FM
data (with or without an FMH) to flow in the opposite direction. If the RU
carries an FMH selecting any destination other than the console, the data may
be negatively responded to (sense code X'0801").

The restriction of allowing only conscle data flowing in the opposite direc~
tion to suspend an active destination is an LU_T4 restriction, not a stack
manager restriction.

Example:

1. BC, EC, FMH (BDS, Print 1)
>

--------------------- > INVALID
3. SIG (RCD)
e e
G. BC, EC, FMH (EDS), CD
_____________________ >
S. BC, EC, data, CcD
(e ——————————
6. BC, EC, data >

Notes: The numbers on the following notes correspond to the numbers in the
example above.

1. Printer is selected.

2. This is invalid since only one level of destination is allowed in a given
direction and the suspend destination selection implies a second
selection.

3. Request for CDI.

4. Flow turnaround. The sending half-session must terminate the destination
before sending the CDI.

5. This may be with or without an explicit FM header. If this chain contains
an explicit FM hgader that selects any destination other than the
console, the chain may be rejected (sense coda X'0801').

6. Data to the printer continues.
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TWO-LEVEL STACK: Two levels of selection are allowed. The highest (last)
selection, however, must be the default header for console.

Example 1:

1. BC, EC, FMH (BDS, Print 1)
————————————————————— )

2. BC, EC, FMH (SDS)
_____________ ————————)

3. BC, EC, FMH (BDS, Card 2)
--------------------- > INVALID

4. BC, EC, data
————————————————————— >

5 BC, EC, data
..................... >

6. BC, EC, FMH (RDS)
————————————————————— >

7. BC’ Ec; data
..................... >

Notes for Example 1:

l. Printer is selected.
2. ‘Printer is suspended.

3. This selection is invalid since highest (second) level of interruption
must be default header.

4. Since the printer is suspended, this headerless data is directed to
dafault (consclel.

5. See Note 4.
6. Printer is resumed.

7. Data to printer.
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Example 2:
1. BC, EC, FMH (BDS, Print 1)

- — - - - .-

2. SIG (RCD)

oo e e e e
5. BC, EC, data .
6. BC, EC, data .
7. BC, EC, FMH (SDS) |
8. BC, EC, data

Notes for Example 2:

1. Printer is selected.

2. Flow turnaround requested.

3. Flow turnaround granted.

4. First level of selection (card) from opposite direction.
5. Card data.

6. Card data.

7. Card suspension.

8. Data to default header for console. Second level of intaerruption must be
console only (via default). :

9. Card resumption.

10. Data to card.

11. Card ended and flow turned around.
12. Data to printer continued.

THREE-LEVEL STACK: Three levels of interruption are allowed. The highest
(last) selection must be the console (explicit or default header).
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COMPRESSION AND COMPACTION: Compression of FM data using SCBs and compaction
of FM data using SCBs are optionally supported by implementations of LU_Té4.
The use of either compression or compaction requires FMH-1 for beginning and
egdlng the compressed or compacted data. Either LU in the session may estab-
lish or change the compaction table to be used by sending a Compaction Table
FMH-3. The rules for FMH-3 are discussed below under "Use of FMH-3 in LU_TG¢."

DSP SELECT FIFLD OF FMH-1: The DSP Select field of the FMH-1 is coded as
follows for LU_TG:

Byte 3
Bits 4~7 DSP Select

X' Default DsSP

Xr1r Base DSP

X2 General DSP

X'3° Job DSP

X4 WP raw-form DSP

X5 WP exchange diskette

All other values are reserved.

Use o =2 in LU T4

The previous section showed how the FMH-1 was used to define the beginning
and ending of jobs, specify the data stream format, specify the output medium
required for the job, and specify points of suspension and resumption of
jobs. FMH-2 provides processing parameters for FM data. These parameters
include presentation services specifications, horizontal tab stops, vertical
line spacing, output type style, and format-control information.

Use of FMH-3 in LU T4

Either LU in the session may establish or change the compaction table by
sending a compaction table FMH-3. The rules associated with this header are:

1. Until one of the LUs sends a compaction table header, compacted data is
not allowed.

2. A compaction table becomes effective when the positive response to the
compaction table header is issued and remains effective until another
becomes effective or until the end of the session.

3. The effective compaction table applies to all FM data sent in either
direction during its period of effectiveness. This includes data sent
from either LU, and it includes data sent to destinations that were
suspended when the compaction table became effective but are resumed
during its period of effectiveness.

4. 9Since LU_T4% supports only HDX-FF in brackets, there is no race condition
between the two LUs as they try to establish compaction tables.

5. LU_T4% supports the QUERY FOR COMPACTION TABLE FMH-3, requesting that the
other LU establish the compaction table.

6. The first RU of a chain must start with a string control byte (SCB). The
SCB follows the FMH-2, if present, unless the next byte is another FMH-2.
The SCB and count may reflect spanning across RUs after the first SCB.
The last SCB in the last RU points to one byte beyond the length of the RU
except for repeated prime character (see Part 2 Chapter 5).
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GENERAL _CONSIDERATIONS

INTERVENTION-REQUIRED CONDITIONS

When an intervention-required condition occurs, such as a printer being out
of paper, the LU may handle the condition using the following options:

e Time out. Start a timer of between 0 and 10 minutes' duration. During this
time, manually correct the condition. If the condition cannot be
corrected, the LU sends a negative response with the sense code defining
the original problem.

If there is a requirement to notify the session partner of an
\ptervenﬁlon'required condition early, option 3 may be used in conjunction
with option 1.

e Send signal and timeout. Send SIG X'0003uuuu’ (intarvention required -~ no
data loss), which permits an expedited signal to ba sent through the
network, regardless of the status of the normal flow. Start a timer of
between 0 and 10 minutes' duration. During this time, manually correct the
condition. If the condition can be corrected, send SIG X'00000002' (compo-—
nent now available). If the condition cannot be corrected by the end of the
time period, then send a negative response with the sense code defining the
original problem.

In a peer-to-peer environment, the need for a timer is optional. In a
nonpeer environment, the timer is mandatory.

e Send negative response X'0802' and LUSTAT X'0001'. This response is
precluded in a peer-to-peer environment; in a nonpeer environment, it is
allowed.

The half-session responsible for recovery, upon receipt of a negative
response, enters (5, -R) state and must send to continue ERP activity.

ATTENDED AND UNATTENDED MODES OF OPERATION

An attended session has an operator available to satisfy
intervention-required conditions and otherwise respond to requests for oper-
ator action. When operating in the unattended mode, it must be assumed that
an operator is not available to respond to requests, and the effects of this

mode are described below.

e The session partners need not display console messages to an operator on
line, but may file them for future operator interpretation. This filing
and future action by the LU is not architected.

e If CD is sent to the LU and the LU does not have the capability to send FM
data, it must send LUSTAT X'0002rrrer’.

e If CD is sent to the LU, and the LU has the capability to send but has no FM
data to send, it musg send one of the following:

LUSTAT X'0002rrrr® or X'0007rrrr! (no data to send)
RU without data but with CDI set on

UNBIND

RSHUTD

e Since intervention required (SIG X'0003uuuu') cannot be executed by the
programmed operator, a request not executable response (negative response
X'081Cuuuu') is issued by the LU.

* Card data may or may not be written to disk on receipt for later punching.
(This is also true of attended operation.) If not written to a J%sk, L g
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request not executable response (X'081Cuuuu') is issued when the card
receipt processor runs out of cards.

¢ The combination of unattended operation and reguest not executable (receipt
of negative response) is not architected and the receiver may take any
action required.

An LU may send tha following status codes in LUSTAT if the BIND parameters
permit switching between attended and unattended modes:

0003 - Entering attended mode of operation
0004 - Entering unattended mode of operation

DATA STREAM PROFILES

INTRODUCTION

Data stream profiles (DSPs) define the presentation space attributes of FM
data. The repertoire of DSPs that a half-session is capable of receiving is
indicated in the BIND images exchanged at session initiation (see BIND
SESSION bytes 15-16 and 19-20). The repertoire of DSPs indicated in BIND
implies that the attributes of each of these data streams are fully supported
by the half-session when it receives FM data. As a receiver, the
half-session processes these data streams as defined in Part 2 Chapter 1 and
in the product libraries of products that have implemented LU_T4%
half-sessions.

FM Headers: During the life of the session, FM data exchanges are controlled
by FM headers. DSP selection for a particular FM data exchange is indicated
by the DSP field (byte 3) when the destination is selected using FMH-1.

During a session, when a data stream selection has been made with a BEGIN
FMH-1 (DSSEL field = B'010') and accepted by the receiver, the attributes
specified in the FMH-1 are assumed on all subsequent data exchanges for that
destination selection, until the END or END/ABORT FMH~1 or end bracket is

sent.

The DSP selection is made by the sender of the BEGIN or BEGIN/END FMH-1 to
indicate the desired attributes for processing the associated FM data. The
receiver of the FMH-1, by accepting the DSP selected, processes the FM data
that follows exactly as defined in the DSP definition. The receiver may also
accept data whose attributes do not conform to the selected DSP. If the
receiver can process the data as indicated by these additional attributes, it
should be done; if not, then either the standard default action should be
invokad or an error response returned to the sender.

When a DSP selection is made by the sender that does not conform to the reper-
toire agreed to at BIND, the receiver may reject the data stream (sense code
XT1008%00E"), or the receiver may attempt to process the data stream using
daefaults where unable to execute as indicated.

All presentation space controls of the $CS data stream are in effect upon
raceipt, from BDS to the corresponding EDS. The EDS for the selected desti-
nation resets all SCS controls to their default values. ADS and other abnor-
mal terminations of the selected destination also reset the SCS controls to
their default values. This implies that the controls are in effect as long as

the destination is on the stack.

In summary, data stream selection is performed by the sender of data and
enforcemgnt of the selected data stream is performed by the receiver of data.
The receiver can also exercise an option on how to handle attributes that do
not conform to the selected data stream.

ase Dat tream Profile: The base DSP is the minimum SCS control and graphic

characgep set and is mandatory for all products to assure a minimum level of
compatibility. The graphic character set of the base DSP, With no SCS
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MEDIA

control characters allowed, is used in the user field of BIND, in any
gxchange of security information, in any data set name field of an FMH-1 and
in store-and-forward addressing for document distribution.

The base DSP is the required character set to be used for sending and receiv-
ing any console or supervisory services messages, although a less restrictive
character set may be used between products if successful use has been assured
by the BIND parameters.

Two SCS controls can appear in the Base DSP: New Line (NL) and Form Feed
(FF). Neither has a default. FF is meaningless in continuous-roll paper-fed
printers and is treated as NL.

The graphic character set for base DSP is the 48-character set which includes
space, the uppercase alphabet, numerals, and 12 special characters.

Use of the base DSP in user fields, FM headers, and in supervisory services or
console messages which may be interpreted by machine must conform to the base
DSP control and character set. Howaver, it is recommended that coordinating
messages exchanged between operators should not be rejected for failure to
comply with this character set restriction; the receiving operator may clari-
fy any ambiguity by a continuing interactive exchange. Thus, any graphic
character that is not understood should be defaulted.

The sender should not assume that the receiver makes any distinction betuween
uppercase and lowercase alphabetic characters, either in printing or in
comparing for correct security, data set name, etc. Any control character
that is not understood should be defaulted.

Console: The console in LU_T& is an SCS device. The set of SCS control char-
acters accepted by a given console is specified in BIND (bytes 17 and 22) for
LU-LU sessions and by CINIT (Control Initiate) for the SSCP-PLU session).
CINIT is defined in SNA Format and Protocol Reference Manual: Architecture

Logic.
There are several sets of control characters that are supported by type 4

consoles -- a base set (base data stream profile) supported by all consoles
and extension sets that are optionally and independently supported.

Document: The only operational difference between printer and console that
affects the session is that the console presentation surface is shared
between the SSCP-LU session and the LU-LU sessions. (See "Console™ above.)
The printer uses only an LU-LU session.

Card: The card data stream is an SCS data stream. The ERCL (exchange record
length) field in the BEGIN or BEGIN/END FMH-1 specifies the point at which an
auto-IRS (automatic interrecord separator) is applied. If zero is specified,
the point at which the auto-IRS is applied is defined by prior agreement
between the session partners.

A chain consists of one or more card images. LU_T4& allows a card to begin in
one RU and be continued in the next RU, as long as the RUs are in the same
chain. These RUs ara known as card-spanning RUs. Cards may not be spanned
across chains. The sending LU must enforce this restriction.

Card images within a chain are normally delimited by IRS. There are,
however, two other implicit delimiters. The maximum presentation position
(MPP), as specified in the BEGIN or BEGIN/END FMH-1 or understood by the
session partners, is optionally applicable. The end of the chain is required
and always applies. If either of these limits is reached before an IRS is
found, the current card image is complete. In the case of MPP having been
reached, if an IRS is found at MPP+1l, it is associated with the card image
just completed. If it is not an IRS, it is associated with the next card
image. This is known as automatic IRS.

Transparency may also be used for card data. There is no restriction on the

appearance of a transparent string within the card data. The TRN escape
sequence (TRN and count) may appear at any point with respect to card image
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boundaries, and the count may run out at any point. The count field may
describe a number of bytes that constitute all or part of one or more card
images. The auto-IRS function, if applicable, is still active even if the
transparency count has not run out. The transparency count, like card
images, may span RUs but not chains.

Exchange: The sender of data, for application oriented reasons, may require
that the receiver stora the data on a removable medium that can be trans-
ported to another machine for processing. When this requirement exists, the
sender selects exchange medium in the FMH-1 that begins the job. The FMH-1 is
also used to select the data organization on the medium. The architected
exchange media place some preformatting requirements on the data sender and
some output medium and formatting requirements on the receiver, which are
discussed balow.

Basic Exchange: The sender must ensure that the data meets the EBCDIC or
ASCII standard (as selected in BIND and the RH) and that the value in the ERCL
(exchange record length) field in the FMH-1 is less than or equal to 128. The
recaiver creates from this data a data set which it stores on an exchange
medium (of any physical type) that has been formatted according to Basic
Exchange standards. The algorithm for doing so is:

1. The entire stream of data in a chain is considered as a unit.
2. The data is scanned until the enchange record length is reached.
3. The scanned data becomes the content of a logical record in the data set.

4. Scanning continues with the next byte of the data stream and steps 2 and 3
are repeated.

Implied Media Support for Data Processing Media: The following DSP support
indicated in the BIND implies media support in FMH-1:

1. At least job DSP supported for printer (byte 15, 19, or both) implies
documant media support.

2. At least base DSP supported for console (byte 17, 21, or both) implies
console media support.

3. Card DSP support (byte 16, 20, or both) implies card media support.

4. Basic exchange DSP support (byte 16, 20, or both) implies exchange medium
suprort.

5. Any word processing DSP support implies WP media 1, 2, 3, and 4.

DATA PROCESSING DATA STREAM PROFILES

All profiles described below apply to data processing data stream profiles
and not word processing data stream profiles.
The profiles are:

1. Base data stream (see "Base Data Stream Profile™ above)

Control character Abbreviation
Form feed
New line NL
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2. General data stream. The general data stream contains the base data
stream, plus:

Control character Abbreviation
Carriage return CR
Line feed LF
Bell BEL
Presentation position PP

(absolute vertical,
relative horizontal)

Set graphic error action SGEA

Set chain image SCI

Set horizontal format (MPP) SHF

Set vertical format (MPL) SVF

3. Job data stream. The job data stream contains the base data stream, plus:

Control character - Abbreviation

Carriage return CR

Line feed LF

Set horizontal format SHF
(with parameters)

Horizontal tab HT

Set vertical format SVF
(with parameters)

Vertical tab vT

Backspace BS

Vertical Channel Select VCS
(with parameters)

Transparency TRN
(with count and datal

Interchange record separator IRS

WORD PROCESSING (WP) DATA STREAM PROFILES

WP text is a sequential stream of graphics and format controls. The text is
ordered into lines and pages and separated by line- and page-ending SCS

controls.

Base Data Stream Profile: The WP base data stream profile is identical to the
DP base data stream profile as described in "Base Data Stream Profile” above.

Word Processing Raw-Form Text Data Stream Profile: The WP raw-form text DSP
is used whare further ravision, processing, or reformatting may be done by a
recipient. Because of the use of the extended WP control character set, this

DSP can not be represented in a 7-bit code.

Since word processing is to be performed subsequent to transmission, record-
ing on a machine-readable device is mandatory unless the entire extent of the
processing is done concurrently with reception. Also, alphanumeric control
information may be included to indicate to the recipient the intent of the
originator. To interchange raw-form text, the originator must know the char-
acteristics of the target machine and represent such control information in a
manner that will be acceptable to the recipient(s). )

In the absence of format-control information included within WP raw-form
text, the default values shown in Figure 5-1 are recommended as standard.

Since further revision, processing, and reformatting may be performed subse-
quent to transmission, the choice of parameters may be made during such proc-
essing without relying on the exchange of format-control information from the
or1glpator. The SCS control characters that can appear in a WP raw-form DSP
are listed in Figure 5-2 along with their allowable defaults.

No error condition may be returned to the sender if any other control charac-
ter appears in the data stream, either as a single character or as initiating
a multiple-character control sequence, since it is assumed that the recipient
may reaq11y correct any such errors in the process of final revision and
processing. Instead, a substitute (SUB) control character (or other alter-
nate control character) may be recorded in lieu of an unsupported control
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Parameter Recommended Default

Paper source selection Primary

Keyboard identification Uus 1

Type style, pitch Elite, 12

Quantity 1

Top margin 1l inch

Left margin 1.5 inches

Vaertical line spacing 6 per inch

Horizontal tab settings Every 5 characters from the left margin
(position 5, 10, 15, etc.)

Printing line width 6 inches

Headings 0.5 inches from top of page

Page numbers/footings Centered, 0.5 inches from bottom of page

Figure 5-1. Defaults for WP raw-form text DSP.

character, as appropriate, to assist in subsequent correction. In accepting
a WP raw-form text DSP, acceptance of space (SP), numeric space (NSP),
required space (R5P), syllable hyphen (SHY), and the full 96-character WP
graphic set is mandatory. Use of a substitute graphic is permitted where the
print element (or eguivalent) includes fewer than 96 graphics, and no error
may be indicated if any other graphic character appears in the data stream,
as it 25 assumed that the recipient may readily revise the text to make a
correctTion.

For fixed-pitch printing, those control and graphic characters that are mean-
ingful only in proportional escapement printing are defaulted as shown in
Figure 5-3.
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Magnetic

Card

Function Abhreviation Code Default EBCDIC
Backspace (BS) GA ¥ 16
Carrier return (CREY(NL) 2B * 15
Horizontal tab (HT) 2A Space 05
Indent tab (I7) 6A Tab 39
Index (INXIC(LF) 0B * 25
Index return (IR) 4B CR 33

Null (NUL)D 33 * 00
Numeric backspace (NBS)(EBS) 52 BS 36 (1)
Numeric space (NSP)(ESP) 78 5P El

Page end (PEY(FF) 7A NL 0C (2)
Repeat (RPT) 7B sToP 0A
Required carrier return (RCR)(RNL) 6B CR 06
Required page end (RPEX(RFF) (1A,7A7A) PE 3A

Stop (STP) 32 * 2F  (3)
Subscript (SBS) 23 NULL 38
Substitute (SUB) 13 % 3F
Superscript (SPS) 03 NULL 09
Switch (SW) 22 STQOP 24

Unit backspace (UBS) 42 NULL 1A (1)
Word underscore (WUS) 12 NULL 23

¥Base Code must support

Note 1: These control characters are meaningful only in proportional escape-
ment printing. They are permitted in a DSP where the destination is a printer
which does not support proportional escapemant control characters, and
dafaults as indicated are permitted only in fixed-pitch printing.

Note 2: Page end defaults to new line only in printers using roll or contin-
uous-paper feed.

Note 3: More than one default is permitted.

Figure 5-2. SCS controls for WP raw-form text DSP.

Character Default
Numeric backspace (NBS) Backspace
Numeric space (NSP) Space
Unit backspace (UBS) No-op

Figure 5-3. Defaults for proportional escapement characters in fixed-pitch
printing.

SENSE CODES AND SENSE DATA

SENSE CODES FOR LU_T4 SESSIONS

The following sense codes may be sent by LU_T4 half-sesaions. Execept for
request error X'1008', complete descriptions are in SNA rm and Protoco
Reference Manual: Architecture logic.

Request Reject: 08xx

03801 Resource not available

0802 Intervention required

0809 Mode inconsistency

080A Permission rejected —— SSCP not notified
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080D
030E
080F
0811
0812
0813
0815
081C
0821
0824
0825
0827
0829
032D

Request Errors:

1001
1002
1005
1008

LU contention
LU not authorized
End user not authorized

Break

Insufficient resource

Bracket bid reject

Function active

Request not executable

Invalid session parameters

Unit of work aborted

Component not available

Intermittent error -- retry requested
Change direction required

LU busy

10xx

RU data error

RU length error
Parameter error
Invalid FM header

When 1008, invalid FM header, is returned, bytes
2 and 3 of the sense may contain X'0000"' or

may optionally contain a detailed explanation of
the FM header error, as follows:

0 b b ot ot ot 2 ot et o ol b et bt et e b b b b e b b b D e d b b b e b b
QOO0 OOOOOOOOS
DOO0COO0ONTOOODONCOOOROODNCOODOOOOOD
00 00 00 00 €0 00 00 00 O 00 00 00 00 09 00 0O 09 O3 00 09 C0 O 09 00 00 00 06 09 00 00 08 00

= b b et ot b ot b ot s
Coooococoooo

cocoooooo
00 00 00 00 00 00 00 €0 00 0o

(=]

0301
0303
0805
0806
0807
06808
0809
030A
080B
030C
080D
080E
080F
0310
0311
0812
0813
0814
03815
0817
03138
0319
081A
0818
031C
081D
031E
031F
0320
0821
0822
0823
0824
0826
0827
0328

Invalid function code parameters
Forms function cannot be performed
Unable to perform copy function
Compaction table outside supported set
Invalid PDIR identifier

Train function cannot be performed
FCB load function cannot be performed
FCB load function not supported
Invalid compaction table name
Invalid access

Invalid RECLEN

Invalid NUMRECS

Data set in use

Data set not found

Invalid password

Function not allowed for destination
Record too long

Data set full

Invalid RECID

Invalid VOLID format

Number of logical records per chain exceeded
Data set exists

No space available

Invalid VOLID

Invalid DSACCESS

Invalid RECTYPE

Insufficient resolution space
Invalid key technique

Invalid key displacement

Invalid key

Invalid N (number)

Invalid KEYIND

Invalid SERID

Invalid RECID format

Password not supplied

Racord ID not supplied

Volume ID not supplied

Invalid PGMNAME

Invalid destination -- active
Invalid destination -- inactive
Invalid destination -- suspended
Invalid Suspend-Resume sequence
Interruption level violation
Invalid Resume properties
Destination not available
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LUSTATS FOR LU_T& SESSIONS

Bt b s b b et b b b b bed b b ek e bt b et et b (b e b b b e et
oY== o e = R R o ok o X - X = T =R = N ]
00 00 00 08 00 00 00 00 09 00 00 G0 00 00 00 00 £ 00 O 00 00 00 00 00 00 O0 00 O
PP PLPLPLPLAPLPPLALLDDLDNPONONIMRMPOPANONNN
P e e e e e e e - - - - - N =Y =]
OO0 OOOOR N HEOOOOO

COODVWOOOOOOOOOOOONOOOOONOOOOOO
MUOE»OINCNPUNPFR,PORDDOYOPOTITMOOW

Invalid End sequence

Invalid FM header length

Invalid field setting

Invalid destination

Invalid ERCL

Invalid DST

Invalid concatenation

FM data not allowed for header

BIND FM header set violation

FM header not sent concatenated
Invalid stack reference indicator (SRI)
Unable to accept CMI modification
Unable to accept CPI modification
Unable to accept ERCL modification
Invalid FMH type

Invalid FMH code

Compression not supported
Compaction not supported

Basic exchange not supported

Only basic exchange supported
Medium not supported

Code selection compression violation
FMHC not supported

Demand select not supported

DSNAME not supported

Invalid media subaddress field
Insufficient resources to perform function requested
DSP select not supported

Byte 3 of the LUSTAT RU identifies the component class and device address of

the LU.

Because there are more component classes in LU_T4 than the

component-medium field can identify, a byte-3 escape character of X'FF' indi-
ciges that byte 4 must be used to identify the component class and device
address.

You may use byte 3 of the LUSTAT RU if the component class you desire is

defined by byte 3.

By so doing, the LUSTAT RU for LU_T4 is compatible with

the other LU-LU session types.

The following LUSTAT codes may be sent by LU_T4 half-sessions:

NOP

Component now available

No FM data to transmit

Entering attended mode of operation
Entering unattended mode of operation
Sender currently has no data to transmit
Component failure -- intervention required
Component failure -- permanent error
Function canceled

The format of LUSTAT is:

Byte
0
1-%

Value

X106

Definition
Request code

Status value and status extension field
(two bytes each)

X'0000"+'uuuu' User status (no system defined status) and

user—-defined field (uuuu)

X'0001"'+'ccdd' Component now available (0001) and

component identification (ccdd)

X'0002'+'rrrr' No FMD requests to send and reserved field.
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X'0003'+"'ccdd' Entering attended mode of operation (0003)
and component identification (ccdd)

X'0004"'+'cedd’ Entering unattended mode of operation (000%)
and component identification (cecdd)

X'0007'+'rrrr' Sender currently has no data to transmit (0007)
and reserved field (rrrr)

X'0802"+'cedd! Component failure - intervention reauired (0302)
and component identification (ccdd)

X'081C'+'ccdd' Component failure - permanent error (081C)
and component identification (cc00)

X'0826"'+'rrrr' Function canceled (0824} and reserved (rrrr)
Values for 'cc' byte are:

X'00"
X'FF'

= LU itself rather than a specific LU component

= Use 'dd' byte rather than 'cc' byte to select LU component
Otherwise,

Bit 0, set to 1 = Media other than LU

Bits 1-3, LU component class:

'000' Console

001" Exchange

010! Card

'011' Document

All other values are invalid for LU_T4.

Bits 4-7 are the LU component device address.

If LUSTAT byte 3 is X'00', it refers to the LU itself rather than a specific
LU component.

If LUSTAT byte 3 is X'FF', then the values for byte 4 are:

Bits 0-3 are the LU component-medium class
(DSP in parentheses below is default DSP).

'0000" Console

Exchange

Card

Document

Data set name selects destination
WP medium 1 (raw-form text)

WP medium 2 (raw-form text)

WP medium 3 (raw-form text)

WP medium & (raw-form text)

All other values are invalid for LU_T4.

- . v e .. a
e O OO0
HHOOOOOO
OMHOOHF O
OO O O
- W W - @ ¢ @ -

Bits 4-7 are the LU component device address.

LU_T% does not allow BB (begin bracket) on LUSTAT.

If any of the four WP medium select code points are supported (used) by an LU
then all four WP medium codes must be supported. Each WP medium select code
point must be supported in one of the following ways:

1. The WP medium select code is assigned a specific medium class, for exam-
ple, printer, diskette, and so on. Assignment of a WP medium in this
mannar does not affect the default DSP for WP media; the defaull remains

WP raw form.

2. de WP medium select code is defaulted to one of the classes assigned in 1l
ovea.

An implementation may provide a user override capability for these medium

clas; assignments (for example, the implementation assignment for WP Media 1
fo diskette).
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If none of the four WP medium select codes is supported, then tha receiver of
andFNH—l jndicating a WP media select should negatively respond with sense
code X'1008"'.

EXAMPLES OF DATA DELTMITING SEQUENCES

This section contains information that will help you better understand previ-
ously discussed LU_T4 architecture. The sequences in the Figures 5-4 through
5-7 below are illustrative only. Other sequences are allowed.

LU X Ly
BC, EC, BDS, RQD N
+RSP
omm o e e e e e
BC, data
__________________________________ >
data
—————————————————————————————————— )
EC, data, RQD >
+RSP
< ——————————————————————————————————
BC, EC, EDS, RQD
__________________________________ >
+RSP
< ----------------------------------

Figure 5-4. Basic data delimiting.

Lty X Ly
] EC, RQD

< _________________________________
] L SIG (X'00010000")
I etk >
l
i +RSP

rmm e e —————————— J

[ +RSP
________________________________ >

BC, EC, RQE, CD (RH-only RU) CD is sent and LU Y
itttk goes to receive state.

Figure 5-5. SIG (request to send) while between chains.
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BC, EC, BDS, RQD

__________________________________ >
+RSP
< ——————————————————————————————————
BC, data
---------------------------------- >
data
__________________________________ >
< ]SIG (X'00010000")
l +RSP
_________________________________ >
l data
__________________________ >
data
—————————————————————————————————— )
EC, data
—————————————————————————————————— )

Ly X chose to complete the current chain
and send the CDI in conjunction with EDS
(the normal completion of the active
destination selection).

Figure 5-6. SIG (request to send) usage.

LU X LU Y

] EC, RQE, CD CD is sent and LU Y
goes to receive state.

SIG (X'00010000") SIG arrives in

---------------------- > receive state (if CD
had been sent RQD, then
SIG arrives in receive
pending state)

+RSP +RSP to SIG. Do not send
D the CDI.

Figure 5-7. SIG (request to send) while in receive state.
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EIND SESSION FORMATS FOR TYPE 6 LU-LU SESSIONS

This section defines valid bit settings for the BIND request. The BIND for
LU_T4 can be sent as a negotiable or nonnegotiable request. In a negotiable
BIND, the BIND sender and BIND receiver can negotiate to establish sassion
protocgls. In the nonnegotiable BIND, the BIND sender specifies the session
parameters.

The formats of both the nonnegotiable BIND and the negotiable BIND request
and response are shown below. For more information on the relationship
btetween the types of BIND, see "BIND Request Parameters™ at the beginning of
this chapter.

NONNEGOTIABLE BIND

Byte Bits Value Discussion
0 8-7 X131 Identifies this RU as a BIND request.
1 0-3 X'g" Specifies the format of the BIND RU. Only one format has been
defined: format 0 (zero).
(1) -7 Type - denotes the type of BIND to be performed:
Xr1e Nonnegotiable BIND

FM (Function Management) Profijle

2 0-7 X'07" FM profile 7 must be used.

The FM profile defines data flow control (DFC) protocols. (See
SNA Reference Summary for highlights of the FM profile.)

IS (Transmission Subsystem) Profile

3 0-7 X'07° TS profile 7 must be used.

The TS profile defines transmission control (TC) protocols.
(See SNA Reference Summary for highlights of the TS profile.)

FM_Usage

(4-7) See bytes & through 7 belou.

BIND Sender's Send Protocols

Chaining Use:

% 0 B'0" Not valid
B'1’ . BIND sender can send single or multiple element chains.

Request Mode Selection:
(%) 1 B'0" Immediate request mode is used. Only one definite responsa can

be outstanding at a time. That response must be recei
the BIND sender can send another RU. eived bafore
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Bvte Biis

(4)

(4)

(4)

4)

(5)

(5)

(5)

(5)

(5)

2-3

45

2-3

4-5

B'1’

WO
- - . -
OO
OO
- e ® -

B'0°’

B'1'

Discussio
Delaved request mode is used. Multiple definite responses can
be outstanding at ona time.

Note: If delaved request mode is used, the RU sender must be
responsible for recovery.

Chaining Responses:

Not valid
Not valid
Not valid
BIND sender can request definite or exception responses.

Reserved
Compraession Indicator:

BIND sender cannot send compressed data.
BIND sender can send compressed data.

Note: B'l' is valid only if thae code is EBCDIC (see byte 6 bit &
and byte 23 bits 4~7).

Send End Bracket Indicator:

BIND sender will not send EB (see byte 6 bit 2)
BIND sender can send EB.

tocol

Chaining Use:

Not valid
BIND raceiver can send single or multiple element chains.

Request Mode Selection:

Immediate request mode is used. BIND receiver can issue a
request for a single definite response. No furthar transmission
is sent until the BIND receiver raeceives the response.

Delayed request mode is used. BIND receiver allows saveral
definite responsas to be outstanding at one time.

Note: If delaved request mode is used, the RU sender must be
rasponsible for recovary.

Chaining Responses:

Not valid
Not valid
Not valid

BIND recaiver can request either definite or exception
responsas.
Reserved

Compression Indicator:

BIND receiver cannot send compraessed data.
BIND receivar can send compressed data.

Note: B'l' is valid only if the coda is EBCDIC (sea byte 6
and byte 23 bits 4-7). @ byte 6 bit &

Send End Bracket Indicator:

BIND recaiver cannot send EB (see byta 6 bit 2)
BIND receiver can send EB.
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Bvte

Bits

Value

Discussion

common Protocols for FM Data

63

(6)

(6)

(63

(6)

7

(7

(73

73

0-1

[o-Rs-Jea-Ro]
- - - -
—eOo
OO
it

B'Q"
Brir

B0’
B'1?

Reserved

FM headers not used.
BIND sender and BIND receiver can exchange FM headers.

Brackets Usage and Reset State:
Note: Brackets are optional in LU_T4% sessions.

When brackets are used (byte 4, bit 7 =1 or byte 5, bit 7 = 1),
the bracket state manager's reset states are INB (in brackets).
Brackets are not used if neither BIND sendar nor receiver will
ﬁegd E?.gﬂhen byte 4, bit 7 = 0 and byte 5, bit 7 = 0).

ot vali

Bracket Termination Rule Selaction:

Not valid
Bracket tarmination rule 1 is used.

Note: Bit 3 is reserved if brackets are not used by the
sassion.

Alternate Code Selection:

Alternate code set will not be used.
Alternate code sat may be used. (See byte 23 bits 4-7.)

Reserved

Normal-Flow Send and Receive Mode Selection:

Not valid
Not valid
Half-duplex flip-flop
Raserved

Recovery Responsibility:

The contention loser is responsible for any error recovery
attempts for the session (asymmetric racovery).
Symmetric responsibility for recovery. The sender of data is

responsible for recovery.
Contention Winner/loser:

BIND receiver is contention winner, and BIND sender is

contention losaer.
BIND sender is contention winnaer, and BIND receiver is

contention loser.

Note: Byte 7, bit 3, is reservad if there is symmetric respon-
sibility for recovery (when byte 7, bit 2 = 1). For asymmatric
recovery (whan byte 7, bit 2 = 0), the session partner responsi-
ble ;or recovery is the contention loser identified in byta 7,
bit 3.

Reserved

Half-Duplex Flip—-Flop (HDX-FF) Reset States:

Not valid

HDX-FF reset state is SEND for the BIND sendar and RECEIVE for

the BIND rgceiver (that is, the BIND sendaer sends normal-flow
requests first after session activation or reset).
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Bvte Bits Value
IS Usage

(8-13)

3 0 B'O!
Bl

(8) 1

(8) 2-7 B'nnnnnn'?

(9 2-7 B'nnnnnn'!

10 X'ab’

11 X'ab'

(12> 1
(12) 2-7 B'nnnnnn'

Discussion

Sea bytes 8 through 13 belou.

Staging Indicator and Pacing Count for BIND-receiver CPMGR
(connection point manager) to BIND-sender CPMGR normal flow:

Pacing in this direction occurs in one stage.
Pacing in this direction occurs in tuwo stages.

Note 1: MWhen the session involves a boundary function, pacing
may occur in two stages. For the definition of a boundary func-

tion, sea SNA Format and Protocol Reference Manual: Architec—

ture logic.

Note 2: The meanings of 0 and 1 are reversed from the staging
indicator for BIND-sender CPMGR to BIND-receiver CPMGR (see

byte 12).

Reserved

BIND-receiver CPMGR send pacing count. A value of 000000 means
no pacing of requests flowing from the BIND receiver.

Reserved

BIND-receiver CPMGR receive pacing count. A value of 000000
causes the boundary function to substitute the value set by a
system definition pacing parameter (if the system definition
includes such a parameter) before it sends the BIND RU on to the
BIND raceiver. A value of 000000 received at the BIND receiver
is interpreted to mean no pacing of requests flowing to the BIND

receiver.
Maximum RU Size:

Maximum RU size sent on the normal flow by the BIND receiver.
This value represants the largest RU that can be sent. It is
expressed as a mantissa and an exponent value of 2 by which the
mantissa is multiplied. For example, when the mantissa is 8 and
the exponent is 5 (X'85'), the RU size is 256 bytes (8 x 25).

When bit 0 is set to zero, no maximum is specified and the
remaining bits 1-7 are ignored. When bit 0 is set to one, the
by}e is)interpreted as X'ab'. (See Appendix B for these
values.

Maximum RU size sent on the normal flow by the BIND sender.
This value represents the largest RU that can be sent by the
BIND sender and is specified in the same format as tha BIND

receiver (byte 10).

Staging Indicator and Pacing Count for BIND-sender CPMGR to
BIND-receiver CPMGR normal flow:

Pacing in this direction occurs in two stages.
Pacing in this direction occurs i1n ona stage.

Note: The meanings of 0 and 1 are revarsed from the staging
indicator for BIND-receiver CPMGR to BIND-sender CPMGR (see

byte 8, notes 1 and 2).

. Reserved

BIND-sender CPMGR send pacing count. A value of 000000 means no
pacing of requasts flowing from the BIND sender.

Fgr siqgle—stage pacing in the BIND sender to BIND receiver
direction, this field is redundant with, and will indicate the
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Bvte Bits Value

13 0-1
(13) 2-7

PS Profile

(164-25)
14 0

(14) 1-7

PS Usage
15-18

15

5-7

16

IO

B'nnnnnn'

B'O!
Br1Y

B'0000100"

Discussion
same value as, the BIND-receiver CPMGR receive pacing count.
(See byte 9, bits 2-7 above.)

Reserved

BIND-sender CPMGR receive pacing count. A value of 000000 means
no pacing of requests that flow to the BIND sender. For
single-stage pacing in the BIND receiver to BIND sender diree-
tion, this field is redundant with, and will indicate the same
value as, the BIND-receiver CPMGR send pacing count. (See byte

8, bits 2-7 above.)

Sea bytes 1% through 25 belou.

PS usage field format is the basic format.
Reserved

LU-LU session type &

BIND SENDER TO BIND RECEIVER DIRECTION
OF FLOW

Printer data stream profiles
(Profiles are defined under
"Data Stream Profiles.™)

Base DSP
Not supported
Supported

General data stream
Not supported
Supported

Job data stream
Not supported
Supported

Reserved

WP raw form data stream
Not supported
Supported

Reserved

Note: Base DSP with NL and FF is part of all other printer DSPs.
If bit 0 = 0, no printer is supportad on BIND receiver. If bit
1, 2, or 6 is sat to 1, bit 0 must also be 1.

Additional data stream profiles
(X'00' = no additional media)

For bits 0 through 7 below:
Not supported
Supported

Reserved

Card

Reserved

Basic exchange
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4 Reserved
5 Word processing exchange diskette
6 Reserved
7 Reserved
17 Console data stream profiles
0-3 Console definition
] Base DSP (see Note 1)
0 No console supported (see Note 2)
1 Supported
1 General data stream
0 Not supported
1 Supported (see Note 3)
2 Job data stream
0 Not supported
1 Supported (see Note 3)
37 Reserved

Note: Base DSP with NL and FF is part of all other console DSPs.
If bit 0 = 0, no consola is supported on BIND receiver. If bit 1l
or 2 is set to 1, bit 0 must alseo be 1.

18 FM and FMH usage
0 Supervisory services FM data

Not supported
Supported

o

1-2 Destination-selection stack
1-level stack

2-level stack

Reserved

3-level stack

[l ol ==X = ]
RPOPFO

3 Compaction
Not supported
Supported

B'1' is valid only if the code is EBCDIC.
(See byte 6 bit 4 and byte 23 bits 4-7.)

| ~]

4 PDIR for all media
(PDIR is peripheral data information record)
0 Not supported
1 Supported
5 Reserved
6 QUERY FOR DATA SET FMH-2
(] Not supported
1 Supported
7 0 BIND receiver need not receive CD on every EDS
(end of destination selection)
1 BIND receiver must receive CD on every EDS
19-22 BIND RECEIVER TGO BIND SENDER DIRECTION
OF FLOW
(Same format as bytes 15-18.)
19 Printer data stream profiles
0 Base DSP
0 Not supported
1 Supported
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Byte Bits Value Discussion

1 General data stream
1] Not supported
1 Supported

2 Job data stream
0 Not supported
1 Supported

3 Reserved

4 WP raw form data stream
0 Not supported
1 Supported

5-7 Reserved

Note: Base DSP with NL and FF is part of all other printer DSPs.
If bit 0 = 0, no printer is supported on BIND sender. If bit 1,
2, or 4 is set to 1, bit 0 must be 1.

20 Additional data stream profiles
(X'00' = no additional media)

For bits 0 through 7 below:
Not supported
Supported

o

Reserved

Card

Reserved

Basic exchange

Reserved

Word processing exchange diskette
Reserved

Reserved

NOIHUN—O

21 Console data stream profiles
0-3 Console definition

0 Base DSP
0 Not supported
1 Supported

1 General data stream
0 Not supported
1 Supported

2 Job data stream
0 Not supported
1 Supported

3-7 Reserved

Note: Base DSP with NL and FF is part of all other console DSPs.
If bit 0 = 0, no console is supported on BIND sender. Ifbitl
or 2 is set to 1, bit 0 must also be 1.

22 FM and FMH usage
0 Supervisory services FM data

Not supported
Supported

(R

1-2 Destination-selection stack
I-level stack

2~level stack

Reserved

3-level stack

oo
oo
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Byte Bits Value Discussion

3 Compaction
0 Not supported
1 Supported

) PDIR for all media
0 Not supported
1 Supported

5 Reserved

6 QUERY FOR DATA SET FMH-2
Not supported
Supported

BIND sender need not receive CD on every EDS
(end of destination selection)
BIND sender must receive CD on every EDS

~
- o O

23 Code selection
0-3 Repertoire

Note: Bits 0-3 ara not defined for tha nonnegotiable BIND. Use
bits ¢-7 instead.

4-5 Code 0 (main coda) selection.
Specifies the encoding of character
fields in code 0 during the session.

00 EBCDIC
01 ASCII or ISCII or ITA #5
Other values reserved
6-7 Code 1 (alternate code) salection.
Selects the alternate code
for the session.
00 EBCDIC
01 ASCII or ISCII or ITA #5
Other values reserved
If byte 6 bit 4 is B'1', the code selection indicator (CSI
field of the RH (regquest header)) controls whethar the
alternate code is to be used.
24 General characteristics
-1 Reserved
2 0 BIND sender may send data first
1 BIND receiver must send data first
3 Reserved
4 0 BIND receiver will initiate attanded moda
(Where operator is available to handle
intervention-required and other operator
responses.)
1 BIND receiver will initiate unattended
mode
5 0 During session BIND receiver will not
alternate between attended and unattaended mode
1 During session BIND receiver may
alternate between attended and unattended mode
6-7 Reserved

25 Raserved
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cryptography Options

Bvte Bits Value 0Opt Discussion

26 0-1
(26) 2-3
(26) 4-7
27 0-1
(27) 2-4
(27) 5-7
28-k
m
k+l
k+2-m
mtl

(- 1]
- -
oo
o

Bri0*
Bri1’

Bro0!
Bro1’

Brig!
B'il!

X0
X9

B'0O!

Bro00"

Xrg00"
X'nn'

X'o00"
X'nn!'

X

XX

An X in OPT column indicates that value is optional.
Private cryptography options:

No private cryptography supported.

Private cryptography supported. The session cryptography key
and cryptography protocols are privately supplied by the end
usar.

Reserved

Reserved

Sassion~-lavel cryptography options:

No session-level cryptography supported.

Session-level selective cryptography supported. All cryptogra-
phy key management is supported by the SSCP and LU; exchange
(using +RSP to BIND) and verification (using CRV) of the cryp-
tography session-seed value are supported by the LUs for the
session. All FM data requests with EDI (enciphered data indica-
tor) on are anciphered/deciphered.

Reserved

Session-laevel mandatory cryptography supported; same as
session-lavel selective cryptography except all FM data
requests are enciphered/deciphered.

Session-level cryptography options field length:

No session-level cryptography specified. The cryptography
option fields (bytes 27-k) ara omitted.

Session-level cryptography specified. Additional options
follow in the next nine bytes.

Session cryptooraphy key encipherment mode:

Session cryptography key enciphered under BIND receiver (or
SLU) master cryptography key using a seed valua of zero (only
value defined).

Reserved
Cryptography cipher mathod:

Block chaining with seed and cipher text feedback, using the
Data Encryption Standard (DES) algorithm (only value defined).

Saession cryptography key enciphered under BIND receiver (or
SLU) master cryptography key; an eight-byte value that, when

daeciphared, yialds the session cryptography key used for enci-
phering and deciphering FM data requests.

Length of BIND sender's name in field k+2-m.

Field k+2-m does not exist. L.

Field k+2-m contains the numbar of bytas spacifiad (eannat
excaeed X'08').

BIND sender's LU name.

Length of user data in field m+2-n.

Fjeld m+2-n does not exist.
Fiald m+2-n contains thae number of bytas specified.
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Byte Bits Value Opt Discussion

m+t2-n
m+2

n+l

n+2-p
ptl

pt2-r

X VUser data.
X Usar data key.
X100" X Structured subfields follouw.
08' X First byte of unstructured user data.
Note: The unstructured user data continues in m+3 and goes to
byte n. For information on structured subfields, see the BIND
information in SNA rmat and Pro : i
tecture togic.
Length of user request correlation field.
X'00" Field nt2-p does not exist.
X'nn' Field n+t2-p contains the number of bytes specified.
User request correlation field.
Length of BIND receiver's name in field pt2-r.
X'00° Field pt2-r does not exist. .
X*nn' Field pt2-r contains the number of bytes specified (cannot

excead X'08').

BIND receiver's LU name.

onnegotiable BIN

The following definitions apply to bytes 14 to 25 of the nonnegotiable BIND

request:

1. LU-LU session type (byte 16):
This field specifies LU session type 4 and thus identifies the format
and field definitions for bytes 15 through 25.

2. BIND sender to BIND receiver flow (bytes 15 to 18):
This field defines the proposed session parameters for the BIND sender's
send capability and, therafore, the BIND receiver's receive capability.
Acceptance of the BIND by the BIND receiver means that these session
parameters apply to this direction of transmission.

3. BIND receiver to BIND sender flow (bytes 19 to 22):
This field defines the proposed session parameters for the BIND raeceiv-
er's send capability and, therefore, the sender's receive capability.
Acceptance of the BIND by the BIND receiver means that these sassion
parameters apply to this direction of transmission.

5. Code selection (byte 23):

The code selection repertoire (bits 0 to 3) is not defined in the nonne-
gotiable BIND. Any setting of bits in this field conveys no meaningful

information.

The code 0 selection field (bits 4 and 5) defines the code for use in the
session as the main code (that is, for an RU in which the code selection

indicator in the RH is set to 8'0'J.

The code 1 selection field (bits 6 and 7) defines the code for use in the
session as the alternate code (that is, for an RU in which the code
selection indicator is set to B'1').

The code selection indicator in the request header (RH) allows for an

individual RU to be represented in an alternate code. If the indicator

is B'0', the main code is used; if B'1l', the alternate code is used. For

::229 Rg§ containing FM headers, the header is never subject to alter-
coaing.
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If alternate code is not to be used in the session (that is, if bit & of
byte 6 of the BIND requaest is set to B'0'), then the coda 1 selection

field is meaningless.

General characteristics (byte 24):

This field defines general characteristics proposed for the session.
Acceptance of the BIND by the BIND receiver means that these paramaters

apply to the session.

NEGOTIABLE BIND REQUEST

Bvie Bits
0 0-7
1 0-3
4-7
2 0-7
0-7
EM Usaaa
4
0
1
2-3
4-5
6
7
5
0
1
2-3

Allowable
request

settinas
Xt31!

x'ol
Xln'

X'67?
X107

BIND
Sender's
Send
Protocols

B'1!
B'0’
Br1?

B*1il?

B'¢’
B'1?
B0’
Bl
BIND

Sender's
Receive

Protocols
B'll

Allowable
response
settings

X311t

X0
X'q!

Xr'o7?
X7

BIND
Receiver's
Receive
Protocols
B'1?

B'0O°
B'0',B'1?

Bri1t

B'0',B'1"'
B'0',B'1"
B'o'
B'0',B"1"
BIND
Receiver's

Send
Protocols

B‘l'

B'0!
B'¢',B'1"

Bril?

Discussion
BIND request

Format
Negotiable BIND

FM profile 7
T8 profile 7

Single and multiple element chains

Blnl =
B'll =

Immediate request mode
Delayed request mode

(Requires symmetric error recovery.)

Definite or exception-only responses

Reserved

B'0' = BIND sender
compressed data
B'1' = BIND sender
compressed data

B'0' = BIND sender
B'1* = BIND sender

cannot send

can send

will not send EB
can send EB

BIND receiver sends single or multiple

element chains

B!Ol =
B'1' =

Immediate request mode
Delayed requaest mode

(Requires symmetric error recovery.)

Definite or exception-only responses

Reservad
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Request
Byte Bits settings
6 B'0"
B'1
7 B'0"
B'1?
6 Request
Settings
0
1 B'0"
B'1?
2 B'Q"
3 B'1?
% B'0’
B'1"
5-7
7 0-1 B'10?
2 B'0?
B A 1 ?
3 B'o?
B'1?
G-6
7 B'1?
TS Usage
8 0 B'0’
B'1?
1
2-7 B'a'

Response
settings

B'0?
B'0',B'1"

B'0?
B'0',B'1"

Response
Settings

B'0’
B'0',B'1"

B'0"

B'1!

B'0!
B'0',B'1"

Brio?
B'0',B"1"
Br1l’

B'0!
B'0',B'1"

B'1?

B'a’'

Discussion

B'0' = BIND receiver cannot send
compressed data
B'1' = BIND receiver

compressed data

can send

cannot send EB
can send EB

BIND receiver

B'0' =
= BIND receiver

B'll

Common Protocols for FM Data

Reserved

B'0' = FM headers not used
B'1' = BIND sender and BIND receiver can
axchange FM headers

When brackets are used, bracket state
manager's reset state is "in brackets.”™

Bracket termination rule 1

BtO' =
B'1' =

Alternate code set will not be used
Alternate code set may be used

Reserved

Note: Byta 6 bit 3 is reserved if brackets are not
used by the session. If brackets are not used and
asymmetric recovery responsibility is indicated (byte
7, bit 2), then byte 7 bit 3 indicates which session
partner is responsible for recovery.

Half-duplex flip-flop

B'0' = Contention loser responsible
for recovery (asymmetric recovery)
B'1' = Symmetric recovery raesponsibility

B'0' = BIND receiver is contention winner
and BIND sender is contention loser

B'1' = BIND sender is contention winner
and BIND receiver is contention loser

Reserved

HDX-FF reset state is send for BIND sender
and receive for BIND receiver

Note: Byte 7 bit 3 is reserved if there is symmetric
responsibility for recovery (when byte 7 bit 2 = 1)
and brackets are not used.

One-stage pacing
Two-stage pacing

Reserved
BIND-receiver CPMGR send pacing count
Note 1:

function, pacing may occur in two stages.

When the session involves a boundary
For the
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Byte Bits

10

11

12

13

14

BIND Sender to BIND Receiver Flou

DA S L s e R

15

16

e-7

6-7

5

1PN O

7

Request
settings

B'b'

X'ab'

X'ab'

B'c!

B'd’

B'0?

Br0000100"

Response
settings

B'<b'

X'ab?'

X*<ab'

Brd"'

B'G?

Br0000100"

B'Q',B'1’
B!O!}Bll!
B'0',B'1!'
B0
B'0',B'1"
B'000"'

Discussion

definition of a boundary function, see SNA Format and
Protocol Reference Manual: Architecture Logic.

Note 2: The meanings of 0 and 1 are reversed from the
staging indicator for BIND-sender CPMGR to
BIND-receiver CPMGR (see byte 12).

Reserved
BIND-receiver CPMGR receive pacing count

Note: The BIND receiver may reduce the value, but it
may not be reduced to zero unless the BIND receiver
does not support pacing in the BIND sender to BIND
recaiver direction of flow. If this value is reduced
and byte 12 bit 0 is one, the BIND sender's send
pacing count (byte 12 bits 2-7) must be reduced to the
same value.

Maximum RU size sent by the BIND receiver.
The receiver cannot change the value.
(Sea Appandix B for these values.)

Maximum RU size sent by the BIND sender
(See Appendix B for these values.)

Staging Indicator and Pacing Count for
BIND sender to BIND receiver normal flow:

Two-stage pacing
One-stage pacing

Reserved
BIND-sender CPMGR send pacing count
Reserved

BIND-sender CPMGR receive pacing count
(Byte 8 must equal byte 13 for
single stage pacing.)

PS usage field format is the basic format

LU-LU session type %

Printer Data Stream Profiles (DSPs)
(B'0' = No support, B'l' = Supported)

Base DSP

General data stream

Job data stream
Reserved

WP raw form data stream

Reserved

Note: Base DSP with NL and FF is part of all other
printer DSPs. If bit 0 = 0, no printer is supported
on iIgD ;eceiver. If bitl, 2, or & is set to 1, bit 0
mus e l.

Additional data stream profiles
(X'00' = No additional medial
(B'0' = No support, B'l' = Supported)
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NOUVMAUNHO E

-
~

18

19

20

3

1

~N o oounp W | 1 N—o

I dUUN—O

NOVIPUNNO

7

7

Request

B'Q!
fign
g:g:,B'l'
B:O:;B'l‘
i

»B'1?
»B'1
,B'1Y

B'0"
B'0’
Br'Q?
B'000CO?

B'0',B'1"
B'nn'

B'0',B'1!
B'0',B'1"
B'0'

B'0',B'1’

B'0',B'l"
B'o',B'1"?

B'0"
B'0',B'1"
B'0?

B'O‘JB'I'

Respgnse

Blo'

B'0',B'1"
B'nn'

B'0',B'1?
B'0',B'1"
B0
Bro',B'1"
B'0?

Br1?

oW

B'0?

g:g:,B’l'
g;o;.a'l'
E'O',B'l'

g
B'O!

iscussio

Resaerved

Card

Reserved

Basic exchange

Reserved

Word processing exchange diskette
Reserved

Reserved

Consola data stream profiles
(B'0' = No support, B'1' = Supported)

Base DSP (see Note)
General data stream
Job data stream
Reserved

Note: Base DSP with NL and FF is part of all other
console DSPs. If bit 0 = 0, no console is supported
on BIND receiver. If bitlor 2 is set to 1, bit 0
must be 1.

FM and FMH usage
(B'0' = No support, B'1'" = Supported)
Supervisory services FM data
Destination-selection suspension stack
{nn = 00 or 01 or 11; nn = 10 is
reserved)

Compaction

PDIR for all media

Reserved

QUERY FOR DATA SET FMH-2

BIND receiver need not receive CD on
every EDS (end of destination selection)
BIND recaiver must receive CD on every EDS

Printer data stream profiles (DSPs)
(B'0' = No support, B!'1' = Supported)

Base DSP

General data stream

Job data stream
Resaerved

WP raw form data stream
Resarved

: Base DSP with NL and FF is part of all other
printer DSPs. If bit 0 = 0, no printer is supported
on BIND sender. If bit l, 2, or ¢ is set to 1, bit 0
must be 1.

Additional data stream profiles
(X'00' = no additional madia)

(B'0' = No support, B'1' = Supported)

Reservead

Card

Reserved

Basic exchange

Reserved

Word processing exchange disketta
Reserved

Reserved
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. Reauest Response
Bute Bits settings settings Discussion
21 Console data stream profiles
(B'0' = No support, B'1l' = Supported)
0 B'0',B'1' B'0',B'1' Base DSP (see Note)
1 B'0',B'1' B'Q',B'1' General data stream
2 B'0',B'1' B'0',B'1' Job data stream
3-7 Br'ooooo’ B'00000" Reserved
Note: Base DSP with NL and FF is part of all other
console DSPs. If bit 0 = 0, no console is supported
gn %IND sender. If bit l or 2 is set to 1, bit 0 must
el.
22 FM and FMH usage .
(B'0' = No support, B'1l' = Supported)
] B'0',B'1' B'0',B'l' Supervisory services FM data
1-2 B'nn!? B'nn! Destination-selection suspension stack
(nn = 00 or 01 or 11; nn = 10 is
reserved)
3 B*'0',B'1" B'0',B'1' Compaction
4 B'0',B'1' B'0',B'1' PDIR for all media
5 B'0’ B'0’ Reserved
6 B*0',B'1' B'0',B'1' QUERY FOR DATA SET FMH-2
7 B'0',B'1" B'0! B'0' = BIND sender need not receive CD on
every EDS (end of destination selection)
B'0',B'1l" B'1" B'1' = BIND sender must receive CD on every EDS
23 Code selection
(B'0'" = No support, B'1l' = Supported)
0-3 Repertoire
0 B'Q',B'1" B'0',B'l1' EBCDIC
1 B'0',B'1' B'0',B'1' ASCII or ISCII or ITA 5
2-3 B'Q? B'g! Reserved
4-5 B'nn' B'an! Code 0 (main code) selection.
(nn = 00 (EBCDIC) or 01 (ASCII):;
other values reserved)
6-7 B'nn' B'nn"' Code 1 (alternate code) selection.
(nn = 00 (EBCDIC) or 081 (ASCII);
other values reserved)
2% General characteristics
0-1 B'0O’ B'00"* Reserved
2 B'0Q" B'0',B'1l"' B'0' = BIND sender may send data first
Br1ir B'0',B'1' B'1' = BIND receiver must send data
first
3 B'Q? B'Q* Reserved
) B'0',B'1" B'0° B'0' = BIND sender/receiver will
initiate attended mode
B*0',B'1" B'1° B'1' = BIND sender/receiver will
initiate unattended mode
5 B'0',B'1' B'0’ B'0' = BIND sender/receiver will not alternate
between attended and unattended mode
B*O',B'1* B'1? B'i' = BIND sender/receiver may alternate
between attended and unattended mode
6-7 B'0Q? B'0O° Reserved
25 Reserved
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cryptography Options

Bvte Bits
26 0-1
2-3
-7
27 6-1
2-4
5-7
28-k

Reguest
settings

oI o v oo
- .
- oo
OO
- .o

o U 0o
- - - -
oMo
- - - -

[l anl v X o ]

B'oO"
B'000"

B'0g0"

Response
settings

B'00"
B'000°

B'00Q"

Names and End User Data

k+2-m

m+1

m+2-n

n+l

n+2-p

ptl

pt2-r

Request
[ ings

X'00?

X'nn'

X'00°
X'nn!

Xrg0?
X'nn!

X'o0"

X'nn!

Response

sottings
X'00’

X'nn!

X'00?
X'nn'

X'gQ0°
X'mm',X'00"

Xreo!

X'nn'

Opt

Discussion
An X in OPT column indicates value is optional.

Private cryptography options:
X No private cryptography supported
X Private cryptography supported
Reserved
Reserved

Note: BIND receiver must accept sender's choice
of cryptography or return B'00'.

Session-level cryptography options:

No session-level cryptography supported
Session-level selective cryptography supported
Reserved

Session-level mandatory cryptography supported

X

Session-level cryptography

options field length:

No session-level cryptography specified
Session-level cryptography specified

XX

Session cryptography key encipherment mode:
X Key enciphered under BIND receiver keay

Reserved

Cryptography cipher method:
Block chaining

X Session cryptography key enciphered
under BIND receiver master key

Discussion

Length of BIND sender's name in field k+2-m
Field k+2-m does not exist
Field k+2-m contains X'nn' bytes (<X'08')

BIND sender's LU name

Length of user data in field m+2-n

Field m+2-n does not exist

Field m+2~-n contains number of bytes specified
User data (response same format as request)
Length of user request correlation field

Field n+2-p does not exist
Field nt+2-p contains number of bytes specified

User request correlation field

Length of BIND receiver's name in field p+2-r
Field pt+2-r does not exist

Field pt2-r contains X'nn' bytes (<X'08')

BIND receiver's LU name
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pafinitione for Negotiablae BIND

The following definitions apply to bytes 14 to 25 of the nagotiable BIND
request:

1.

10.

11.

LU-LU session type (byte 14): This field specifies LU session type &
:gd th%szgdentifies the format and field definitions for bytes 15
roug .

BIND sender to BIND receiver flow (bytes 15 to 18):

BIND sender's send capabilities {negotiable BIND request). This field
provides information that assists the session partner in identifying the
range of send capabilities that may be desired. The session partner
should use this information when deciding how to adapt to these capabil-
jties; the information may not be used to reject session activation.

BIND receiver's receive capabilities (negotiable BIND response). This
field defines the session parameters that are acceptable for this direc-
tion of flow. Acceptance of the session activation means that the BIND
sender will comply with the BIND parameters for this direction of flow.

BIND receiver to BIND sender flow (bytes 19 to 22):

BIND sender's receive capability (negotiable BIND request). This field
defines the session parameters that are proposed for this direction of
flow. The session partner may use this information in preparing the
BIND response; the information may not be used to reject session acti-

vation.

BIND receiver's send capability (negotiable BIND response). This field
defines the range of session parameters that may be used in this direc-
tion of flow. Acceptance of session activation means that the BIND
sender will comply with these parameters for this direction of flow.

Code selection (request and response) (byte 23).

In the BIND request, the BIND sander specifies both the main (code 0)
and alternate (code 1) codes proposed for use in the session. If the use
of alternate code is not proposed (that is, if bit 4 of byte 6 of the
BIND request is set to B'0'), then the code 1 selection field is mean-
ingless. The BIND sender also indicates his code repertoire to assist
the BIND receiver in identifying a mutually compatible code if
multiple-code capability exists.

The capability to send, to receive, or to prohibit FM data in the super-
visory sarvices session is supported. In the case of a
terminal-to-terminal or cluster-to-cluster session, these supervisory
services are provided by the LUs. In a system managed by an SSCP, tha
SSCP provides thase services to the LUs.

LU_T4% uses FMH-1 to control the beginning and ending of destination
selection. Optionally, LU_T4& uses EMH-2 to process data at the active
destination, and FMH-3 to send a compaction table for use by all LU
components. Complete definitions of these headers and subsets supported
are found in Part 2 Chapter & and under "FM Header Processing™ in this

chapter.

Support of compaction is optional. This indicator applies only to SCB
compaction.

Support of tha PDIR FMH-2 is optional. When supported, it applies to
all media.

QUERY FOR DATA SET FMH-2 allows one LU to solicit input from the other's
various sources: card, disk, and so on.

General characteristics (request and response) (byte 24).

This field §pecifies additional session parameters that may be required
by the session partners. If a conflict arisas batween the BIND sender
and BIND receiver, the BIND response will resolve the conflict.

A console is optional for LU_T4.
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The BIND receiver must adapt to the code selection in the BIND request as
follows (applicable to products with multiple-code capability):

1. If the main code proposed in the BIND reauest exists in the repertoire
of the BIND receiver, then the proposed main code must be accepted and
such acceptance is indicated in the BIND response by the appropriate
satting of the code 0 selection field.

2. If the main code proposed in the BIND request does not exist in the
repertoire of the BIND receiver, a comparison is made with the code
rapertoire indicated in the BIND request. If any (one or more) mutually
compatible code(s) exist, the BIND receiver spacifies the main code to
ba used for the session by an appropriate setting of the code 0
selection field in the BIND response. The order of preference of this
code selection is, first, that code specified in bit 0 of the code
repertoire, followed in order by those codes specified by bits 1, 2, and

3. If the BIND sender proposes that alternate coda not be used, the BIND
receiver must set bit ¢ of byte 6 to B'0' in the BIND response. This
makes the code 1 selection field meaningless.

6. If the BIND sender proposaes that alternate code be used, and if that
proposad alternate code exists in the repertoire of the BIND receiver,
then the BIND receiver accepts the proposed alternate codae by tha appro-
priate setting of the code 1 selection field of the BIND response.
Otherwise, the BIND receiver specifies that alternate code is not to be
used by setting bit 4 of byte 6 to B'0' in the BIND response.

Thus, the code selection to be used in the session is defined as being
spacified in the BIND response.
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PART 1 CHAPTE U-lLU SESSION TYPE 6

Type 6 LU-LU sessions are used for data communication between transaction
processing systems (TP5s). The TPSs then provided functions that permit

application programmers to develop transaction processing applications in
which different parts of the application arae performed at different TPSs.

The TPSs are interconnected via type 6 LU-LU sessions, and they provide two
major services:

¢ They allow resources, such as files and queues, to be distributed through-
out the network, and provide a means for easily accessing such resources

e They allow application programs, called transaction processing programs, to
be distributed throughout the network, and provide a means for these trans-
action processing programs to communicate and cooperate with each other in
processing transactions.

These two services are discussed in greater qetail in SNA Concepts and
Products as the remote resource access capability and the TPP (transaction
processing program) conversational capability.

An example of an LU_T6 session is where one CICS/VS and one IMS/VS system are
in session; a CICS/VS application program may communicate with an IMS/VS
program. LU_T6 implementations use the term transaction to describe this
type of communication between programs. Transactions are usually of short
duration; the longer batch and interactive sessions are not precluded, howev-
aer.

Within type 6 sessions, many transactions may occur on the session betuween
TPSs. In this sense, a transaction is a unit of work initiated by a single
request. Where the work is accomplished is determined by where the end user
placed the transaction processing programs Within the network.

In some cases, the location of the data (local or remote) becomes transparent
to the programs. The programs can obtain access to remote data without issu-
ing a unique transaction to the target system to access the data. The TPSs
convert these requests to a standardized format and forward them to the
appropriate TPS following the session's protocol rules.

LU-T6 sessions operate in a network controlled by one or more SSCPs. The
half-sessions operate in a symmetric environment; that is, the partners are
equals and neither controls the session. The half-session that sends the
data assumes error recovery rasponsibility for the data.

The session begins when one TPS sends a BIND SESSION request to the desired
sassion partner (another TPS). The BIND SESSION request identifies those
functions the BIND sender wishes to use. The request may be a negotiable
BIND. The BIND receiver can agree to the session parameters and return a
positive response to BIND that is jdentical to the one received. If the BIND
recejver wishes to negotiate, however, it returns a positiva response to BIND
that shows the changed parameters.

LU_T6 implementations need not contain all functions of the LU_T6 protocol.
By using BIND SESSION, implementations can determine whether there is a
subset of functions that allows meaningful communication between session

partners.
HALF-SESSION CHARACTERISTICS

FM, TS, AND PS PROFILES

LU_T6 implementations use FM profile 18 and TS profile 4. The SNA
that are allowad with each profile are found in SNA feren Summ :FQUQSts
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LU_T6 implementations use a PS profile that allows the following function
management header and data stream options:

Function Management Headers (FMHs). LU_T6 implementations may use these FM

headers:

® FMH-% - This header is used to carry a logical block command and associated
information for logical message services (LMS), an end-user service that
can be implemented by TPSs. Logical message services uses LU-T6 sessions
to transmit messages batween and users.

¢ FMH-5 - This header is used to select a named transaction program within the
receiving LU. FMH-5 flows from the transaction processing program using
the sending half-session to the LU services manager for the receiving
half-session. The transaction processing program must use FMH-5 to identi-
fy a named transaction program if the default destination at the receiving
half-session is inappropriate or not provided.

¢ FMH~6 ~ This header 1s used to carry a command or data, or both, from an
active transaction pregram attached to the sending half-session to an
active transaction program attached to the receiving half-session.

¢ FMH-7 - This header is used to send further information about an error after
negative responsae X'0866"' has been received.

¢ FMH-10 - This header i1s used to start sync point processing. The LU
services manager for the sending half-session sends the FMH-10 to the LU
services manager for the receiving half-session.

Function management headers are discussed furthar in "Part 2 Chapter 6: Fune-
tion Management Headers."

Data Streams. The session partner that sends the ATTACH FMH-5 selects the
data stream. The data streams used by LU_T6 sessions are defined by the user.

TC (TRANSMISSION CONTROL) CONSIDERATIONS

Transmission Control services, such as pacing and cryptography, are summa-
rized in SNA Concepts and Products and defined in SNA Format and Protocol
Reference Manual: Architecture Logic.

DFC (DATA FLOW CONTROL) CONSIDERATIONS

Data flow control services, such as chaining, brackets, and send/receive
modes, are summarized in SNA Concepts and Products and defined in SNA Format
and Protocol Reference Manual: Architecture logic. The following paragraphs

give additional considerations.

SEND-RECEIVE MODES

LU_Té implementations use half-duplex flip-flep. A half-session's reset
state is either send (~BETB.SEND.BETC with attributes $5,-R) or receive
(~BETB.RCV.BETC with attributes -S,R) when the bracket reset state is INB. A
half-session’s resaet state is BETB.RCV.BETC with attributes =5,R when bracket
reset state i1s BETB.

BRACKET PROTOCOL

LU_T6 implementations use the bracket protocol defined in SNA Format and
Protocol Reference Manual: Architecture Logic. The BIND SESSION option that
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allows neither half-session to end a bracket is invalid; that is byte 4 bit 7
and byte 5 bit 7 cannot both be B'0'. The BIND receiver can reject the BIND
ift%gtional bracket settings are not supported; it must support the required
setting.

Transactions cannot span brackets.

CHANGE-DIRECTION MANAGEMENT

Use of CD Indicator (CDI): The change direction indicator (CDI) in the
request header (RH) is used to change the direction of data flow when session
partners are using half-duplex flip-flop mode and are in brackets (after BB
and before EB}. The session partner that has the authority to send at a given
moment changes the direction of flow by turning on the CDI in the last RU it
chooses to send.

The sending of the CDI should occur under the following circumstances:
s A transaction program has reached an end-of-send data-transition condition.

e A transaction program has raceived SIG X'0001"' (request change direction).
The procedures that must be followed when returning the CDI are discussed
below under "Signal Codes."

e A transaction program has been session-activated in the send state, but has
no data traffic to send.

¢ When the transaction program receives CD and it doesn't have any data to
send.

A transaction program should send available FM data, if any, when tha CDI is
received.

Use of SIG (Signal): An LU that is capable of sending FM data may choose to
send S10 X'0001' (request change direction) when in receive state with FM
data to send.

The sender of SIG X'0001' is not required to return the CDI when it has no
more data to send.

The recaiver of SIG X'0001' should not send SIG X'0001' after sending the CDI
until the end-chain indicator (ECI) has been returned. This prevents a
signal ping/pang condition from occurring with no data flowing.

Data Direction Resolution: If brackets are used, the LU designated as the
contention loser (BIND byte 7, bit 3) normally sends a BID request if it wants
to enter send state, but it may enter send state by sending data to the
session partner if that data is sent requiring a definite response (BB,RQD).
The LU designated at the contention winnaer (first speaker) enters send state

by sending data to the PLU.

PS (PRESENTATION SERVICES) CONSIDERATIONS

FM HEADER PROCESSING

After a session has been activated between two LUs, transaction processing
programs can begin using the session. An ATTACH FMH-5 is sent between LUs
before the sending transaction processing program sends data to the receiving
trangagtron processing program. The ATTACH FMH-5 contains the name of the
;ecf1vxn§ Zqogram andhothertin:ormatigqfneeged to exchange data. LU_T6
implementations may choose to have a dafault destination if data is r i
without an ATTACH FMH-5. 's received

Once the receiving program has been attached, other FM headers are valid if
appropriate for the application or TPS.
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DATA STREAM PROFILES

LU_T6 implementations spacify the user-defined data stream profile in thae
ATTACH FMH-5.

SIGNAL CODES

SIG is an expedited request that may be sent between half-sessions regardless
of tha normal flows. It carries a 4-byte signal code set by the sending LU.

One signal code is valid for LU_T6:
X'0001" + 'rrrr! Request to send (0001) and reserved field (rrrr).

Signal codes_that are not recognized or cannot be handled may be rejected
Wwith a negative response (sense code X'1003' function not supported).

LU STATUS (LUSTAT) CODES

Two LUSTAT codes must be received by LU_T6 half-sessions:

0006 Requaest header bit carrier
0007 Sender currently has no FM data requests to transmit

The format of LUSTAT is:

Byte Value Dafinition
0 X104 Request code
1-4 Status value and status extension field

(two bytes each)

X'0006'+'rrrr! No-op except to allow an RH to be sent when
no other request is available or allowed (0006)
and reserved field (rrrr)

X'0007'+'rrrr' Sender currently has no FM data to transmit
(0007) and reserved field (rrrr)

LU_T6 allows BB (begin bracket) on LUSTAT.

SYNC POINTS

ERRORS

LU_T6 implementations provide a protocol for coordinating events betuween two
cooperating transaction processing programs. Under this protocol, the
programs establish periodic synchronization points. When a synchronization
point is reached, both TPSs are notified that all work since the last
synchronization point has been successfully completed. If the conversation
between the two transaction processing programs is disrupted before a
synchronization point is reached, both TPSs cancel data base changes made
since the pravious synchronization point, so that files used by both trans-
action processing programs will be at the same level.

All errors are turned into exception requests (EXRs) by the elemant of the
network that detects the error. The exception request is sent forward
(except for loss of path errors) to the destination identified by the DSAF
and DAF (destination subarea Tield and destination address fiald of the tran-

- ;
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smission header). The destination then processes the EXR and returns a nega-
tive responsa if the request was marked definite or exception response
requested.

ERP TRANSITION

An error may be detected while a half-session is sender or receiver and while
multiple requests are outstanding. To ensure an orderly transition to ERP
state by both half-sessions, the following rules are used.

Note: There are several levels of synchronization on an LU_T6 session. The
jevel discussed here is the synchronizing of RU chains. Examples of other
levels are brackets synchronization and transaction program unit-of-work

synchronization.

For sender detected errors:

1. The session partners may already be synchronized. This condition occurs
if no RU chains have been sent since the receipt of CD or if a positive
response has been received to the last chain sent. If the last chain was
sent RQD, then synchronization is achieved by waiting for the response.

2. If the last chain was sent RQE, then CHASE is sent to achieve synchroni-
zation.

3. If the current chain is incomplete, then CANCEL is sent to achieve
synchronization.

For receiver detected errors:

1. If there is an outstanding RU chain, then the receiver sends negative
rasponse X'0846' uniess there is an inescapable transition to BETB (BB,EB
or EB,RQE chain), in which case a more informative code may be used. (See
NSense Codes and Sense Data" on page 113).

2. If there is no outstanding chain (error datected subsequent to response),
then the receiver sends negative response X'0846"'" to the next chain.

This action avoids compounding the error situation by attempting to use
Signal (RCD).

3. Once a negative response has been sent, RQE chains are purged to achieve
synchronization. Each nonsynchronizing chain is discarded without
response. Responses to the possible synchronizing events are:

Synchronizing event Response
RQE,CD -RSP.0867
RQD FM data -RSP.0867
DFCCLUSTAT),RQD -RSP.0867
DFC(-LUSTAT),RQD +RSP

Negative response X'0867" is used to reduce the possibility of a transition
to BETB with resulting loss of ERP coordination.

LUSTAT is the only DFC request that allows a negative response. The positive
response to DFC(-LUSTAT) signifies to both half-sessions that purge state has
baen exited and that the ERP message can flouw.

Note: The possibility of asynchronously detected errors leads to the possi-
bility of contention for ERP.SEND. This condition is manifested by the
receipt of negative response X'0846' while purging, and this response over=
rides the current purging operation.

SENDER ERP BUT WITH SELECTIVE RECEIVER ERP

LU_T6 sessions require that the session partners use sender ERP; that is, the
sender of data is responsible for error recovery of that data. Under this
protocol, the receiver remains in receive state after it sends a negative
rasponse unless it entered BETB state. Tha sender of data then attempts to
correct the error and synchronize the session.
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There are times when the receiver of data can provide valuable information
about the arror, but it cannot contain the information within the sense data
field of the negative response. When this condition occurs, sense code
X'0846"' is returned with the negative rasponse. This alternative allows the
data receiver (the sender of the negative response) to choose when to changa
the normal send-receive (5,R) transitions.

If the data receiver returns negative response X'0846"', it must follow the
response with an ERP message.

ERP Messadas

ERP messages are requests used by the session partners to define the cause of
errors and to provide corrective information. The request unit that carries
the ERP message contains an FH header type 7 (FMH-7) and the ERP message,
which can be any information understood by the session partners:

RH FMH-7 ERP message

The traditional SNA method of notifying the session partner of an error is
the negative response returned by the receiver when an error is detected.
Within LU_Té sessions, the ERP message provides session partners with an

alternative protocol.

SENSE CODES AND SENSE DATA

Sense code values for LU_T6 sessions are:

CHAIN ERRORS:

RH usage errors: X'40°

4003 BB not allowed
4009 CD not allowed

Request errors: X'10'

10030000 Function not supported

10036002 Invalid destination program name (DPN)

10036003 1Invalid primary resource name (PRN)

10080000 1Invalid FM header .

10608200E Invalid concatenation

10086001 Invalid deblocking algorithm (DBA)

10086004 Invalid queue name length

10085006 Invalid data stream profile (DSP)

100856007 FMH~7 not preceded by negative response X'0846"
100845008 Invalid attach access code

10086009 FMH-5 fixed length parameter count not equal to 2
1008600A Not first FMH-5 and IUT -= IUT in register and IUE -= on
10068600B FMH-5 command invalid

1008600C Null sequence field required

1008600D Usaer to user program transition ngf_alloued
1008600E User to architected program transition not allowed
1008600F RAP FMH-5 not sent properly

10086010 RAP FMH-5 sent with inactive attach register

uest Reject: X'08!

080F End user not authorized

0812 Insufficient resource

0813 Bracket BID reject -- no RTR forthcoming
0381¢ Bracket BID reject = RTR forthcoming
0819 RTR not required
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081C Request not executabla

0826 FM function not supported

0829 Change direction required

084B0000 Raquested raesource not available

084B6002 Requested DPN resource unavailable

084B6003 Requested PRN resource unavailable

UNIT OF LIORK ERRORS: Unit of work errors are requast raject errors (cataegory
code X'08'):

0824 Unit of work aborted

0846 ERP messaga forthcoming

0864 Function abort -- loop will occur upon reexecution
0865 Function abort -- sender responsible to detect loop
0866 Function abort =-- receiver responsible to detect loop

X'0846"' is used to causa a transition from sender ERP to receiver ERP.
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BIND SESSION FORMAT FOR LU-LU SESSION TYPE 6

This section defines valid bit settings for the BIND request. The BIND for
LU_T6 can be sent as a negotiable or nonnegotiable request. In a negotiable
BIND, the BIND sender and BIND receiver can negotiate to establish sassion
protocgls. In the nonnegotiable BIND, the BIND sender specifies tha sassion
paramaters.

The formats of both the nonnegotiable BIND and the negotiable BIND request
an.rgigonse are identical. Differences in protocols are noted in the field
efinitions.

BIND SESSION REQUEST

This section defines valid bit settings for the BIND request. All values
listed must ba supported, unless the value is optional (identified by P in
the Opt column for the BIND sender and by S in the Opt column for the BIND

receiver) or not valid.

Bvte Bits Value 0Opt Discussion

0 0-7 XT3t Identifies this RU as a BIND request.
1 -3 Xro! Specifies the format of the BIND RU. Only one format has been
defined: format 0 (zero).
(1 4-7 Type - denotes the type of BIND to be performed:
X'0" Negotiable BIND (cold start)
X1t Nonnegotiable BIND (cold start)

EM_(Function Management) Profile

2 0-7 Xri2? FM profile 18

Thae FM profile defines data flow control (DFC) protocols. (See
SNA Reference Summary for highlights of the FM profile.)

IS (Transmission Subsystem) Profile
3 0-7 X'04" TS profile 4

The TS profile defines transmission control (TC) protocols.
(See SNA Reference Summary for highlights of the TS profile.)

(4-7) See bytes & through 7 below.

BIND Send2r's Send Protocols
Chaining Use:

4 0 B'O" Not valid
B'1* BIND sender can send single or multiple element chains.
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Byte Bits
4) 1
(6) 2-3
(4) 4
(4) 5
(4) [
(%) 7

Value 0Opt

B'Q?

B'1" P

- . - .
OO
OO

- - - .

o 03 o o

B1g?
B'1

Discussion
Request Mode Selection:

Immediate request mode is used. Only one definite response can
be outstanding at a time. That response must be received before
the BIND sender can send another RU.

Delayed request mode is used. Multiple definite responses can
be outstanding at one time.

Note: If delaved request mode is used, the RU sender must be
responsible for recovery, and EC (end chain) may not be sent on

the currgnt chain when a definite response is outstanding for
the previous chain.

Chaining Responses:
Not valid
Not valid

BIND sender can request only Qefinite responses.
BIND sender can request definite or exception raesponses.

Two-phase Commit Indicator:

Two-phase commit not supported (cannot send PREPARE FMH-10).
Two-phase commit supported (can send PREPARE FMH-10).

Reserved
Compression Indicator:

BIND sender cannot send compressed data.
Not valid.

Send End Bracket Indicator:

BIND sender will not send EB (see byte 6 bit 2).
BIND sender can send EB.

Note: First speaker must be able to send EB (see byte 7 bit 3).
If BIND sender is first speaker, bit 7 must be 1.

BIND Recaiver's Send pProtocols

5 ]
(5) 1
(5) 2-3

B'o*

BTl S

B'0O"
B'Ol"
BriQ! S
BT1il!

Chaining Use:

Not valid
BIND receiver can send single or multiple elemant chains.

Request Mode Selection:

Immediate request mode is used. BIND receiver can issue a
request for a single definite response. No further transmission
is sent until the BIND receiver receives the requested response.
Delayed request mode is used. BIND receiver allows several
definite responses to be outstanding at one tima.

Note: If delayed request mode is used, the RU sender must be
responsible for recovery.

Chaining Responses:

Not valid

Not valid

BIND receiver can request only definite responsaes.
BIND receiver can request either definite or exception
responses.
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Byte

(5)

(5)

(5)

(5)

Bits

Value 0Opt Discussion

o
- -
o

Two-phase Commit Indicator:

Two-phase commit not supported.
Two-phase commit supported.

Resaerved
Compression Indicator:

BIND receiver cannot send compressed data.
Not valid.

Send End Bracket Indicator:
BIND receiver will not send EB (sece byte 6 bit 2).

BIND receiver can send EB.

Note: First speaker must be able to send EB (see byte 7 bit 3).
If BIND receiver is first speaker, bit 7 must be 1.

Common Protocols for FM Data

(6)

(6)

(6)

(63

(6)

(6)

(6)

B'O?
Brir

B'o!
B'1?

Reserved

Not valid.
BIND sender and BIND receiver can exchange FM headers.

Brackets Usage and Reset State:

Note: Brackets are required in LU_T6 sessions.

The bracket state manager's reset state is INB (in brackets).
The bracket state manager's reset state is BETB (between brack-

ets).

Bracket Termination Rule Selection:

Not valid
Bracket termination rule 1 is used.

Note: Bit 3 is reserved if brackets are not used by the
session.

Alternate Code Selection:

Alternate code set may not be used.
Not valid.

Sequence Number Usage for Resynchronization:
Sequence numbers not available.

Sequence numbers available (from the previous aptivafion of the
session with the same session nama) for sync point resynchroni-

zation.

Bracket State Status for Resynchronization:

BIS request not sent prior to session termination.

BIS request sent prior to session termination (from the previous
activation of the session with tha same session name) so
saquence numbers ara not reqqired for resynchronization.

Resarved
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Byte Bits Value 0Opt
7 0-1 B10O?
Bro1?
B'io?
B'1i1’
(7) 2 B'0
Bl
(7) 3 B'o?
B'1? PS
(7) %-6
(7) 7 B'0?
Brit
TS Usage
(8-13>
8 0 B'0?
B v ]
(8) 1
(3) 2-7 B'nannnn'
9 0-1
(9 2-7 B'nnnnnn!

Discussion
Normal-Flow Send and Receive Mode Selection:

Not valid
Not valid
Half-duplex flip-flop
Reserved

Recovery Responsibility:

Not valid.
Symmetric responsibility for recovery. The sender of data is
responsible for recovery.

Contention Winner/lLoser:

BIND receiver is contention winner (first speaker), and BIND
sender is contention loser.
BIND sender is contention winner (first speaker), and BIND

receiver is contention loser.

Reserved
Half-Duplex Flip-Flop (HDX-FF) Reset States:

Note: Byte 7 bit 7 is reserved if bracket state manager reset
is BETB; it is used only when reset is INB (see byte 6 bit 2).

HDX-FF reset state is RECEIVE for the BIND sender and SEND for
the BIND receiver (that is, the BIND receiver sends normal-flouw
requests first after session activation or reset).

HDX-FF reset state is SEND for the BIND sender and RECEIVE for
the BIND raeceiver (that is, the BIND sender sends normal-flow
requests first after session activation or reset).

See bytes 8 through 13 below.

Staging Indicator and Pacing Count for BIND-receiver CPMGR
{connection point manager) to BIND-sender CPMGR normal flow:

Pacing in this direction occurs in one stage.
Pacing in this direction occurs in two stages.

Note 1: When the session involves a boundary function, pacing
may occur in two stages. (For the definition of a boundary

function, see SNA Format and Protocol Reference Manual: Archi-=

tecture Logic.)

Note 2: The meanings of 0 and 1 are reversed from the staging
indicator for BIND-sender CPMGR to BIND-receiver CPMGR (see

byte 123.

Reserved

BIND-receiver CPMOGR's send pacing count. A value of 000000
means no pacing of requests flowing from the BIND receiver.

Reserved

BIND-receiver CPMGR's receive pacing count. A value of 000000
causes the boundary function to substitute the value set by a
system definition pacing parameter (if the system definition
includes such a parameter) before it sends the BIND RU on to the
BIND receiver. A value of 00000080 received at the BIND receiver
is 1qterpreted to mean no pacing of requests flowing to the BIND
receilver.
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Bvte Bits Value 0Opt

10

11

12 0
(123 1
(12) 2-7
13 0-1
(13 2-7
PS Profile
(14-25)
14 ]
(14> 1-7

X'85"
X'ab' P

X'85?
X'ab? S

B'nnnnnn'!

B'nnnnnn'

B'Q!
B'1!

Brgooo110"

Discussion
Maximum RU Size:

Maximum RU size of 256 bytes sent on the normal flow by the BIND
receiver.
Maximum RU size greater than or less than 256 bytes.

This value represents the largest RU that can be sent. It is
expressed as a mantissa and an exponent value of 2 by which the
mantissa 1is multiplied. For example, when the mantissa is 8 and
the exponent is 5 (X'85'), the RU size is 256 bytes (8 x 25).

When bit 0 is set to zero, no maximum is specified, and the
remaining bits 1-7 are ignored. When bit 0 is set to one, the
byfe is)interpreted as X'ab'. (See Appendix B for these
values.

Maximum RU size of 258 bytes sent on the normal flow by the BIND

sender.
Maximum RU size greater than or less than 256 bytes.

This value rapresents the largest RU that can be sent by the
BIND sender and is specified in the same format as the BIND
recaiver (byte 10).

Staging Indicator and Pacing Count for BIND-sender CPMGR to
BIND-receiver CPMGR normal flow:

Pacing in this direction occurs in two stages.
Pacing in this direction occurs in one stage.

Note: The meanings of 0 and 1 are reversed from the staging
indicator for BIND-receiver CPMGR to BIND-sender CPMGR (see
byte 8, notes 1 and 2).

Reserved

BIND-sender CPMGR's (connection point manager's) send pacing
count. A value of 000000 means no pacing of requests flowing
from the BIND sender.

For single-stage pacing in the BIND sender to BIND receiver
direction, this field is redundant with, and will indicate the
same value as, the BIND-receiver CPMGR's receive pacing count
(see byte 9, bits 2-7 above).

Reserved

BIND-sender CPMGR's receive pacing count. A value of 0008000
means no pacing of requests that flow to the BIND sender. For
single-stage pacing in the BIND receiver to BIND sender direc-
tion, this field is redundant with, and will indicate the same
value as, the BIND-receiver CPMGR's send pacing count (see byte
8, bits 2-7 above).

See bytes 14 through 25 belou.

PS usage field format is the basic format.
Reserved

iU-LU session tvpe 6
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Byte Bits

PS Usage

15

16-19

16 0-1
2
3
6
5
6
7

17-19%

20-23

20 0-1
2
3
4
5
6
7

21-23

264-25

Value 0Opt Discussion

Ll = HPOFORFO

Y oo oo
- e a w o =

- -
- -

cryptography Options

26

(26)

(26)

0-1

2-3

4-7

B'00"
B'Ol?

B'10°
1

B'1

B'00?
B'01!

Brig?
Br11!

Xrg?

PS
PS

PS
PS

PS

PS

Reserved
BIND Sender Flags:

Reserved

System message transaction program not supported
System message transaction program supported
Scheduler transaction program not supported
Scheduler transaction program supported
Queue transaction program not supported
Queue transaction program supported

Reserved

DL/1 transaction program not supported

DL/1 transaction program supported

Reserved

Reserved
BIND Receiver Flags:

Reserved

System message transaction program not supported
System message transaction program supported
Scheduler transaction program not supported
Scheduler transaction program supported
Queue transaction program not supported
Queue transaction program supported

Reserved

DL/1 transaction program not supported

DL/1 transaction program supported

Reserved

Reserved

Reserved

Private cryptography options:

No private cryptography supported.

Private cryptography supported. The session cryptography kay
and cryptography protocols are privately supplied by tha aend
user.

Reserved

Reserved

Session-leval cryptography options:

No session-level cryptography supported.

Session-level selectiva cryptography supported. All cryptogra-
phy key management is supported by the SSCP and LU; exchange
{using +RSP to BIND) and verification (using CRV) of the cryp-
tography session-seed value are supported by the LUs for the
session. All FM data requests with EDI (enciphered data indica-

tor) on are enciphered/deciphered.

Reserved

Session-lavel mandatory cryptography supported; same as
session-lavel selective cryptography except all FM data
requests are enciphered/deciphered.

Session-level cryptography options field length:
No session-level crvptography specified. The crypt h
option fields (bytes 27-k) ara omitted. vprosrarhy
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27

27>
(27)

28-k

Names and End User Data

k+l

k+2-m

m+1

m+2-n

m+2

n+l

n+t2-p

ptl

p+2-r

Bits

Value

X'9'

Broo’

B'C00"

Opt
PS

PS

PS

PS

X100
X'nn!

Xr'o0"
X'nn'

X'00"
X'nn'

PS
PS
PS

Discussion

Session-level cryptography specified. Additional options
follow in the next nine bytes.

Session cryptography key encipherment mode:

Session cryptography key enciphered under BIND receiver (or
SLU) master cryptography key using a seed value of zero (only
value defined).

Reserved
Cryptography cipher method:

Block chaining with seed and cipher text feedback, using the
Data Encryption Standard (DES) algorithm (only value defined).

Session cryptography key enciphered under BIND receiver (or
SLU) master cryptography key; an eight-byte value that, when
deciphered, yields the session cryptography key used for enci-
phering and deciphering FM data requests.

Length of BIND sender's name in field k+2-m.

Field k+2-m does not exist.
Field k+2-m contains the number of bytes specified (cannot
excead X'08').

BIND sender's LU name.
Length of user data in field m¥2-n.

Field m+2-n does not exist.
Field m+2-n contains the number of bytes specified.

User data

User data key.
Structured subfields follow.
First byte of unstructured user data.

Note: The unstructured user data continues in m+3 and goes to
byte n. (For information on structured subfields, see the BIND
information in SNA Format and Protocol Reference Manual: Archi-

tecture Logic.)

Length of user request correlation field.

Field n+2-p does not exist.
Field n+2-p contains the number of bytes specified.

User request correlation field.
Length of BIND receiver's name in field p+2-r.
Field p+2-r does not exist.

Field p+2-r contains the number of bytes specified (cannot
exceed X'08').

.BIND receiver's LU name.
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Notes

The receiver of a nonnegotiable BIND request cannot return a negative
response because a mandatory value is specified, but may return a negative
responsa when an optional value is specified and the BIND receiver doesn't
support 1t.

Tha receivaer of a negotiable BIND request may negotiate only the changing of
an optional value to a mandatory value. It may unbind the session whan an
optional value is specified and tha BIND receiver does not support it.

When preparing a negotiable BIND response, the BIND receiver should indicate

the PS profile options it actually supports (in bytes 20-23) and the options
that the BIND sender should support (in bytes 16-19).
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PART 2 CHAPTER 1. SNA CHARACTER STRING (SCS) CONTROLS

This chapter defines the controls of thae SNA character string used by LU-LU
sessions. .

SNA CHARACTER STRING CONTROLS

SNA character string (SCS) controls are EBCDIC control codes that may be used
to define a data stream. Their primary function is to format a visual presen-
tation medium, such as a printed page or a display screen. They also set
modes of device operation, define data to be used in a unique fashion, or are
used for communication between a device operator and an application program
(where the specific function associated with the coda is defined in a proto-
col established between a program and an operator).

Data streams based on SCS controls consists of a sequential string of SC$
controls and data characters. These data streams are defined by the LU-LU
session types that use SCS controls. This chapter defines the SCS controls
that may be used to build these data streams, but no sets of controls are
identified.

Controls may be intermixed with graphic data characters. SCS control codes
are in the range X'00' through X'3F' plus X'FF'. Graphic codes are in the
range X'40' through X'FE'. Other data types (such as binary and packed deci-
mal) are permitted, but only in conjunction with the Transparent (TRN), Pres-
entation Position (PP), Program Operator Communication (POC), and Control
Sequence Prefix (CSP) controls, discussed later. One-byte parameters that
specify functions or binary values are permitted with some codas.

SCS control codes and data appear within the RU portion of the basic informa-
tion unit (BIU). They may be preceded or separated by other control informa-
tion in the RU, such as function management headers (FMHs) and string control
bytes (SCBs) for functions such as destination selection, data management,

and compression or compaction.

SCS functions do not include data flow control functions, even though both
may be available to a keyboard operator through keys on the keyboard.
CANCEL, for example, is a data flow control request which may be initiated by

a key on the keyboard.

SCS functions include certain unique graphic characters that contain control
functions. (See "Graphic Codes that Possess Control Characteristics,"
"Adjust Text Mode," and "Text Justify Mode" later in this chapter.)

An SCS control and parameter sequence may span RUs; an SCS control code
and parameter sequence may not span RU chains. A receiver of these sequences
must terminate any 5CS parameter updating in process upon receiving a
first-in-chain or only-in-chain RU. Expected parameters that are not
received are to be interpreted as invalid parameters within the chain
containing the start of the SCS control code.

Parameters in SCS controls are of two types: function and value. Function
parameters are used to extend the function defined by the SCS control. For
example, the PP control has a function parameter to define explicitly the
positioning function to be performed. Value parameters are used to specify a
numeric value associated with the SCS control. The PP control also has a
value parameter associated with it. If the move is relative to the current
position, the value parameter specifies the number of columns or lines the
presentation position is to be moved from its current position. If the move
is absolute, the value parameter specifies the absolute column or line number
to which the presentation position is to mova.

Function parametgrs are EBCDIC characters; value parameters are binary
numbers or graphic symbols.
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SCS control functions are assigned EBCDIC codes as shown below. The control
function ID is a one-bvte or multiple-byte field (for example, 0D for
carriage return and 2BC6 for set line density).

Code

(EBCDIC) SCS Control Function Abbreviation
16 Backspace BS

2F Bell (Stop) BEL (STP)
6D Carriage Return CR

iB Customer Use 1 Ccul

3B Customer Use 3 cu3

11 Device Control 1 DC1

12 Device Control 2 DC2

13 Device Control 3 DC3

3C Device Control & DC4%

14 Enable Presentation ENP

36 Expanded Backspace (Numeric Backspacea) EBS (NBS)
El Expanded Space (Numeric Space) ESP (NSP) ¥
6C Form Feed (Page End) FF (PE)
08... Graphic Escape GE

05 Horizontal Tab HT

39 Indent Tab IT

33 Index Return IR

24 Inhibit Presentation: INP

1C Interchange File Separator IFS

1D Interchange Group Separator IGS

1E Interchanga Record Separator IRS

i1F Interchange Unit Separator IUS

25 Line Feed (Index) LF CINX)
15 New Line (Carrier Return) NL (CRE)
00 Null NUL

36... Praesentation Position PP

17... Program Operator Communication POC

0A Repeat RPT

3A Required Form Feed (Required Page End) RFF (RPE)
0% Required New Line (Required Carrier Return) RNL (RCR)
%1 Required Space RSP x
0450 Secure String ID Reader SSR

04C1 Select Left Platen SLP

046n Select Magnetic Encoder SME

04C2 Select Right Platen SRP

28... Set Attribute SA

2BD1 Cn Set Chain Image SCI

2BC8 Set Graphic Error Action SGEA

2BC1 Set Horizontal Format SHF

2BC6 Set Line Density SLD

2BD2 29 Set Print Density SPD

2BD1 Cn Set Translation Table STT

2BC2 Set Vertical Format SVF

OF Shift In SI

0E Shift Out S0

2BC3 Start of Format SQOF

38 Subscript SBS

3F Substitute SUB

09 Superscript SPS

2A Switch SW

CA Syllable Hyphen SHY ¥
35... Transparent TRN

1A Unit Backspace UBS

04... Vertical Channel Select VCS

0B Vertical Tab vT

23 Word Underscore Wus

Note: Func@ions with ellipses extending their l-byte code (those that have
the expression "..." following them) have one or more parameters and are
multiple-character code points.

X This function uses a graphic code. (See "Graphic Codes that Possess
Control Characteristics" on page 150.)
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CONTROL FUNCTION DESCRIPTIONS

This section describes, in alphabetical order, the SCS controls that may be
used to transmit a data stream between points in a network.

The formatting controls are based on a presentation surface, which is mapped
onto a daevice. The presentation surface consists of a matrix of character
positions with an origin of column 1 and line 1. The maximum presentation
surface width and depth may be the fixed parameters of the device:; the top
margin, bottom margin, left margin, and right margin are variable parameters
(Figure 1-1). The variable parameters have default values specified later.

------ Presentation —-=—====—=—=—=————=1
surfacae
width
v v
[- ----- D e emme e e e e e e e e e e e = =)
i TM = Top margin LinT = L$
_________________________ -
|
|
v
Presentation
surface LM= RM=
depth Laft Right
margin margin

MPL = Maximum

...... > L e e e e o e o e e e ] presentation
line
| Column = C# |
| =---> ‘
MPP = Maximum
presentation
position

Figure 1-1. The presentation surface. TM, BM, and MPL are expressed by a
number whose origin is line number one (the topmost line of the presaentation
surface). LM, RM, and MPP are expressed by a number whose origin is column
number one (the leftmost column of the presentation surface).

The presentation position is defined by a pair of coordinates (L#,C#) that
specify the line number and column number where the next graphic character
will be displayed. The presentation position is the print head position on a
serial printer, the next print position on a line printer, and so on. All
characters are of a uniform size and all lines are uniformly spaced.

A console consists of a presentation surface and a keyboard that are tied
together by sharing a common buffer. When the keyboard enters characters
into the buffer, they are also printed or displayed. Exceptions to this rule
exist as noted under those SCS controls that are affected.

The presentatipn surface is mapped onte a printer by making each page equal
to a prgsentatxon surface, where the maximum presentation line (MPL), or page
depth, is set to accommodate the printer form size.

The physical gositioning by the device is the same, whether the source of the
control function is the received data stream or key action. When the source
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BACKSPACE

BELL (REL,

is the kevboard, the control code is also inserted in the data stream being
generated.

The control definitions are presented in two stages. The first staga
consists of the essential features within each control function; these are
given below. The second stage augments the individual control definitions
Wwith generally applicable definitions for automatic line, column, and presen-
tation surface advancement. ’

(BS, X'16')

BS is a formatting control that moves the presentation position horizontally
one position to the left. If the presentation posntjon is at column one, the
function becomes a no—op. Left margin settings are ignored.

Using the (L#,C#) pair previously defined:

C#lnew)<~==-maximum(1.C#(old)-1)
L#(new)<-—--L#(old)

This function is for overstrike purposes and not for error correction. Back-
space for error correction is a local device funetion, and requires a sepa-
rate key that does not generate a code for transmission from the device.

Differences can occur in the output if the presentation position is at the
column one position when the backspace code is received. (See "Unexpected
Output with Contiguous Backspaces™ on page 154.1

X'2F")

BEL is a program-to-operator communication control used in the same fashion
as POC. The difference is that BEL has no parameter associated with the
control. For program-to-operator communication., BEL may perform a stop func-

tion. This requires the device to stop processing the data stream until the
operator action associated with BEL is performed.

CARRIAGE RETURN (CR, X'0D")

CR is a formatting control that moves the presentation qoqition horizontally
to the left margin on the same line. If the current position already equals

the left margin, the function becomes a no-op.

L#(naw)<----L#(old)
C#(new)<==-=--LM

CUSTOMER USE (CU)

CUSTOMER USE 1 (CUl, X'1B')
CUSTOMER USE 3 (CU3, X'3B")

CUl and CU3 are program-to-operator communication controls used in the same
fashion as POC. The difference is that there are no parameters associated
with the CU1l and CU3 controls.
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DEVICE CONTROL (DC)

DEVICE CONTROL 1 (DCi, X'11%")
DEVICE CONTROL 2 (DC2, X'12")
DEVICE CONTROL 3 (DC3, X'13')
DEVICE CONTROL & (DC4, X'3C")

DC1, DC2, DC3, and DC4 are device controls for device-specific control func-
tions. For example, when data is directed to a magnetic stripe writer, DCl
identifies a test record to be written on the magnetic stripe.

ENABLE PRESENTATION (ENP, X"14')

ENP is a device mode control that enables the presentation of device-entered
data at the entering device. All data entered at the devica after receipt of
the ENP control function is presented in the normal fashion. The ENP control
function is used in conjunction with the INP control function to control
presentation during the entry of sensitive data.

EXPANDED BACKSPACE (EBS, X'36"')

ERS is a formatting control that provides a large, fixed-size backspace used
primarily for tabular and columnar formatting on proportional-space devices.
The normal backspace on proportional-space davices doas not provide this
function because it is a varijable-sized backspace based on the previous char-
acter. 0On nonproportional devices, EBS may be folded into BS.

EXPANDED SPACE

See "Graphic Codes that Possess Control Characteristics™ on page 150.

FORM FEED (FF, X'0C')

FF is a formatting control that moves the presentation position to the top
and left margins of the next presentation surface. If the MPL parameter has
not been set (and no device-specific default exists), then it defaults to
one; positioning is to the left margin of the next line.

L#{new)<----TM{next presentation surface)
C#(new)<----LM(next presentation surface)

GRAPHIC ESCAPE (GE, X'08...")

GE is a control that indicates that the bit-pattern {graphic) that follows
chall be interpreted according to the most recently designated graphic escape

page. GE appears as:
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GE, GRAPHIC
08 BITS
0 8 n

whare:

BITS Is a bit pattern constructed within one or more bytes.

HORIZONTAL TAB (HT, X'05')

HT is a formatting control that moves the presentation position horizontally
to the right to the next tab stop setting. Horizontal tab stop values may be
set using SHF (set horizontal format). If no horizontal tab stops are set to
the right of the current presentation position, HT results in a space.

L#(new)<----L#(old)
If HTV(any)> C#(old)
Then C#(new)<===== HTV(next)
Else Cé#(new)d-=—~- Cé#loldl+l

where:

HTV = Horizontal tab stop value expressed as a column number.
HTV(next) = Smallest HTV>C#(old)

INDENT TAB (IT, X'39')

IT is a mode-setting control character that requires a device to generate one
or more automatic horizontal tab operations after each new line is keyed or
NL (new line) is seen on the outbound character string. IT has the effect of
temporarily indenting the left margin. The number of automatic tabs
performed is equal to the number of ITs inserted from the keyboard or seen in
the outbound character string. The RNL (required new line) or IR (index
return) control cancels the IT setting, or additional IT codes cause the tab
setting to be moved farther to the right on the device. The number of ITs
allowed is equal to the number of tab settings allouwed.

In indent tab mode, the device automatically tabs after each NL control that
is present between IT codes and the RNL control. This tabbing is accom-
plished without the presence of tab codes within the outbound character
string. Indent tab mode does not preclude the use of embedded HT codes for
additional tabbing if required. IT is treated as a no-op by half-sessions
that do not support the adjust text function.

Note: The text adjusting process automatically ends one line at approximate-
ly the right margin and starts the next line at the left margin. When operat-
ing in the middle of an indented paragraph, IT starts the new lina at the
proper tab location rather than at the left margin.

INDEX RETURN (IR, X'33')

IR is a line-ending control character that is both a formatting control and a

grouping control.

As a formatting control, IR causes a mandatory movement of the print position
to the left margin of the next line and resets indent tab mode. IR is similar
to the RNL control, except that it may be used with magnetic media in such a
way that the next line of display data may appear immediately following the
IR code in the same magnetic card track. :

As a grouping control, IR is used to delimit tha end of a field of a record
and the end of a line on a magnetic disk medium.
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INHIBIT PRESENTATION (INP, X'24")

INP is a davice mode control that inhibits the presentation of
kevboard-entaraed data at tha entaering device, while allowing the entered data
to ba transmitted in the normal fashion. Presentation of all data entered at
the device after receipt of INP is inhibited. Data recaived by the devicae is
prasented, not inhibited. In either case, the presentation position is moved.
in the normal fashion. INP is used in conjunction with ENP (described above)
to control presentation during the entry of sensitive data.

INTERCHANGE SEPARATORS (IUS, X'1F'; IRS, X'1E'; IGS, X'1D"; IFS, X'1ic')

The interchange separators consist of IUS (interchange unit separator), IRS
(interchange record separator), IGS (interchange group separator), and IFS
{interchange file separator); they are used as logical separators. When used
in hierarchical order, the ascending order is: IUS, IRS, IGS, IFS. That is,
{US codes separate the smallest units of data, while IFS codes separate the
argest.

An information block must not be split by a higher order separator; for exam-
ple, a record may contain a whole number of units, but may not contain a part
of a unit.

Within 5CS, IRS has additional uses as follouws:

s Tarminates a secure data string headed by an SSR control

e Tarminates a start-of-format data string headed by an SOF control

e Indicates the end of a card in a data stream sent to a card punch or
recaived from a card reader

LINE FEED (LF, X'25")
LF is a formatting control that moves the presentation position vertically
down to the next line. The column position remains unchanged.

LE(new)<--~L#(old)+1
CH#lnew)<---C8#(old)

NEU LINE (NL, X'15'")

NL is a formatting control that moves the presentation position horizontally
to the left margin, and vertically douwn to the next line.

NL is functionally equivalent to CR followed by LF.

L8(new)<-—--L#(old)+1
C#(new)<----LM

NULL (NUL, X'00")

NUL is a control character that may be used as a time or media fill. On the
presentation surface, NUL is treated as a no-op.
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PRESENTATION POSITION (PP, X'34...')
PP is & formatting control that moves the presentation position according to
two paramater types: function and value. PP appears as:
PP,FUNCTION~CODE,VALUE

VALUE

34 CODE
0 8 16 23

whara:

The PP code (X'34') is followed first by the function parameter. Thae value
parameter follows the function parameter; it is a 1-byte binary number and
denotes either an absolute or relative column or line number.

Thera are four operations defined by the function parameter:

Absolute move or relative move

Horizontal move or vertical move

Move and erase or move without erasing

Erase to new position, then reset to old position

Note: To erase a character at a position means to replace it with a device
dependent character, genaerally a null or a space.

Codes are assigned to allow combinations of these functions (see table,

following). Erase functions are intended for display devices. Value parame-
ters for absolute moves can be equal to or less than the MPL or MPP, as appro-
priate and, for relative moves, not past the end of the line or paga. A zero

value is a no-op. An error is indicated if any parameter is not valid.

When an absolute move is specified, the value parameter denotes a specific
line or column number, and the presentation position is moved to the line or
column specified. For a printer, an absolute move to a line number less than
the current line is equal to a move to that line on the following page.

When a relative move is specified, the value parameter denotes a positivea
incremental value; the presentation position is moved the number of line or

column increments specified.

Function codes not shown in the following table are reserved.

unction Parameter Code
Absolute, Horizontal Move PP and do not erase X'Cco?
Absolute, Horizontal Erase line to new PP, then
reset to old PP X'Cl?
Absolute, Horizontal Erase line to and move to
new PP X'ca2®
Absolute, Vertical Move PP and do not erase X'C4"
Absolute, Vertical Erase column to new PP,
then reset to old PP X'C5?
Absolute, Vertical Erase column to new PP
and move to new PP X'Cé"
Relative, Horizontal Move PP and do not erase X'Cc8"
Relative, Horizontal Erase line through new PP,
then reset to old PP X'Cco?
Relative, Horizontal Erase line through, and move
. to, new PP X'6A?
Relative, Vertical Move PP and do not erase X'4C?
Relative, Vertical Erase column through new PP,
. then reset to old PP X'4DY
Relative, Vertical Erase column through new PP
and move to new PP XY4QE"

An absolute move with erase does not erase the new PP.
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PROGRAM OPERATOR COMMUNICATION (POC, X'17...°)

POC is a program—to-operator communication control that provides communi-
cation between end users, where at least one of the end users is a terminal
operator. The communication may be from a program to an operator, from an
operator to a program, or from an operator to an operator.

Typically, the program receives a POC sequence identifying one of several
program function keys that an operater has activated; or the program sends a
POC sequence that turns on one or more indicator lights visible to the opera-

tor. The meaning associated with POC character sequences is defined by the
end user. POC appears as:

POC,FUNCTION-CODE,VALUE
17 CODE VALUE
0 8 16 23

Valid parameters are defined next; the handling of invalid parameters is
discussed under "Invalid Parameter,™ on page 153. Values not defined are

reserved.

Function parameter Code
Indicator lights Function keys
No-op No-op X'C0"
Set individual indicators on Identify function key XrCc1e
Set individual indicators off X'ca2!
Set indicators by mask X'Cc3!
Set all indicators off X'C4"

Value Parameters: The value parameter is required on all POC sequences to
provide a consistent length, but it has no meaning with the X'C0' and X'C4"
function parameters. When the function parameter is X'Cl!' or X'C2', the
value parameter is a binary number defining a unique indicator or funetion
key. Valid values are from 1 to 255, depending on the number of indicators or
function keys implemented. A zero value is a no—op. When the function param-
eter is X'C3', the value parameter is treated as an 8-bit mask, where each bit
represents an indicator. A zero value in the mask causes the corresponding
indicator to be set off, and a one value in the mask causes the corresponding
indicator to be set on. All bit-setting combinations of the value parameter

following the X'C3' function parameter are valid.

REPEAT (RPT, X'0A')

RPT is a device control used to manage a print buffer. It allows a device to
print repeatedly the character string contained within a buffer. The repeat
function is not performed at the time the code is placed in the buffer as the
result of kevboard action. Instead, it is decoded during the process of
printing the contents of a buffer. The function resets tha buffer location
pointer to the beginning of the character string to be repeated. (See
"Auto-Letter Mode"™ on page 152 for the use of this function.}

REQUIRED FORM FEED (RFF, X'3A')

RFF is a formatting control that stops printing of the page and forces a form
fegd to thg top and left margins of the next page on those devices that have
this capability. RFF contrasts with the Form Fead (FF) code, which may be
replaced or.eliminated on those machines that have the capability to adjust
text. Machines that do not have or are not using this capability may treat
the RFF code as an FF code, and not cause an error condition.
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REQUIRED NEUW LINE (RNL, X'06")

RNL is a formatting control that causes a mandatory move of the print posi-
tion to the left margin on the next printing line. This character is distin-
guished from the regular NL (new line) control in that NL is ignored when the
machine is in an adjust-text mode. On those machines that do not have or are
not using the adjust-text capability, RNL may be treated as NL, and no error
condition created.

RNL may also be used to terminate a start-of-format data string headed by an
SOF control. (See "Start of Format"™ on page 146.)

REQUIRED SPACE

See "Graphic Codas that Possess Control Characteristics™ on page 150.

SECURE STRING ID READER (SSR, X'0450')

SSR is used to distinguish between an operator identification number entered
into the system from a magnetic stripe reader and cne entered from a
keyboard. This is accomplished by delimiting a magnetic stripe number with
the SSR and IRS controls. (See "Interchange Separator™ on page 135.)

Because magnetic stripe readers may be used to read both credit cards and
operator identification cards, a device attaching a magnetic stripe reader
must distinguish between the two types of cards and apply the SSR control to
the data from the magnetic stripe on the operator identification card only.
These magnetic stripes are distinguished by the use of an operator identifi-
cation code as the first data character on the stripe containing an operator
identification number. Before the data read from the stripe is forwarded,
the code is replaced by the SSR control and the end of data code from the
stripe is replaced by the IRS control. Data designated as secure through use
of tha delimiting SSR and IRS codes is not printed or displayved, nor can it be
edited in the buffer. S5SR appears as:

SEL,READER
04 50
0 8 15

SELECT LEFT PLATEN (SLP, X "04Cl"™)

SLP, or select primary platen, is a device control that causes the data
following it to be printed on the platen, starting from the left margin of the
printer. When SLP is in effect, all the formatting control such as left
margin, right margin, top margin. bottom margin, MPP, vertical and horizoptal
tab stops, and so on, are associated with the left platen only. Once SLP is
issued, it remains in effect until another selection is made. When neither
SLP nor SRP (select right platen) are in effect, the left platen is selected

by default. SLP appears as:
SEL,LEFT-PLATEN

04 Ccl
s 8 15
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SELECT MAGNETIC ENCODER (SME, X'04..."')

SME is used to denote the start and encoding options of an EBCDIC data stream
to be encoded on a magnetic stripe. The end of the data stream is denoted by
the IRS control. Invalid graphic characters cause a negative response indi-
cating an RU data error. This error response is also sent if the magnetic
stripe message length is greater than the device capacity. SME appears as:

SEL,FUNCTION-CODE
04 CODE

8 8 15

The character following X'04' is used to define the magnetic stripe code set
to be used in the operation and whether the data stream is secure or
nonsecure. '

Function Code
Encode non-secure data, numeric sat 60
Encode secure data, numeric set 61
Encode non-secure data, alphanumeric set 62
Encode secure data, alphanumeric set 63

If multiple SME data streams are recejvad by the encoding device, only the
last one received is retained for encoding.

SELECT RIGHT PLATEN (SRP, X'04C2')

SRP, or select secondary platen, is a device control that causes the data
following it to be printed on the right platen, starting from the left margin
defined for right platen. MWhen SRP is in effect, all the formatting
controls, such as left margin, right margin, top margin, bottom margin, MPP,
vertical and horizontal tab stops, and so on, are associated with right plat-
en only. Once SRP is issued, it remains in effect until another selection is
made. When neithaer SRP nor SLP are in effect, the left platen is selected by

default. SRP appears as:
SEL,RIGHT-PLATEN

04 c2
0 8 15

SET ATTRIBUTE (SA, X'28...")
SA is a control that associates attribute values to the graphic characters
that follow in the data stream to define:
Highlighting
Color
Character set

SA appears as:

SA,TYPE,VALUE

28 TYPE VALUE
0 8 16 23
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wheare:

Type = Characteristic to be defined
X'41' - Highlighting
X'42' =~ Color
X'43' - Character set
X'00' - Reset characteristics

Value = Attribute value to be associated to the following S5CS graphic charac-
ters according to the type code.

Values are shown below by type:
Highlighting
X'00' - Default

Other = All other values are assigned to highlighting identification
by the Query Raeply (Highlight) structured field.

The value X'00' selects the device default highlighting indicated in the
Query Reply (Highlight) structured field.

Color

X'00' - Default

X'F7!' -~ Multicolor
Other - All other values are assigned to color identification by the

Query Reply (Color) structured field.

Values X'00' and X'F7' have unique data stream meaning. The value X'00°
selects the device default color indicated in the Query Reply (Color)
structured field. The value X'F7' indicates the color is defined using
a triple-plane programmed symbol set. If a single-plane character set
is referenced, the color defaults to the single color specifiaed for the
X'F7' data stream value by the Query Reply (Color) structured fiald.

Character Set

X'00' -~ Default - base character set
Other - Defined by user
X'FF'* - Reserved

The default values are:

Highlighting = No highlighting, normal presentation of graphics as
defined by the implementor.

Color - Monochrome color as defined by the implementor
Character set - Base character set as defined by the implementor

SA valuas are associated with their respective type upon setting and until
receipt of another SA control of the same type. Therefore the set of attri-
bute values is a composite by attribute type of the attribute specified in
any previously encountered SA control. For example:

Setting Highlight Color Character set
Initial Setting Default Default Default

SA color red Default Red Default

SA character set X'F3! Default Red X'F3!

SA color blue Default Blue X'F3!

SA highlight underline Underline Blue XT1E3T

Unrecognized attribute values are handled in the following ways:

nghligh#ing and Color: Unsupported valid values are folded into implementa-
tion defined supported values for presentation.

Whenever a hyphen is substituted for an undefined graphic or for an unsup-

ported/inva}id con?rol code, the color and highlighting data stream attri-~
butes associated with the substituted code point still apply.
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Invalid values are rejected with a negative response.

Character Set: Unsupported values are rejected with a negative responsaea.

SET CHAIN IMAGE (SCI, X'2B...")
SCI specifies a character set image. It is used to load a character set image
into a chain printer. SCI appears as:

CSP,CLASS,COUNT,CHAIN, IMAGE
2B D1 CNT cX IMAGE

0 8 16 24 32 n

where:

2B D1 Specifies a multiple-character—-set-and-font class of control func-
tions.

CNT One-byte count field indicating the length of the sequence including

the CNT byte. A count byteof 0 or 1l is invalid. If the count byte
is 2, the default of the device is to be used.

CX SCI control function and chaining indicator:
X'C6' - First segment of the chain image
X'C4' - Middle segment of the chain image
X'C5' - Last segment of the chain image
X'C7' - Only segment of the chain image

IMAGE The chain image

Chained SCI controls must follow in sequence, and no intervening 5CS controls
should appear between them. The first character after the chaining byte in
the first or only segment in the chain represents the first character past
home on the chain. If the length of the 8CI image and the hardwara on the
device are not equal, the chain imagae is truncated or repeated as required.

SET GRAPHIC ERROR ACTION (SGEA, X'2B...')

SGEA specifies the action to be taken when an unsupported or unprintable
graphic character is received, either online or from a spooling file. SGEA
specifies if a sense code is to be issued, or if printing is to continue, with
a substitute graphic to represent the unprintable graphic.

The SGEA control contains a i-byte count field (always X'03'), tha substitute
graphic, and a l1-byte binary field to indicate whether to continue or to sand

a negative response. SGEA appears as:
CSP,CLASS,COUNT, GRAPHRIC,ACTION

2B c3 03 GR AC
0 8 16 2% 32 47
where ACTION is defined as:

X'01' Print substitute graphic and continue
X'03' Issue a negative response

The default action taken when an unsupported graphic is found is discussed

under "Unsupported Graphics" on page 153. If SGEA is issued, it overrides
that action.
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SET HORIZONTAL FORMAT (SHF, X'2B...")

SHF sets horizontal formatting controls, including maximum presentation
position, left and right margins, and horizontal tab stops. A l-byte binary
count follows the SHF control; it indicates the number of bytes to the end of
the SHF sequence, including the count byte. The first three paramaters
following the count define the maximum presentation position, the left
margin, and the right margin, respectively. Tab stop parameters follow the
right-margin (RM) parameter position. Parameters of SHF are 1 byte each, and
contain binary numbers in the range 0-255.

The receipt of the SHF control sets all horizontal formatting controls to
their default values. The minimum valid sequence which may be sent is SHF
with a count of one, in which case all horizontal formatting controls have
default values. A zero value for any other SHF parameter is a no-op and
results in the function retaining its default value. The default values to
be assumed are those described below under the definition of each parameter,
unless default values are established by local action at the devica, in which
case the locally established values are assumed. SHF appears as:

CSP,CLASS,COUNT,MPP,LM,RM,T1,...Tn
2B C1 CNT MPP LM RM T1 .o Tn

0 8 16 24 32 40 48 56 n
where:
MPP Maximum presentation position: Specifies the horizontal extent of

the presentation surface (for example, print-line length, in number
of characters, with column one the origin). Valid MPP values are
less than or equal to the device physical maximum presentation posi-
tion. The MPP default value is the physical device line length.

LM Left margin value: Specifies the column value of the leftmost pres-
entation position. LM also serves as the first horizontal tab stop.
Valid LM values are values less than or equal to MPP. The LM default

value is one.

RM Right margin: Used to assist an operator in formatting
keyboard-generated data streams. One of its functions is to warn the
operator that the end of the line is approaching; the warning is
issued only once, when the presentation position column number equals
RM minus 10. If the distance between LM and RM is ten or laess, the
warning is not issued. Valid RM values are values greater than or
equal to LM and less than or equal to MPP. The default value for RM

is MPP.

Tl1..Tn Horizontal tab stop parameters: Set column values for use with the
Horizontal Tab (HT) function. The tab string does not hava to be in
order. Valid tab stop values other than zero are values equal to or
greater than LM and less than or equal to RM.

Note: The LM parameter is the first horizontal tab stop; repeating
the LM value in the horizontal tab stop parameter sequence is redun-
dant. When no tab stop values are set to the right of the current

presentation position column value, the HT function acts as a space

function.
The following algorithm is executed by a half-session when SHF is received:

1. The SHF parameters are scanned, checked for validity, and saved in an SCS
control vector.

2. An appropriate negative response is sent if an error is detected; the
effect of the saved parameters is undefined. (For predictable results,
any recovery sequence must include a valid SHF.)

To avoid unpredictable results, an SHF must be followed by an FF, RFF, NL, or
RﬂL control. Although an FF, RFF, NL, or RNL contrel does not have to imme-
diately follow the SHF, there must be no intervening data or control code
that causes movement of the active presentation position. Where one of these
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controls does follow a sequence of formatting controls (for examplae, SHF,
SPD), the ordering of the sequence has no effect on the execution of the
following controls. LM positioning is in terms of the new SHF parameters.

Since default values for MPP, LM, RM, and horizontal tabs may be established
by local action at a device, it is necessary, when using these parameters to
format the presentation surface, to send SHF or to rely on end-user defined

procedures to establish the values.

S8ET LINE DENSITY (SLD, X'2B..."]

SLD specifies the distance to be moved for a single-line vertical space as in
LF or NL. It contains a l1-byte count field and a 1-byta binary parameter.

The binary parameter expresses the vertical distance in standard typographic
points (one point = 1/72 inch). Thus, a value of 12 points would indicata six
lines to the inch; 9 points would indicate eight lines to the inch; and 72
points would indicate one line to the inch.

When the SLD control is received, the device sets line density to its default
value before analyzing the count and density fields. This default valueae is
retained unless valid count and density values are received. The following
parameter values are accepted Without rejection with default values retained:

Count byte = X'02' and points byte = X'00"
Count byte = X'01' (indicates no points byte)

Count values other than X'01' and X'02' and points values other than Xroo0?"
and those implemented by the device must be rejected with an error response
indicating an invalid parameter. SLD appears as:

CSP,CLASS,COUNT,POINTS
2B (o1} CNT PNTS
0 8 16 24 31

The implementing device must specify the points values it implements and the
default value. The device default value may be established by local action.
If so, the locally established values are assumed as defaults in the cases
mentioned above. To avoid unpredictable results, such as loss of forms
integrity, an SLD must be followed by an FF or RFF control. Although the FF
or RFF control does not have to immediately follow tha SLD, there must be no
intervening data or control code that causes movement of the active presenta-
tion position. When one of these codes is used following a sequence of
formatting controls (for example, §1LD, SHF), the ordering of the sequence has
no effect on the execution of the formatting controls.

The EF or RFF control causes exiting of the current presentation surface in
terms of the old SLD parameter, but positioning in the next presentation
surface is done in terms of the new SLD parameter.

The line density specified by SLD becomes effective immediately on receipt of
SLD.

Note: Failure to observe the following rules results in misalignment of the
printed output relative to the form:

e When the using application always specifies TM = 1, the form must be posi-
tioned to line 1 (for example, by using FF) prior to the receipt of SLD.

e When a TM greater than 1 is being used, the form must be manually aligned ¢o
the a?pllcable TM prior to receipt of SLD (the alignment must be in terms of
the line density specified in tha SLD).

e A change of line density requires a corresponding change of MPL or physical
forms, or both.
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SET PRINT DENSITY (SPD, X'2B...")

SPD is a formatting control; it specifies the number of characters to be
presented per inch in the horizontal direction. SPD appears as:
CSP,CLASS,COUNT,TYPE, CHARACTER-DENSITY

2B D2 CNT 29 CD

] 8 16 24 32 47

where:

CD is character density: A 2-byte binary number from 1 to 255, specifying the
numbar of characters to ba printed per inch. Numbers 256 to 65535 are
raservad. If CNT = X'04"' and CD = X'0000' or CNT = X'02', the dafault value

of the device is used.

The character density specified in SPD becomes effective immediately on
receipt of SPD. When the SPD code is received, the device sets the character
density to its default value. The default value is retained unless valid
count and character density values are received.

Note: If a change in character density is not compensated by changes in LM,
RM, and MPP using SHF (set horizontal format), the left and right margins may

be misaligned.

SET TRANSLATION TABLE (STT, X'2B..."')
STT is a device control used to load the character set translation table in a
chain printer. STT appears as:
CSP,CLASS,COUNT, SEGMENT ,RESERVED, START, IMAGE

2B D1 CNT cX RESERVED START IMAGE

0 8 16 24 32 64 80 n

where:

2B D1 Indicates multiple-character-set-and-font class of control.

CNT Is a 1-byte count field indicating the length of the sequence includ-
ing the count bvte.

cX The STT control function and the segment of the translation table as
follows:

X'C2' First segment of the translation table
X'CO0' A middle segment of the translation table
X'Cl' Last segment of the translation table
X¥C3' Only segment of the translation table

START 1Is a 2-byte field indicating at what starting position in the trans-
lation table the new image is loaded. The default is X'FFFF'.

IMAGE The variable-byte translation table.

SET VERTICAL FORMAT (SVF, X'2B...")

SVF setg vartical formatting controls, including maximum presentation line
(page size), top margin, bottom margin, and vertical tab stops. A one-byte
binary count follows the SVF code; it indicates the number of bytaes to the end
of the SVF string, including the count byte.
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The receipt of the SVF code sets all vartical formatting controls to their
default values. Thae minimum sequence that can be sent is with a count of one,
in which case all vertical format controls are set to their default values.

A zero value for MPL, TM, or BM is a no~-op and results in the function retain-
ing its default value. The default values to be assumed are those described
below under tha definition of each parameter, unless default values are
established by local action at the device, in which case the locally estab-
lished values are assumed. Vertical tab stop parameters in the SVF sequence
start after the bottom-margin (BM) parametaer position. Parameters of SVF are
one byte each, and contain binary numbers in the range 0-255. SVF appears as:

CSP,CLASS, COUNT,MPL,TM,BM,T1,...Tn

2B c2 CNT MPL ™ BM T1 .en Tn
1] 8 16 24 32 40 48 56 n
where:
MPL Maximum presentation line: Defines the vertical extent of the pres-

entation surface with origin of line one. This is the page depth
for a printer or the number of lines in a display. All values from 1
to 255 are valid. A page size defined by SVF takes precedence over a
fixed device value such as display screen line capacity. The
default value is the device-fixed line capacity, for those devices
that have a fixed-line capacity, and the locally-established MPL for
those devices capable of establishing values locally, and is one for
devices with neither fixed-line capacity nor locally-setable
values.

™ Top margin: Specifies the line value to be used as the top presen-
tation line of the page. The TM is also the first vartical tab stop.
Valijd TM values are equal to or less than MPL. The default value for

T™ is one.

BM Bottom margin: Specifies the line value that, if exceeded by
L#(new), causes an automatic skip to TM of the next presentation
surface. BM must be greater than or equal to TM, and less than or
equal to MPL. The BM default value is the MPL value.

T1...Tn Vertical tab stops, selected by VT, or vertical channels, selected
by VCS.

Each vertical tab stop parameter specifies a single-line value for
use with the vertical tab (V1) function. Valid vertical tab valuas
are equal to or greater than IM (the first vertical tab stop which
must not be specified explicitly) and equal to or less than BM or
X'00'. While X'00' is a permissible tab stop value, only nonzero
values are processed. MPL must be specified as a value greater than
one if useful vertical tab stops are to be available. Vertical tabs
must be listed in increasing order if predictable results are to be
achieved with the VT function. Vertical tab stops may be set at any
line, except TM, down to, and including, bottom margin.

Tab stop parameters 1 through 11 are also used to set line values
for corresponding control channels 2 through 12; channel 1 is set by
the TM. This allows vertical formatting to be accomplished with the
vertical channel select (1-12) function in addition to the VT func-
tion. The value zero may appear in any of tab stops 1 through 11. A
zero line value specified to correspond to any of channels 2 through
12 will result in a default to the LF function when a select channel
is given for that channel number. A select channel 1 causes ling
positioning to move to the TM of the next presentation surface with
no change in column position. Vertical tab line values must be in
increasing order when used to set channel stops, except that the
value zero may appear out of sequence.

The following algorithm is executed by a half-session when SVF is received:

1. The SVF parameters are scanned and checked for validity and saved.
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2. An appropriate negative response is sent if an error is detected. The
effect of the saved parameters is undefined. (For predictable results,
any racovery sequence must include a valid SVF.)

The SVF parameters become effective immediately on receipt of SVF; the device
assumes the form is aligned to the line specified by the TM parameter.

Note: Unless the using application always specifies a TM = 1, the form must
be manually aligned to the line specified by TM prior to the receipt of SVF.
Failure to observe the preceding rule results in misalignment of the printed

output relative to the form.
Since default values for MPL, TM, BM, and vertical tabs may be established by
local action at a device, it is necessary, when using these parameters to

format the presentation surface, to send SVF or to rely on end-user defined
procedures to establish the values.

SHIFT IN (SI, X'0F')

SI is a mode control that indicates the bit patterns which follow shall be
interpreted according to the most recently designated Shift In graphic code

page.

SHIFT OUT (S0, X'0E")

S0 is a mode control that indicates the bit patterns which follow shal} be
interpreted according to the most recently designated Shift Out graphic code

page.

START OF FORMAT (SOF, X'2B..."')

SOF is a grouping control that is used as a delimiter to separate normal data
from unique header information. SO0OF appears as:

CSP,SOF-CODE

2B Cc3
0 8 15

The SOF control functions are:

Single index

Double index

Adjust mode on
Adjust mode off

Tab

Right margin setting

The format of this information must be such that a simple machine can print
out these parameters so that an operator can use this information to manually
set up the machine, or a more intelligent machine can operate on thi§ same
parameter format to automatically set up itself: This spgcial mode ln_the
character string is terminated by the RNL (required new line) or IRS (inter-
change record separator) control. An error condition can be generated when a
device does not see an SOF-RNL or SOF-IRS pair in the proper sequence in the
outbound character string.
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SUBSCRIPT (SBS, X'38')

SBS is a formatting control that causes a fractional line feed operation in
the forward direction. The value of +the fraction is less than one line and is
equal to the equivalent superscript movement. This is a latching type
control, which requires an SPS (superscript) control from the sending
half-session to return the presentation position toward the base line.

Multiple SBS characters may be used when multiple levels of subscript are
required, and each must be canceled with a corresponding SPS code to return
the presentation position to the base line.

A subscript is logically a part of the base-line word or character and, thus,
is not split between lines when automatic new line is performed.

Any line advance befora returning to the base line gives unpredictable
results.

See Figura 1-2 for a flowchart of SBS interpretation.

SUBSTITUTE (SUB, X'3F')

SUB is an error control that replaces a character that is determined to be
invalid or in error. For example, during translation from EBCDIC to ASCII,
the SUB control may be used in the ASCII code set to represent codes that have
a definition in the EBCDIC code set but have no definition in the ASCII code

set.

SUPERSCRIPT (SPS, X'09')

SPS is a formatting control that causes a fractional line feaed in the reverse
direction. The value of the fraction is less than one line, and is equal to
the equivalent subscript movement. This is a latching type control, which
requires a subscript (5BS) code from the sending half-session to return the

presentation position toward the base line.

Multiple SPS codes may be used when multiple levels of superscript are
required, and each must be canceled with a corresponding 5BS code to raturn

the presentation position to the base line.

A superscript is logically a part of the base-line word or character and,
thus, is not split between lines when automatic new line is performed.

Any line advance before returning to the base line providas unpredictable
results.

See Figure 1-2 for a flowchart of SPS interpretation.

SWITCH (SW, X"2A")

SW js a device control used to manage print buffers. Its purpose is to
provide a mechanism for switching dynamically between two print buffers
during the printing process. Inherent Wwith the switch function is the
requirement that each buffer maintain a buffer location pointer. This point-
ertindicates the buffer location that supplies the next data or control char-
aclers.

The switch function is not performed at the time the code is placed in the

buffer as a result of keyboard action. (See "Auto-Letter Mode™ on page 152
for the use of this function.)
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Note 1: Any line-ending code within an SBS/SPS expression can cause unpre-
dictable results.

Note 2: Flowchart logic assumes that there is always a printable character
following SBS or SPS.

Figure 1-2. Example of subscript and suparscript scan algorithm (S = next
character in string)
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SYLLABLE HYPHEN (SHY, X'CA")

Sece "Graphic Codes that Possess Control Characteristics,"™ on page 150.

TRANSPARENT (TRN, X'35...")

TRN is a data-defining control used to denote thé start of a transparent data
stream. The data delimited by TRN is end-user defined and is not scanned for
SCS control codes. TRN appears as:

TRN, COUNT

35 CNT

0 8 15
where:

CNT Indicates the numbaer of bytes of transparent data (not including the
count byte).

After processing the TRN data, the presentation position must be moved CNT
positions.

UNIT BACKSPACE (UBS, X'1A')

UBS provides the small (less than character width) incremental capability
needed to get absolute vertical alignment of line endings on proportional
space daevices.

Nonproportional-space machines may jognore this code.

VERTICAL CHANNEL SELECT (VCS, X'04...")

VCS is a formatting control used to salect one of twelve vertical channels
for the purpose of controlling the vertical format of a presentation surface.

Line stop values for each channel used must be designated before using these
select functions if default values are not to be used. (See "Set Vertical
Format," on page 144.)

When the current line number is greater than or equal to the largest line
value specified for the channel selected, positioning is to the next page,
and the line value specified for the selected channel is used. When there are
no line stop values specified for a channel, a select channel function for

that channel defaults to LF (line feedl.

VCS appears as:

SEL,CHANNEL-CODE

04 CODE

o 8 16

Part 2 Chapter 1. SCS Controls 149



where:

Select function Code
Select channel one X'81°
Select channel two Xr82*

Select channel three X'83"
Select channel four X841
Select channel five X'85"

Select channel six X186
Select channel seven Xt87¢"
Select channel eight X188"
Select channel nine X'89"*
Select channel ten X'7A"

Select channel eleven X'7B!'
Salect channel twelve X'7C!

VERTICAL TAB (VT, X'0B')

VT is a formatting control that moves the presentation position vertically
down to the next tab stop setting. Vertical-tab stop values may be set using
SVF (set vertical format). If there are no vertical tab stops set below tha
current line number, VT defaults to LF (line feed). While zero is a permissi-
ble tab stop value, only nonzero values are processed.

. C#(newl)<———-- C#(old)
IF: VTV(any) > L#(old)
Then: L#(new)<-—-VIV(next)
Else: L#(new)<---L#(old)+1

where:

VIV = Vertijcal tab stop value expressed as a line number.
VTV (next) = Smallest VTV>L#(old).

WORD UNDERSCORE (MUS, X'22')

WUS is a device control which, when entered from the keyboard or executed
during printing, causes the entire word immediately preceding the WUS control
to be underscored. The word to be underscored is defined as the string of
characters before the WUS code back to one of the following: space, under-
score, or any of the SCS controls except SPS and SBS (superscript and

subscript).

GRAPHIC CODES THAT POSSESS CUNTROL CHARACTERISTICS

This section lists graphic codes that have unique control characteristics in
certain applications.

EXPANDED SPACE (ESP, X'El')

ESP is a large, fixed-size space used in justification of text and in colum-
nar and forms applications for proportional-space devices. The normal space
frequently is not large enough to provide the columnar formatting function.
Text can be justified more easily when two different space widths are used.
Nonproportional-space devices may recognize this control as a normal space.
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REQUIRED SPACE (RSP, X'"641')

RSP is distinguished from the normal space in that it is treated as any graph-
jc character and therefore is not considered an interword space on those
machines that have adjust-text capability. Implementations that do not have
this capability may default RSP to a normal space without causing an error.

SYLLABLE HYPHEN (SHY, X'CA')

SHY is a graphic that prints as a normal hyphen (X'60"). Its use is limited
to a syllable boundary at a line ending to indicate the continuation of a word
on the next line. Use of a unique control for this function permits the
syllable hyphen to be discarded in adjust-text mode when the adjusting proc-
ess moves the word away from the line straddling positicn. The normal hyphen
is treated as any other graphic in adjust-text mode and is never discarded.

In devices without adjust-text capability, the syllable hyphen is treated as

a normal hyphen.

MEDIA FORMATTING

The formatting controls described earlier format the ocutput medium at a
device. In addition to these controls, a device implementing the SNA charac—
ter string (SCS) can format a received character string to fit the line
length of the device automatically. This capability of automatic new-line
generation eliminates device line-length dependancies from those applica-
tions where a specific output format is not required. Thus, the same charac-
ter string can be sent to devices with varying line lengths without having to
reformat the character string.

The automatic new line function cannot be executed until receipt of the first
graphic character, including a nonprinting space character, after the MPP has
been exceeded. This implies a character look-ahead and allows execution of
control codes such as BS (backspace) before the automatic new line is
performed. This function is mandatory for the output string only. When a
character string is generated from the keyboard, tha device implementations
may optionally perform an automatic new line or reject additional keyboard

input when MPP is exceeded.

A device that provides left-adjusted text may discard space characters that
would occur at the beginning of a line, and may adjust the text to avoid
improper placement of punctuation marks at the beginning of a line.

Whaen specific line and page formats are required, formatting controls are
used. The automatic new line feature is always active; thus, a character
string formatted for a given line length can be presented on a device with a
shorter line length without loss of data, but the format is changed. When
reversed (where a character string is constructed for an MPP that is less
than the line length capability of the device it is directed to), use of the
smaller MPP in an explicit SHF allows the string to be presented without loss

of data or change of format.

BM (bottom margin) specifies a line value that, when exceeded by L#(new),
causes an automatic skip to TM (top margin) of the next page. The function
that causes the line positioning teo exceed the BM value determines the hori-
zontal positioning on the new line. For example, if NL (new line) causes the
automatic skip, the horizontal positioning is to the left margin. If LF
(line feed) causes the automatic skip, the horizontal positioning is
unchanged. Note that automatic new line may also cause an automatic skip if
the new line created exceeds BM.

$CS formatting controls assume that the output medium consists of a matrix of
columns apd lines, where column one, line one, is the top left position on a
page or display screen. FF (form feed) positions the print element to a
predefined column (LM) and line (TM) on a new page or screen.
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Valid column values for a device are from one to the device maximum. In addij-
tion to column positioning by defined controls, each graphic data character
causes the column position to be incremented by one after printing.

Line positioning is accomplished through the use of control functions that
can alter line values. Use of functions that specify a line position greater
than the next sequential line requires the definition of a page size in terms
of the total number of lines on the page. The page size may be defined as a
fixed value for a given device (such as a display), or it may be specified via
a parameter on SVF (set vertical format). The page size given with SVF takes
precedence over a device-defined page size value.

RELATIONSHIP OF INPUT AND OUTPUT

Implementation of SCS by an input/output device may include the capability to
generate, as well as receive, 5CS5 controls. An input string can contain all
the control functions defined for 5C5. SCS controls that are initiated from
a device keyboard cause the insertion of the appropriate 5C5 code in the data
stream that is transmitted from the device.

ADJUST-TEXT MODE

Adjust-text mode allows implementations to reformat text to accommodate vary-
ing line lengths and page sizes, and to provide assistance to the operator in
adjusting line endings. When a device is in adjust-text mode, certain
formatting controls may be eliminated in the adjusting process, and others
may not be eliminated. Required controls a&re RSP (required space), RNL
(required new line), and RFF (required form feed). SHY (syllable hyphen) and

IT (indent tab) are also required.

A device is placed in adjust-text mode by SCS data stream control or an opera-
tor key on the keyboard.

TEXT-JUSTIFY MODE

Text-justify mode allows implementations to reformat text to align the line
endings exactly on right margin. This is accomplished by changing the effec-
tive width of the interword space throughout the printed line. 5CS controls
for proportional spacing, such as EPS (Expanded Space), EBS (Expanded Back-
space), and UBS (Unit Backspace) are used separately or in combination to
create the desired space width. The device is placed in text-justify mode by
an SNA character string control or an operator key on the keyboard.

AUTO-LETTER MODE

Auto-letter mode allows implementations to create a set of finished documents
(letters) from two different text sources. These sources can be any combina-
tion of memory buffers, magnetic media, operator keyboards, or even the
communication line. By using the SW (switch) and RPT (repeat) controls, the
two sources of text can be serially combined in any desireq fashion to
produce completed documents. The normal use of this mode is to prepare
completed letters from one source containing the body of the letter and a
sacond source containing names and addresses.

FORMAT CONTROL PARAMETER DEFAULT

A:tive format control parameters are to be determined in the following prior-
1Ty
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1. Received via the data stream as a valid parameter (that is, within limits
degined for the specific parameter) following a valid format control
code.

2. Locally defined. A locally defined parameter may be of types:

a. Hardware physical limits, for example, the MPP limit of 132 on a
printer. ’

b. Retainable (static) operator-established values for example, MPL set
in rotary or decade switches.

An example of nonretainable operator established values that would not be
available for a default return would be dynamic horizontal tab values
entered by an operator from a keyboard. If these values were dynamically
entered into an active table, they may be over written by a valid SCS
parameter and not available for default later. .

3. Architecture defined. An architectural default is defined for each
parameter. If a parameter for type 1 or 2 above is not available, this
value is made active.

Note: For predictable results, any recovery must include a valid format
control code and parameters.

ERROR HANDLING

SCS errors are considered errors encountered in creating the character
string. They are either program errors or operator errors, depending on the
source of the character string.

INVALID CONTROL CODE

This error occurs when a control code or control code sequence is detected by
a receiving device that has not jmplemented the received code.

INVALID PARAMETER

This error is indicated when a function or value parameter is detected that:

e Contains an invalid code for that parameter

e Contains a value that is outside the range of the device. This includes the
case of vertical positioning past the next sequential line, when there has
bean no presentation surface size specified for the device. In the absence
of a defined presentation surface size, either inherent in the device or
specified by SVF (set vertical format), a device is considered to have a
presentation surface size of one line.

Note: For sessions where it is important to display as much of the data as
possible, even if an occasional error occurs, or for spooled, offline, print-
ing jobs where an error response would be meaningless, a default action may
be substituted for an invalid control code or an invalid parameter.

UNSUPPORTED GRAPHICS

If characters from a large character set are transmitted to a device with a

smaller character set:

* Lowercase a}phabetics, including national use alphabetic substitutions,
are folded into the corresponding uppercase alphabetic.
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¢ All other unsupported graphics are folded to the graphic specified by SGEA
(set graph;c error action). Hyphen (-) is the substitute graphic if SGEA
is not used.

No error codes are sent if an unsupported graphic is received.

UNEXPECTED OUTPUT UITH CONTIGUOUS BACKSPACES

The automatic new line function can cause a BS control to occur at an unpre-
dictable position relative to the physical end of the line when contiguous BS
controls are found in the data stream. Since the BS control is a no-op if the
pre§3n§ation position is at left margin, contiguous BS controls should be
avoiaeda.

There are no error responses as a result of the misuse of the backspace func-
tion. If an error occurs, however, it may be detected by examination of the
printed output.

SCS DEFAULTS

An SCS control may be treated in one of three ways:
1. The code is recognized, and the function is performed.

2. The code is recognized, but a default is taken, and the specified func-
tion is not performed.

3. The code is not supported and a negative response is returned.

A particular code is supported in the case of either (1) or (2) above; both
require hardware or software support to recognize the code. The difference
is in whether an implementation can perform the function or must execute a

default.
Figure 1-3 shows the defaults.

Taking default action for SCS controls specified by a single code point is
straightforward. Controls with multiple control points are more complicated.
Some controls, such as the controls based on SEL (X'04'), are 2-byte
sequences in which the second byte is a valid graphic character. Taking a
default for such a code could cause an extraneous graphic character to be
printed. Other SCS controls include binary value parameters. If they are
not recognized as value parameters, unpredictable results could occur (they

could be misinterpreted as valid SCS controls).

Controls that contain binary parameters include PP (presentation position),
POC (program operator communication), TRN (transparent), and the controls
based on X'2B' (CSP) as the first byte of the control.

Note: If a control is not included in Figure 1-3, refer to the control
sequence prefix entry in the figure.

SECOND-LEVEL DEFAULTS

A default for a particular SCS contr