










































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































login (1) login (1) 

user's terminal. The user should not type the new password as 
part of the control argument. Passwords can be up to eight 
characters long and can not contain imbedded blanks. 

-generate password, -gpw 
changes the user's password to a new password, generated for 
the user by the system. The login request asks for the old 
password first. Then, a new password is generated and typed 
on the user's terminal. The user is asked to retype the new 
password, to verify having seen it. If the user types the new 
password correctly, it replaces the old password for 
subsequent logins, and the message "password changed" is 
printed at the user's terminal. If the user mistypes the new 
password, the login and password change are refused. 

-modes STR, -mode STR, -md STR 
sets the 1/0 modes associated with the user's terminal to STR, 
where the string STR consists of modes acceptable to the tty 
1/0 module. (See the tty 1/0 module description in the �M�P�~� 
Subroutines. for. a compleIe explanation of possible modes.) 
The STR string· is usually a list of modes separated by commas; 
the STR string must not contain blanks. (See "Examples" 
below.) 

-no print off, -npf 
�~�a�u�s�e�s�- the system to overtype a string of characters to 
provide a black area for the user to type the password. 

-no warning, -nw . 
suppresses even urgent system 
from the operator, both at 
session. Use of this argument 
who are using a remote computer 
typing out long memoranda, when 
be interrupted by even the most 

warning and emergency messages 
login and during the user's 
is recommended only for users 
to simulate a terminal, or are 
the process output should not 

serious messages. 

-print off, -pf 
�s�u�p�~�r�e�s�s�e�s� overtyping for the password. The default for this 
Control argument depends on the terminal type. 

�~�t�e�r�m�i�n�a�l�_�t�y�p�e� STR, -ttp STR 
sets the user's terminal type to STR, where STR is any 
terminal type name defined in the standard terminal type 
table. This control argument overrides the default terminal 
type. 

LIST OF CONTROL ARGUMENTS FOR PROCESS CREATION: 
The following arguments are to used when requesting the 
creation of a new process. 

4-11 AG92-03 



login (1) login (1) 

-authorization STR, -auth STR 
sets the authorization of the process to that specified by 
STR, where STR is a character string composed of level and 
category names for the desired authorization, separated by 
commas. The STR character string cannot contain any embedded 
blank or tab characters. (The short names for each level and 
category are guaranteed to not contain any blanks or tabs, and 
can be used whenever the corresponding long names do contain 
blanks or tabs.) The STR character string must represent an 
authorization that is less than or equal to the maximum 
authorization of Person id on the project Project ide If this 
control argument is o~itted, the user's regisIered default 
login authorization is used. (See "Access Control" in the MPM 
Reference Guide for more information about process 
authorizations.) 

-force 
logs the user irt if at all possible, provided the user has the 
guaranteed login attribute. Only system users who perform 
emergency repair functions have the necessary attribute. 

-home dir path, -hd path 
sets the user's home directory to the path specified, if the 
user's project administrator allows this choice. 

-no save on disconnect, -nosave 
~ausei tEe user's process to be logged out instead of being 
saved, if it becomes disconnected from its login terminal. 
This argument is used to override a default of 
-save on disconnect, if that default has been set by the 
user'i project administrator. 

-no_preempt, -np 
refuses to log the user in if this can only be done by 
preempting some other user in this user's load control group., 

-no start up, -ns 
Instru~ts the standard process overseer not to execute the 
user's start up.ec segment, if one exists, and if the project 
administrato~ allows this choice. 

-outer_module path, -om path 
attaches the user's terminal via the outer module named path 
rather than the user's registered outer module, if the user is 
allowed this choice. 

-process overseer path, -po path 
sets the user's process overseer to the procedure given by the 
path specified, if the user's project administrator allows 
this choice. If path ends in the characters ",direct", the 
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specified procedure is called directly during process 
initialization rather than by the standard procedure provided 
by the system. This means that the program specified by path 
must perform the tasks that would have been performed by the 
standard procedure. 

-ring N, -rg N 
sets the user's initial ring to be ring N, if this ring number 
is greater than or equal to the user's registered initial ring 
and less than the user's registered maximum ring. 

-save on disconnect, -save 
saves-the user's process if it becomes disconnected from its 
login terminal because of a communications line hangup or FNP 
crash. Permission to use the process-saving facility, and the 
setting of whether or not the facility is enabled by default, 
are both under the control of the user's project 
administrator. See the description of the 
no· save on disconnect command elsewhere in this manual. 

-subsystem path, -ss path 
cr~ates the user's process using the prelinked subsystem in 
the directory specified by path. The permission to specify a 
process 6verseer, which can be given by the user's project 
administrator, also governs the use of the -subsystem 
argument. To override a default subsystem specified by the 
project administrator, type -ss. "" 

LIST OF CONTROL ARGUMENTS FOR DISCONNECTED PROCESSES: The 
following are used to specify the disposition of disconnected 
processes. See "Notes on Disconnected Processes" below. 

-connect {N·} 
connects the terminal to the user's disconnected process. If 
more than one such process exists, the process number N must 
be specified. 

·-new proc {N} 
destroys the user's disconnected process and creates a new 
one.. If more than one such process exists, the process number 
N must be specified. 

-destroy {N} 
destroys the user's disconnected process and logs out. If 
more than one such process exists, the process number N must 
be specified. 

-create 
creates a new process without destroying any disconnected 
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processes. This is permitted only for users w~o are allowed 
to have multiple interactive processes. 

-list 
lists the user's disconnected process, showing the process 
number, the time of the original login, and the 1D of the 
channel and terminal that were last connected to the process. 

NOTES: The login request asks for a password from the 
attempts to ensure either that the password does not 
all on the user's terminal or that it is thoroughly 
a string of cover-up characters). The password is a 
one to eight letters and/or digits associated 
Person ide 

user (and 
appear at 
hidden in 
string of 
with the 

After the user responds with the password, the answering 
service looks up the Person id, the Project id, and the 
password in its tibles and v~rifies that the -Person id is 
valid, that the Project id is valid, that the user is a-legal 
user of the project, a~d that the password given matches the 
registered password. If these tests succeed, the user is said 
to be logged in. 

Unless the user already has one or more processes, the normal 
action taken at login is to attempt to create a process. 
First, the load control mechanism is consulted to determine if 
creation of a process for this user would overload either the 
system or the user's load control group. 

If permitted by load control, a process is created for the 
user and the terminal is connected to it (i.e., the terminal 
is .placed under the control of that process). 

The control arguments described above under "List of Process 
Creation Control Argument.s" can be used to spectfy some of the 
attributes of a newly-created process. 

The user might have a disconnected process (one that became 
disconnected from its terminal because of a phone line hangup 
or an FNP crash). In that case, the user can choose among the 
following alternatives: connection of the terminal to the 
process; destruction of the disconnected process, with or 
without the creation of a new one; or logging out without 
affecting the disconnected process. These alternatives are 
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described below under "Notes on Disconnected Processes". The 
arguments used to select them are described above under "List 
of Disconnected Process Control Arguments". 

If neither the -print off nor -no print off control argument 
is specified at log-In, the system attempts to choose the 
option most appropriate for the user terminal type. 

Several parameters of the user's process, as noted above, can 
be controlled by the user's project administrator. The 
project administrator can allow the user to override some of 
these attributes by specifying control arguments in the login 
line. 

If the project administrator does not allow the user to 
specify the -subsystem, -outer module, -home dir, 
-process overseer, -save on disconnect~ or -ring co~trol 
argumenti or if the. adminIst~ator does allow one or more of 
these control arguments and they are incorrectly specified by 
the user, a message is printed and the login is refused. 

NOTES ON DISCONNECTED PROCESSES: If a user's project· 
administrator allows it, a user's process can be preserved 
when it becomes disconnected from its terminal because of a 
phone hangup or FNP crash. The user can call back any time 
before the (installation-defined) maximum inactive time and 
ask to be connected to this disconnected process. This 
feature is coritrolled by the -save on disconnect and 
-no save on disconnect control arguments; Ihe-default is set 

·by the user's project administrator. 

'Some users are permitted by their project administrators to 
have several interactive processes simultaneously. These 
users can have more than one disconnected process. Multiple 
disconnected 'prbcesses are numbered consecutively starting 
with 1, in the order of their login times. These process 
numbers must be used as argumen£s when referring to one of a 
se~ of multiple disconnected processes. The number and login 
time of each is printed by the -list argument or the list 
preaccess request. The user can, however, anticipate the 
process numbering and use a number in an argument to the login 
command. The time listed and sorted on is the time of the 
original login from which the process is descended; this time 
is not affected by new_proc or reconnection. 
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A user with disconnected processes 
the login line, the action to be 
disconnected processes, is told 
disconnected processes and given a 
actions: 

who does not specify, on 
taken with respect to the 
of the existence of the 

choice of the fol1pwing 

1) list the user's disconnected processes; 
2) create an additional process; 
3) connect the terminal to a disconnected process; 
4) destroy a disconnected process, create a new one with the 

same attributes, and connect the terminal to it; 
5) destroy a disconnected process and log out; 
6) log out without affecting any process. 

These are specified by means of the list, create, connect, 
new proc, destroy, and logout preaccess requests.· The 
connect, new proc, and destroy requests take an optiional 
process number as an argument. The help request, when ~ssued 

. from a logged in but disconnected terminal, explains these 
options rather than explaining how to log in. 

EXAMPLES: In the examples below, the lines typed by the user are 
preceded by an exclamation mark (I) and the user's pa$sword 
is shown even though in most cases the system either prints a 
string of cover-up characters to "hide" the password Of" 

temporarily turns off the printing mechanism of the user's 
terminal. 

Probably the 
specify just 
password) as: 

most common form 
the Person id and 

login Jones Demo 
Password: 
mypass 

of the login request is to 
the Project_id (and th~n the 

i 

To set (or change) the default project to Demo, type: 

login Jones Demo -cdp 
Password:! mypass 
Default project changed. 

To set the tabs and crecho I/O modes so the terminal uses tabs 
rather than spaces where appropriate on output and echoes a 
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carriage return when a line feed is typed (assuming the user 
has a default project), type: 

login Jones -modes tabs,crecho 
Password: 
mypass 

To change the password from mypass to newpass (assuming the 
user has a default project), type: 

login Jones -cpw 
Password: 
mypass 
New Password: 
newpass 
New Password Again: 
newpass 
Password changed. 

The following example illustrates a 
disconnected process. 

login involving a 

login Jones.Demo 
Password: 

. mypass 

You have 1 disconnected process. 
Jones.Demo logged in 11/16/79 1435.9 est Fri 

from ROSY terminal "none" 
Last login 11/16i79 1435.1 estFri 

from ROSY terminal "none" 
. Please give instructions regarding your 

disconnected process(es). 
Please type list, create, connect, new_proc, destroy, 

logout, or help. 

list 
1) logged in 11/16/79 1435.1 est Fri over channel a.h001, 

terminal "none" 
Please type list, create, connect, new_proc, destroy, 

logout, or help. 

connect 
Your disconnected process will be connected to this terminal 
Wait· for QUIT. 
QUIT 
r 1503:03 .47 12 Level 2 
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SYNTAX AS A COMMAND: 

logout {-control args} 

FUNCTION: terminates a user session and ends communication with 
the Multics system. It is used from a terminal that is logged 
in but not connected to a process. It informs the answering 
service that the user who gave a correct Person id password 
combination is no longer using the terminal. 

CONTROL ARGUMENTS: 

-hold, -hd 
the user's session is terminated. However, communication with 
the Multics system is not terminated, and a user can 
immediately log in without redialing. 

-brief, -bf 
no logout message 
argument has been 
either. 

is printed, and if 
specified, no login 
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modes modes 

SYNTAX AS A COMMAND: 

modes mode string 

FUNCTION: used to set terminal modes before login. 

ARGUMENTS: 

mode string 
is a list of modes to be set. 
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slave ~J.ave 

SYNTAX AS A COMMAND: 

slave 

FUNCTION: changes the service type of the channel from login to 
slave for the duration of the connection. 

NOTES: The slave command enables a privileged process to request 
the answering service to assign the channel to it, and then 
attach it. Refer to the description of the dial manager 
subroutine in the MPM Subsystem Writers' Guide- for an 
explanation of the mechanism for requesting channels from the 
answering service. 
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-_._--_._-_.--_._-

SYNTAX AS A COMMAND: 

ttp terminal type name 

FUNCTION: used to set the terminal type prior to login. 

ARGUMENTS: 

terminal type name 
is thi nami of a system defined terminal type. 
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MAP MAP 

SYNTAX AS A COMMAND: 

MAP 

FUNCTION: tells the system that the user is attempting to gain 
access from a terminal whose keyboard generates only uppercase 
characters. This request must be invoked before the access 
requests (e.g., login) can be successfully issued. 

NOTES: Once the request has been issued, the system changes the 
translation tables used by the terminal control software so 
that all uppercase alphabetic characters are translated to 
lowercase. The user still needs to use the special escape 
conventions to represent the ASCII graphics that are not on 
the uppercase-only t~rminal keyboard. Uppercase alphabetic 
characters also require the escape conventions. (See "Escape 
Characters" in the MPM Reference Guide.) After the map 
request is given, the user may log in normally. 

This request must be used for 150-, 300-, and 1200-baud 
terminals if their keyboards can transmit only uppercase 
characters; for any other terminal type, it is ignored. 

EXAMPLES: The following example shows a user invoking the MAP 
request. The lines typed by the user are preceded by an 
exclamation mark (I). 

MAP I LOGIN \JONES \DEMO 
PASSWORD: ! MYPASS 
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029 and 963 029 and 963 

SYNTAX AS A COMMAND: 

029 

or: 

963 

FUNCTION: requests tell the system whether the user is 
attempting to gain access from a device similar to an EBCDIC 
or Correspondence code IBM Model 2741. These requests must be 
invoked before the access requests (e.g., login) can be 
successfully issued. 

NOTES: If the user attempts to log in from a device similar to 
an EBCDIC or Correspondence code IBM Model 2741, the system 
returns a "Type 'help' for instructions" message accompanied 
by a partially readable line. For example, 

cidu #63 cqn U:"XVOXK Type 029 for Correspondence code. 

or 

Type 963 for EBCDIC. Ula; z17 qis Fiss;nairp;rf; fip;-

The user should respond to this message by typing the 
specified request. 

Once the request has been issued, the system changes the 
translatibn tables used by the terminal control software so 
that all input/output is readable. The user can then log in 
normally. 

These requests are valid for 
IBM Model 2741 only; for any 
ignored. 

134-baud devices similar to an 
other terminal type, they are 

The names (963, 029) of the requests are actually the standard 
part n~mbers of the usual typeballs for EBCDIC and 
Correspondence code IBM Model 2741s, respectively. 
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APPENDIX A 

OBSOLETE COMMANDS 

This appendix contains selected Multics system commands that 
are obsolete. They appear in alphabetical order for user 
convenience. 
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fs chname fs chname 

SYNTAX AS A COMMAND: 

fs chname dir name entryname oldna~e newname 

FUNCTION: The fs chname command is an interface to the storage 
system sUbroutIne hcs $chname file (described in the MPM 
Subroutines). It causes an entryname of a specified segment 
to be replaced, deleted, or added. 

ARGUMENTS: 

dir name 
Is the directory name portion of the pathname of the segment 
in question. 

entryname 
is the entryname portion of the pathname of the segment in 
question. 

oldname 
is an old entryname to be deleted. See "Notes H below. 

newname 
is a new entryname to be added. See "Notes" belo~l. 

ACCESS REQUIRED: The user must have modify permission on the 
directory containing the entry in order to make any name 
changes. 

NOTES: This command interprets none of the special command 
system symbols (e.g., *, » and thus allows the user to bypass 
the star convention or to manipulate strangely named segments. 
For segments with ordinary names, the rename, ;add name, and 
delete name commands perform the same function. -

Since the -name control argument of the rename command allows 
the user to ignore special command system symbols and thus 
give a strangely named entry an ordinary name, the fs chname 
command is now obsolete. It is documented here for 
compatibility and will be removed at the next update. 
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When both an old entryname and a new entryname appear in the 
command line, the new entryname replaces the old entryname. 
This is equivalent to using the rename command. 

If the old entryname is a null character string ('''') , then the 
new entryname is added to the segment. This is equivalent to 
using the add name command. 

If the new entryname is a null character string (If"), then the 
old entryname is deleted from the segment. This is equivalent 
to using the delete name command. 
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SYNTAX AS A COMMAND: 

ml path Person idl.Project idl 
{-control-args} -

or: 

ml {destination} {-control args} 

FUNCTION: sends a message to another user or prints messages in 
any mailbox to which the user has sufficient access. 

ARGUMENTS: 

path 
is the pathname of a segment to be sent or is an asterisk (*) 
to indicate that the user wishes to type a messagE~ to be sent 
(see "Notes on Composing Mail" below). 

Person idi 
is ~he-person name of a person to whom mail is to be sent. 

Project idi 
is the name of a project on which Person idi is registered. 

Mail is sent to the mailbox 
>udd>p3Project idi>Person idi>Person idi.mbx for each 
Person_idi.proJect_idi argument in the command line. 

CONTROL ARGUMENTS: 

-acknowledge, -ack 
requests acknowledgement of the pieces 
acknowledgement consists of the string: 

"Acknowledge message of (date-time sent)" 

of mail. The 

and is sent as an interactive message by the mail command when 
the mail command is invoked to print mail. 

-no notify, -nnt 
suppresses the sending of an interactive uYou have mail" 
notification. 
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-pathname path, -pn path 
specifies a mailbox by pathname. The mbx suffix is assumed. 

To print messages sent by the mail and send_message commands: 

Syntax: ml {destination} {-control args} 

ARGUMENTS: 

destination 
can b~ of the form Person id.Project id to specify a mailbox. 
The default is the user's default mailbox. If destination 
contains a < or >, it is the pathname of a mailbox. The mbx 
suffix is assumed in this case. 

CONT'ROL ARGUMENTS: 

-header, -he 
prints only the header line for each message. No messages are 
deleted. 

-match STR 
prints messages sent by users whose Person id.Project_id 
matches the Person id. Project id specified ,in STR. If the 
'-exclude control argument has- been specified, exclusion is 
performed before matching. The star convention is allowed. 

-exclude STR, -ex STR 
ignores messages sent by users whose Person id.Project id 
matches the P~rson id.Project id specified in STR. The s~ar 
convention is allo~ed. If tEe -match control argument has 
been specified, exclusion is performed before matching. 

:"'brief, -bf 
prints the total ,number ,of messages in the mailbox. If the 
mailbox is empty, nothing is printed. 

-pathn~me path, -pn path 
specifies a mailbox by pathname. The mbx suffix is assumed. 
This control, argument cannot be used with the destination 
argument. 
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NOTES ON PRINTING MAIL: When the contents of the mailbox named 
by path are printed, they are preceded by a line of the form: 

N messages. 

Each message is preceded by a line of the form: 

i) From: Person id.Project id (sent from) date time (N lines) 

where: 

i 
is the incremental number of the message. The oldest message 
is numbered 1, the next oldest is 2, and so on. The messages 
are printed in ascending numerical order. 

Person id' 
is the registered person identifier of the user who sent the 
message. 

Project id 
is the name of the project on which the sender was logged in 
when he sent the message. 

sent from 
is an optional field that further identifies the sender, e.g., 
the log-in name of an anonymous user, if he has one. 

date 
is the date the message was sent, of the form mm/dd/yy to 
indicate the month, day, and year. 

time 
is the time the message was sent, of the form hhmm.m zzz www 
to indicate the hours, minutes, and tenths of minutes in 
24-hour time followed by the time zone and day of the week. 

N lines 
is the number of lines in the message. 

After printing all messages, the mail command asks whether the 
user wants the messages deleted. If the answer is yes~ all 
messages in the mailbox are deleted. If the answer is no, no 
messages are deleted. In either case, the user returns to 
command level. 
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If the user issues a quit signal while the messages in the 
mailbox are being printed and then issues the 
program interrupt command, the mail command stops printing and 
asks whether to delete all messages in the mailbox, including 
those that were not printed. 

NOTES:: The extended access used on mailboxes, which are ring 1 
segments, permits the creator of a m~ilbox to control other 
users' access to it. Adding, reading, and deleting messages 
are independent privileges under extended access. For 
example, one user can be given access to only add messages, 
another user to add messages and to read and delete only the 
messages he or she has added. For more information on 
extended access, see "Notes on Extended Access" below. Mail 
and interactive messages sent to a user are placed in the 
mailbox: >udd>Project id>Person id>Person id.mbx. For more 
information .on the mail faciTity, see the print mail, 
read_mail, and send_mail command descriptions in this ma~ual. 

If the recipient of mail is accepting interactive messages 
(see 'accept messages in this manual), the recipient receives 
an immediate notification of the form "You have mail from 
Person_id. Proje.ct_id." . 

Segments to be mailed have a maximum length of one record 
(4096 ASCII characters). 

NOTES ON COMPOSING MAIL: If path is *, mail responds with 
~'Input:" and accepts lines from the terminal until a line 
·consisting onl~ of a period (.) is. typed. The typed lines 
are then sent ·to the ~pecifi~d user(s). 

NOTES ON CREATING A MAILBOX: A default mailbox is created 
automatically th~ first time a user prints mail or issues the 
accept messages ·or print~messages commands. The default 
mailbox is: 

>user dir_dir>Project_id>Person id>Person id.mbx 

A-7 AG92-03 



mail (ml) mail (ml) 

NOTES ON EXTENDED ACCESS: Access on a newly created mailbox is 
automatically set to adrosw for the user who created it, aow 
for *.SysDaemon.*, and aow for *.*.*. The types of extended 
access for mailboxes are: 

add a add a message. 

delete d delete any message. 

read r read any message. 

own 0 read or delete only your own messages, i . e . :, 
those sent by you. 

status s find out how many messages are in the mailbox. 

wakeup w send a wakeup when adding a message (used by the 
send message command). 

--

The modes "n", "null", and "" specify null access. 

LIST OF RELATED COMMANDS: Special commands exist to create 
additional mailboxes and to change the attributes of 
mailboxes. These commands, described in the MPM Subsystem 
Writers' Guide, are: 

mbx create 
mbx-delete 
mbx-add name 
mbx-delete name 
mbx-rename­
mbx_Iist acl 

mbx set acl 

mbx delete acl 

mbx_set_max_length 
mbx safety switch_on 

mbx safety swi tCh __ off 

create a mailbox. 
delete a mailbox. 
add a name to a mailbox. 
delete a name from a mailbox. 
rename a mailbox. 
list the access control list (ACL) of 
a mailbox. 
change or add entries to the ACL of a 
mailbox. 
delete entries from the ACL of a 
mailbox. 
set the maximum length of a mailbox. 
turn on the safety switch of a 
mailbox. 
turn off the safety switch of a 
mailbox. 
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print translator search rules 
- (ptsr) 

SYNTAX AS A COMMAND: 

ptsr 

FUNCTION: prints the current 
language translators (pI1, 
include files. 

-----------

print_translator search rules 
(ptsr) 

translator search list 
fortran, basic, etc.) 

used by 
to find 

NOTES: This command has the same effect as "print search paths 
translator". It is recommended that the print-search-paths 
command be used. The synonym for translator search lIst is 
trans. 
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set translator search rules 
(stsr) 

------------

SYNTAX AS A COMMAND: 

s tsr {paths} 

set translator search rules 
(stsr) 

FUNCTION: manipulates the translator 
languages to find include files. 

search list used by 

ARGUMENTS: 

paths 
are the pathnames of directories to be searched, in the order 
given, when searching for an include file. 

NOTES: The set translator search rules command is identical to 
"set search paths translator". It is recommended that the 
add search paths or set search paths commands be used. The 
synonym for translator is trans~ 
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